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Subject : Applications Libraries* V-mode and R-mode 

Release : Rev. 19.0 

Date : December 12. 1981 

1« New Functionality 

none 

2. Problems Fixed 

A• The following Polers have been fixed : 

29597 a missing key* A$FL0W» has been inserted into 
SYSC0M>A$KEYS.INS.PL1 

33282 UNITSA now returns FALSE on a bad unit number 

80457 In spite of the description in the Subroutines 
Manual* EDAT$A will return a European date with 
periods as separators? and not with slashes* 
This aspect appears in the documentation 
contained within the source file for this 
routine* 

n-3 
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Rev 19 Avail reports in physical records (1040 words). 
•-NORM*, is available to obtain reports in normalized 
records. Examples of use are: 

An option» 
(440 word) 

AVAIL 
AVAIL 
AVAIL 
AVAIL 
AVAIL 
AVAIL 
AVAIL 
AVAIL 
AVAIL 

-NORM 
NAME 
NAME -NORM 

* -NORM 
-LDEV nn 
-LDEV nn 
ZERO 

-NORM 

AVAIL 
AVAIL 

SEVENTEEN 
ZERO -NORM 

AVAIL SEVENTEEN -NORM 



Buo.s_f ixed 

AVAIL * no Longer prints garbage if there is no comments field in 
SYSTEM>DISCS. CPOLFR 45591] 

* NOTE: ALL products have been modified to conform to master dis 

standards. For a description of these modifi cations? please 
read INF019>STANDARDS.RUN0. 



ABSTRACT 

This oocument describes the changes to Batch for revision 19.0 of the 
master disk* from the 18.2 version. 

e ways extensive; most of them* however* do not 
nd user of Batch. Changes are mostly internal to 

|This version of Batch will not run on pre-rev 19.0 PRIMOS. Nor will a 
Ipre-rev 19.0 Batch run on a rev 19.0 PRIMOS. Also* this version 
requires re-initialization of the entire Patch database due to changes 
in the format of the database. 



I_£HANGES_IO_THE_FI_LE AND UFC STRUCTURF OF BATCH 

The BATCH* BATCHG end CMDNCO ufds on the master disk (and as built and 
initialized by Batch itself) are all changed at rev 19.0. 

lii_Chan2es_to_the_BATCH_director^ 

In BATCH* all files are now in compliance with the file naming 
standard. Also* the file "MONITR" has been changed to 
"MONITOR.FTNM. Insert files ("BSGCOM", "BSCOMN"* etc.) now have 
the suffix ».INS.FTN". 

Seven new insert files exist: "PARSE.INS.PMA"* 
"PARSE_VECTOR.INS.PMA"* "B$SWIN.INS.FTN", "BSSWIN.INS.PL1", 
"BSCOMN.INS.PL1"* "B$LOG0.INS.FTN"* and "BSLOCK. INS.FTN " . 

The build files "C_BATCH" and "C_LISTM are 
"BATCH.BUILD.CPL" and "BATCH.LIST.CPL". 

now known as 

The "INIT.FTN" module has been replaced with an "INIT.SPL" module. 
There are three other new modules for the INIT program named 
"PARSES.PMA"* "SNUM.SPL" and "IMIT_SUBS.FTN". The "PARSES. PMA" uses 
the two new insert files "PARSE.INS.PMA" and "PARSE_VECTOR.INS.PMA" 
ment i oned above. 

I±2_Chan2es_to_the_BATCHG_dlrectorii 

The REV. 19 BATCH subsystem is designed to take advantage of ACL 
protection. It grants particular rights to privileged users* 
BATCH_SERVICE (the BATCH monitor), SYSTEM, and BATCH administrators* 
and grants varying, lesser rights to other users. This allows them 
to use the system* but not to access each other's jobs or to access 
PATCH files and directories. 

If the MFD in which BATCHG resides is a password directory* BATCHG 
itself must be a password directory. However* neither BATCHG nor 
its subdirectory G.CTRL may have passwords. If these directories 
are given passwords* the BATCH subsystem becomes inoperable. 
Therefore* no security exists on a system on which BATCH is running 
and in which BATCHG is a password directory. 

"•FIXBAT", 
ames are as 

All of the "*prog" static-mode image files <"*M0NITR"« 
"*INIT") have been changed to "prog.SAVE". The program n 
follows: "MONITOR.SAVE", "INIT.SAVE"• "FIXBAT.SAVE" . 

The command file "PH_GO" has been changed to 
"START_BATCH_M0NIT0R.COMI". The command files "C_RSET" and "C_BDIF" 
no longer exist? their functionality has been replaced entirely by 
the new INIT program. 

http://PARSE_VECTOR.INS.PMA%22*


A new subufd in BATCHG, named "OTHER'S will now be generated by the 
INIT program in addition to "Q.CTRL" 3^d "CIFILE". This subufd 
holds the files "IN.USE" and "VALID."* which used to reside in 
BATCHG. OTHER is initialized as a password directory, but may be 
converted to an ACL directory if desired; however^ all Batch users 
must have "ALL" access to BATCHQ>OTHER. Because of that 
restriction, it is probably more secure as a password directory. 
Its password is set to the same password as BATCHQ>CIFILE has. 

The CIFILE subufd in BATCHQ fust be a password directory at rev 
19.0. It will also have a default password of "OSIRAS" as released 
on the tester disk. Since Patch software is solely responsible for 
creating, deleting and using BATCHG>CIFILE and BATCHQ>OTHER (which 
has the same password) via the new INIT program, the administrator 
need not know the password. However, he may change it by editing 
Batch source code and rebuilding Batch. See the section on the new 
INIT program. 

The INIT program, when run, will automatically 
(pre-rev 19.0) files (*M0NITR, C_RSET, etc.). 

delete all old 

Not all files are in compliance with the file naming standard in 
BATCHG - examples Bre "G.CTRL", "CIFILE", "SEMFILE", "LOCK.B". 
These are run-time generated files and ufds. 

LiI_.Ch an aes_to_the_Cf DNC0_di. rectory 

In CMDNCO, the static-mode image run files are 
"BATCH.SAVE", "BATGEN.SAVE", and "$$.SAVE". 
"BATCH", "BATGEN" and "$$" should be deleted. 

now named "JOB.SAVE", 
The files "JOB", 

2 INSTALLING BATCH 

The build file for Batch automatically installs everything in the right 
places (BATCHQ and CMDNCO). The BATCHG ufd must contain the 
"START_BATCH_MONITOR.COMI" file, which is present on the Ul partition 
in BATCHG, as the Batch build file will not create this. 

Once everything is installed, the Batch database must be initialized. 
tiQ*ey_eri± this is only possible if the disk on which BATCHG resides has 
been converted to a rev 19 partition by FIX_DISK* and if the MFD has 
been converted to an ACL ufd. When this is done, the command: 

R BATCHOINIT -RSTG 

will initialize Batch. Then, BATGEN should be run to set up the queues 
for that system. The Batch subsystem now supports 16 queues instead of 
6. Once the queues are defined, the Batch subsystem is ready to run. 
Now the startup sequence for Batch in C_PRPO must be changed. 



In C_PPMO* the sequence: 

PH BATCHQ>PH_GO 
CHAP -nn rlv ts 

is obsolete and no Longer supported- At 
mechanism for starting up the monitor. With 

rev 15.0* Batch has a new 
the old mechanism* the in c v. M a 11 i & in iur sidr L m y up trie monitor. witn m e oia mecnamsm* the 

above sequence would be performed? and then when the monitor sent the 
message "Waiting for BATCH SYSTEM -START" to the system console* the 
rnmmanrl * command: 

BATCH SYSTEM -START 

would be issued. This. i_s at.± obs.ol.ete.. The 
should be as follows.' 

new sequence in C_PRMO 

BATCH -START -RLV rlv -TS ts 

where <rlv> and <ts> are decimal, numbers* not octal numbers as they 
were in the CHAP command. This command replaces the old sequence* and 
no longer reouires the "BATCH SYSTEM -START" command to be issued Later 
on after the monitor sent a message. Also* this command can be 
executed before the system date and time are set* if desired. 

The Batch monitor is no longer spawned as user "SYSTEM". It is spawned 
as user "BATCH_SERVICE"• Whether or not this username is in the User 
Validation File (UVF) is unimportant at this revision; however* the 
Batch subsystem now recognizes as privileged users both "SYSTEM" and 
"BATCH_SERVICE". These users can display and modify all user's jobs in 
the Batch subsystem. 

Because the username of Batch is now "BATCH_SERVICE"* messages sent by 
that user to the console will no longer have the text "*BATCH* " in 
front of them. The exceptions are when it is not clear that the 
message is coming from the Batch monitor* as is the case with database 
invalidation messages. Also* "Executing xxx for user yyy" messages 
have "*BATCH* " in front of them still* because they are sent by the 
user process spawned to run the batch job. 

When the monitor is in operation* the message "Monitor in operation" 
will be sent to the console. However* no action need be taken at this 
point - the message is simply a notification that the monitor is 
finished fixing the database (by running FIXBAT) and is ready to 
process Batch jobs. 

The BATCH command has been essentially rewritten at rev 19.0. 
be discussed in further detail Later in this document. 

It will 

As a result of the startup sequence change* the message "Warning: the 
batch monitor is still awaiting start-up instructions from the 
operator* so jobs are not yet being processed" is no longer necessary 
and does not exist. 

http://obs.ol.ete


3_ADMINISTRATIVE_CHANGES 

3 ̂ _ B a t£j^ Administrator. 

The new INIT program alLows the specification of the Batch 
Adjrn ni.s;t rator when run. If not specified* it uses the current user 
(see the section on the new INIT program for details). 

It uses this information to set up the access on the Batch database. 
A "Batch administrator" is defined as any user with "ALL" access to 
BATCHQ. Therefore* since users SYSTEM and BATCH_SERVICE are given 
"ALL" access to BATCHQ* they are automatically Batch administrators. 

INIT.SPL has been changed so that the BATCH administrator is granted 
full access rights to the BATCH subdirectories in additon to the 
BATCHQ ufd before attempting to delete the subdirectories. This is 
necessary if any of the subdirectories contain any BATCH files* 
e.g.* Queue control files or command files. 

A Batch administrator can run BATCHQ>FIXBAT and BATCHQ>INIT. He can 
also do the BATCH commands -STOP* -PAUSE and -CONTINUE. However* 
only users logged in as SYSTEM or BATCH_SERVICE can manipulate other 
users jobs. Only SYSTEM or BATCH_SERVICE can use the -HOLD and 
-RELEASE options on the JOB command. And only the system console 
can do BATCH -START and successfully abort other users* running 
jobs. That is* only the system console may abort a running job. 

The Batch administrator is also given full access to BATCHOBATDEF. 
so he can change the queue configuration anytime. All other users 
are given "P" access (read-only). HE^._^£££H_2S_nec_essar^ for all 
users who submit Batch jobs* as the JOB program needs to have access 
to BATCHQ>BATDEF. 

3i2_Co£^ln2_into_EATCHQ>BATDEF 

As of rev 19.0* only BATGEN should be used to copy a new queue 
configuration into BATCHOBATDEF. Do not use FUTIL and never use 
COPY. This is because BATGEN does not delete and re-create 
BATCHQ>BATDEF when it copies into it. It only overwrites the data. 

Therefore* it leaves the specific ACL which the INIT program places 
on BATCHQ>BATDEF in place. If this is disturbed* users will be 
unable to submit jobs or do just about anything with Batch. The 
error messages will probably be "Insufficient access rights. BATDEF 
missing". 



Also, by using BATGEN* the Batch rronitor is immediately notified* 
causing potentially faster turnaround on queue deletions and such. 

3i3_D a ta b a se_Error_L ofiSincj 

The format of "B ATCHQ>ERPOR." is changed. Entries are now appended 
to the end of the file. Previously* they overwrote whatever entry 
uas al ready there. 

Also* the format of an entry is itself changed. It now occupies 
only one line in the file* not two. In addition to the information 
describing what part of Batch received the error and what the error 
code was* the username and usernumber fin parentheses) is also 
logged. 

For example* the entry: 

JOHNSON (1?) JOB(1004) error=l 

Means that user JOHNSON (user number 12) got a fatal database error 
"End of file" (error code 1) in the JOB program at statement number 
1004. 

4 OTHER GENERAL CHANGES 

iii_Iatch_Now_in_V-Mode 

All of the Batch subsystem now executes in V-mode. All programs now 
do a "RETURN" to exit to Frimos (except when errors occur* or when 
the "QUIT" command is given in BATGET command mode)* so a subsequent 
"START" command will produce a "Program halt at xxx" message. The 
old error messages "No restarts allowed" are gone. 

4.2 Maximum Quota Exceeded in BATCHG 

Batch now handles the new "Maximum quota exceeded" error at rev 19.0 
the way it handles "Disk full" errors. This will be expounded on a 
bit more in the section which describes changes to the monitor. 



ii3_Lono_Usernames_-_3 2_Characters 

This revision of PRIHOS supports 32-character usernames, and Batch 
has been modified to support it also. 

In the "BATCH -DISPLAY" tabular report, the "User" field will be 
dynamically adjusted to reflect the longest username in the table 
(minimum of 8 characters). 

In the "JOB -STATUS" tabular report, usernames are assumed to be 8 
characters or less in length. If one is more than 8 characters 
long* it will be printed on the line by itself, and the job 
information will be printed on the next line. Multiple occurances 
of that long username that are contiguous will be optimized so that 
the username is not output repeatedly. 

it«.it_Sof t̂ wa re_Xn^e_£ru£t._Func.t.i_onali.t.^ 

The software interrupt functionality (SWSINT) has been integrated 
into REV19.0 BATCH. All references to BREAKS to inhibit or enable 
GUITS have been replaced with calls to SWSINT to effectively create 
critical sec t ions . 

4.5 Solution To The BATCH Database Deadlock 

All attempts to attain the BATCH subsystem database lock are now 
singularly threaded through a named semaphore in order to assure 
prompt service to those processes waiting to obtain the subsystem. 
This change along with a change to JOBSO.PLP which closes the queue 
file unit before exiting with a file-in-use error is meant to 
address the BATCH deadlock situation resulting when multiple, 
simultaneous accesses to the same BATCH queue file occur. The file 
"SEMFILE" in the BATCHG ufd is associated with the database lock 
named semaphore. 

All BATCH subsystem commands and programs now contain onunits to 
handle the QUITS condition resulting from a terminal quit. This 
onunt simply closes the named semaphore if the user had opened it. 



4i^_Bat£h_Hcni_tor_SemaDhore2D£i.yen 

The Batch monitor is now semaphore-driven. Semaphore number -15 is 
notified by Batch programs when they wart the monitor to wake up. 
In a dormant system* the monitor will automatically wake itself up 
every 10 mi nutes. 

By making the monitor semaphore-driven* turnaround time for job 
startup and the detection of aborted jobs should be smaller* and the 
cost of the Batch monitor on a dormant system should be greatly 
reduced• 

4.7 Database Timeouts 

The timeout on files that a Batch program is trying to open 
60 seconds instead of 30. 

is now 

li8_Daxabas.e__Loic k.i.na_MecJian2sm_Ch.anae 

The Batch subsystem makes use of an 8-word area from 6001/67770 
through 6001/67777 inclusive. This area is to control access to the 
database lock over multiple program invocations (such as a long 
chain of JOB commands). 

fj_i9_f̂ e s sa_£e _St a t e_No—Longer _Reset 

The message "(Batch) I have reset your message state to -ACCEPT" is 
now cone. When Batch needs to send a message to the system console* 
and the sending user has an overly inhibitive message state* Batch 
will reset it* then send the message* and then set the state back to 
what it was. 

^JLl10_Sy_s£em_Datie_and_Ti_me_Er£ors 

The error message "System time must be set first. (INITSB)" is now 
"Date and time not set. (Batch)"* and is only issued for the BATGEN 
and JOB commands* and the INIT program in BATCHQ. The BATCH command 
can now be run even if the date and time are not set* and the FIXBAT 
and MONITOR programs in BATCHO will* as usual* just wait for the 
date and time to be set before they start running. 



4.11 Fixed POLERS 

POLER #37550 has been fixed. This 
execution of jobs from a queue if 
contained nothing but held jobs. 

was a bug which prevented 
a previously-defined queue 

I i±Il-l£l£orS£)l_EIi£s—Used_Ffir->iJJ2b_lni1itJ[aii2Q 

| Temporary files generated by the Patch monitor throuch which Batch 
| jobs are spawned will be given •' $ R E S T : R " access by that monitor so 
| that the spawned job may open the file for reading. This means that 
| the spawned job may not change the access on the unit on which that 
| temporary file is open to reading & writing (or writing only) via 
I the KSCACC key to SRCH$$. 

I iiI3_Erro£_Mejssaae.s 

| Most error messages which output the names of files in BATCHO or its 
| subufds now put "BATCHQV in front of those names. For example? the 
| message that the monitor sends when one of its files gets closed is 
| now: 

| BATCHOOTHEPMN.USE not open. 

fLilit-Subs^s tem2M2de_£bbrevi.at ions 

The Batch subsystem now has abbreviations for most of the options* 
commands and subcommands (in BATGEN). These abbreviations will be 
listed for each command described below. 

| Also* the corresponding "Usage:" texts have been modified to have 
| the options be in upper/lower case* where the upper-case characters 
| define the abbreviations for the option. 

5 CHANGES TO THE BATGEN PROGRAM 



5 •_!__£_ r ror_Hend i.ina 

When BATGEN reports an error while in command or subcommand mode* it 
will now call the subroutine SSSFRR, which will cause the "ER!" 
prompt to be generated (and command input will be paused) if input 
is coming from a command file. Otherwise* it will do nothing. 

See the description of this routine in the subroutine guide 
Primos manual for more detailed information. 

or the 

Ii£_IOiiiai_Vaiues_f or_CPU/Eiap.sed_Time_Limits 

The initial values for CPTIME and ETIME, when adding a queue* are 
now "None" for both default and maximum parameters. "None" also 
means "Infinite". 

£i3_Abbrevi_a,t i.ons 

Abbreviations for the BATGEN program are as follows: 

-STATUS = -ST, -DISPLAY - -DP* FILE = FI or FIL* BLOCK r BLK, 
UNBLOCK = UNBLK, DELETE = DL* MODIFY = MOD* DISPLAY = DP* 
STATUS = ST, CPTIME = CPT, ETIME = ET, FUNIT = FU, PRIORITY = PRI, 
QUIT = G QU or QUI, TIMESLICE = TS, RLEVFL = RLV, and RETURN = RTN. 

&_CHANGES_TO_THE_INII_P£C:GRAM 

| A t rev 19.0, the INIT program is rewritten, and now does all of the 
(functions that were previously performed by the "C_PSFT" and "C_BDIF" 
[files in BATCHG. Those files are no longer in existence. 

£ii_iisaae 

To invoke INIT, do: 

R BATCHQMNIT C -RESET_QUEUES 1 [-ADMINISTRATOR user] 

The "-RESET_QUFUES" option may be abbreviated to H-PSTQ", and the 
"-ADMINISTRATOR" option may be abbreviated to "-ADMIN". 



The Batch administrator is given "ALL" access to the BATCHQ ufd and 
all sub-ufds and files. Users "SYSTEM" and "B ATCH_SERVICE" , also 
"Batch administrators", are also given "ALL" access to BATCHQ. 

If "-PESET_QUFUES" is specified, a new BATDEF file will be created 
in BATCHQ with no defined queues. If it is not specified* the old 
one will be left as is. Since the rev 19.0 BATDEF and previous 
versions of BATDEF are incompatible? this option must be used when 
the new system is first initialized. 

N°.i£l the INIT program does not actively prevent the "wrong" users 
from running it. But since only Batch administrators will have 
access to the program, and only they will have sufficient access to 
BATCHQ to actually initialize anything, there should be no problems 
with misuse of INIT. 

i±2_What_INIT_Does 

The INIT program first obtains the database lock, to wait for other 
users who might be in the middle of updating the Batch database 
(which will be wiped out anyway). 

It then opens the file "BATCHQ>IN IT.BATCH" for reading & writing. 
This file is held open for the duration of initialization. It is 
also held open by the Batch monitor while it is running. This way, 
it is guaranteed that INIT will not be able to run while the monitor 
is running, and that the monitor cannot be started up while INIT is 
runni ng. 

It then deletes all old (pre-rev 19.0) files which may be hanging 
around in BATCHQ. These files are: "*INIT", "*FIXBAT", "*M0NITR", 
"C_RSET", "C_BDIF", «'PH_G0", "IN.USE", and "VALID.". Also deleted 
are "INITIALTZE_DATABASE.C0MI" and "RESET_DATABASE.COM I", which were 
present in the pre-release version of rev 19.0 Batch. 

The BATCHQ subufds "Q.CTRL", "CIFILE" and "OTHER" are then deleted. 
Then, the BATCHQ files "MON.SR", "MON.PA", "MON.ST", "ERROR.", 
"EXECUT", "QUEUE" are all deleted. 

Then, if "-RESET_QUEUES" was specified, "BATCHQ>BATDEF" is deleted. 

Now, it is time to rebuild 
files are built and written 
specified, a null queue 
"BATCHG>BATDEF". 

the database. The 
in BATCHQ. If 

confi gurat i on is 

"EXECUT" and "QUEUE" 
"-RESET_GUEUES" was 
written out in 

Then, the database is unlocked so that the database lock file, 
"LOCK.B", may be deleted. After it is deleted, the sub-ufds are 
re-c reated • 



The "Q.CTRL" sub-ufd is created as an ACL ufd. 

The "CIFILE" and "OTHER" sub-ufds are created as password 
directories* with the current Batch password as the owner password* 
and six blanks as the non-owner password. 

Then, the files "MON.ST"* "LOCK.B"* and "ERROR." are re-created in 
BATCHQ. 

Now* INIT sets up the access on objects inside BATCHQ. 

On "Q.CTRL"* it gives Batch administrators (including* of course, 
users SYSTEM and BATCH_SEPV ICE) "ALL" access; it gives users in 
group ".BATCH!" "ALL" access; and gives all other users ($REST) 
"LUR" access. The group ".BATCHS" is reserved for Batch and PRIMOS 
use only. It is part of the security mechanism which prevents user 
A from changing the attributes of a job belonging to user B. It 
also prevents user A from causing his job to run while logged in as 
user B. 

Then* an access category named "RW.ACAT" is created. It gives "ALL" 
access to Batch administrators* and "Rtf" access to SREST users. The 
files "LOCK.B"* "EXFCUT", "QUEUE", and "ERROR." are put in access 
category "RW.ACAT". This is because all users need to be able to 
read and write those files to run the JOB command. 

The "BATDEF" file is then given a specific 
administrators have "ALL" access* and all 
(read) acces s. 

act* in which Batch 
other users have "R" 

The access is now alt in place. The database is initialized. INIT 
signals this by re-creating the file "BATCHQ>OTHER>VALID.". It then 
closes "INIT.BATCH" and returns the user to PRIMOS. 

6 ,.3_C h ang lQ2_ t. h e_B a tjcj^P a s,s word 

As released* the password on the CIFILE and OTHER sub-ufds in BATCHG 
is "OSIRAS". Osiras is the God of the Netherworld* and the Judge of 
the Dead* from Greek mythology. He is also the brother and husband 
of Isis* the Goddess of Fertility. 



However* if it is desired to change the password* that is done as 
follows: 

OK, ATTACH_BATCH /* Attach to source ufd. 
0K» ED_BJ£LIBF.FTN /* Edit the fortran library for Batch. 
EDIT 
kOCATE_---_BATCH_PASSWORD_zz:: /* Find the password. 

CALL M0VE(»0SIRASf,SUBPAS(1,2),3) /* BATCH PASSWORD . 
^£DIFY_/0S_iR AS/newp_as/ /* Change the password. 

CALL~MOvT<»newpasf,SUBPAS<T ,2 ) »3> /* BATCH PASSWORD . 
FILE 

OK, R_BATCHAByiLD /* Rebuild Batch. 

It would be wise to set the access on the Batch ufd so that no 
unauthorized users could read files in it, now that the password has 
been changed. 

The password ("newpas" in the exarrple) must be 6 characters in 
length or less. 

II_CHANGES_Tg_THE_FXXBAT_PROGRAM 

!• 1_C he ck_For__Pass wo rd_U f d 

The BATCHQ>CIFILE subufd cannot be an ACL ufd. The INIT program 
explicitly creates CIFILF as a password ufd. However, FIXBAT also 
checks CIFILE whenever it fixes the database to make sure it is not 
an ACL ufd. If it is, the following error message will be 
di splayed: 

BATCHG>CIFILE cannot be an ACL ufd. Do R BATCHGMNIT (FIXBAT) 

f Zi£_yDi2Uii22£iZ£cLUsa<ge 

| FIXBAT no longer prevents unauthorized usage explicitly; the "No 
| right. Must be logged in as SYSTEM" message no longer exists. 

Instead, the access on BATCHQ (including FIXBAT.SAVE) prevents 
unauthorized use automatically. 



7i3_Gui>_t^_Enabl^ed 

FIXBAT now correctly enables quits when -STARTUP is specified. 
Previously, this caused the Batch monitor to run with quits 
inhibited, which prevented it from receiving asynchronous signals 
from the condition mechanism, such as "PH_L0G0$". Now, the monitor 
runs with quits enabled. 

The "VALID." file (in BATCHQ>0THFR) is new opened before command 
output is turned on (if logging is specified), so multiple monitors 
spawned at once will correctly output the message "Multiple monitors 
illegal" rather than an obscure "0 LOG" error • 

8 CHANGES TO THE JOB PROGRAM 

Sii.yse^ProfjLl^^Su^ort, 

GrouD and project names are assigned to submitted Batch jobs based 
on the group and project names of the submitter at submit time, i.e. 
when JOB is invoked. 

8i2_Ch_an£e_tio_D21£la^_of__Job_Jnf_o£m3i2on 

The "JOB -DISPLAY" ODtion now displays the home ufd of the job. 

8i3_Chanc|e_io_Warnlng__Mess.ao1e 

The message "Your job, ttqnnnn, could be in queue <queue>, but may 
not execute due to the afore-mentioned error" is changed so that the 
word "afore-mentioned" is replaced by "following". The error 
message is now printed after this message, and causes an "ER!" 
prompt (which suspends command input), rather than before the 
message ana raising no error indication. 



8±4_Chanqe_to_Unauthorjzed_Use_Mess^ce 

The one remaining "No right. Must be logged in as SYSTEM" message 
in the entire Batch subsystem is output when a user* who is not 
logged in as SYSTEM or BATCH_SERVICE* attempts a -HOLD or -RELEASE 
operation via the JOB command. 

Therefore* the message has been changed to read "No right. Must be 
logged in as SYSTEM or BATCH_SERVICE". 

8i5_Chanae_^o_Subm2SsJ>on_ErrO£_Messaoe 

The error message "Command file required as first argument on 
submission" now reads "Command or CPL file required as first 
argument on submission". 

8i6_Abb£eyi_at2p_ns 

Abbreviations for JOB options are as follows: 

-CANCEL = -CAN, -CHANGE = -CHG, -ABORT - -AB, -RESTART = -RST, 
-STATUS = -ST, -DISPLAY = -DP, -ACCOUNTING = -ACCT, -HOME = -HO, 
-CPTIME = -CPT, -ETIME = -ET, -PRIORITY = -PRI, -QUEUE = -QUE, and 
-FUIMIT = -FU. 

Notice that the -ACCT option is now considered to be an abbreviation 
of the -ACCOUNTING option. 

9_CHANGES_T0_JHE_BATCH_PR0GRAM 

The BATCH orogram has been rewritten. The syntax 
"BATCH SYSTEM -option" is now obsolete and, if used, will produce an 
error message • 

9.JL_Usaae. 

The EATCH command is now invoked as follows: 

For all users: 

ATCH -DISPLAY 
-STATUS 



For Batch administrators: 

BATCH -STOP 
-PAUSE 
-CONTINUE 

For the system console: 

BATCH -START C-RLEVEl xl OTIMESLICE y 3 

2«.2_Chanc2es_to_2isp.iax_Batch_Status 

BATCH -DISPLAY works as it did before. It has a minor change; when 
the total number of waiting and held jobs is printed* the number of 
queues that had waiting and held job is also displayed 
("<n queues)"). 

9^3_The_^ew_Short-Status_Command 

BATCH -STATUS prints a one-line description of the status of the 
Batch subsystem. The information on this line describes the number 
of waiting and held jobs* the number of queues that have waiting and 
held jobs* and the number of executing jobs. If there are both 
waiting and held jobs and executing jobs* the total number of active 
batch jobs will also be printed. If there are no active batch jobs* 
"No batch jobs" will be displayed. 

9i4_Unauth_oir i_z-ed_Us_e 

As with FIXBAT* the BATCH program no longer explicitly prevents 
unauthorized requests to stop* pause or continue the Batch monitor. 
The message "No right. Must be logged in as SYSTEM" is gone. 

Instead* the security is now present in the way the INIT program 
sets access on BATCHQ. To stop* pause or continue the Batch 
monitor* a user must have "ALL" access to BATCHQ. Only Batch 
administrators have this access. 



2i5_The_Sto£_Reauest 

BATCH -STOP stops the Batch monitor. The monitor* when it sees this 
reouest* will send the message "Operator stop" and wilL Logout. 
(Note: this message no Longer rings the beLL). 

9i6_Xhe_Pau^e_and_Conjt i_nue_Func^i.ons. 

BATCH -PAUSE and BATCH -CONTINUE work exactly as they did when they 
were BATCH SYSTEM -PAUSE and BATCH SYSTEM -CONTINUE. 

2iI_Startin2_Up._the_Batc_h_Monitor 

BATCH -START starts up the Batch monitor. If specified* -RLEVEL and 
-TIMESLICE specify the CHAP command parameters to be given to the 
Batch monitor. The defauLts are 1 for -RLEVEL* and 20 
-TIMESLICE. The arguments to these options are decimal. 
-RLEVEL value must be between 0 and 3* and the -TIMESLICE value 
be between 1 and 99. The options "-START"* 
"-TIMESLICE" may be specified in any order. 

"-RLEVEL" 

for 
The 

must 
and 

9j.8_ Abbreviations 

Abbreviations for ODtions of the BATCH command: 

-DISPLAY = -DP* -STATUS = -ST* -RLEVEL = -RLV* and -TIMESLICE = -TS. 

10 CHANGES TO THE BATCH MONITOR PROGRAM 

i£ii_L°£££^_Loaouti_Now_Handl>ecj 

The Batch monitor now handles the new rev 19.0 "LOGOUT?" condition. 
As a result* force Logging out the monitor once will not immediately 
log it out* but as soon as the monitor gets a chance* it will send 
the message "Force logout by operator" and log itself out. If this 
message is sent* then the database is completely intact. 

If a forced logout does not immediately cause this message to be 
sent* then a second force logout of the monitor will cause it to 
immediately log itself out* which will leave the database in an 
unknown state. The Batch database will then be unusable until 
FIXBA.T or INJT is run. 



!£•.£. _PJ2anJt 2J2_Locouti_2nj^_ln_Lpjg_F2_le 

When Batch jobs log out* the message "At hh!mm:ss* Phantom nn 
(ab)normal logout." is entered into the Batch monitor Log file 
(unless those lobs were net spawned by the current monitor process). 
These messages are asynchronous to any activities the Batch monitor 
may be performing* so the corresponding "++Finished:id" ana "Job xx 
aborted/completed" messages may net directly follow it in the loq 
file. 

It is even possible (with short jobs) for an "Executing xx" message 
to appear after its corresoonding "At hh:mm:ss? Phantom nn logout" 
message• 

IOi3_Other_Chanse_to_Log_FU-e 

The log file "0_L0G" kept by the Batch monitor has had some format 
changes. The date is row output whenever it changes as follows: 
"Date! mm/dd/yy". The time of day is now only output when it is 
different from the time of day when the last line was outDut. 

I0ii_^2Qiior_Shouid_Not_Pe_Restarted 

The Batch monitor should not be shut down and started up again while 
Batch jobs are executing. If it is* the Batch monitor will not have 
fast turnaround on those jobs terminating. In other words* a job 
may complete* but the Patch monitor may not recognize that it 
completed for up to 10 minutes. 

This is because the Batch job notifies its spawning process when it 
terminates* but if the spawning process has logged out* it does no 
such notify. The Batch monitor* which now sleeps up to 10 minutes 
at a time between checks* is driven to check for job abortions by 
those notifies. 

When the maximum quota for BATCHO is exceeded by the Batch monitor 
(usually when it tries to spawn a job)* it will send the message "My 
quota is exceeded. Please help me." to the system console. This 
message parallels the "My disk is full. Please help me 
monitor sends when it gets a disk full error. 

that the 

In both cases* the Batch monitor will not attempt to spawn another 
job for at least 5 minutes. It may even wait longer if it is not 
explicitly woken up (notified). A quick way to notify the monitor 
is to do "BATGEN BATCHQ>BATDEF" followed by "FILE". 
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BUG FIXED: 
- CMPF will now close fiLes by unit number instead of by file name* 



There are no user visible changes. 

The files necessary to build the CONCAT utility have been updated to 
conform to rev 19 standards. 

* NOTE: ALL products have been modified to conform to master disk 

standards. For a description of these modifications* please 

read INF019>STANDARDS.RUNO. 



S u b j e c t : COI\!VERT_PROFILE 

R e l e a s e : 1 9 . 0 

Date: January 21t 1982 

New Functionality 

CONVERT_PROFILE is a one-time tool which aids in the setup of a 
databases required at PRIMOS revision 19 for User Profiles. 

new 

A complete description of User Profiles and CONVERT_PROFILE may be 
found in the rev document. 

Problems Fixed 

N/A. 

Outstanding Problems 

N/A. 

Envi ronment 

C0NVERT_PR0FILE is designed for use on rev 19.0 or later systems only. 

Build and Install Procedure 

Standard. 



Subject: COPY 

Release: 1.02 

Date: 8/19/82 

1 New Functionality 

New command. 

2 Problems Fixed 

None. 

3 Outstanding Problems 

User qets lots of questions on same object. Multiple and extra error 
messages. Like "File delete protected" when user answered no to force 
question. No way to do a directory merge operation (UFDCPY). Segment 
directories are treated as a single object. This means that there is 
no way to move files into or out of a segment directory. 

4 Environment 

Needs PRIfOS 19.0.65 or greater. (19. 0.respin) 

5 Installation and Build Procedures 

Needs fsulib.buiId.cp I to be run first. Other than that it is 
standard. 

6 Usage 

The usage information for the command follows. 



COPY 8 / 1 9 / 8 2 

Usage : COPY s o u r c e _ p a t h n a m e C t a r g e t _ p a t h n a m e ] [ o p t i o n s . . . ] 

s o u r c e _ p a t h n a m e p a t h n a m e o f o b j e c t t o be c o p i e d . 

t a r g e t _ p a t h n a m e p a t h n a m e o f o u t p u t o b j e c t . 

( I f o m i t t e d < s o u r c e _ p a t h > e n t r y n a m e i s u s e d . ) 

o p t i o n s may be s e l e c t e d i n any o r d e r f r o m t h e l i s t b e l o w . 

O p t i o n d e s c r i p t i o n s : 

-QUERY* -G 
Specifies that the command is to request that the user resolve unexpected 
or potentially dangerous situations. This is the default. 

-N0_GUERY* -NG 
Specifies that the command is NOT to request the user's permission but to 
attempt to resolve those situations in the most intuitive fashion. 

-C0PY_ALL* -CA 
Specifies that COPY is preserve ALL attributes when copying an object. 
The default is to set the attributes to their system defaults (unless one 
of the following described attribute copying arguments was specified). 

-DTM 
Specifies that the original date/time modified is to be preserved. 

-PROTECT* -PRO 
Specifies that the original protection keys* passwords* and access rights 
of any object copied is to be preserved. 

-QUOTA 
S p e c i f i e s t h a t t h e max q u o t a i n f o r m a t i o n f o r a d i r e c t o r y t h a t i s c o p i e d i s 
t o be p r e s e r v e d . 

-RWLOCK, -RWL 
Specifies that the concurrency lock setting is to be preserved. 
If any of the above are omitted* the default is to set the omitted 
attribute to its system default. When a directory tree is copied* the 
above rules apply to ALL subentries contained within the directory. 

-LEVELS* -LV dec 
Specifies that COPY is only to copy down to the level specified by "dec" 
when copying a directory tree. "dec" is a decimal integer from 0 to 999. 
If "-LEVEL" is omitted* the default is to copy the entire tree; if "dec" 
is omitted* the default is 0 (only copy the top level* the directory entry 
itself and none of its subentries). 

-DELETE* -DL 
Specifies that COPY is to delete an object once it has been successfully 
copied. The default is not to delete. 

-SAM 

-DAM 

Specifies that all FILES (i.e.* sam or dam files) copied are to be 
converted to sam files. 

I 
Specifies that all FILES copied are to be converted to dam files. 
The default is not to perform any conversions. Note that "-sam" and 
"-dam" options do NOT apply to directory tree subentries. 



COPY 8/19/82 

INCREMENTAL* -INC 
Specifies that COPY is only to copy those objects whose dump bit is 
i.e. those files that have not been saved to tape. 

OFF. 

REPLACE 
Specifies that COPY is only to copy those objects that exist in the source 
AND destination locations. The default is copy all objects selected from 
the source directory* 

FORCE 
Specifies that COPY is to force delete rights when deleting obiects. If 
"-FORCE" is not specified* COPY will request the user's permission to 
force delete an object (unless "-N0_QuTRY" was specified). 

REPORT* -RPT 
Specifies that COPY is report the results of each successful copy 
ope ration. 



Subject: COPY_DISK 

Release: 19.00 

Date: August 19t 1982 

1 New Functionality 

A new format BADSPT file has been defined in which an individual bad 
record can be flagged* rather than the whole track containing the bad 
record. C0PY_DISK has been modified to use this new format. 

Badspot handling has been added to 00PY__DISK so that records are not 
written to badspots but are mapped to the first available free record 
on the target partition. 

In order to ensure that badspots are handled correctly? the following 
guidelines should be followed: 
1) The Record Availability Table for each source partition should be 
correct. To ensure this is so* FIX_DTSK can be run. 
2) There should be enough free records on a source partition being 
copied for records falling on badspots an the target: partition to be 
relocated to. 
3) To be safe* it would be wise to keep copies elsewhere in filestore 
of all BADSPT files? in case of accidental Loss. 

2 Cosmetic Difference 

is not complete until after the VERIFY phase is 
of pointers in the MFD may be reouired? the 
COPY COMPLETED, VERIFY STARTED and VERIFY 

COMPLETED have been removed as a user may be tempted to break-in during 
the verify phase thinking that all copying has finished. 

Because the disk copy 
completed as tidying up 
messages COPY STARTED? 

3 Environment 

To clean up a disk after badspot handling has taken place? the FIXRAT 
replacement FIX_DISK must be used. If FIX_DISK is not available then 
badspot handling must not be performed. The new command line option 
-N0_BADS has been provided to turn off badspot handling. 

Example: COPY DISK -MO BADS -NOVERIFY 

The default for C0PY_DISK is now no verify. If the user wishes 
verify he must specify the new command line option -D0_VERIFY. 

to 



4 Performance Improvement 

A performance improvement of about 250% has been made for all 
processors below a P750 when copying partitions with 1040-word blocks. 
C0PY_DISK assumes it is running on a P750 with burst mode disk 
controller. If this is not so» then to achieve the performance 
improvement a new option? -L0WENQ» should be specified. 

Example: C0PY_DISK -NOVERIFY -LOWEMD 

WARNING: The use of the -LOWFND option with a ^750 will slow down a 
disk copy. 

5 Error message 

•IF YOU DO NOT WISH TO CONTINUE WITHOUT BADSPOT 
HANDLING YOU WILL NEED TO RE-MAKE PARTITION xxxxxx* 

This message is sent whenever the target partition cannot accommodate 
the source partition (usually occurs when the source was full and the 
target has more badspots than the source). The message will appear in 
conjunction with the message -

•NO FREE RECORDS ON PARTITION xxxxxx* 



Subject: 

Release : 

CPMPC 

MASTER DISK RELEASE 19.0 (JUNE) 
PRIMOS 19.0 
CPMPC 16.2 

Date May 13» 1981 

1 • New Functionality 
MODIFIED TO CONFORM TO FILE NAME STANDARDS 

2 • Problems Fixed 
NONE REPORTED 

3. Outstanding Problems 
NONE 

4• Env ironment 
CPMPC REQUIRES PRIMOS 16.2 

5. Installation and Build Procedures 
FOLLOW THE STANDARD PRIME BUILD PROCEDURE 



Subject : 

Release! 

Date 

1. 

2. 

3. 

4. 

C R M P C 

MASTER DISK RELEASE 19.0 (JUNE) 
PRIMOS 19.0 
CRMPC 16,2 

5. 

May 13, 1981 

New Functionality 
MODIFIED TO CONFORM TO FILE NAMING STANDARDS 

Prob lems Fixed 
NONE REPORTED 

Outstanding Problems 
NONE 

Envi ronment 
CRMPC REQUIRES PRIMOS 16.2 

Installation and Build Procedures 
FOLLOW THE STANDARD PRIME BUILD PROCEDURE 



Subject: DELETE 

Release: 1.01 

Date: 8/19/82 

1 New Functionality 

The command has been extended to allow for deletion of all entries in a 
di rectory. 

2 Problems Fixed 

Fixed printing of names in error messages. Added checking and error 
messages about unknown types of file system objects. Fixed bad 
reporting on errors. 

3 Outstanding Problems 

User gets lots of Questions on same object. Multiple and extra error 
messages. Like "File delete protected" when user answered no to force 
question. 

4 Environment 

Needs PRIMOS 19.0.65 or greater. (19.0.respin ) 

5 Installation and Build Procedures 

A copy of delete.run must be in cmdncO before starting master disk 
build. Needs fsulib.buiId.cpl to be run first. Other than that it is 
standa rd. 

6 Usage 

The usage information for the command follows. 



DELETE 8 / 1 9 / 8 2 

Usage : DELETE t a r g e t _ t r e e Cop t i o n s ! ] 

t a r g e t _ t r e e t r e e n a m e o f o b j e c t t o be d e l e t e d . 

o p t i o n s may be s e l e c t e d i n any o r d e r f r o m t h e l i s t b e l o w . 

O p t i o n d e s c r i p t i o n s : 

-QUERYt -G 
Specifies that DELETE is to request that the user resolve unexpected or 
potentially dangerous situations. This is the default. 

-N0_QUERY, -NQ 
Specifies that DELETE is NOT to request the user's permission but to 
attempt to resolve those situations in the most intuitive fashion. 

-FORCE 
Specifies that DELETE is to fcrce-delete a delete protect object. If 
"-force" is not specified* then DELETE will request the user's permission 
to force delete a protectee object (unless "-no_query" was specified). 

-REPORT, -RPT 
Specifies that DELETE is report the results of each successful operation. 



Subject: ED 

Release: 19-0 

Date: December 14* 1981 

f̂Lw_Func_t.i_onaJLiiil 

ED has been updated to meet the revision 19.0 standards. 

U§.̂ L_y.ii.ife.kf._§.uc[_Fi_x̂ es 

The bugs described by the following Polers have now been fixed. 

Polers 29369*40212*82493. 

These all describe a bug in which the command C/ //G* when applied to a 
line ending in a space* hung EH. Now fixed* it will do the change 
correctly. 

Polers 29963. 

This describes a bug in which ED will not let you FILE out to a file 
unless you have Delete access on the file. The problem is that* until 
Rev 19.0* Delete access is reauired in order to be able to truncate a 
file* and truncation is often necessary in case the file you are 
writing out is shorter than what's on the disk. This is now fixed to 
file correctly at Rev 19.0. 

Polers 33128* 80479. 

These both describe a bug in which MODE with an illegal parameter drops 
you into Box mode* in some cases. Now fixed* it will say BAD MODE. 

Polers 33^36* 34683* 34837. 

These all describe a bug in which the seouence D*M*00PS would result in 



the deleted line being written back in OVER the line that followed it« 
wiping out the latter*. Now fixed* it will not wipe out the following 
line* and in fact will function exactly as if the Mext command had not 
been aiven. 

Polers 37202* 45579. 

These describe* rather obliquely* a bug in which positioning around in 
a file with lines containing more than 128 consecutive spaces would 
sometimes cause ED to create a new line consisting of a duplicate of 
the last character(s) of the previous Line. Now fixed* 

Polers 82205. 

This describes a bug which crashes ED when the Where command is used in 
Box mode. This was caused by an error in the build file which started 
causing other problems at Rev 19.C. Now fixed (by accident). 

Intejrnajl_Bu£_F2xes 

ED now compresses up to 256 consecutive spaces. The previous limit was 
128. 

Outstandino. Problems 

None. 

Envi ronment 

This revision of ED should be built and run on revision 19.0 or later 
PRT^OS. 

Build and Install Procedure 

This program may be built and installed by resuming the file 
ED>ED.Build.CPL. 



EDB and LIBEDB for rev 19.0 

ABSTRACT 

This document describes the Changes made to EDB and LIBEDB for PRIMOS 
release 19.0 
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EDB and LIBEDB for rev 19.0 

I-£DB 

EDB will no longer reference the obsoUte routine SETSIZ during 
initialization. This means that EDB W2ii_no_]Lonaer_ex.ec_ute_p_ro£eril_^ 
under PRIVOS II. Support for development work under PRIMOS II was 
dropped at rev 15 for most of PRICE'S software. EDB does NOT support 
the new file suffix naming convention at 19.0. This has been OKed by 
SDI. 

2_kIBEDB 

LIBEDB has beer modified to modify object text blocks up to 256 words 
long instead of the old 64 word limit. This is in anticipation of 
PRIME translators being able to put out larger sized blocks containing 
larger sized groups. LIBEDB does IVOT support the new file suffix 
naming convention at 19.0. This has been OKed by SDI. 

* KiOTE: All products have been modified to conform to master disk 

standards. For a description of these modifications* please 

read INF019>STANDARDS.RUNO. 
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Subject: EDIT_PROFILE 

Release: 19.0 

Date: January 21* 198, 

New Functionality 

EDIT_PROFILE is a new product which supports the User Profiles 
functionality of PRIMOS revision 19• It enables System and Project 
Administrators to create and manipulate the validation files which are 
now required before users may loq into the system* 

EDIT PROFILE is described in detail in the rev document. 

Problems Fi xed 

N/A. 

Outstanding Problems 

N/A, 

Environment 

EDIT_PPOFILE runs only on rev. 19.0 or later systems 

Build and Install Procedure 

Standard. 



Event_Loc 

The new command Event_Log turns OS and network Logging on and off. The 
format is? 

EVENT_L0G {-net} {-on | -off} 

If the -net option is present* network Logging is affected* otherwise 
OS Logging is affected. If both -on and -off are omitted* -on is 
assumed. Turning OS Logging on causes a fiLe to be opened in the UFD 
LOGREC*. The name of the fiLe is LOG.mm/dd/yy* where mm* dd* and y y 
are the numbers of the date the command is issued. This fiLe may be 
specified as a -input fiLe to LOGPRT. 

For network Logging* the UFD used is PRIMENET** and the fiLe names are 
of a simiLar format. 

NOTE: The administrator must create the ufd LOGREC* before turning OS 
Logging on. 



1. Modified to ignore Rev. 19 ACL's and QUOTA'S. 

2. Modified to conferm to P e v. 19 Master Disk Standards. 

NOTE: ALL products have been modified to conform to master disk 
standards. For a description of these modifications? Dlease 
read INF019>STANDARDS.RUN0. 

MAKE 

CLarified questions asked about physicaL device type 
"80 OR 300MB STORAGE MOD" -> "STORAGE MODULE OR CMD" 
Inform user these are YES or !\;0 questions. 



Fix_disk is a new program at Revision 19 which replaces FIXPAT. 
Documentation may be found in the Primes Revision Document. 

User-visible changes: 

1) Event logging is re-enabled if necessary when running fix_disk with 

the -corrdev option. 

2) -Interactive option will allow user to rebuild DSKRAT if the disk 

version number is an unknow or illegal value. 

3) When fix_disk prints out allowable options* it will now print out 
the 

description for the -Interactive option (Which was omitted before). 

4) When running fix_disk with -comdev option on a disk with Priority 
Ac I s • 

fix_disk will restore the Priority Acls on the disk after adding it. 

5) When rebuilding DSKRAT file* Fix_disk now asks "Storage Module or 
CMD" 

instead of "80 or 300 MB". 

6) Fix_disk nows makes sure that the three reserved words in a file 
ent ry 

are in fact zero* as these words will be used by File Attributes. 

Internal bug fixes: 

1) Fix_dis'>' will not compress the Î FD if the BOOT entry is missing. 

2) Fix_disk will no longer hang on certain bad ufd entries. 

3) Fix_disk will now check for disk read error in all places where DAM 

files are handled. 

4) Fix_disk was giving erroneous Directory/Tree Used Incorrect messages 

due to a bug in the quota checking code. 

5) If a baospot is detected end there is no BADSPT file defined on the 

current partition* Fix_disk will no longer print a spurious "Added 

to BADSPT file" messaoe. 



At Rev 19.0* FUTIL ignores unrecognized file types and ECW values. It 
also ignores old partition files* i.e. there is no longer any support 
for old parti t ions• 

FUTIL now returns severity code number in case of FATAL error. 

FUTIL now reports file sizes in 1024-word records* not 440-word 
records. To get it tc report in old-style 440-word records* do "FUTIL 
-NORM". If the token after "FUTIL" is not recognized* the message 
"Usage: FUTIL [-NORM]" will be printed* but command mode will still be 
entered to preserve compatibility. However* the new record size (1024 
words) will be in effect in that case. 

Also* the FROP* TC and ATTACH commands in FUTIL are fixed to scan for 
disk volumes by name correctly. They will use R D E N $ £ to read the first 
entry in the MFD* which is the disk record allocation table (RAT)* and 
is named after the volume name. 

The old way was to try and open the desired volume name for reading via 
SRCH$$* and check the returned TYPE field to make sure that one of the 
"special" bits in the left half were set. 

However* revision 19.0 (new ACLs) of PRIMOS may not return the 
left-half bits of TYPE any longer* mainly because the documentation 
specifies that the left half will be zero (via implication). 

This new method used by FUTIL is similar to methods used by other 
software which must run under DOS. The build procedure and source 
files for FUTIL now conform to the rev 19.0 master disk standard. 

This is FUTIL 1^.0 in its entirety. 



HELP Prints information at terminal 

HELP Ccommand-name ] 

If HELP is invoked with a command name* information about that command 
is printed at the terminal. If HELP is invoked without a command name* 
it prints a list of commands for which information is available-

Brief description 

The format of command description is: 

COMMANDJVAME 

[Abbreviation - if any] 

Command line syntax 

Text describing command* options* etc. At the end of the listing are 
any references to further information and the date the HELP 
information was created or updated* 

Information is also available for certain categories or groupings of 
commands* such as compilers* loaders* etc. 
May 1981 
OK* como -e 



For each chargeable product* there is a cominput file to copy files 
needed to run the product from the Master Disk to system directories on 
the user's command disk. Each cominput file is named 
PRODUCT.INSTALL.COMI 'example: COBOL.INSTALL.COMI)• Each installation 
file resides in the directory containing the run files of the product 
(example: directory COBOL). 

In addition to copying commands* libraries* and shared segments* the 
installation file copies the PRODUCT.SHARE.COMI file from the product 
directory to ufd SYSTEM* if the product uses shared segments. 

In some cases* the number of files to be installed during an initial 
installation of a product may be greater than the number of files 
required for a reinstallation of a product. In addition* an initial 
installation may require that a directory be created on the user's 
command disk but a reinstallation will not require this. In those 
cases* there is a separate cominput file provided for inital 
installations called PRODUCT.INITINSTALL.COMI. As an example* the 
installation file for COBOL is listed below. 

OL* JPC-RHB* T4/01/80 
tern directories 

/* COBOL.INSTALL.COMI, COBOL* JPC-RHB* 
/* installs COBOL into system directori 
/* Copyright (C) 1980* Prime Computer* 
/* 
FUTIL 
FROM C0B0L>CMDNCQ 
TO CMDNCO 
COPY COBOL.SAVE,NCOBOL.SAVE 
FROM C0B0L>SYSTEM 
TO SYSTEM 
COPY C2014A,C2Q14B*C4000*C02016 
FROM COBOL 
TO SYSTEM 
COPY COBOL.SHARE.COMI 
FROM COBOL>SYSOVL 
TO SYSOVL 
COPY C$$COO 
FROM C0B0L>LIB 
TO LIB 
COPY VCOBLB.BIN,MVCOBLB.BIN 
QUIT 
CO -CONTINUE 6 
CO -END 

Inc., Wellesley* MA 02181 

For each chargeable product that uses shared segments* there is a 
cominput file called PRODUCT.SHARE.COMT (example: C0B0L.SHARE.COM!) 
that contains commands that will install the shared files when invoked 
at the supervisor terminal. Each command share file resides in the 
directory containing the product (example: COBOL). These cominput 
files assume that the installation ccminput files have copied all 
required share files and the share cominput file from the directory 
containing them to ufd SYSTEM. The group of SHAPE commands is preceded 
by the command 0PRPRI 1 and followed by the command 0PR 0. SHARE 

http://C0B0L.SHARE.COM


cominput files tc install shared libraries must include the shared 
library package number. As an example* the share command file for 
COBOL is shown below. 

/* COBOL.SHARE.COMI, COBOL, JPC-RHB, 04/01/80 
/* shares COBOL compiler and library 
/* Copyright (C) 1980, Prime Computer, Inc., Wellesley, MA 02181 
/* 
OPR 1 
SHAPE SYSTEM>C2014A 2014 700 
SHAPE SYSTEM>C2014B 2014 700 
R SYSTEM>C4000 1/3 
SHARE SYSTEM>C02016 2016 
SHARE 2014 
CPP 0 
CO -CONTINUE 6 
CO -END 

The file C_PRM0.TEMPLATE is supplied in ufd PRIRUN on the Master Disk. 
This file contains commands to invoke each of the PRODUCT.SHARE.COMI 
cominput files. A user must examine the file and delete those commands 
that invoke SHARE.COMI files that the user has not purchased. After 
the file has been modified, it must be copied to CMDNC0 and named 
C PRMO. 

/* C_PR 
/* TEMP 
/* Copy 
CONFIG 
ADDISK 
AMLC TT 
OPP 1 
SHARE S 
SHARE S 
R SYSTE 
SHAPE 2 
OPR 0 
PROP PR 
PH BATC 

SYST 
SYST 
SYST 
SYST 
SYST 
SYST 
SYST 
SYST 
SYST 
SYST 

MO.EXAMPL 
LATE FOR 
right <C> 
-DATA 

YSTEM>ED2 
YSTEM>S20 
M>S4000 
050 

E, PRIRUN* JNK, 07/21/P1 
MAKING C_PRM0 FILE FOR BRINGING 
1980, Prime Computer, 

/* spec i fy 
spec i fy 
specify 
SHARE 
SHARE 000 

50 
2000 

2050 

/* 
/* 
/* 
/* 

700/* 

UP PRIMOS 
Inc., Wellesley, MA 02181 
CONFTG file after -DATA 
local disks to be added 
AMLC lines 

REQUIRES OPR 1 
the editor - ED 

BRING UP SHARED LIBRARIES 

CO 
CO 
CO 
CO 
CO 
CO 
CO 
CO 
CO 
CO 

0 -ST 
HQ>PH 
EM>BA 
EM>CO 
EM>DB 
EM>DP 
EM>DP 
EM>DP 
EM>FE 
EM>FO 
EM>F7 
EM>MI 

ART 
_GO 
SICV 
BOL. 
G . S H 

Ms.r 
TX-D 
TX-T 
D.SH 
RMS. 
7.SH 
DAS. 

/* START SPOOLER PHANTOM 
/* STARTUP BATCH MONITOR 

.SHARE.COMI 7 
SHARE.COMI 7 
APE.COMI 7 
HA RE.COMI 7 
SC.SHARE.COMI 
CF.SHARE.COMI 
ARE.COMI 7 
SHARE.COMI 7 
ARE.COMI 7 
SHAPE.COM! 7 

/* SHARE BASICV COMPILER 
/* SHARE COBOL COMPILER AND 
/* SHARE DEBUGGER 

/* SHARE DBMS 
7 /* SHARE DPTX-DSC 
7 /* SHARE DPTX-TCF 

/* SHARE FED 
/* SHARE FORMS LIBRARY 
/* SHARE F77 COMPILER 
/* SHARE MIDAS LIBRARY 

LIBRARY 



/* 

7 

CO SYSTEM>PASCAL.SHARE.COMI 7 
CO SYSTEM>PL1G.SHARE.COMI 7 
CO SYSTEM>POWERPLUS.SHARE.COMI 
CO SYSTEM>VISTA.SHARF.COMI 7 
CLOSE 7 
OPR 1 
SHARE SYSTEM>SP2121 2121 
R SYSTEM>SP400G 1/10 
SHAPE SYSTEM>S$2167 2167 
R SYSTEM>S$4000 1/1? 
OPR 0 
/* SET THE DATE AMD TIME ********** 
CO -END 

/* SHARE PASCAL COMPILER 
SHARE PLIC? COMPILER 

/* SHARE POWER 
/* SHARE VISTA. 

/* SHARE SPL LIBRARY 

/* SHARE SPOOL LIBRARIES 

The following command files exist in ufd SYSTEM on the Master Disk. 
They are for doing installations of an entire Master Disk. These files 
must be edited to incLude the MFD names and passwords. They should be 
run in the order listed. 

CREATE.STD.COMI 
CREATE.ALL.COMI 
INSTALL.STD.COMI 
INSTALL.ALL.COM! 

CREATE.STD.COMI should he run if the dis 
not have stanaard master disk directori 
etc. 

if the disk you are installing TO does 
,, --„ S(Jch a s CMDNCO, SYSTEM, LIB, 

CREATE.STD.COMI, SYSTEM? DJF, 08/10/81 
Creates standard master disk system directories 
Copyright (c) 1 9 8 1 , Prime Computer, Inc., Matick 

/* 
/* 
/* 
/* 
/* 
/* 
/* 
A MFD XXXXXX 
CREATE BATCHQ 

MA 01760 

/* this file creates the system directories required for 
an initial installation of Primos and unchargeable software 

/* ADD MFD NAME + PASSWD OF DISK YOU WISH TO INSTALL ON 

CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 

CMDNCO 
DOS 
HELP* 
LIB 
PR I RUN 
SEG 
SEC-PUN* 
S F 0 0 L Q 
SYSCOM 
SYSOVL 
SYSTEM 
TOOLS 
RJSPLQ* /* NEEDED ONLY FOR RJE INSTALLATIONS 

http://INSTALL.ALL.COM


CO -EMD 

CREATE.ALL.COMI creates •special' system directories which are needed 
to install some chargeable software. For example* to install FORMS you 
must have a top level FORMS* directory. The user should edit this file 
and delete the lines which reference software that has not been 
purchased. 

/* C 
/* c 
/* C 
/* 
ATTA 
CREA 
CREA 
FUTI 
FROM 
TO F 
UFDC 
QUIT 
CREA 
CREA 
CREA 
FUTI 
FROM 
TO P 
UFDC 
QUIT 
CREA 
CREA 
CREA 
CREA 
CPEA 
CREA 
co -
co -

REATE.ALL.COMI , 
reates system di 
opyright (C) 198 

CH MFD 
TE DBMSLB 
TE FORMS* 
L 
F0RMS>F0RMS* 

OR MS* 
PY 

TE FED* 
TE TOOLS 
TE POWER* 
L 
POWERPLUS>POWER 

OWER* 
PY 

TE POWERCM 
TE FAM 
TE PRIMENET* 
TE VISTA* 
TE FTSO* 
TE RJSPLQ* 
cont i nue 6 
end 

SYSTEM. JPC-JNK* 07/21/81 
rectories needed to install chargeable software 
0* Prime Computer* Inc.* Wellesley* MA 02181 

/* PASSWORD 
/* REQUIRED 
/* REQUIRED 
/* REQUIRED 

SHOULD BE ADDED 
FOP DBMS INSTALLATION 
FOR FORMS INSTALLATION 
FOR INITIAL INSTALLATION ONLY 

/* REQUIRED FOR FED INITIAL INSTALLATION 
/* REGUIRED FOR PL1G INSTALLATION 
/* REQUIRED FOP POWFR OR POWERPLUS INSTALLATION 
/* REQUIRED FOP INITIAL INSTALLATION ONLY 

/* REQUIRED FOR POWER OR POWERPLUS INSTALLATION 
/* REQUIRED FOR PRINET OR X.25 INSTALLATION 
/* REGUIRED FOR PRINET OR X.25 (FAMII) INSTALL 
/* REQUIRED FOR VISTA INSTALLATION 
/* REQUIRED FOR FTS INSTALLATION 
/* REQUIRED FOP RJE INSTALLATION 

INSTALL.STD.COM! installs all uncharoeable software. 

/* INSTALL.STD.COMI* SYSTEM* JPC-JNK* 08/06/81 
/* Installs PRTMOS and utilities from the Master Disk 
/* Copyright (C) 1980. Prime Computer* Inc.* Wellesley* MA 02181 
/* 
/* change XXX to the current release number* 19.0 would be M190U1 
/* 
FUTIL 
FROM <MXXXU1>CMDNC0 
TO CMDNC0 

http://INSTALL.STD.COM


UFDCPY 
FROM <MXXXUl>DOS 
TO DOS 
UFDCPY 
FROM <MXXXU1>LIB 
TO LIB 
UFDCFY 
FROM <MXXXUl>SPOOLQ 
TO SPOOLG 
UFDCPY 
FROM <MXXXUl>SYSCOM 
TO SYSCOM 
UFDCPY 
FROM <MXXXU1>SYSTEM 
TO SYSTEM 
UFDCPY 
FROM <MXXXUl>SYSOVL 
TO SYSOVL 
UFDC 
F <MXXXU1>PRIRUN 
TO PRIRUN 
UFDCPY 
F <MXXXUl>BATCHO 
TO BATCHQ 
UFDCPY 
FROM <MXXXU1>SEGRUN* 
TO SEGRUN* 
UFDC 
F <MXXXUl>TOOLS 
TO TOOLS 
UFDC 
F <MXXXU1>SEG 
TO SEG 
UFDC 
FROM <MXXXU1>HFLP* 
TO HELP* 
UFDC 
FROM <MXXXU1>RJSPLQ* 
T RJSPLQ* 
UFDCPY 
QUIT 
CO -END 

INSTALL.ALL.COMI installs all chargeable software by running the 
individual install files. The user rrust edit this file and delete the 
lines which reference software which has not been purchased. 

/* INSTALL.ALL.COM!* SYSTEM, JPC-JNK, 07/21/81 
/* installs all products from the Master Disk 
/* Copyright (C) 1980, Prime Computer, Inc., Wellesley, 
/* 

MA 02181 

http://INSTALL.ALL.COM


/* NOTE -- When installing PPINET S X.25 pauses are encountered 
/* while running the corrmand files to allow you to delete 
/* existing segment directories. Tf you are running the 
/* install files as part of this master all.5nstalL.com1 
/* command file it is necessary to type fco continue 22* 
/* rather than »co continue* to resume the command file 
/* properly sfter a pause. 
CO BASIOBASIC.INSTALL.COMI 22 
CO BASICV>BASICV.INSTALL.COMI 22 
CO COBOL>COBOL.INSTALL.COMI 22 
CO DBG>DBG.INSTALL.COMI 22 
R DBMSEX>DBMS.INSTALL.CPL 

>DPTX-DSC.INSTALL.COMI 22 
>DPTX-TSF.INSTALL.COMI 22 
>DPTX-TCF.INSTALL.COMI 22 
RJECOM.INSTALL.COMI 22 
M1004.INSTALL.COMI 22 
EM200UT.INSTALL.COMI 22 
M7020.INSTALL.COM! 22 
MGRTS.INSTALL.COMI 22 
MHASP.INSTALL.COMI 22 
X80.INSTALL.COMI 22 
XBM.INSTALL.COMI 22 
RMS.INSTALL.COMI 22 
INSTALL.COMI 22 
INSTALL.COMI 22 
INSTALL.COMI 22 
INSTALL.COMI 22 
DAS.INSTALL.COM! 22 
ASCAL.INSTALL.COMI 22 
G.INSTALL.COMI 22 
S>POWERPLUS.INSTALL.COMI 22 
RINET. INSTALL.COMI 22 
INSTALL.COM! 22 
STA.INSTALL.COM! 22 
5.INSTALL.COMI 22 

CO DPTX-DSC 
CO DPTX-TSF 
CO DPTX-TCF 
CO RJSPLQO 
CO EM100OE 
CO EM200UT> 
CO EM702OE 
CO EMGRTS>E 
CO EMHASP>E 
CO EMX80>EM 
CO EMXBM>EM 
CO F0RMS>F0 
CO FED>FED. 
CO FTN>FTN. 
CO FTS>FTS. 
CO F77>F77. 
CO MIDAS>MI 
CO PASCAL>P 
CO PLIOPLI 
CO POWERPLU 
CO PRINET>P 
CO RPG>PPG. 
CO VISTA>VI 
CO X.25>X.2 
CLOSE 22 
CO -END 

http://all.5nstalL.com
http://M7020.INSTALL.COM
http://DAS.INSTALL.COM
http://INSTALL.COM
http://STA.INSTALL.COM


There are no internaL changes to the LABEL command at this reLease. 
This reLease is being provided onLy so that LABEL wiLL conform to aLL 
fiLe header and master disk reLease standards. 

* NOTE: ALL products have been modified to conform to master disk 

standards. For a description of these modifications* pLease 

read INF019>STANDARDS.RUNO. 



Subject : 

Re Lease: 

LATE 

MASTER DISK RELEASE 19.0 (JUNE) 
FRIMOS 19.0 
LATE 17.4 

Date May 13, 1981 

1. New Functionality 
MODIFIED TO CONFORM TO FILE NAMING STANDARDS 

2. Problems Fixed 
NONE REPORTED 

3. Outstanding Problems 
NONE 

4. Environment 
LATE REQUIRES PRIMOS 17.4 

5. Installation and Build Procedures 
FOLLOW THE STANDARD PRIME BUILD PROCEDURE 



Subject: LD 

Release: 1.03 

Date: 8/19/82 

1 New Functionality 

New command. 

2 Problems Fixed 

None. 

3 Outstanding Problems 

None. 

4 Environment 

Needs PRIMOS 19.0.65 or greater. (19.0.respin) 

5 Installation and Build Procedures 

Needs fsulib.build.cpl to be run first. Other than that it is 
standard. 

6 Usage 

The usage information for the command fellows. 



LD 8/19/82 

Usage: LD pathname Cwildl ... wilol5] [options] 

pathname specifies both the directory to be listed* and the first 
wildcard name. For example* "a>b>S.Iist" would specify entries in the 
directory A>B whose names match "a.LIST". If pathname is omitted, "83" 
is assumed; that is, all entries in the current directory are 
selected. 

wildl...l5 specify additional wildcard names. An entry is selected if it 
matches either the entryname part of pathname or one of the wildi. 

options may be selected in any order from the list below. 

Option descriptions: 

-N0_HEADER, -NHL 
specifies that the header line is not to be output. The header line 
contains the pathname of the directory listed, the access rights (in 
parentheses), the records used by this directory if available, and the 
quota used if this is a quota directory. 

-N0_SORT, -NSORT 
specifies that the entries listed net be sorted. The default is to sort 
by ascending NAMF within TYPE. TYPEs are always sorted according to the 
order: file, segment directory, directory, access category. 

-S0RT_DTN, -SORTD 
specifies that the entries be sorted by descending DTM within TYPE. 
-sort_name must not also be specified. 

-S0RT_NAME, -SORTN 
specifies that the entries be sorted by ascending NAME only not within 
TYPE). -sort_dtm must not also be specified. 

-REVERSE, -PV 
specifies that the sort order be reversed from its default. Note that if 
the sort order of TYPEs is never affected. 

The default is to select all entries that match the supplied wildcards. 
If any of the following options are supplied then only those entries that 
are protected in that manor will be selected. Note: more than one 
protection selection ^ay be specified. 

-SPECIFIC_PROTECTED, -SPECP 
specifies that those entries that are specific protected will be selected. 

-DEFAULT_PROTECTED, -DFLTP 
specifies that those entries that are default protected will be selected. 

-CATEGORY_PROTECTED, -CATP CCAT_NAME3 
specifies that those entries that are protected by the access category 
"cat_namen will be selected. If "cat_name" is missing then all entries 
that are protected by access categories will be selected. 

-DETAIL, -DET 
specifies that all attributes be displayed for each entry selected. From 
left to riaht these are: 

access rights available to this user (for password directories, the 
protection keys are displayed)? 



LD 8/19/82 

size of entry in physical disk records? 

quota of entry in physical oisk records (directories only); 

type of entry; 

setting of concurrency lock on entry <" " for system* excl" for N 
readers or 1 writer* "updt" for N readers and 1 writer* and "none" 
for N readers and N writers)* 

incremental dump switch ("amp" if the entry has been dumped)? 

delete-protection switch ("pr" if protected); 

date-time modified; 

name of entry? 

and tyDe of protection (name of access category protecting entry* or 
(Specific) for specific protected* or blank for protected by 
default)? 

The default output format is to list only the name of each entry* 
four across. To print a subset of "detail" format information* use 
one or more of the following options. 

-PROTECT* -PRO 
specifies that protection information (access rights* delete-protect 
switch* and type of protection) be printed for each entry. 

-DTM 
specifies that date-time-modified be printed for each entry. 

-SIZE 
specifies that size information (size of entry* quota for directories 
only) be printed for each non-access category entry. A size of -1 will be 
reported for any entry for which the user does not have R (or L) 
permission. 

-SINGLE_COLUMN» -SGLCOL 
is useful only if the default (names only) format is used. In this case* 
specifies that names are to be printed one per line instead of four per 
line. 



LIB7 Rev. 19.0 

A change was made to support pathnames with passwords. 



LOAD for rev 19.0 

ABSTRACT 

This document describes the Changes made to LOAD for PRIMOS release 
19.0 

Page 2 



LOAD for rev 19.0 

1 LOAD 

There is one bug fix to LOAD for rev 19.0. Load wiLL now set the 
Warning fLag and return code whenever the code passes through ERK with 
a non-zero error code. 

* NOTE: ALL products have been modified to conform to master disk 

standards. For a description of these modifications« pLease 

read INF019>STANDARDS.RUN0. 

Page 



Subject: LOGPRT 

Release: P E V1 9 . 0 

DATE: June 29, 1982 

1 New_Func;H onal_i_t£ 

The functionality added to the LOGPRT command for REV19 provides 
for three new event types for logging System events and five new event 
types for logging Network events. 

The command line to invoke LOGPRT is 
optional parameter): 

as follows (C3 indicates 

R T00LS>L0GPRT L" <out t r eename> 3 Copt> <opt> . . . 3 

<outtreename> The destination for LOGPRT's output. If •TTYt is 
specified* the output will be to the user's terminal. If <outtreename> 
is omitted* output will be to the file •L0GLST» (or »NETLST» for 
network) in the home UFD. Any other specification will be taken as a 
treename to which the output will be directed. 

<opt> An option keyword* possibly followed by subfields. All option 
keywords begin with a hyphen and may be abbreviated to a unique left 
substring (with the exception of the -PURGE option). 

The modifications which were made only affect the -TYPE option: 

-TYPE tl t? ...Process entries only of the indicated types, 
types added for the revl9.D version of LOGPRT are: 

The new 

§LZ£l£!E_£y-£Qi._IXP_£s. 

MCHECK Machine checks (not including memory parity) 



GUIET Primos entering Quiet machine check mode 
(happens after 1024 ECC errors since cold start) 

BADENT Pad LOGREC entries 

Net^worJc_Eyent._T^£P^ 

When specifying network event types* the -NET option must be specified 
before the -TYPE option* otherwise LOGPRT wilt try to match the system 
types. 

NPXTHR NPX was throttled on transmit or receive 

N P X R C V NPX got an unanticipated receive status 

NPXCLR NPX master's circuit was cleared with an unexpected 
clearing cause 

NPXSEG NPX found a seauence error in bounce detect 

NPXCON NPX got an unexpected circuit status in call setup 

2 BUG Fixes 

Input logging files for both system and network events are no 
longer located in the directory CMDNCC on logical disk zero. 
System input logging files are located in the ufd 'LOGREC*' on 
logical disk zero. Network input logging files are located in the 
ufd 'PRIMENFT*' on logical disk zero. System logging file names 
are in the form •LOG.MM/DD/YY'* and network logging file names a re
in the form • NET_L0G . Mf'/DD/Y Y • * where 'MM/DD/YY' is either the 
date on which a cold start of the machine was performed or when an 
EVENT_L0G -ON command was issued from the system console to enable 
event logging. 

The input event logging file may be specified by including the 
pathname of the file after the '-INPUT' option on the LOGPRT 
command line. If the network event Logging file is specified* 
•-NET' should be the first option on the command line. If an 
input event logging file is not specified* LOGPRT uses the most 
recently created log file found in the respective directories* 
LOGREC* or PRIMENET*. 



The * H E L P ̂  display now causes the tty screen to scroll» Type 
anything but upper- or lower-case • q •» 'quS •q u i * * or 'quit* to 
continue display* 

DSU!PARITY checkino now dependent on whether processor is either a 
750 or 850. Code assumes bit interpretation is similar. 

«D» board now is »J» board in DSWPARITY. 

LFERNEXT now taken in positive sense? therefore? XOR in code not 
done • 

•DELETE* option now correctly spools output file before deleting 
it as described in •HELPt display. 
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1 THE MAGNET SUBSYSTEM 

1.1 INTRODUCTION TO MAGNET 

To transfer data on a magnetic tape from a non-Prime operating system 
to PRIMOS and vice versa* you must write the magnetic tape in an 
interchange format that both operating systems can understand. 
MAGNET is the PRIMOS subsystem that aLLows you to read and write 
magnetic tapes in these various interchange formats- MAGNET is 
intended primariLy for users who have had prior experience with 
magnet i c tapes• 

Some of the faciLities that the MAGNET subystem provides are: 

o DecLaration and modification of I/O objects 

o Linkage of I/O objects with PRIMOS gLobaL variabLes 

o Translation to and from various character sets 

o User-definabLe character sets 

o Seven-track binary packing and unpacking 

o Tape positioning 

o Physical tape copying 

o Logical data transfer between devices with support of multiple 
destinations 

o Support of unlabeLled and ANSI and IBM standard labelled tapes 

o Support of fixed- and IBM* ANSI? and Prime variable-Length 
records 

o Support of old (pre-rev lfi.4> MAGNET features for the READ* 
WRITE* COPY* and POSITION subcommands 

o Surport for tape operations within Batch mode (operator 
i nt ervent i on > 

0 Tepe-to-spooler ano disk-to-spooler suoport 

o Break key handling 

Page 1 



MAGNET SUBSYSTEM 

1.2 INVOKING MAGNET 

To invoke MAGNET* you must be at PRIMOS command Level. Type MAGNET 
after the PRIMOS prompt (OK*). At this point there are several 
PRIMOS command line options you can specify. -SILENT causes only 
MAGNET severity 2 or 3 errors to be printed at your terminal. You 
may also specify -USER or -OPERATOR (may be abbreviated to -OPR). 
These two options direct the printing of MOUNT and DISMOUNT messages 
on either the operator's terminal or your terminal* respectively. 
For detailed information on these options! see Appendix B. 

After you type MAGNET and possibly a mode option* the subsystem 
prints a release number and gives ycu a Drompt. For example: 

OK* MAGNET 
[MAGNET*~Rev 
> 

4.4J 

After the MAGNET prompt (>)» you type a subcommand line that contains 
one or more of of the lq MAGNET subcommands. Depending on the 
subcommand* the line may also contain one or more object-names and/or 
one or more options. The MAGNET subcommand Line format is as 
follows: 

> subcommand object-name(s) opt ion-(vatue)* • . .option=(value) 

There are a few points to remember when typing subcommand lines: 

o Input can be up to 1*000 characters Long. 

o You can use either upper or lowercase alpha characters or a 
combination of both. 

o Free format is allowed on the subcommand line. (Spacing is 
optional.) 

1.3 MAGNET SUBCOMMANDS 

There are 19 subcommands in MAGNET. Fourteen of these are the basic 
MAGNET subcommands* which define* manipulate* and transfer data 
within the subsystem. These subcommands are described in the 
beginning of this section. The five ether subcommands are used less 
freauently and are described later in this section under ADVANCED 
MAGNET. Table 7-1 lists each MAGNET subcommand* its type* and its 
funct i on • 
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Table 7-1. MAGNET Subcommands 

Subcommand Il2£ Function 

/* 

CLOSE 

COPY 

DECLARE 

DELETE 

Data Definition/ 
Manipulation 

Data Transferral 

Data Definition/ 
Man ipulation 

Data Definition/ 
Mgni pulat i on 

Puts comments in your MAGMET 
dialog 

Closes a disk* tape or 
spoo I file 

Copies one or more physical 
files from one tape to another 

Associates one or more options 
with an object-name 

Deletes one or more declared 
object-names 

DISPLAY 

LIST 

LOAD 

Data Definition/ 
Mani puI at i on 

Data Definition/ 
Mani pulat i on 

Data Definition/ 
Manipulation 

Shows all options associated 
with a declared object-name 

Lists all dec lared 
object-names 

Loads a translation table 

MODIFY 

MOVE 

Data Definition/ 
Manipulation 

Data Transferral 

Changes an option value or 
adds en option to an 
object-name 

Moves a logical file from 
a source object to one or 
more destination objects 
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Table 7-1. MAGNET Subcommands (continued) 

Subcommand Il&fL Funct i on 

NOISY 

POSITION Dat a Trans ferra I 

Allows printing of severity 
1 messages 

Positions a tape to a 
specific fiLe number and 
record number 

QUIT Fxits from MAGNET and returns 
you to PRIMOS command level 

READ Data Transferral Reads a file from a tape and 
transfers it to a disk file 

RENAME 

SAVE 

SILENT 

TRANSLATE 

WRITE 

Data Definition/ 
Mani puI at i on 

Data Definition/ 
Manipulat i on 

Data Definition/ 
Mani pulat i on 

Dat a Trans ferraI 

Renames dec lared 
object-names 

Saves options associated 
with an object-name in a 
PRTMOS global variable 

Disallows printing of 
severity 1 messages 

Specifies the translation 
associated with an 
object-name 

Writes a disk file onto 
tape 
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1.4 DATA DEFINITION AND MANIPULATION SUBCOMMANDS 

There are ten MAGNET subcommands that define and manipulate data 
within the subsystem. Seven of these sucommands* DECLARE* MODIFY* 
LIST* DISPLAY* DELETE* RENAME* and TRANSLATE are described in the 
following paragraphs. The other 3 data definition and manipulation 
subcommands are described later in this section under ADVANCED 
MAGNET. 

1.4.1 The DECLARE Subcommand 

You use DECLARE to associate one or more characteristics with 
object-name. The subcommand Line format is as follows: 

one 

> DECLARE object-name 

SP00L = (spool_fi Le_name) 
TAPE=(devno) 
DISK=(pathname) C *0PTI0N=(value)...] 
EXTEPNAL=(gvar) 
LIKE=(object-name) 

An obj.e£t-name identifies either a tape* disk* or spool file. You 
always specify an object-name with the DECLAPE subcommand. It is 
good practice to create object-names that are mnemonic. You can 
use any combination of up to 3? alpha characters* numerals* and 
the two characters period (•) and underscore (_)• Any of these 
characters may appear first in the object-name. You may declare 
up to 100 object-names. 

An OPTION provides information that describes an object-name. The 
first option you specify on the DECLAPE subcommand line must 
always be TAPE* DISK* SPOOL* LIKE or EXTERNAL. Other options* if 
any* follow. Table 7-2 lists each MAGNET subcommand option* its 
type* applicable subcommands)• and its function. 

There are 42 possible options you can specify with the DECLAPE 
subcommand. Twenty-three of these are the basic options that you 
use for most operations in MAGNET. These are described here. The 
other 19 are options that you may use less frequently. These are 
described later in this section under ADVANCED MAGNET. 
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1.4.1.1 The TAPE Ootion: 

You specify the TAPE option if the object-name preceding it on 
the subcommand line refers to a tape file. The value you 
assign to this option is the logical device number of the tape 
drive on which the tape is mounted (a number from 0 to 7 ) . You 
must assign your tape drives at PRIMOS command level before you 
invoke MAGNET. For more information * see the ASSIGN command in 
Section 4, USER CONTROL OF TAPE DRIVES. In the following 
example* the DECLARE subcommand defines the object-name TFILE 
to be a tape file. It is located on logical device (tape 
drive) number 7. 

> D££LAPE. 
> 

TFILE TAPE=<7) 
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Table 7-2. MAGNET Subcommand Options 

Op_t_i.gn Il&e 
App I icab Ie 

SubcommandCs) Function 

ACCESS 

AMOUNT 

AT 

BFACTOR 
f 

BUFFERS 
f 

BYPASS 

CHARACTERS 

CONTROL 

COPIES 

d 

CREATE 
n 

DEFER 

Tape DECLARE* MODIFY 

COPY 

Spool DECLARE, MODIFY 

Tape 

Tape 

Tape 

Tape 

Tape 

DECLARE, MODIFY 

DECLARE, MODIFY 

DECLARE, MODIFY 

DECLARE, MODIFY 

Spool DECLARE, MODIFY 

Spool DECLARE, MODIFY 

DECLARE, MODIFY 

Soool DECLARE, MODIFY 

Identifies the ACCESS 
field on level 1 
labeIs 

Specifies the number 
of files to copy 

Specifies location at 
which to Drint a 
spoo I file 

Specifies the number o 

logical records per 
physical tape block 

Specifies the number o 

buffers being used 

Indicates to MAGNET 
whether or not to 
ignore tape labels 
and identify its files 
by number 

Specifies whether 1 
or 2 characters per 
word are to be read 
or written 

Specifies the type of 
line-printer carriage 
control desired 

Specifies the number 
of copies to be printe 

on a I i ne-printer 

Identifies the creatio 

date field for Level 1 
file Iabels 

Specifies the time a 
spool file is to be 
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printed 
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Table 7-2. MAGNET Subcommand Options (continued) 

Option IZfiS 
Applicable 

Subcommand(s) Funct ion 

DENSITY 

DISK 

EXCHANGE 

Tape DECLARE, MODIFY 

EXPIRE 

1 

EXTERNAL 

FILEID 
d 

FILENO 
r 

FORM 

FORMAT 

GENERATION 

Disk DECLARE* MODIFY, 
LOAD 

Tape 

Taoe 

Tape 

Tape 

Disk 
Tape 
Spoo I 

Tape 

DECLARE, MODIFY 

DECLARE, MODIFY 

DECLARE, MODIFY, 
SAVE 

DECLARE, MOCIFY 

DECLARE, MODIFY 

Spool DECLARE, MODIFY 

DECLARE, MODIFY 

DECLARE, MODIFY 

Specifies density of 
the tape being read or 
written 

Specifies the location 
of a disk file 

Indicates whether, for 
each logical record, 
high and low order 
bytes within words 
are to be exchanged 

Identifies expiration 
date fields for level 

labeIs 

Indicates that more 
options can be found 
in an external PRIMOS 
global va riable 

Identifies the labelle 

file to be read or 
written 

Soecifies a file numbe 

Specifies the type of 
line-printer forms 
to be used for 
printing 

Identifies the type of 
records being read or 
written 

Ident ifies level 1 
generation fields 
on labels 
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Table 7-2. MAGNET Subcommand Options (continued) 

O£tjon IZ£e 
Applicable 

Subcommand(s > Funct i on 

ITEMS 

LABELS 

LFVEL 
1 

LIKE 

LINENCS 

LINES 
f 

LRECL 
f 

MAXIO 

MODE 

NEXTCHAIN 

Tape 

Tape 

Disk 

Tape 
Spool 

Tape 

Disk 
Tape 
Spool 

LIST 

DECLARE, MODIFY 

DECLARE, MODIFY 

DECLARE, MODIFY 

Spool DECLARE, MODIFY 

LCAD 

DECLARE, MODIFY 

DECLARE, MODIFY 

POSITION 

DECLARE, MODIFY 

Specifies what type 
of objects should 
be listed 

Identifies the type of 
labels on a tape 

Specifies the amount o 

labelling on a tape 

Identifies another 
object-name whose 
options, option values 

and translation edit 
tokens are to be 
dupIicated 

Spec ifies whether 
line numbers should be 
printed on line-printe 

output 

Specifies the number o 

lines in a user 
t ranslat i on table 

Specifies the number o 

bytes in each logical 
record 

Limits the maximum I/O 
t ransfer size 

Instructs MAGNET to 
pos ition either 
absoIutely or 
relatively 

Dec lares the next 
object in a chain of 
objects 
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Table 7 - 2 • MAGNET Subcommand Options (continued) 

Op_t. i_on IX.E.Z 
Applicable 

Subcommand(s) Function 

OFFSET Tape DECLARE, MODIFY Specifies the size of 
a field, at the 
beginning cf physical 
records, that contains 
control characters 
to be ignored 

OWNER 
d 

Tape DECLARE, MODIFY Identifies the owner i 

field on a V0L1 label 

PARITY Taoe DECLARE, MODIFY Identifies the parity 
of a seven-track tape 

POSTACTION Disk 
Tape 
Spoo I 

DECLARE, MODIFY Specifies action to 
perform when closing a 
tape, disk, or 
spooI file 

PREACTION Disk 
Tape 
spoo I 

DECLARE, MODIFY Spec i f i es action 
to perform when 
opening a tape, 
disk or spoo I file 

PREVCHAIN Disk 
Tape 
Spoo I 

CECLARE, MODIFY Declares the previous 
object in a chain of 
obj ects 

PRINT COPY Prints the size of the 
first physical record 
in each t ape file 

PROTECT Tape DECLARE, VODIFY Prevents writing on a 
tape 

RECOPDNO 
f 

Tape DECLARE, MODIFY Specifies the number o 

physical records to be 
spaced forward or 
backward 
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Table 7-2. MAGNET Subcommand Options (continued) 

OjojHon 

SEQUENCE 

SPOOL 

TAPE 

TRACKS 
f 

TYPE 

VERSION 

VISUAL 

VOLSEP 

Tape 

Spoo I 

Tape 

Tape 

Tape 

Tape 

Tape 

Applicable 
Subcommand(s) 

DECLARE* MODIFY 

DECLARE* MODIFY 

DECLARE, MODIFY 

DECLARE* MODIFY 

LOAD 

DECLARE. MODIFY 

DECLARE* MODIFY 

DECLARE* MODIFY 

Function 

Ident ifies the file 
sequence field on 
Level 1 file labels 

Defi nes a spool file 

Defines a tape object 

Specifies the number o 

tracks on a tape 

Identifies the type of 
a translation table 

I dent ifies leve I 1 
generation version 
fields 

Identifies the 
external visual id 
of a tape reel 

Identifies the volume 
serial id field on a 
V0L1 label 
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1..4.1 £_?_Th e_SP00L_0£t i on : 

You specify the SPOOL option if the object-name preceding it on 
the subcommand Line refers to a spooL file. The value you 
assign to this option must be an aLpha string of no more than 
32 characters Length. The spool option value is printed as a 
banner on your spooler output. In the following example* the 
object-name PRODUCTS is a spool file. The option value* AUTOSt 
wiLl appear as the banner on the line-printer output: 

> DECLARE. 
> 

PRODUCTS SPOOL=(AUT0S) 

1.4.1.3 The DISK Option: 

You specify the DISK option if the object-name preceding it on 
the subcommand Line refers to a disk file. The value you 
assign to this option must be a PRIMOS filename or Dathname. 
In the following examplet the object-name DFILE is a PRIMOS 
disk filet SOCSECNUMS* in the UFD SFA: 

DECLARE DFILF DISK=(SFA>SOCSECNUMS> 

1.4.1.4 The LRECL and BFACTOR Ootions: 

LRECL is the logical record length option. It specifies the 
number of bytes in each logical record in fixed-length format* 
or the maximum number of bytes in each Logical record in 
variable-length format. 

BFACTOR is the blocking factor option. It specifies the number 
of logical records per physical tape block. For more 
information on logical record sizes and blocking factors* see 
the discussion on RECORDS* GAPS* AND BLOCKS in Section It 
MAGNETIC TAPES. 

LRECL and BFACTOR together specify the maximum size of a tape 
file's physical records. You obtain this maximum size by 
multiplying the value of LPECL by the value of BFACTOR. The 
maximum size can be no larger than 12*2 8 8 bytes (this number is 
smaller if you are using ANSI or IBM variable-length records). 
BFACTOR is strictly a tape option; you use it only with tape 
obiects. LRECL is for tape, diskt and spool objects. You must 
always specify an LRECL value for all objectst no matter what 
type (tape* disk or spool) they are» If you do not specify 
BFACTOR it defaults to the value of 1. 
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For disk and spool objects* LRECL specifies the size in 
characters of each record in a binary file or the maximum size 
in characters of each record in an ASCII file* The value must 
be an even numoer between 2 and 12*288. In the following 
example you declare X to be a disk file* SUEFILE. Each logical 
record in the disk file is 8 n characters long: 

> DECLARE, 
> 

X DISK=(*>SUEFILE)• LRECL=(80) 

Note 

With e binary disk 
FORMAT=(FIXED). For ASCII 

fiIe* you 
files 

more information* 

must also 
you shou Id I v» r\ i i « I — » I 1 A L U f • i <-> r n o v ^ i i i i w c r s / u u a n w u u 

FORMAT=(VAR/PPIME>. For more information* 
discussion of the FORMAT option later in this 

spec i fy 
spec i fy 
see the 
section* 

In the next example* the tape file EMpNAMES has a blocking 
factor of 10 logical records per physical record. Each logical 
record contains a maximum of 80 bytes. Therefore* the maximum 
physical record size is 8 0 0 bytes: 

> £££L£RE iHE^AMES IA£££ilii_kE£CL=j.8 0i»._BFACTOR=il02. 
> 

1.4.1.5 The TRACKS Ootion: 

You specify the TRACKS option to identify the number of tracks 
on your tape. The two possible values are either 7 or 9* for 
seven- or nine-track tapes respectively. TRACKS is strictly a 
tape option* and it oefaults to the value of 9. In the 
following example* a tape object* EMPNAMES* is a nine-track 
tape located on logical device number 6. 

DECLARE EMPNAMES TAPE=<6)* TRACKS=<9) 
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Irliiii_Th e_DE N SXII_Op.11£n : 

You use DENSITY to specify the density of the tape that you are 
reading or writing. For seven-track tapes* you can specify 
either 200$ 556* or 800 (bpi) as the value. For nine-track 
tapes* you can specify either 800* 1600* or 6250 (bpi) as the 
value. DENSITY is solely a tape option* and it defaults to the 
value of 800. In the following example* DATAFILE is a tape 
object located on logical device number 2. It is a seven-track 
tape with a density cf 5 56 bpi. 

> D££kA,E£_rjATAFILF_TAPF = !22±_IR^ 
> 

IiirIiI_Ihe_FOR M[AT_0£t i on : 

You use the FORMAT option to identify the type of records you 
are reading from or writing to your tape* disk or spool file. 
There are four possible values you can specify for tape 
objects: 

o FIXED (for fixed-length records) 

o VAR/ANSI (for ANSI standard variab I e-length records* 
nine-track only) 

o VAR/IBM (for IBM standard variabIe-length records* 
nine-track only) 

o VAR/PRIME (for Prime variable-length records) 

There are two possible values you can specify for disk or spool 
objects: 

o FIXED (for fixed-length records* binary disk files) 

o VAR/PRIME (for Prime variable-length records* ASCII disk 
files) 
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With Prime variable-length records* the logical record length 
equals the Dhysical record length; you can specify any size up 
to a maximum of 12*288 bytes. For tape objects it is important 
to note that you must always specify a value of 1 for the 
BFACTOR option for this format only* Prime variable-length 
tape records have no record control word (RCW) or block control 
word <BCW). (For more information on the Prime variab le-length 
tape format* see Section 2* P£lme_Va£i_abJ^e-Lenqtih_#Format>« ) 

For tape objects* FORMAT defaults to FIXED for a value* For 
disk and spool objects, FORMAT defaults to VAR/PRIME for a 
value* In the following example* CANDY is a tape object 
located on logical device number 5. It is a nine-track tape 
with fixed-length records, each of which may attain a maximum 
100 characters: 

> DE_C_k£RE: CANDY IAELEill± IEACKS£i.92.l LCB.y_AT=iFIXED!.L 
LRECLiilGOi 
>~ 

In the following example* X is a spool object with banner 
SUEFILE. It is a Prime variable-length file with records that 
may attain a maximum of 80 characters I 

> £LCLARE_X_SP00L=!SUEFILE2±_^ 
> 

Note 

With disk or spool files you must also specify a 
logical record Length* For more information see the 
discussion of the LRECL option in this section. 
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iiiiIi£_The_PARITY_O^tjon: 

PARITY specifies either odd or even parity for a seven-track 
tape. It is a seven-track tape option only; nine-track tapes 
are always written in odd parity. There is no default for this 
option. You must always specify it when you declare a 
seven-track tape object. In the following example* STATS is a 
tape object located on logical device number 2 • It is a 
seven-track tape with odd parity: 

> n££LA££_SIATS_TAPE=i21i_TPACKS£i72JL_PARiTY£iODD)_ 
> 

1.1.1±9_The_PR0TECT_0£tlon: 

This option is the software equivalent of a write-enable ring 
on a reel of magnetic tape. PROTECT prevents you from writing 
on your tape. You specify either YES or NO as the value. If 
you do not specify PROTECT* it defaults to NO. This option is 
for tape objects only. In the following example* VITAL_INFO is 
a tape object located on logical device 0. It is protected 
from writing: 

> DECLARE_VXTAL_INFO_TAPE5101±_PPOTECT=1YES1 
> 

1 iij.1 ±1.0_Ih e_LABE LS_0p_t jon : 

You use the LABELS option to identify the type of tape labels 
that you are using. There are three possible values you can 
speci fy: 

o NONE (you are not using any type of labels) 

o ANSI (you are using ANSI standard labels) 

o IBM (you are using IBM standard labels) 

LABELS is strictly a tape option. If you do not specify it* it 
defaults to NONE, In the following example* INCOME is a tape 
object located on logical device number 6. It is a nine-track 
tape with ANSI standard labels written at 800 bpi: 

> DECLARE_INC0ME_TAPE=162i_LAB£LS=lANSil 
> 
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I• 1 •.ijLli_ItL£_k£V EL_0£tion : 

You use the LEVEL option to identify the number of labels 
present on your tape. LEVEL limits the number of labels 
written on output; it has no effect whatsoever on input. 

There are four possible values that you can specify: 

o 0 (for an unLabelled tape) 

o 1 (for Level 1 labels only: HDR1, E0F1, or E0V1) 
o 2 (for Level 1 labels and HDR2* E0F2. and/or E0V2 labels 

only) 

o 3 (for Level 1 labels* HDP2* E0F2* E0V2* and user labels 
only) 

For more information on these levels of tape labels* see 
Section 3 MAGNETIC TAPE LABELS in this manual. 

Note 

Prime does not yet support user label processing. You 
may specify a value of 3 but MAGNET treats it as if you 
had specified a value of 2. 

LEVEL is for tape objects only. If you do not specify it* the 
default is 0. In the following example* MYTAPE is a tape 
object located on logical device number 3. It has two levels 
of IBM standard labels: 

> £ECLARE_MYTAPE_TAPE=131i_LABEL^ 
> 

!iiilil2_lhe_FILEID_0p_;Mon : 

You use the FILEID option to identify the name of the Labelled 
file you wish to read or write. FILEID specifies the file-id 
field of Level 1 labels. The value ycu specify for this option 
is a string of no more than 17 characters. If you specify less 
than 17 characters* the value is blank-padded on the right. 
The string can be any mixture of the following: 

o Upper and/or lowercase alpha characters 

o Numbers 

o Any other characters except right and left parentheses* 
equal signs* commas* apostrophes* and blanks 

FILEID is solely a tape option. If you do not specify it* the 
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default is 17 blanks. In the following example* SYSIN is 
IBM standard labelled file located on logical device number 
The file-id field of the Level 1 labels is SOCSECNUMS: 

> VlFCA ARF SYSTN T A P F = < ? ) . I A RFL S = ( T RM ) . F T L F T D = ( S 0 CS FCNUI 

an 
2. 

> DFCLARE_SYSIN_TAPE=12).±_LABELS£^ 
> 

I• 1 -.1 • il_The_FJ.LE N0_Op_t j; on : 

If you use this option to specify an unlabelled tape file or a 
Labelled file whose labels are bypassed* the value must be a 
number greater than or equal to 0. (A value of 0 indicates 
that you wish to work with the file at your current position on 
the tape.) If you use FILENO for positioning* the value may be 
less than 0. 

In the following example* OUTFILE is an unlabelled tape object 
located on logical device number 1• You are working with the 
second file on the tape: 

> DECLARE_0UTriLE_TAPE=llli_LABELS=lN0NE2±_F^ 
> 
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lil• iiIi-I!l£_OUN£R _0p_ti_on : 

You use the OWNER option to identify the owner identificaton 
field on a V0L1 label. The value you specify depends on 
whether your tape is ANSI or IBM labelled. For both types of 
labelled tapes* the value is a string of characters. You can 
specify up to 14 characters for ANSI labelled tapes and up to 
10 characters for IBM labelled tapes. If you specify a value 
that contains less than the maximum number of characters for 
either format* the value is blank-padded on the right. As for 
the FILEID option* the string can be any mixture of the 
fo I lowing: 

o Upper and/or lowercase alpha characters 

o Numbers 

o Any other characters except right and left parentheses* 
equal signs* commas* apostrophes* and blanks 

do not speci fy this 
defaults to 14 

OWNER is strictly a tape option. If you 
option for an ANSI labelled tape object* it 
blank characters. The default for an IBM labelled tape object 
is 10 blank characters. In the following example* WAGES is an 
ANSI labelled tape object located on logical device number 4. 
The owner identification field is SUSANADLEY: 

> ££CLAPE_WAGES_TAPE£i42j._LABELS = i^^ 
> 

1 • itiliiS-It!£_¥. 0L S E R _0p_t i.0n : 

VOLSER identifies the volume serial identificaton field (VOLSER 
number) on a V0L1 label. The value is a string of no more than 
six characters that can be a mixture of any of the following! 

o Upper and/or lowercase alpha characters 

o Numbers 

o Any other characters except right and left parentheses* 
equal signs* commas* apostrophes* and blanks 

If you specify less than six characters* the value is 
blank-padded on the right. The VOLSER option is solely for 
tape objects. If you do not specify it* the default is six 
blank characters. In the following example* DATA_TEST is an 
ANSI labelled tape object located on logical device number 3. 
The VOLSER id is 63A: 
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> ££CJBAP£_BA£_TAPE=i0i±_FILtNO=i-5ii-RECi2RDNO = <i17)> 
> 

IifLiI iIZ_Ih e_V IS U A L_0£ tj on : 

You use VISUAL to specify the external visual identification of 
the tape reel you are using. The external visual 
identification is located on the tape reel enclosure- Visual 
simplifies the identification of tape reels for MOUNT and 
DISMOUNT requests. The value is a string of 32 characters that 
can be any combination cf the following: 

o Upper and/or Lowercase alpha characters 

o Numbers 

o Any other characters except right and left parentheses* 
equal signs* commas* apostrophes* and blanks 

VISUAL is solely for tape objects. If you do not specify it* 
the default is 32 blank characters. In the following example* 
STEVE is a tape object located on logical device number 7. The 
external visual identification of this tape reel is MYTAPE2: 

> DECLARE_STEVE_TAPE=^72±_VISyAL=X^YTAPE21 
> 
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Iiiilil£_lh e_B Y P AS S_0p_t j.on : 

With BYPASS* you indicate to MAGNET whether or not to ignore 
the Labels on your tape and then identify the tape files by 
number as opposed to file-ids. The value you specify is either 
YES or NO. There are a few important points to keep in mind 
when you use this option: 

o BYPASS is valid only when you are reading a tape. 

o You must always specify* with the LABELS option* the 
type of labels to be bypassed (either ANSI or IBM). 

o BYPASS causes MAGNET tc ignore all associated label 
options (VOLSFR* OWNER, FILEID). 

This option is for tape objects only. If you do not specify 
it? the default is NO. In the following example* FILE2 is an 
ANSI labelled tape object located on logical device number 6. 
You indicate that you want MAGNET to ignore all the labels and 
then position at the second Logical file on the tape: 

> DECLARE £XLE2 HE^EitlL LABELS = i.ANSLLl I YPASS^YES.)..* 
L1LLHQ.E.LZL 
> 

1 i£. 1. 1 9_Th e_B UFFE R S_Op. t jon : 

You soecify the BUFFERS option to indicate how 
buffers are being used for magnetic tape I/O. 
numeral* which may be 0 through 10 
BUFFERS with a DECLARE subcommand and 
a Lesser value* the extra buffers are 
free storage list). 

many i nternal 
The value is a 

only. If you specify 
then later modify it with 
released (returned to the 

The BUFFERS option is for tape objects only and it defaults to 
a value of 0. In the following example* you declare a tape 
object* DOT. It is located on logical device number two and 
has three internal I/O buffers: 

> DECLARE_D0J IAPE=i22^_BUFFERSE.L11 
> 

Note 

To use a specific tape object with the READ* WRITE* or 
MOVE data transferral subcommands* you must always 
specify the BUFFERS option with a value greater than 0. 
(These subcommands are described in detail later in 
this section.) 
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iilii • £ 0_The_ A T_0£ti.on : 

The AT option specifies the location at which to print a 
spool file. It is strictly a spool option whose value is a 
string of 32 characters that can be any combination of the 
following: 

o Upper and/or lowercase alpha characters 

o Numbers 

o Any other characters except right and left 
parentheses* equal signs* commas* apostrophes* and 
blanks 

In the following example* the obiect-name GR0SS_PAY* a 
spool object* will be printed at a location called BOSTON: 

> DECLARE GROSS PAY SP00L=<EMPLOYEES)* AT=(B0ST0N) 

iil±1 • 2 1 _Ih£_£0PJES_0p_t j_on : 

The COPIES option specifies the number of copies of your 
spool file you would like printed. The value is a number 
from 1 to 32767. The default number of copies printed is 
1• This option is provided for spool objects only. An 
example* in which 23 copies cf the spool OBJECT GP0SS_PAY 
(from the previous exmple) are desired is: 

> DECLARE GROSS PAY SPOOL=(EMPLOYEES)• C0PIES=<23) 

lii-il• ££_The_F0RM_o£t Ion : 

The FORM option specifies the type of line-printer forms 
you would like your spool file printed on. The value of 
this option is a string of no more than 6 characters that 
can be a combination of any of the following: 

o Upper and/or lowercase alpha characters 

o Numbers 

o Any other characters except right and Left 
parentheses* equal signs* commas* apostrophes* and 
blanks 
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The FORM option is provided for spool objects only and 
defaults to a value of 6 blank characters. In the 
following example* a spool object named TOTALS is declared 
with the AT* COPIES and FORM options: 

> f^CLARE^TOTALS SPOOLER ECE IPTSij. C0PIES=il2_i* 
F0RMrT3PARJl 

1.4.2 The LIST Subcommand 

You use LIST to see what object-names you have declared. 
subcommand line format is as follows: 

The 

> LIST C ITEMS = 

(DISK) 
(TAPE) 
(SPOOL) 
(OPEN) 
(CLOSED) 

MAGNET prints out a chart that shows all declared object-names and 
the type of the object (TISK* TAPE or SPOOL). In the following 
example* LIST shows the three declared objects TFILE* DFILE* and 
SFILE to be tape* disk* and spool objects* respectively. 

> LIST 

TFILE 
DFILE 
SFILE 
> 

.£bj_ec__t2D.a_mes- i.X££ £££!2_.§.tJLiii£ 
Tape Closed 
Disk Closed 
Spool Closed 

1. 4j,2-. 1 _The_ITEMS_0p_tj.on : 

The ITEMS option is used to limit the output from the LIST 
subcommand. You can direct LIST to display all tape objects* 
disk objects or all spool objects previously declared. In 
addition* you can direct LIST to print only those objects that 
are not currently in use (CLOSED) or which are in use (OPEN). 
An object may have been left in use if* for example* you hit 
the BREAK key while a data transferral operation was underway. 
Using the orevious LIST example* you could reguest that only 
spool objects be displayed: 

> LIST IIEMSEJ.SP0OL2 
obj.ect-na.me_s 

SFTLE 
> 

!£££_ £££n_s tat.us 
Spool Closed 
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1.4.3 The DISPLAY Subcommand 

DISPLAY shows all options associated with a 
The subcommand line format is as follows! 

declared object-name. 

> DISPLAY object-name 
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> ££CLARE_SYSIN_IAPE£i3ii_FiLEN0=15Ii_LABELS£lAN 

> kill 
o b j e c t - n a m e s t y p e o p e n s t a t u s 

SYSIN Tape 
> DISPLAY_SYSIN 
*** Information for TAPE object SYSIN 
PREV = 
PREACTION = 
TAPE = 3 
DENSITY = 800 
LABELS = ANSI 
BYPASS = YES 
FORMAT = FIXED 
LRECL = 0 
OFFSET = 0 
MAXIO = 10000 
FILENO = 5 
EXCHANGE = NONE 
VOLSER = 
GENERATION = 0001 
CREATE = 00000 
ACCESS = 
TRANSLATE = (A*) 
> 

Closed 

* * * 
/ NEXT= 
POSTACTION 
TRACKS 
CHARACTERS 
LEVEL 
PROTECT 
PARITY 
BFACTOP 
BUFFERS 
VISUAL 
RECORDNO 
FILEID 
OWNER 
VERSION 
EXPIRE 
SEQUENCE 

= 9 
= 2 

= NO 

00 
00000 

1 
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The next example shows DISPLAY output for a disk object* SYSOUT. 
You declare SYSOUT with only one option* DISK. The LIST 
subcommand confirms that SYSOUT is a disk object. Output from the 
DISPLAY subcommand shows all possible disk options for SYSOUT* but 
only prints values for DISK* LRECL* and FORMAT. (The values shown 
for LRECL and FORMAT are default values.) 

> DECLARE_SYSOUT_DiSK=iSUE>S^ 
> LIST 

object-names type open status 

Di sk Closed SYSOUT 
> D|SPLAY SYSOUT 
*** Information for DISK object SYSOUT *** 
DISK = SUE>S0URCF>REV19>FILE2 
PREV= / NEXT = 
PREACTION = POSTACTION = 
LRECL = 0 FORMAT = VAR/PRIME 
> 

The next example shows DISPLAY output for a spool object. BONUSES. 
You declare BONUSES with only one option* SPOOL. The LIST 
subcommand confirms that BONUSES is a spool object. Output from 
the DISPLAY subcommand shows all possible spool options for 
BONUSES. Note that only the SPOOL* AT and COPIES options have 
received values. Other options* such as FORMAT and LPECL received 
default values. 

> £I£LARE BONUSES SP0 0L£lH0ME_0FFXCEl*._AT££B0SI0N2*. C0PIES = il22 

ooject-names type 

Spoo I BONUSES 
> DISPLAY BONUSES 
*** Information for SPOOL object BONUSES *+* 
SPOOL = H0ME_0FFICES 
PREV= / NEXT= 
PREACTION = POSTACTION 
LRECL = 0 FORMAT 
AT - BOSTON CONTROL 
COPIES = 12 DEFER 
FORM = LINENOS 

open status 

Closed 

= VAR/PRIME 
= NONE 

= NO 
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1.4.4 The RENAME Subcommand 

You use RENAME to change the name of a declared object. The 
subcommand line format is as follows: 

> RENAME old-object-name new-object-name 

In the following example, EMPN0S1 is a previously declared object, 
as shown in the LIST subcommand output. You rename EMPN0S1 to 
EMPN0S2, and the J2£Wz2b_l<?j:!zria_!rie. appears when you give a second 
LIST subcommand. 

> kill 
object-names type open status 

EMPN0S1 Tape Closed 
> B£NAM£ EMPN0S1 EMPN0S2 

> kHI 
object-names type open status 

EMPN0S2 Tape Closed 
> 

l_i4i5_The_M0DiFY_Sub command 

MODIFY changes 8 declared object or option. For example, you can 
add an option to an object-name or change the value of an option. 
The subcommand line format is as follows! 

> MODIFY object-name OPT 10N=(vaIue) C,0PTI0N = (va lue)...3 

On the subcommand line, options can be in any order? you do not 
have to specify DISK, TAPE, SPOOL, LIKF, or EXTERNAL as the first 
option. All options that you can use with the DECLARE subcommand 
are also valid for MODIFY. There are four important points to 
remember when you use the MODIFY subcommand: 

o You can only modify objects-names already declared. 

o You can only specify tape options for a tape object. 

o You can only specify disk options for a disk object. 

o You can only specify spool options for a spool object. 
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> D£CLAPE_BEIA_IESI_IAPE=102i_IRACKS£^ 
DENSIIY5T625Oii_FJ.LENO5J.2j. 
> kill 

object-names type open status 

Tape BETA_TEST 
> QISPLAY_BEJ_A_TESI 

for TAPE object BETA_TEST *** 
/ NEXT= 

C losed 

* ** Information 
PREV = 
PREACTION 
TAPE 
DENSITY 
LABELS 
BYPASS 
FORMAT 
LRECL 
OFFSET 
MAXIO 
FILENO 
EXCHANGE 
VOLSER = 
GENERATION = 
CREATE = 
ACCESS = 
TRANSLATE = <A*) 

= 625C 
= NONE 
= NO 
= VAR/ANSI 
= 0 
= 0 
= 10000 

= NONE 

= 0001 
= 0 0 0 0 0 

POSTACTION 
TRACKS 
CHARACTERS 
LEVEL 
PROTECT 
PARITY 
BFACTOR 
BUFFERS 
VISUAL 
PECORDNO 
FILEID 
OWNER 
VERSION 
EXPIRE 
SEQUENCE 

= 9 
= 2 

= MO 

00 
00000 

0 
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> M0D1FY_BETA_TEST LABELS£lAN£lli_LRECL = il 0 LL*_BF ACTOR = U DU 
BYPASS=1YEST 
> kisj 

o b j e c t - n a m e s t y p e o p e n s t a t u s 

BETA_TEST 
> £ISPLAY_BETA_TEST 
*** Information for 
PPEV = 
FREACTION = 
TAPE = 
DENSITY 
LABELS 
BYPASS 
FORMAT 
LRECL 
OFFSET 
MAXIO 
FILENO 
EXCHANGE 
VOLSER 
GENERATION 
CREATE = 
ACCESS = 
TRANSLATE = (A*) 
> 

Tape Closed 

TAPE object BETA_TEST *** 
/ MEXT= 
POSTACTION 
TRACKS 
CHARACTERS 
LEVEL 
PROTECT 
PARITY 
BFACTOR 
BUFFERS 
VISUAL 

2 RECORDNO 
FILEID 
OWNER 
VERSION 
EXPIRE 
SEQUENCE 

= 0 
- 625C 
= ANSI 
= YES 
= VAR/ANSI 
= 100 
= 0 
= 10000 

- NONE 

- 0001 

= oooco 

= 9 
= 2 

= NO 

10 
0 

0 

00 
00000 

0 
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1.4.6 The DELETE Subcommand 

This subcommand deletes one declared object-name. When you delete 
an object-name you also clear the space it occupied internally 
within MAGNET. The subcommana line format is as follows: 

> DELETE object-name 

In the following example* output from a LIST subcommand shows that 
you have two previously declared tape objects* STATS1 and STATS2. 
You delete STATS2* and a second LIST suocommand reflects the 
delet i on . 

> LIST 
object-names 

STATS1 
STATS,? 
> E!kL£I£_£IAIS2 
> kill 

obj ec t-rames 

STATS1 
> 

type 

Tape 
Tape 

type 

Tape 

open status 

Closed 
Closed 

open status 

Closed 

1.4.7 The TRANSLATE Subcommand 

TRANSLATE indicates* for tape objects only* that you want 
particular logical records translated to or from industry standard 
ASCII* EBCDIC* or BCD. Translation is also available for several 
different seven-track binary formats. For example* suppose you 
have an 80-character logical record. The first 40 characters 
specify a person's name in EBCDIC and the last 40 characters 
specify binary information. You could specify a translation for 
the first 40 characters to Prime ASCII and the second 40 
characters could be read as they are. The subcommand line format 
for TRANSLATE is as follows: 

> TRANSLATE object-name ([repetition factor] edit token list) 

An ed2_t .token specifies how you want particular fields of a 
logical record translated. An edit token is an alpha character 
optionally followed by any of the following: 
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o Upper and/or lowercase alpha characters 

o Numbers 

o An asterisk 

o Any other characters except right and left 
eoual signs* commas* apostrophes* and blanks 
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In the following example of the TRANSLATE subcommand* you are 
reading from a tape. You first specify a translation of six 
characters from industry standard ASCII to Prime ASCII (P6). You 
next specify a translation* for 40 pairs of fields* of six 
characters from industry standard ASCII to Prime ASCII <P6»40(P6). 
You next indicate that you want to delete the next two characters 
in the field (P6*40(P6*D2>. Lastly* any characters that remain in 
the logical record are translated to Prime ASCII from industry 
standard ASCII (P6*40(P6,D2)*P*) . 

> TR A NSkAIE_BETA_TEST__(.P6i4 0iP£ iD21 iP*l 
> 

If you wish to change a translation* you do it by simply giving 
another TRANSLATE command line. For example* to change the 
translation of BETA_TEST shown above* you might type the 
following: 

TRANSLATE BETA TEST (B4* 30<B7*D3>*B*) 

Remember that you can always check on the 
specified when you give the DISPLAY command. 

t rans lat ion you 
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Table 7-3. Translation Edit Tokens 

£dit._Token 

A 

B 

0 

P 

Q through U 

V t h rough Z 

Fun££jon 

Enforces industry standard ASCII 

Translates Prime ASCII to and 
from BCD code 

Moves the column position within 
fields of logical records 

Deletes characters in logical 
records 

Translates Prime ASCII to and 
from EBCDIC code 

Specifies fill characters 

Specifies seven-track packing 
code 2424 

Specifies seven-track packing 
code 4242 

Specifies seven-track packing 
code 2466 

Specifies seven-track packing 
code 4266 

Specifies seven-track packing 
code 6246 

Specifies seven-track packing 
code 6426 

Specifies seven-track packing 
code 6624 

Specifies seven-track packing 
code 6 642 

Specifies no translation 

Enforces Prime ASCII 

Reserved for future use 

Specify user codes 
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1.5 DATA TRANSFERRAL SUBCOMMANDS 

There are four MAGNET subcommands that 
subsystem. They are READ, WRITE, MOVE, and 
MOVE are logical copy operations. COPY 
operat ion. 

transfer data within the 
COPY. READ, WRITE, and 
is a physical tape copy 

1.5.1 The READ Subcommand 

tape file You use the READ subcommand to move information in ; 
(source object) to a disk file (destination object). The tape and 
disk files must be previously declared object-names. (The pre-Rev 
18.4 functionality of READ is still supported. See Appendix C.) 
The subcommand line format for READ is as follows: 

> READ tape-object-name disk-object-name 

In the following example you first declare a tape object, SYSIN, 
which is located on logical device 0. You specify the third file 
on the tape, which has five records per physical tape block with 
each record 100 characters long. By default you are working with 
fixed-length records. There are no tape labels. Within the 
MODIFY subcommand you use another option, BUFFERS, to specify that 
three internal buffers are being used by the tape object SYSIN. 
To perform a READ operation, your BUFFERS value for the tape 
object must be greater than or equal to 1. Next you declare a 
disk object, SYSOUT, which is a disk file, DIMPLE, in the UFD SFA. 
Finally, your READ subcommand line causes the information in SYSIN 
to be read into SYSOUT. 

> D E C L A R E _ S Y S I N _ T A P E = 1 0 i A _ F I L ^ 
BFACT0R5J.52 
> MODIFY_SYSlN_.BUFFERS£i32. 
> DE_CLARE_SYSOUI_DISK£!SFA>DIMPL^ 
> R£AD_SYSIN_SYSOUT~ 
> 

ii5:2_The_WR_XIE_Sub command 

The function of the WRITE subcommand is the opposite of READ. You 
use WRITE to move information in a disk file (source object) to a 
tape file (destination object). As with the READ subcommand, the 
disk and tape files must be previously declared object-names. To 
perform a WRITE operation, the value you specify with the BUFFERS 
option for a tape object must be greater than or equal to 1• (The 
pre-Rev 18.4 functionality of WRITE is still supported. See 
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Appendix C.) The subcommand Line forrrat for WRITE is as follows: 

> WRITE disk-object-name tape-cbject-name 

In the following example* you are working with the same two 
previously declared objects* SYSIN and SYSOUT. However* you wish 
to move the information in SYSOUT into SYSIN: 

> Wi!IL_SYSOUT_SYSIN 

> 

1.5.3 The MOVE Subcommand 

You use this subcommand to simultaneously move information in a 
source object into a maximum of seven destination objects. Source 
and destination objects must be previously declared and may be 
either disk or tape objects. To perform a MOVE operation* the 
value you specify for the BUFFERS option must be greater than or 
equal to one for each tape object you use. The subcommand line 
format for MOVE is as follows: 

> MOVE source-object-name destination-object-narne(s) 

In the following example you first declare your source object* 
NEWDATA* to be a disk file. You next declare the first of your 
four intended destination objects* PLACE1. This is a tape file 
with characteristics as shown. You then declare your next three 
destination objects* PLACE2 (a tape file)* PLACE3 (a tape file)* 
and PLACED (a disk file). These files have the characteristics 
shown. The output from a LIST subcommand shows the objects you 
have just declared. Finally* you use the MOVE subcommand to 
simultaneously move the information in NEWDATA to PLACE1* PLACE2* 
PLACE3* and PLACE4. 

> DECLARE_NEWDATA_DISK=!SFA>ST 
> DLCLARE_PLACEl_TAPE=i0ii_LRECL£il0 01±_BFACTOR^ 
BUFFER S = ̂ 32iF0RMAT = TvAR/ANsTl.*_F I LENO=llo7 
> DECLARE_PLACE2_TA£E=ilTi_LRECL=T8 0T7lBF^ 
> ^ODIFY_PLACE2_FORMAJMVAR7iB^ 
> P_ECLARE_PLACE3_TAPE = i 5 1 i _ L R E C L £ i l 5 0I i._BFA 
LABELS£lANSI2 i_LEVEL=122*_y0LSER£l5 9 72192 i_0W^ 
iSRCPRGi). 
> CECLARE PLACE4 D I SK=<PAR I $>SOURCE>PRO&RAM.FTN)* LRECL=(80 ) 
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> LIST 
object-names type 

NEWDATA Disk 
PLACE1 Tape 
PLACE2 Tape 
PLACE3 Tape 
PLACED Disk 
> MOVE NEWDATA PL ACE 1 PLACE2 PLACE3 PLACER 
> 

open status 

Closed 
Closed 
Closed 
C losed 
C losed 

The source object specified with a MOVE subcommand may be either a 
tape or disk object. The destination object(s) specified may be 
either tape* disk* or spool objects. 

1.5.4 The COPY Subcommand 

You use the COPY subcommand to copy information from a source tape 
to one or more destination tapes. This is a physical* as opposed 
to a logical* copy function. (The ore-Rev 18.4 functionality of 
COPY is still supported. See Appendix C.) 

Note 

Your tape will be positioned before it is copied. You 
indicate the starting position on the tape by use of the 
FILENO and RECORDNO options with the DECLARE and MODIFY 
subcommands. (These two options are discussed at the 
beginning of this section.) The FI LENO/RECORDNO pair must 
be an absolute position? the values for both options must 
be greater than or eaual to 0. If they are eoual to 0 » 
none of the tapes are pre-positioned. (For more 
information on tape positioning* see the POSITION 
subcommand later in this section.) 

The format of the COPY subcommand line is as follows! 

(n) 
> COPY source-object-name destination-object-name(s) AM0UNT= or* 

(*) 
(YES) 

PRINTS or 
(NO) 

You may specify up to eight obiejct^names in the subcommand line 
(one sour c.e-obiec.t.-name and from one to seven 
d£§.i.2Iia lion -ob j.ejc t-na m e s ) • The tape objects must be previously 
declared and must refer to different tape drives. You must always 
specify the AMOUNT option in the COPY subcommand line. 
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1-.5 . 4 • 1 _The_AMOUNT_0£t 1 on : 

The AMOUNT option identifies the number of physical tape files 
to be copied. (Copying is done from one file marker to another 
file marker.) 

Mote 

S i n c e the COPY s u b c o m m a n d p e r f o r m s a p h y s i c a l t a p e copy 
as o p p o s e d to a l o g i c a l tape c o p y * t a p e l a b e l s are not 
recogni zed* 

There a 
option* 
numeri c 
are to 
32*767. 
reach t 
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*) . A 
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If the 

id not 
s read* 

(See 
hysi cal 
ker is 

I-.5iii2_Ihe_PRINI_0p.tion : 

The PRINT option specifies that the size* in words* of the 
first physical record of each tape file is printed on your 
terminal. There are two values you can specify for this 
option* either YES or NO. The oefault value is NO. 

If you specify PRINT=(YES)* a table like 
printed as the copy operation proceeds: 

the following is 

F U e _ _ 
1 
2 

Mords__ead 
200 
350 
790 

Total Blocks Read 
25C 
97 

1123 

When MAGNET has completed copying a file* the total number of 
physical records in that file is also displayed in the third 
column of the table. The PRINT option replaces the "PRINT 
RECORD SIZES?" question in the pre-Rev 18.4 MAGNET dialog. 
(See Appendix C for additional information.) 
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The following example illustrates the use of the COPY 
subcommand and the AMOUNT option. You first declare a tape 
object, SYS IN * that is located on Logical device 0. The 
FILENG/RECORDNO option pair instructs MAGNET to rewind the tape 
and then position it to file number 1, record number 1. You 
then declare SYSOUT, a tape object located on logical device 
number 1, and SYS0UT2, a tape object located on logical device 
number 2. With SYSOUT and SYS0UT2, the FILENG/RECORDNO option 
pair functions the same way as in the SYSIN declaration. You 
then give a COPY subcommand line which copies all of SYSIN, the 
source-object-name, to SYSOUT and SYS0UT2, the two 
destination-object-names. Pemember that all of SYSIM is copied 
because you specified ar asterisk (*) as the value for the 
AMOUNT option. 

> OECLAR^SYSI^TAPE^iOij^FIL^ 
> 2£CLARE_SYS0yIlTAPE=Tl2l_FILEN^ 
> r2LCLARE_SYS0UT2_TAPE£i21i_FiLEN0£il2±_REC^ 
> £0PY~SYSIN~SYloyT~SYSOyT2_AMOUNT 
> 

1.6 ADDITIONAL SUBCOMMANDS 

1.6.1 The FOSITION Subcommand 

The POSITION subcommand positions a tape to a specific 
FILEN0/REC0RDNO pair. Positioning can be either absolute (rewind 
the tape first then space forward) or relative (space forward or 
backward from your current position on the tape). Before tape 
positioning, both the FILENO and RECORDNO options must be set by 
the DECLARE or MODIFY subcommands. For absolute positioning, the 
values for both the FILENO and RECORDNO options must be greater 
than or equal to 1. For relative positioning the two options can 
have any values. (The pre-Rev 18.4 functionality of POSITION is 
still supported. See Appendix C.) The subcommand line format for 
POSITION is as follows.* 

(ABSOLUTE) 
> POSITION object-name M0DE= or 

(RELATIVE) 

The obj_ect_-name is the name of the taoe you wish to position and 
must always be a previously declared tape object. You must always 
specify the type of positioning (absolute or relative) with the 
MODE option. 
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1.6,1.1 The MODE Option! 

You use the MODE option to specify either absolute or relative 
tape positioning on a POSITION subcommand line. When you use 
the POSITION subcommand you must always specify either ABSOLUTE 
or RELATIVE for the MODE option. 

The following example illustrates the use of both the POSITION 
subcommand and the MODE option* Assume that you have four 
physical files with six physical records in each of the files. 
You first declare Tl* a tape object located on logical device 
0. You set the values of the FILENO and RECORDNO options to be 
3 and 6* respectively. Next you give a POSITION subcommand 
that specifies absolute positioning for Tl. This instructs 
MAGNET to rewind the tape* space forward two file markers* and 
then space forward five records. 

> DECLARE Tl IAPE£lOi±_FXLEN05l3i.i_£§£ORDNO = i6i 
> POSITION Tl_MODE=iABS0LyTE2 
> 

There are two ways to rewind your tape. In the following 
example* you rewind X by giving 1 as the value for both the 
FILENO and RECORDNO options and then specifying absolute 
positioning with the POSITION subcommand. You also rewind Y by 
giving \/ery large* negative values for both FILENO and RECORDNO 
and then specifying relative positioning on the P0SIT0N 
subcommand line. 

> DECLARE_X_TAPE5l02^_FILEN05lI2i_RECORDNO^ 
> DECLARE_Y_TAPE£i!l_FILENO=^ 
> £0SIIION_X_MODE£lABS0LyTEl 
> E0SIII0N_Y_M0DE=iRELATiyEi 
> 

1.6.2 The QUIT Subcommand 

You use QUIT when you wish to 
PRIMOS. The subcommand line format 

exit from MAGNET and return to 
is as follows: 

> QUIT 
OK* 

Note 

MAGNET ignores anything you type on 
that follows QUIT. 

the subcommand line 
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1.6.3 The /* Subcommand 

You use this subcommand to put comments in your MAGNET dialog. 
It is the same as the PRIMOS comment command. Your comment 
can be up to 1*000 characters long. The subcommand line 
format is as follows: 

> /* 
> 

ccccccccccccccccccc... 

1.7 ADVANCED MAGNET 

There are advanced MAGNET features* subcommands* and options that 
you will use less frequently. These features supplement the 
basic MAGNET functions discussed up to this point in this 
sect ion. 

li7ii_,Advan£ed_0£tlons. 

There are 19 additional options that you can specify with the 
DECLARE and MODIFY subcommands. 

iiZiiii-Itle_EX TERN A L_0p_t i.on : 

When you use MAGNET* there may be specific sets of options 
that you will want to use more than once. The EXTERNAL 
option allows you to save and reload these options so that 
you do not have to retype them each time. You can also use 
EXTERNAL with the SAVE subcommand. (See the description of 
SAVE later in this section.) 

Options are stored for later use in PRIMOS global 
variables. You can create these sets of options at PRIMOS 
level by using the PRIMOS command SET_VAR. To do this* 
your global variable file must be activated. The following 
example illustrates how you can set up groups of options at 
PRIMOS level by using SET_VAR. 

0 K t SET_VAR_iSYSIN_i = _TAPF=i02±_LRECL = 180 2 ± 

BUFFERS£!22i_FILEN0£.£12 

oi<7 
For a description of PPIM0S global variable commands* refer 
to Ihe_CPL_User^s_Guide_. 

The value you specify for the EXTERNAL option must be a 
valid PRIMOS global variable name. It is a string of no 
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more than 3 2 characters. The first character in the string 
must always be a period (.). The other characters in the 
string can be any mixture of the following: 

o Upper and/or lowercase alpha characters 

o Numbers 

o Underscores 

o Peri ods 

With the DECLARE or MODIFY subcommands* you may specify 
EXTERNAL first in the option list on the subcommand line. 
However* no matter where EXTERNAL appears in the option 
list* MAGNET ignores any options that follow it. If you 
specify EXTERNAL as the first option with a DECLARE 
subcommand* the TAPE or DISK options must appear first 
within the CPL variable. 

Note 

When you give the DISPLAY subcommand* any edit 
tokens you specified with the TRANSLATE subcommand 
are shown in the output. These edit tokens are not 
regarded as options and thus cannot be saved or 
loaded by the EXTERNAL option. 

The re are 
opt ion : 

a few points to remember when you use the EXTERNAL 

A global variable cannot contain an EXTERNAL 
EXTERNAL can only appear within MAGNET. 

option. 

o Any options that appear within a global variable 
overwrite any of the same options already declared or 
modified. 

o GlobaI vari ables 
characters. 

cannot contai n more than 1*024 

o You may specify the same name for 
an object. 

an EXTERNAL value and 

In the following example* at PRIMOS command level* you first 
create a global variable file* IO.GVAR. A LIST_VAR command 
shows that no global variables are defined. You then create 
two global variables for the file. These are .SYSIN and 
•SYSOUT. Output from a second LIST_VAR command shows that 
these two variables are now defined. Next* invoke MAGNET and 
declare two objects* SYSIN and SYSOUT. You specify the 
EXTERNAL option for each of these objects* the values being 
.SYSIN and .SYSOUT respectively. This instructs MAGNET to get 
the global variables values in .SYSIN and .SYSOUT and put them 
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into the internal variables SYSIN and SYSOUT. Next you give 
the LIST subcommand* which confirms that SYSIN and SYSOUT are 
declared objects- Finally* the DISPLAY subcommand output for 
both SYSIN and SYSOUT shows all the values associated with 
variables SYSIN and SYSOUT. 

OK* DEF_XNE_GVAR_XOiGVAR_-CREATE 
OK* LISI_VAR 
No g l o b a l v a r i a b l e s a r e d e f i n e d . 
0 K • $E T_ V A P _.. SYS I N _ i £ _ I A £ E £ l 0 1 *.B U F F E R S£J.£1.* L R EC L = 1 8 0 1 * . 
F I L E N 0 = i l ) 
OK • SE T_VA R_ ±SY S0UT_ i£_D ISK = (,JESJ_ DIR >SFA>F I L E H i L P E C L =180 ) 
OK* LIST_VAR 
.SYSOUT D I S K = ( T E S T D I R > S F A > F I L E 3 ) » L R E C L = ( 8 0 ) 
.SYSIN T A P E = ( 0 ) , B U F F E R S = < 2 > * L R E C L = < 8 0 ) » F I L E N 0 = < 1 > 
OK, MA ONEI 
[MAGNET* Rev. 19.0] 
> P.ECLARETSYSIN_EXTERNAL£i.SYSINl 
> DECLARE_SYS0yT_EXTERNAL=i7sYS0yT2 
> kisi" 

object-names type openstatus 

SYSIN Tape Closed 
SYSOUT Disk Closed 
> DISPLAY_SYSIN 
*** Information for TAPE object SYSIN *** 
PREV= / NEXT= 
PREACTION - POSTACTION = 
TAPE = 0 TRACKS = 9 
DENSITY = 8 0 0 CHARACTERS -2 
LABELS = NONE LEVEL = 0 
BYPASS - NO PROTECT = NO 
FORMAT = FIXED PARITY = 
LRECL = 80 BFACTOR = 1 
OFFSET = 0 BUFFERS = 2 
MAXIO = 10000 VISUAL = 
FILENO = 1 RECORDNO = 0 
EXCHANGE = NONE FILEID = 
VOLSER = OWNER = 
GENERATION = 0001 VERSION = 00 
CREATE = 00000 EXPIRE = 00000 
ACCESS = SEQUENCE = C000 
TRANSLATE = (A*) 
> DISPLAY_SYSOUT 
*** Information for DISK object SYSOUT *** 
DISK = TESTDIR>SFA>FILE3 
PREV= / NEXT= 
PREACTION = POSTACTION = 
LRECL = 80 FORMAT = VAR/PRIME 
> QUIT 
OK* 
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liliii£_The_LIKE_0£tjon: 
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As an 
MODIFY 

> DECLARE_INF1LE IAPE_£U)2J._LRECL£_U 0 0!±_IE_AC_TOR=!2 0 2 * 
FORMAT=TVAR7A(\ISI2 
> MODTFY_INFILE LABELS=XANSlli_LEyEL£l22i_ACCESS£lXiA 
OWNE,R_EIE£[US_I 
>"MODTFY_TNFILE FlLEID^lJANUARYPAYix^VOLSERHiPRSALlli 
VISUAL£i01318112 
> HoSTFY_INFILElBUFFERS£liI±_GENERATiON 
> M0DIFY_INFILE_NEXTCHAIN=J.I^FXLE22 

> IELH SLA T E " IN F XL E_ ( A 7 0 ± 61F * 1 * 31A 6 *.2 ( F M ) 
> Ll 
> D £ £ L A P J : _ ] : N F I L E 2 IAE££l£ i i_kE£CL£i ioo i> t_BFACTOR£ - ( .2 0 i i . 
FORMAT£iyAR/ANSH 
> M0£IEI_INEILE2 LABELS£lANSI2,_LEyEL£l2Ii_ACCESS£lXii 
OWNER£iPAPISi 
> H0DIFY_INFILE2 FXLEIP_£1JANU AR YP A Yl,_yOLS£R£iPRS AL2 i i . 
y i S l l A L £ i 0 1 3 I 8 1 2 i 
> M0DIFY_iNFXLE2_BUFFERS£l42jt_GE^ 

> IEANSLATE_lNFTLE2_XA70i6TF*T73TA672XF22i 

This sequence of statements can be shortened dramatically by 
typing! 

> DECLARE_1NF2LE IAPE£i02 i_LRECL£j . l .O£2A_BFACT0R£i2£Xi 
F0RMAT=XyAR/ANSI2 
> ^ODIFY_INFILE LABELS£lANSI2±_LEyEL=122jL_ACCESS£iX2i 
0UNER£lPAR_iS2 
> ^ODIFY_INF.ILE FILE I D = i JANUAR YPAY_2i_y0LSER_£iPPSAL 12JL 
YISUAL£i.01318I12 
> MCDIFY_iNF2LE_BUFFERS£l42i_G^ 
> IEA5sLATE"2NFILE~£A7n±6iF*2iI iMi£iElI i 
> / * 
> DECLARE_INFILE2_LIKE£iINFI^ 
> M0DIFY_INFILE2_NEXTCHAIN£lINFILE22jL^ 
> 
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All options and option values and translation edit tokens 
associated with INFILE are duplicated in INFILE2. It should be 
remembered* however* that INF'ILE2 is an object in its own 
right. If the BUFFERS option should be modified in INFILE* for 
example* the update is not. reflected in INFILE2. Another 
MODIFY command would have to be issued to change the BUFFERS 
value for INFILE2. Likewise* two DELETE commands are necessay 
to erase these objects and return their associated 
the free memory pool. A LIST command will list two 
not one* and two DISPLAY commands are necessary to 
object*s option values. 

memory to 
objects* 

view each 

1.7il:3_The_PREACTXM_and_P0STACTT0N_0£ti_ons : 

These options specify the action to be taken when opening and 
closing disk* spool and tape files. You can* when opening* 
position to the end of the disk file so that new information 
read into it will be concatenated at the end. It is also 
possible to rewind a reel of tape before searching for and 
opening a tape file. After a tape file has been closed* you 
may rewind and/or unload the tape reel. A spool file may or 
may not have a banner page and may or may not require a page 
eject upon print completion. 

The PREACTION option has three possible values: APPEND* for 
disk objects? REWIND* for tape objects; and SUPPESS for spool 
objects. POSTACTION also has three possible values: REWIND 
ard UNLOAD* both for tape objects only? and NOEJECT for spool 
objects only. Both PREACTION and POSTACTION default to six 
blank s • 

In the following example* you declare a disk object* SUEA* to 
be a disk file* SUEFILE. You specify the PREACTION option with 
an APPEND value. This instructs MAGNET to position SUEFILE at 
its end upon opening. 

> DECLARE_SyEA_DISK£lSUEFILEl±_PREACT10N=1APPEND1 
> 

Note 

The PREACTION option with the APPEND value 
only when you are reading into a disk file. 

i s useful 

In the next example* you declare a tape object* STEVEP* to be a 
tape file located on logical device number 7. Fach logical 
record in the file is 8 0 characters long. You specify the 
PREACTION option with a REWIND value. This instructs MAGNET to 
rewind the tape before openino file number 23. 
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> D E C L A R E _ S T E V E P T APE=(7),._PR EACT ION=iR EW I ND )j._LRECL = ( 8 0 1 , 

> 

In the f o l l o w i n g e x a m p l e * you d e c l a r e a spool o b j e c t * E X P * with 
b a n n e r A N I M A L S * 12 c o p i e s and a print l o c a t i o n of 0 2 . The 
P R E A C T I O N o p t i o n s p e c i f i e s that the b a n n e r is not to be 
p r i n t e d . 

> D E C L A R E EXP S P 0 0 L = C A.NI M A L S ) *C0PI ES= (1 2 ) * AT= < 0Z ) * 
P R E A C T I 0 N = ( S U P P R E S S > 

N o t e 

The P R E A C T I O N o p t i o n with the R E W I N D v a l u e is 
usef u l only if your tape is p o s i t i o n e d b e y o n d a 
des i red l o c a t i o n . 

In the next e x a m p l e you a r e w o r k i n g with the same tape o b j e c t * 
STEVEP. However, you are now working with file number 42 on 
the tape, and you specify the POSTACTION option with a REWIND 
value. This instructs MAGNET to rewind the tape after closing 
tape file number 42: 

> DECLAPE_STEVEP_TAPE£XIii_EMIA£II^£iE.£WINDi 
> ]!!OniEI-SIEyEP_LRECL=X8 01,_FILENO£l4 22 
> 

In this final e x a m p l e you a r e a g a i n w o r k i n g with f i l e n u m b e r 42 
in the tape o b j e c t S T E V E P . You s p e c i f y the P O S T A C T I O N o p t i o n 
with an U N L O A D v a l u e . This i n s t r u c t s M A G N E T to rewind and 
un l o a d ( d i s m o u n t ) the tape after c l o s i n g t a p e f i l e n u m b e r 4 2 : 

> n£CLARE_SIEyEP_IAPE£i7i±_P0SIACTI0N£iyNL0ADi 
> MnDIF^STEyE^LRECL^TsOli^FILENO^lft^l 
> 
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IiZ±Iii_Ihe_PREyCHA£N_and_NEXTCH^ 

It is possible to link together or "chain" a number of tape* 
spool or disk objects. You would do this if* for example* you 
wanted to specify which tape should be mounted when you reach 
the end of the tape you are currently using. If you do not 
specify chaining and the end-of-tape is detected* MAGNET 
reauests that a new tape be mounted. However* since MAGNET 
does not initially recognize any characteristics of the new 
tape* it has no way of knowing if the new tape is the correct 
one. Conseauently* this procedure is only useful for 
un lebe lied tapes • 

If you are using labelled tapes and you expect to use a 
multi-reel file* you must specify chaining. When you declare 
your tape object* you specify data about the first reel of tape 
the file is on. You must also specify the NEXTCHAIN option on 
the DECLARE or MODIFY subcommand lines. The NEXTCHAIN option 
contains the name of another tape object. When end-of-tape is 
detected* MAGNET rewinds the tape* looks up the information in 
the tape object specified by NEXTCHAIN* and requests that the 
new tape be mounted. 

When you specify a chain of tapes* you should include the 
BUFFERS option only for the first object in the chain. If you 
specify BUFFERS for any object after the first in the chain* 
those buffers are released when that tape object is activated. 
Other options that specify physical characteristics of the tape 
(such as TAPE* TRACKS* and DENSITY) or logical characteristics 
of the file (such as LRECL* BFACTOR* FORMAT* and LABELS) should 
have the same value among all objects in the chain* In order 
to identify a new tape to be mounted* you should specify an 
external visual identification by using the VISUAL option. 
(For more information* see the description of VISUAL earlier in 
this sec t i on.) 

The NEXTCHAIN option identifies the next object in a chain. 
PPEVCHATN identifies the previous object* but it is not 
currently used by MAGNET in this release. In addition* 
NEXTCHAIN is currently used only for tape objects. Values of 
both options are names of other tape* spool* or disk objects. 
A tape object cannot point to a non-tape object; the same 
restriction applies tc disk and spool objects. Both options 
are for tape* spool and disk objects* and the defaults are 
Plank characters. 

In the following example* you declare a tape object* TAXES* 
with a number of options. It is the first object in a chain* 
and the next object in the chain is TAXES2. T A X E S 2 has exactly 
the same option values as TAXES except for OWNER* VOLSER* and 
VISUAL. Note that* since you did not specify NEXTCHAIN for 
TAXES2* it is the last object in the chain. When end-of-tape 
is detected on TAXES* the tape is rewound and a message appears 
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on either your terminal or the operator's console (depending on 
whether you specify -USER or -OPERATOR at PRIMOS command level; 
see Appendix B ) . After the new tape specified by TAXES2 is 
mounted and either you or the operator replies to MAGNET'S 
message! processing continues with the object T A X E S 2 • 

> DECLAR^TAXES^TAPE^XOl^LREC 

> !!0£I£lIlIx£l_nEisTTY=!625oT7lFORM^ 
> !!10DIFY_TAXES_LABELS=lANSii i_LEyEL=12i 
> ^0DIFY_TAXES_FILEILD=XI2MlI l0MIH£R .£ lSIRAP2 
> MODIFY_TAXES_VOLSER£iSFATAXi^^ 
> MniEI-IA^EIlBUFFERS^lTii^MAXI 0 = ̂ 1200 01 
> !10DIFY_TAXES_NEXTCHAXNlIlAXES2) 
> Ll 
> 0§£k*£i_IAXES2_iAPE=i02±_kE££k5lI0 02jL_REA£IOR£i2 0i 
> ^0DIFY~TAXES2~DENSITY£i625 0Ii._FORMAT=iVA^ 
> ^0DIFY_TAXES2lLABELS£lANSI2^_LEVEL£l22 
> MODILI_IAXES2_FILEID£Tl9 8 02jL_OWNER£iNEVETS2 
> !:0DIFY_TAXES2_VCLSER£!SFATX2^ 
> MOf2IFY_TAXES2_MAXIO£il20002 
> 

1 . 7 . 1 . 5_Th e_ A C C E S S_0£Uon : 

ACCESS identifies the accessibility of a tape object. 
Accessibility is installation-dependent. Prime software does 
not check the accessibility fields of the V0L1* HDP1* E0F1* and 
E0V1 labels. Consequently* this option is provided for tape 
protection purposes on other systems. 

The value you specify* the access code* is 
installation-dependent. In other words* it is not recognized 
by Prime software but will be recognized by software of another 
manufacturer. An access code is a single character that may be 
any one of the following! 

o An upper or lowercase alpha character 

o A number 

o Any other character except right or left parentheses* an 
equal sign* a comma* an apostrophe* or a blark 

ACCESS is strictly a tape option. It defaults to a blank 
character* which signifies no protection. In the following 
example you declare a tape object* SYSIN. It is located on 
logical device number 3 and has ANSI standard labels. You are 
working with the file MYFILE on tape number 1254. The access 
code is Y. 
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> HLCLARE_SYSIN_TAFF=!3 .L L LA BELS = ( AN$r>.±_EILE I DMMYF I L E ) ^ 
V0LSER5l l25 i f2 j ._ACCESS = i Y 2 ~ 
> 

N o t e 

There is an accessibility field in both the V0L1 and 
HDP1 labels. These do not necessarily have the same 
value. The HDR1 field is set by the ACCESS option. 
The V0L1 field can be set by the PRIMOS LABEL command 
when you are initializing your reel of tape. (For more 
information on LABEL* see Section 6.) 

IiZ«i»6_Ilie_CREAII_snd_EXPIRE_0£tions : 

These two options specify the creation and expiration dates of 
a labelled tape file. These dates are placed in the 
appropriate fields of the H D R 1 * EOFlt and EOVl labels* and 
provide protection. Note that if the current date is earlier 
than the expiration date* the file cannot be overwritten. All 
creation and expiration dates are stored in MAGNET both 
internally and in the label field of the Julian format. 

Note 

The first file on your tape should have the latest 
expiration date. This is because* when you overwrite a 
file* all succeeding data on the tape 1s considered 
invalid. 

The values you specify with CREATE and EXPIRE are one of the 
following: 

o A date in the form YYDDD* where YY represents the year* 
and ODD represents the day of the year (Julian date) 

o An asterisk <*)* which indicates the current date 

o MM/DD/YY* where MM 
represented as 01) 
is the year 

represents the month (January is 
DD is the day of the month* and YY 

CREATE and EXPIRE are strictly tape options. They both default 
to five 0 • s . This indicates that the file has already expired. 
(You have data on the tape that may be overwritten.) In the 
following example* you declare VITAL to be a tape object 
located on logical device 0. The tape has ANSI standard 
labels. With three subsequent MOHIFY subcommands you specify 
additional options for VITAL. The tape has two levels of 
labels* the owner of the tape is J0HN_R0DDY* and the volume 
serial number is 847519. Finally* the creation date of the 
tape is the current date* and the expiration date you specify 
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> 2£CLARE_yiTAL_TAP£=10 22_LABELS£lANSIl 
> MODIEI-VIXAL.LEyELliiT^OWNERiiJOHN^RODDYi 
> M0DIFY_VITAL_V0LSER=J(8475192 
> MODILI_YITAL_CREATE£i*7i_EXPIRE=i06/10/87) 
> 

IiZii-Z_Ill£_GENERATION_and_VERSION_0£t2ons : 

The GENERATION option specifies an edition (the most current 
update) of a file. The VERSION option specifies a printing (a 
copy of the most current edition) of a file. Both options are 
stored in the Generation and Generation-Version fields of the 
HDRlf EOFl, and E0V1 labels. 

The values you specify for 
form nnnn (for GENERATION) 
values for GENERATION are 
for VERSION are 00 through 
VFPSION defaults to 00. 

these two options are numbers in the 
and nn (for VERSION). The valid 
0001 through 9999. The valid values 
99. GENERATION defaults to 0001 and 

The followng example illustrates the subcommand line for the 
23rd printing of the 52nd edition of the tape object CLOUDS. 
It is an IBM labelled tape located or logical device number 4. 
You are working with the file RAINBOW. 

> DECLARE_CL0UDS_TAPEr_(_4_)_i_L ABELS ElIBMli. 
EILElDllRAliloWiilGENERA^ 

>~ 

1 ..7..!. 8_The_0FFSEl_0p_t±on : 

OFFSET specifies the length in characters of any field in a 

physical tape block which precedes the data portion of that 
clock. This option is for tape objects only. The value is a 
number from 0 to 99. The default value is 0. 
In the following example* you declare the tape object* BLUESKY* 
located on logical device number 1. You are working with file 
number 12* and each logical record is 80 characters long. The 
offset field preceding the data portion of each block is 10 
characters long. Note that* in this example* the BFACTOR 
option is not specified so it defaults to a value of 1• 
However* because you specify OFFSET=(10)» each physical block 
in this tape file will be 90 characters long. 

> DECLARE_BLUESKY_TAPE=112iFILEN0=il22iLRE^ 
OFFSET££102. 
> 
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Note 

If you specify LABELSr(ANSI ) and LEVEL=(2)» the 
value of OFFSET is stored in the Buffer Offset 
field of HDP2, E0F2, and E0V2 labels. 

!•Zii•9_The_SEQUENCE_0£tjon: 

This option specifies the order of a file within a set of files 
created simultaneously. This information corresponds to the 
ANSI file sequence number and the IBM data set sequence number* 
both of which are found on the HDR1 label. 

SEQUENCE is a tape option for labelled tape files. You use 
SEQUENCE only when reading from these files. The value you 
specify is a four-digit number* 0001 through 9999. The default 
value is 0001. In the following example you declare a tape 
object* OURS* located on logical device number 2. Each logical 
record is 100 characters long. The tape contains ANSI standard 
labels* and you are working with the labelled file with the 
sequence number 0023. 

> DECLAPE_0URS_IAPE=121±LRECL£JJ_0 O^L ABELS£iANSJ_l.*_ 
SEQUENCE=100232 
> 

iiZili 1 0_Th e_CH AR ACT ER S_0p.tip_n : 
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For output* when writing a tape file* CHARACTERS causes each 
block to be exploded from a two-character-per-word string to a 
one-character-per-word string. For input* when reading a tape 
file* each physical block is read as a one-character-per-block 
record and then imploded to a two-eharacter-per-word string. 

Note 

If the CHARACTERS and EXCHANGE options are used 
together on input* CHARACTERS is processed first. On 
output EXCHANGE is processed first. 

CHARACTERS is strictly for tape objects. The value you specify 
is either 1 or 2. The default value is 2. Note that when you 
specify a value of 1* the value of LRECL * BFACTOR must be less 
than or equal to 6*143. In the following example* LEDGER is a 
tape object located on logical device number 4. The logical 
record length is 37 and the blocking factor is 11. You are 
working with the 20th file on the tape. Each physical block is 
to be written as a true odd-length physical block. 

> DECLARE_LEDGER_TAPE=j.41±L^ 
> !50DIFY_LEDGER CHARACTERS=Tl2±_FILENOEi2oT~ 
> 

lilil *_11 _The_EX CHANGE_0£tion : 

Certain operating systems of other manufacturers* when reading 
from or writing to tape* switch the high- and low-order bytes 
of each 16-bit word in a physical block. The EXCHANGE option 
allows you to compensate for this. On output* EXCHANGE causes 
pairs of bytes in a physical block to be swapped. On input* 
EXCHANGE causes each byte in a physical block to be swapped 
with its neighbor before any other processing takes place. 
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Note 

If the physical block has an odd-length* the 
i s not swapped• 

last byte 

EXCHANGE is a tape option only. The value you specify is 
either PHYSICAL or NONE. The default value is NO. In the 
following example you declare a tape object* JJR* located on 
logical device number 6. The logical record length is 20 and 
you are working with the first file on the tape. All bytes in 
each word of the physical block are to be swapped since you 
specified PHYSICAL as the value for EXCHANGE. 

> D£CLARE_JJR_TAPE=i6iiLRECL=X2 01iFILENO=ill 
> ^CDiFY_JJR_EXCHANGE£J.PHYSJ1CAL 
> 

1.7.1.12 The MAXIO Option: 

This option specifies the maximum number of characters that the 
tape drive will attempt to read. All tape read operations 
request that the tape drive read and fill a buffer of a certain 
size. On some Prime systems* this number varies because of I/O 
window sizes. 

This option is for tape objects only. The value is a number 
between 2*000 and 12*288. The default value is 10*000 
characters (5*000 words). In the following example you modify 
a previously declared tape object* JJR* with the MAXIO option. 
You specify a value of 9*500. This means that the maximum 
number of characters requested on input is 9*500. 

> MODIFY. 
> 

JJR MAXI0=(9500) 

Page 52 



May It 1982 

1.7.1.13 The CONTROL Option: 

This option specifies the type of carriage-control used by a 
spool file. The choices are either NOMF or FORTRAN. NONE is 
the default. This option is valid for spool objects only. In 
the following examole* the spool object PURPLE is declared with 
carriage control type FORTRAN. 

DECLARE PURPLE SPOOL=(COLORS ) » CONTROL=(FORTRAN ) 

IiIiiiil_IIl£_DEFER_Op.tion : 

This option specifies the time to print a spool file. This 
option is useful if you wish to avoid printing a spool file at 
a busy period. The time must be provided in 24-hour format 
(i.e. 1:00 p.m. - 23:00 hours). The next example 
demonstrates a spool file which will be printed at 10:15 p.m. 

MODIFY PURPLE DEFEP=(2215) 

i±I«.i±I5_Ihe_LINEN0S_0£tion : 

This option allows you to direct the spooler to print line 
numbers for every line printed in a spool file. This is 
strictly an option for spool objects only and may take the 
values YES or NO (the default is NO). In the following 
example* a spool object* MIGRAINE* is declared with line 
numbers : 

> DLCLARE_MIGRA1NE_SP00L=!HEA 
> 
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1.7.2 The SAVE Subcommand 

You use SAVE tc save a group of options in a PRIMOS global 
variable. MAGNET saves only those options that you declared or 
modified tc a value other than their default. The subcommand line 
format is as follows: 

> SAVE object-name EXTERNAL=(global-variable-name) 

SAVE is analogous to: 

> DECLARE...EXTEPNAL=( ...) 

You must always specify the EXTERNAL option on the SAVE subcommand 
line. The value of EXTERNAL is a PRIMOS global variable name. 
(For more information* see the description of EXTERNAL earlier in 
this section. For additional information on PRIMOS global 
variables* refer to The CPL U.se.r.is. Gui.de.) In the following 
example* all of the options previously specified for JJR are 
stored* along with their values* in the global variable name .SUE: 

> SAVE_JJR_EXIERNAk£l«SyFJ. 
> 

1.7.3 The LOAD Subcommand 

bytes (256 words) Long. The first 256 bytes are used when you are 
reading from a tape; the last 256 bytes are used when writing to 
a tape. 

You must specify three options on the LOAD subcommand line. They 
are TYPE* LINES* and DISK. You may specify them in any order. 
The DISK option identifies the P R T ̂  0 S filename or pathname that 
contains your translation table. LINES and TYPE are described 
later in this section. The LOAD subcommand line format is as 
f o I lows: 

BIN 
CHAR 

> LOAD table-name TYPE=(0CT), LINES=(n)* DISK=(pathname> 
DEC 
HEX 
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IiZ•3il_Jhe_TYPE_Op_t1 on: 

TYPE specifies the interpretation of the characters in the disk 
file you narre as the value for DISK in the LOAD subcommand 
line. You use TYPE only with the LOAD subcommandt and you must 
always specify it. There is no default value; you must 
specify one of the following five values: 

o PIN (binary number character strings) 

o CHAR (ASCII character strings) 

o OCT (octal number character strings) 

o DEC (decimal number character strings) 

o HEX (hexadecimal, number character strings) 

All binary digit strings must be eight digits (or characters) 
long. All octal and decimal digit strings must be three digits 
(or characters) long. All hexadecimal digit strings must be 
two digits (or characters) long. 

I • I • 3 • 2_The_L I NE S_0p_t 1 on : 

This option tells MAGNET how many lines to read in the disk 
file you name as the value for DISK in the LOAD subcommand 
line. You use LINES only with the LOAD subcommandt and you 
must always specify it. The value is a number that is a 
divisor of 512, namely 1, 2, 4, 8, 16, 32, 64, 128, 256, or 
512. There is no default value. The number of binary, octal, 
decimal, or hexadecimal numbers (or characters) that must 
appear on each line is 512 divided by the value of the LINES 
option. 

Note 

For readability, it is not recommended that a small 
line count (1, 2, 4, 8, or 16) be used, especially if 
you specify TYPE=(BIN). 
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i i l i l » . l _ £ £ £ 3 l l n a _ l £ a n s . i a t l o n _ T a b ^ e i s : 

You use a translation table to: 

o Convert from one character set to another 

o Convert frorr uppercase to lowercase and vice versa 

o Set or reset certain bits in every byte of a character 
string 

An EBCDIC to ASCII conversion table is an example of a tool you 
can use to convert frorr one character set to another. (For 
more information? see Appendix A.) An example of case 
conversion can be found in the TRANSLATE function of PL/i: 

STRING = TRANSLATE ( STRING, 
•ABCDEFGHIJKLMNOPGRSTUVWXYZ», 
,abcdefgh^jklmnopcrstuvwxyz,)J 

The final function of a translation table* that of setting 
the industry-compatible ASCII to Prime ASCII bits, is found in 

translation table. (See Appendi x A.> 

The syntax you must use for creating your own translation 
tables is extremely rigid and precise. You have a choice of 
representing your table in ASCII character strings or binary, 
octal, decimal, or hexadecimal number character strings. 

The ASCII character string representation is useful for case 
conversion and special symbol translation. With this format, 
you place the same number (n) of characters on 512 divided by n 
lines. Every incoming character to be translated actually 
represents an eight-bit number between 0 and 255. This number 
is used as an index into the table to find the output character 
(the translated character). For example, a translation table 
to convert from lowercase to uppercase would have the letters 
"A" through "Z" in absolute table positions starting from 0, 
represented by 225 through 25D decimal. 

Each translation table must be 512 bytes long. The first 25f> 
characters form an input table for use when reading from a 
tape. The second set of 256 characters forms an output table 
for use when writing to a tape. In the Drevious case of the 
lower to uppercase conversion table, it probably makes no sense 
to have an output table, yet you must include one. A solution 
is to include just a number of blank lines. Each sequence of 
characters on every line must begin in column 1. 

Page 



May 1 • 1982 

Note 

It is important to keep in mind that blanks are 
significant* They are treated as characters. 

The binary number character string representation is useful 
when you translate characters that cannot be printed (control 
characters* for example). Each sequence of binary number 
character strings must begin in column 1. Each binary number 
may include the ASCII characters 0 and 1 only. Each number 
must be exactly eight characters long and must be separated 
from its neighbor by exactly one space. 

The octal* decimal* and hexadecimal number character string 
representations are exactly the same as the binary 
representation except: 

o For octal nurrbers* the characters 
a I lowed 

"0" throuch "7" are 

o For decimal numbers* the octal numbers plus "8" ar\6 
are a I lowed 

it q ii 

For hexadecimal numbers* the decimal numbers plus "A" 
t hrough and through "f" are allowed 
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Suppose that the BCD-ASCII table was found in a disk file* 
BCD_BIN.TABLE. Also suppose that this table consists of binary 
aigit strings* eight per line (64 lines). The LOAD subcommand 
line to load this file (containing the table) into internal 
table "V" (edit token "V") is: 

> k2A£_Y_D I SK=j.B CD_BJN.TABLF22_IIE££ 
> 
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1.7.4 The CLOSE Subcommand 

You use this subcommand to close a tape* disk or spool object 
which may have been left open by an abnormal condition or by your 
depressing the break key. For tape objects* an internal MAGNET 
switch signifying that the tape is open* is reset. For disk and 
spool, objects* the respective files are truncated (if open for 
write) and are then physicaly closed. In the following example* a 
MOVE subcommand was issued to move data between a tape file* 
TFILE* and two other objects* DFILE, a disk file and SFILE* a 
spool file. Assuming that an abnormal end to the MOVE subcommand 
occurs* the CLOSE subcommand car! be issued three times to close 
each of the three objects. 

> MOVE TFILE SFILE DFILE 

> LIST ITEMS=(OPFN) 
objjj.ct.-names. 

TFILE 
DFILE 
SFILE 
> CLOSE 
> CLOSE 
> CLOSE 
> LIST 

TFILE 
SFILE 
DFILE 

tXP.£_ o££n_,status 
Tape Open / Read 
Disk Open / Write 
SpooI Open / Write 

.2J2J.ec t,- names, 
TFILE 
DFILE 
SFILE 

iZP.e_ 
Tape 
Disk 
Spoo I 

P.£en_st at us 
Closed 
Closed 
Closed 
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1.7.5 The SILENT and NOISY Subcommands 

The two subcommands* SILENT and NOISY* control the printing of 
severity 1 messages at your console. Issuing the SILENT 
subcommand is equivalent to specifying "-SILENT" on the Primos 
command line used to invoke MAGNET (see Appendix B - COMMAND LINE 
OPTIONS AND BATCH JOBS). The NOISY subcommand enables the 
printing of severity 1 messages? this is the default mode for 
MAGNET if "-SILENT" is not specified on the Primos command line. 
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1.8 THE BREAK KEY 

MAGNET contains an internal break key (CONTROL-P) handler. If you 
type the break key at any time you are within MAGNET* control returns 
to MAGNET subcommand level where you can enter more commands. To 
exit from MAGNET* use the QUIT subcommand* described earlier. 

1.9 SAMPLE MAGNET SESSION 

The following is a sample MAGNET terminal session. Each step of the 
session is explained in procedural format following the example. 

OK* MAGNET 
TMAGNET, Rev. 19.0] 
> DECLARE_SYSIN_DISK£lINTERIOR>N 
> M£DIEY_SYSIN_FORMAT£iEIXED) 
> Ll 

> M0DXFYlsYSOyTl_LRECL££14l7±_BFACI0R£i . l l i 
> ^0DIFY_SYS0UT1_F0RMAT=1F I^ 
> MODIFY_SYSOyi I_CHMA£IERsi ! iT^ 
> M0DIFY_SYS0UTl_P0STACTX0NiiyNL0AD7 
> IE A MlkAlIIlI s oy T l _ ( A 12 o ± i oj. F * l±o^1^.LLl± A i 1 
> Ll 
> P.£CLARE_SYS0yi2_LIKE£iSYS0yTliA_FiLEN05ill 
> ^DIFY_SYS0UT2 YJ.SUAL =J.NPC A o o 0il.1_ByFFERS5.ic2 
> Lt 
> M0VE_SYSIN_SYS0UT1 

> Z_ 
> DECLARE_AUDIT_TAPE_l_TAPE=i02iFILEN0=illAREC0 
> D£CLARE_AyDIT_IAPE_2_LIKE=lAyDIT_TAPE_12i_IAPE=llT 
> Ll 
> C0FY_AUDIT_TAPE_1 _ AUDI T_T A^E_2_AMJ)yNT_5_2 7_l 
> Lt 
> £0SITI0N_AyDJ.I_TAPE_l_M0DE5lABS0LyTE2 
> £0SITI0N_AyDIT TAPE 2 M0DE__ABS0LyTE2 
> Lt 
> QUII 
OK, 
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1.2.2».I_St e£.s_of _the_Sess i_on 

It First* declare SYSIN to be a disk object. The pathname 
of SYSIN is DOINTERI0R>NATL_PARK>Y0SEMITE. By default* 
each logical record in this file is variable-length 
(VAR/PRIME). The maximum length of each logical record 
is 128 characters. 

2. With the MODIFY subcommand* you change the format of this 
disk file to fixed-length records. Each logical record 
is now defined to be exactly 128 characters. 

3. A conment subcommand (/*) is provided for readability. 

4 . You declare SYS0UT1 to be a tape object* residing on 
logical device number 3. It has a density of 1600 bpi. 
Each logical record contains 141 characters. This tape 
file is the fourth file or the tape. 

5. The next two MODIFY subcommands set the blocking factor 
to 12 and the record format to FIXED. Three I/O buffers 
are being used. After use* the tape will be unloaded 
(dismounted). Because 11*141 equals 1551* an odd number* 
an extra null character would ordinarily be inserted by 
Prime's hardware. To circumvent this problem* you 
specify CHARACTERS^<1) for true odd-length records. 
Also* this tape file will be transferred to a computer 
which swaps high- and low-order bytes. Thus* you SDecify 
EXCHANGE=(YES). 

6 . The desired translation is 120 industry-compatible ASCII 
characters* 10 asterisks* 4 binary characters* 3 spaces* 
and 4 industry-compatible ASCII characters. 

7. You declare SYS0UT2 to be exactly the same as SYS0UT1 
except for the BUFFERS* VISUAL* FILENO and NEXTCHAIN 
options. Since SYS0UT1 and SYS0UT2 form a chain of 
tapes* the NEXTCHAIN option of SYS0UT1 points to SYS0UT2. 
If SYSOUTl should reach end-of-tape* what was the fourth 
file of SYS0UT1 will become file 1 on SYS0UT2. In 
addition* to alert the operator that SYS0UT2 is an 
"extension" to SYS0UT1* a visual identification is 
provided so that the second tape can be ready if the 
first tape becomes full. Finally* only the first object 
in a chain should have any I/O buffers because these 
buffers are "transferred" to SYS0UT2 if SYS0UT1 reaches 
EOT. 

8. The information in the disk object SYSIN is moved to the 
destination object SYS0UT1. Should end-of-tape occur on 
SYS0UT1* messages are sent to the operator requesting 
that the first tape be dismounted and the second tape 
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(with external visual identification MPCA0001) be 
mounted. The operator receives these messages because 
the default communications mode is -OPERATOR on the 
PRIMOS command line. 

9. You declare two new objects* AUDIT_TAPE_1 and 
AUDIT_TAPE_2» as tape objects on logical devices D and 1» 
respectively. You have specified both FILENO and 
RECORDNO values for these two objects. 

10. The first 274 
AUDIT TAPE 2. 

files on AUDIT TAPE 1 are copied to 

11. Both AUDIT_TAPE_1 and AUDIT_TAPE_2 are positioned 
according to the values you specified for each object's 
FILENO and RECORDNO options. They are positioned 
absolutely* which in this particular example causes the 
two tapes to be rewound. 

12. A QUIT subcommand ends your MAGNET session and returns 
you to PRIMOS command level. QUTT causes all dynamic 
space occupied by objects and I/O buffers to be returned 
to the free memory pool. 
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1.10 MAGNET MESSAGES 

There are four types of messages generated by MAGNET that you may see 
when you work with the subsystem. They are: 

o Severity 0 - This identifies a message. No error condition 
has occurred. These messages generally signal an operation 
complete or the detection of the break key typed. 

o Severity 1 - This identifies a warning. Whatever operation 
is in progress at the time you receive the warning continues. 
This means that you remain in MAGNET and sometimes* depending 
on what happened? you remain within the subcommand. 

o Severity 2 - This identifies an uncorrectable error that 
occurred within a subcommand. You are returned to MAGNET at 
subcommand level. 

o Severity 3 - This identifies a 
returned to PRIMOS. 

fatal error. You are 

All MAGNET messages are 
identification number): 

in this format (nnn is the message 

* * Message n n n * Severity = n [ » Object-name 
message to be printed 

= name 1 

The following is a listing of all MAGNET messages. A suggested user 
response has been provided for each message. In addition* a 
description has been provided for each message that is not 
self-explanatory. 

** Message 0 01* Severity = 3: 
Invalid PRIMOS command line. 

Suggested User Response: Retype a correct PRIMOS command line 

** Message 002* Severity = 2: 
Error while reading subcommand. 

Description: This indicates a possible terminal I/O error. 

Suggested User Response: Retype the subcommand line. If the problem 
persists* contact your System Administrator. 

** Message 003* Severity = ?.'. 
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Invalid subcommand (ignored). 

Description: You typed an invalid subcommand line. 

Suggested User Response: Retype the subcommand line, 
persists* contact your System Administrator. 

If the problem 

** Message 004, Severity = 3: 
A subcommand has aborted. 

Description: A MAGNET subcommand was unable to perform the operation 
you requested. Normally* you receive a message before this one that 
indicates the specific type of problem. 

Suggested User Response: You must reenter MAGNET and try your MAGNET 
operation(s) again. If the problem persists* contact your System 
Admi ni st rator• 

** Message 005* Severity = l: 
Warning: additional errors may occur. 

* * Message 0 0 6* Severity = 2: 
Invalid character(s) in object-name. 

Suggested User Response: Retype the subcommand line using valid 
characters in your object-name(s). 

* * Message 0 0 7, Severity = 2 : 
An object-name is too long or too short. 

Suggesteo User Response: Retype the subcommand line* making sure 
that any object-name(s) specified are no longer than 3? characters. 

** Message 008* Severitv = 2: 
EXTERNAL option within global variable is invalid. 

Description: The PPIMOS global variable named in the EXTERNAL option 
contains the word EXTERNAL. Only one level of EXTERNAL is allowed. 

Suggested User Response: Correct your global variable so that the 
word EXTERNAL Goes not appear. 
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** Message 009t Severity = 2: 
EXTERNAL variable name not found. 

Description: The PRI^OS global variable named in the EXTERNAL option 
was not found. 

Suggested User Response: Make sure that you have the correct global 
variable file activated. Nexti make sure that the particular global 
variable exists in the file. 

** Message 010* Severity = 3: 
Abnormal halt. Contact your system administrator. 

Description: An extremely unusual and uncorrectable condition 
occurred within MAGMET. 

Suggested User Response: Save all pertinent information* such as 
output from COMOUTPUT* DMSTK* and PM commands. Give all of this 
information to your System Administrator. 

** Message OIL* Severity - 3: 
Abnormal halt. Some files may be open. 

Description: An extremely 
occurred within MAGNET. 

unusual and uncorrectable condi ti on 

Suggested User Response: Save all pertinent information such as 
output from COMOUTPUT* DMSTK* and PM commands. Give all of this 
information to your System Administrator. In addition* check for 
open disk files. 

* * Message 012* Severity = 2: 
A tape is hardware write - protected. 

Suggested User Response: Put a write-enable ring on your tape(s). 

** Message 013* Severity = 2: 
A tape is software write - protected. 

Suggested User Response: Set the value of the PROTECT option for 
you r tape(s) to NO. 

** Message 014* Severity = 2: 
A disk file is write - protected. 
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Suggested User Response: If you own the directory where the disk 
file(s) are located* change the protection attributes to enable write 
(W) access. If you are a non-owner* contact the owner or the System 
Administrator to have the protection attributes chanqed. 

** Message 015* Severity = 2: 
A disk file is read - protected. 

Suggested User Response: If you own the directory where the disk 
file(s) are located* change the protection attributes to enable read 
(R) access. If you are a non-owner* contact the owner or the System 
Administrator to have the protection attributes changed. 

** Message 016* Severity = 3: 
A run-away tape condition exists. 

Description: A read* forward-space file* or forward-space record 
operation is executing indefinitely* which eventually causes the tape 
to be p LI lied from the supply reel. This only occurs when your tape 
is blank (read* forward-space record)* or when no more filemarkers 
are found on the tape (forward-space file). 

Suggested User Response! Press the terminal BREAK key immediately. 
Unassign the tape drive(s) and immediately reassign them. This 
suddenly causes the tape drive(s) to halt* but you still need to 
reenter MAGNET to continue your magnetic tape operations. 
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** Message 017* Severity = 21 
A tape dismount (unload) operation has aborted. 

Description: Either you or the operator typed REPLY -TAPE ABORT in 
response to a dismount request. 

Suggested User Response: Depending on the circumstances* this may be 
an acceptable response. 

** Message 018* Severity = 2: 
A tape mount operation has aborted. 

Description: Either you or the operator typed REPLY -TAPE ABORT in 
response to a mount reauest. 

Suggested User Response: Depending on the circumstances* this may be 
an acceptable response. 

** Message 019* Severity = 2: 

An object was not previously declared-

Suggested User Response: Declare the object(s). 

** Message 020* Severity = 2: 
An object was already declared. 

Suggested User Response: You cannot declare an object more than 
once. Use the MODIFY subcommand to change option values. 

* * Message 021* Severity = 2: 
Memory allocation error: delete some objects. 

Description: You have used all available memory for objects. 

Suggested User Response: Either delete some objects or reduce the 
value of the BUFFERS option for declared tape objects. 

** Message 022* Severity = 2: 
Error while freeing dynamic memory. 

Description: An error occurred when either some buffers (BUFFERS 
option)* or the space occupied by a tape* spool* or disk object* was 
returned to the free storage area. 
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Suggested User Response: If this occurred during a DELETE operation* 
give a LIST subcommand to make sure that the object was deleted. If 
the object was not deleted* reissue the DELETE subcommand. If this 
error occurred during some other operation* try the operation again. 
If the problem persists* contact your System Administrator. 

** Message 023* Severity = 2: 
Uncorrectable tape read error. 

Description: 
at tempts • 

tape READ operation was unsuccessful after 10 

Suggested User Response: Check for a correct density setting on the 
tape drive. If the density setting is correct* your tape is either 
pad or improperly formatted. There may also be a problem with either 
the tape drive or controller. If the problem persists* contact your 
System Administrator. 

** Message 024* Severity = 2: 
Uncorrectable tape write error. 

Description: 
attempts • 

tape WRITE operation was unsuccessful after 10 

Suggested User Response: Either your tape is bad or you are 
attempting to write records greater than the maximum I/O window size 
allowed on your system. There may also be a problem with either the 
tape drive or controller. If the oroblem persists* contact your 
System Aaministrator. 

** Message 025* Severity = 2: 
Uncorrectable tape control error. 

Description: A tape control operation was unsuccessful. 

Suggested User Response: Check for a correct density setting on the 
tape drive. If the density setting is correct* your tape is either 
bad or improperly formatted. There may also be a problem with either 
the tape drive or controller. Tf the problem persists* contact your 
System Administrator. 

** Message 026* Severity = 2: 
No room is available in the object list. 

Description: You are attempting to declare more than 100 objects 
(the max i mum)• 
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Suggested User Response: Delete any objects you no longer need. 

** Message 0 27* Severity = 2: 
Error while setting up default options. 

Suggested User Response: Reissue your DECLARE subcommand. 
problerr persists* contact your System Administrator. 

If the 

** Message 028? Severity = 2: 
Error while Darsinc the option list. 

Suggested User Response: Retype your DECLARE or MODIFY subcommand* 
correcting any errors that exist. 

* * Message 029* Severity = i: 
Option conflict (DENSITY & TRACKS?). 

Description: A conflict exists among various options. 

Suggested User Response: Check your options for compatibility and 
change option values with the MODIFY subcommand. 

** Message 030* Severity = 3: 
Subsystem aborting- Check for open files. 

Description: A subcommand just issued has aborted. Normally* you 
should have received another message prior to this one indicating the 
specific error. MAGNET cannot recover from this error* and 
consequently has returned you to PRIMOS corrmand level. 

Suggested User Response: Check for open files. Attempt to correct 
any reported problems. Reenter MAGNET and issue your subcommand 
again. If the problem persists* contact your System Administrator. 

** Message 031* Severity = 2: 
The COPY subcommand will abort. 

Suggested User Response: You should have received an message prior 
to this one indicating the specific error. Correct the problem and 
reissue the subcommand. 
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** Message 032* Severity = 2: 
The DECLARE subcommand will abort. 

See Message 031. 

** Message 033* Severity = 2: 
The DELETE subcommand will abort. 

See Message 031. 

** Message 034* Severity - 2: 
Tape drive not assigned. 

Suggested User Response: Assign all tape driveCs) at PRIMOS command 
level with the ASSIGN command. Then* reenter MAGNET and reissue the 
command(s). 

** Message 035* Severity - 21 
The LOAD subcommand will abort. 

See Messaae 03.1. 

** Message 036* Severity = 2: 
The MODIFY subcommand will abort. 

See Message 031. 

** Message 037* Severity = 2: 
The MOVE subcommand will abort. 

See Message 031• 

* * Message 038* Severity = 2: 
The POSITION subcommand will abort. 

See Message 0 31. 

** Message 039* Severity = 3: 
The GUIT subcommand will abort. 
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See Messaae 031. 

** Message 040* Severity = 2: 
The READ subcommand will abort. 

See Messaae 0 31. 

* * Message 0 41 * Severity = 2: 
The SAVE subcommand will abort. 

See Message 0 31. 

** Message 0 42* Severity = 2: 
The TRANSLATE subcommand will abort 

See Message 031. 

* * Message 043* Severity = 2 : 
The WRITE subcommand will abort. 

See Messaae 031. 

** Message 044* Severity = 2'. 
Error while analyzing the ACCESS option. 

Description: The READ or MODIFY subcommand found an error when it 
analyzed this option. 

Suggested User Response: Retype the subcommand line with this option 
corrected. 

** Message 045* Severity = 21 
Error while analyzing the BFACTOR option. 

See Messaae 04 4. 

** Message 046* Severity = 2: 
Error while analyzing the BUFFERS option. 

See Messaae 044. 
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** Message 0 47* Severity = 2: 

Error while analyzing the BYPASS option-

See Messaae 0 4 4• 

** Message 048* Severity = 2: 
Error while analyzing the CHARACTERS option 

See Messaae 044 • 

+ * Message 0 4 9» Severity - 2: 

Error while analyzing the CREATE option-

See Message 044 . 

** Message 050» Severity = 2: 
Error while analyzing the DENSITY option. 

See Message 044, 

** Message 051 * Severity = 2". 
Error white analyzing the DISK option. 

See Message 044• 

** Message 052* Severity = 2 1 
Error while analyzing the EXPIRE option. 

See Messaae 044. 

** Message 053* Severity = 2: 
Error while analyzing the EXTERNAL option. 

See Messaae 044. 

* * Message 0 5 4 » Severity = 2°. 
Error while analyzing the FILEID option 
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See Message 044. 

* * Message 0 5 5» Severity = 2 : 
Error while analyzing the FORMAT option. 

See Message 044. 

* * Message 056 has not yet been assigned. 

** Message 057» Severity = 2°. 
Error while analyzing the GENERATION option 

See Message 0 4 4. 

** Message 058* Severity = 21 
Error white analyzing the LABELS option. 

See Messaae 044. 

** Message 0 5 9» Severity - 2 : 
Error while analyzing the LEVEL option. 

See Message 044. 

* * Message 0 6 0 • Severity - 2 1 
Error while analyzing the LRECL option 

See Messaae 044. 

** Message 061* Severity = 2: 
Error while analyzing the MAXIO option. 

See Messaae 0 44. 

** Message 062* Severity = 2'. 
Error while analyzing the NEXTCHAIN option 
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See Message 0 4 4. 

** Message 063* Severity = 2'. 
Error while analyzing the OWNER option. 

See Message 044. 

* * Message 064, Severity = 2: 
Error while analyzing the PARITY option 

See Message 044. 

** Message 0 6 5, Severity = ?'. 
Error while analyzing the POSTACTION option 

See Messaae 044. 

** Message 0 66, Severity = 2: 
Error while analyzing the PREACTION option 

See Message 044. 

* * Message 067, Severity = 2: 
Error while analyzing the PREVCHAIN option 

See Message 044 • 

** Message 068* Severity = 2: 
Error while analyzing the PROTECT option. 

See Message 044. 

** Message 069, Severity = 2: 
Error while analyzing the TAPE option 

See Message 044. 

* * Message 070, Severity = 2 : 
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Error while analyzing the TRACKS option. 

See Message 044. 

** Message 0 71* Severity = 2: 
Error while analyzing TRANSLATE token<s). 

Description: The list of edit tokens in your TRANSLATE subcommand 
contains one or more errors. For example* you may have typed AS 
instead of A4• 

Suggested User Response: Petype the TRANSLATE subcommand with all 
errors corrected. 

* * Message 072* Severity = 2: 
Error while analyzing the VERSION option. 

See Message 044. 

** Message 073* Severity = 2: 
Error while analyzing the VISUAL option. 

See Message 044. 

** Message 074* Severity = 2 1 
Error while analyzing the VOLSER option. 

See Message 044. 

** Message 075* Severity = 2: 
External names must begin with periods. 

Suggested User Response: Retype the SAVE* DECLARE* or MODIFY 
subcommand with a correct PRIMOS global variable name as the value 
for the EXTERNAL option. 

* * Message 076* Severity = 2: 
Invalid subcommand or characters. 

Suggested User Response: Petyoe the subcommand line. 

Page 75 



MAGNET SUBSYSTEM 

** Message 077* Severity = 2: 
An error occurred while savino into a variable. 

Description: An error occurred when the 
save an object's options and values. 

SAVE subcommand tried to 

Suggested User Response: Make sure that your global variable file is 
activated and not full. Try the SAVE subcommand again. If the 
problem persists* contact your System Administrator. 

** Message 078* Severity = 2: 
No more room exists to declare this object. 

Description: No more room is available in the free storage area to 
declare this object. 

Suggested User Response: Delete some objects or modify the values of 
the BUFFERS option of any previously declared tape objects. 

* * Message 079* Severity = 3: 
Subsystem aborting- no files are open. 

Description: A subcommand just issued has aborted. Normally* you 
should have received another error message prior to this one 
indicating the specific error. MAGNET cannot recover from this 
error* and corsequently has returned you to PRIMOS command level. 

Suggested User Response: Attempt to correct any reported problems. 
Reenter MAGNET and try your subcommand again. If the problem 
persists* contact your System administrator. 

** Message 080* Severity = l: 
An invalid command line option will be ignored. 

Suggested User Response: No corrective action is necessary. 
However* if you incorrectly typed -SILFNT or -USER you should give 
the QUIT subcommand and reenter MAGNET with the correct MAGNET 
command line options. 

** Message 081* Severity = l: 
Execution will continue. 

** Message 082* Severity = 2: 
Error while analyzing the FILENO option 
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See Message 044. 

** Message 083* Severity = 21 
The RENAME subcommand will abort. 

See Message 031. 

** Message 084* Severity = l: 
Circular chaining is not permitted. 

Description: The values you specified for the PREVCHAIN and/or 
NEXTCHAIN options are the same as the object-name you are currently 
specifying in a DECLARE or MODIFY subcommand. 

Suggested User Response: Fxecution continues* but the NEXTCHAIN 
and/or PREVCHAIN options ere not set. (You have to modify them.) 

** Message 085* Severity = 21 
The wrong tape is mounted. 

Suggested User Response: Try the entire subcommand operation again 
with the correct tape mounted. 

** Message 086t Severity = l: 
The ACCESS option is not initialized. 

Suggested User Response: Give this option a value if you meant to 
Otherwise* ignore this message. 

** Message 087* Severity = i: 
The BFACTOR option is not initialized. 

See Message 086. 

** Message 088* Severity = l: 
The BUFFERS option is not initialized. 

See Messaae 086. 
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** Message 089» Severity = l: 
The BYPASS option is not initialized 

See Messaae 086. 

** Message 090* Severity = l: 
The CHARACTERS option is not initialized. 

See Messaae 086. 

* * Message 0 91 » Severity = 1 : 
The CREATE option is not initialized* 

See Message 086. 

* * Message 092* Severity = 1: 
The DENSITY option is not initialized. 

See Message 0 86. 

** Message 0 9 3» Severity = 1 : 
The DISK option is not initialized. 

See Message 086. 

** Message 094» Severity = l: 
The EXPIRE option is not initialized 

See Message 086. 

** Message 0 9 5» Severity = 1: 
The EXTERNAL option is not initialized. 

See Messaae 086. 

* * Message 0 9 6» Severity = 1: 
The FTLEID option is not initialized 

See Message 086. 
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* * Message 097* Severity = 1: 
The FORMAT option is not initialized 

See Message 086* 

** Message 098 has not yet been assigned 

** Message 0 99* Severity = i: 
The GENERATION option is not initialized 

See Message 086. 

** Message 10 0* Severity = 1: 
The LABELS option is not initialized. 

See Messace 086. 

** Message 101* Severity = 1: 
The LEVEL option is not initialized. 

See Message 086. 

** Message 102* Severity = l: 
The LRECL option is not initialized 

See Message 086. 

** Message 103* Severity = 1: 
The MAXIO option is not initialized 

See Message 086 • 

** Message 104* Severity = 1! 
The NEXTCHAIN option is not initialized. 

See Message 086. 

** Messace 10 5* Severity = i: 
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The OWNER option is not initialized. 

See Mess ace 086. 

** Message 106* Severity = l: 
The PARITY option is not initialized. 

See Message 086. 

* * Message 107* Severity = 1: 
The POST ACTION option is not initialized 

See Message 086. 

** Message 1 0 8» Severity - 1: 
The PREACTION option is not initialized. 

See Message 0 86. 

** Message 1 0 9 t Severity = 11 
The PREVCHATM option is not initialized. 

See Message 086. 

** Message 110* Severity = l: 
The PROTECT option is not initialized 

See Message 086. 

** Message 111? Severity = l: 
The TAPE option is not initialized. 

See Message 086. 

** Message 112» Severity = l: 
The TRACKS option is not initialized. 

See Message 086. 
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** Message 113 ? Severity = 1: 
TRANSLATION has not been specified. 

Suggested User Response: Specify a translation (TRANSLATE 
subcommand) if you meant to. Otherwise* ignore this message. 

** Message 114, Severity = 1 : 
The VERSION option is not initialized 

See Message 086. 

** Message 115» Severity = l: 
The VISUAL option is not initialized. 

See Message 086. 

** Message 116, Severity = 1: 
The VOLSER option is not initialized. 

See Message 086. 

* * Message 117, Severity = 1 : 
One or more options will be ignored. 

Suggested User Response: Use the DISPLAY subcommand to check that 
all option values are correct. Then, use the MODIFY subcommand to 
modify option values if necessary. 

** Message 118, Severity = 2: 
Error while analyzing the RECORDNO option. 

See Messaoe G44. 

** Message 119, Severity = 2: 
Error while anaLyzina the OFFSET option. 

See Message 044 • 

** Message 120, Severity = l: 
The OFFSET option is not initialized. 

Page 81 



MAGNET SUBSYSTEM 

See Message 086. 

** Message 121, Severity = 2: 
First option not DISK/TAPE/SPOOL* EXTERNAL or LIKE. 

Suggested User Response: Retype the DECLARE subcommand Line with 
DISK* TAPF, or EXTERNAL as the first option specified. 

* * Message 122, Severity = 2! 
Disk options are invalid for non-disk objects. 

Suggested User Response: Petype the subcommand Line with valid tape 
or spool opt i ons• 

** Message 123, Severity = 2: 
Tape options are invalid for non-tape objects. 

Suggested User Response: Petype the subcommand line with valid disk 
or spoo I opt i ons. 

** Message 124, Severity = 2: 
Error while analyzing the AMOUNT option. 

See Message 04*. 

** Message 125, Severity = l: 
The AMOUNT option is not initialized. 

See Message 086. 

* * Message 126, Severity = 2: 
No objects have been declared. 

Suggested User Response: You must first declare all objects before 
us i na them. 

** Message 127, Severity = l: 
All options following EXTERNAL are ignored. 
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Suggested User Pesponse: Since all options that follow the EXTERNAL 
option in your DECLARE or MODIFY subcommand have been ignored* use 
the DISPLAY subcommand to check that all option values are correct. 
If necessary* use the MODIFY subcommand to change option values* 

** Message 128* Severity = 2: 
Options must be specified. 

Description: You typed a P.ECLARF or MODIFY subcommand without 
specifying any options. 

Suggested User Response: Retype the subcommand line specifying 
opt ions. 

** Message 129* Severity = 2: 
This object has too many options to save. 

Description: The ohject you specified in the SAVE subcommand 
contains option values which exceed 1*024 characters (the maximum 
allowed for a PRI^OS nlobal variable). 

Suggested User Response: Set a few options back to their default 
values* and try to issue the SAVE subcommand again. 

** Message 130* Severity = ?.'. 
Global variable file bad or uninitialized. 

Description: This message usually indicates that you do not have a 
global variable file activated. 

Suggested User Response: Activate your global variable file at 
PRIMOS level with the DEFINE_GVAR command. If the problem persists* 
your global variable file contains bad data and must be re-created. 

** Message 131* Severity = 2: 
Global variable file is too small or full. 

Description: There is not enough room left in your global variable 
file to save an object with its option values. 

Suggested User Response: To make room in your global variable file* 
use the PPIMOS command DELETE VAP to delete some variables-
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* * Message 13 2* Severity = 2 1 
An invalid translation table was specified. 

Suggested User Response: Retype the LOAD subcommand* specifying V* 
W* X* Yf or Z as the user translation table. 

* * Message 133* Severity = 2 : 
Error while analyzing the LINES option. 

See Me.ssage 044. 

** Message 134? Severity - 2'. 
Error while analyzing the TYPE option. 

See Message 044. 

** Message 13 5* Severity = 1: 
The LINES option is not initialized. 

See Message 086. 

** Message 136* Severity = l: 
The TYPE option is not initialized. 

See Message 086. 

** Message 137* Severity = 2: 
Error while opening a disk file. 

Suggested User Response! Do one of the following! 

o If you are trying to read from a disk file* check that the 
file exists and that the protection and/or access control for 
this file is correctly set. 

o If you are trying to write to a disk file* check for proper 
protection and/or access control. Check that the disk is not 
full. 
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** Message 138* Severity = 2: 
Error while reading from a disk file. 

Suggested User Response: Check that the protection 
control for this disk file is correctly set. 

and/or access 

** Kessage 139* Severity = 2 : 
Data conversion error. 

Description: Pad character(s) were detected 
aisk file into a user translation table. 

while reading from a 

Suggested User Response: Check your disk file for valid characters-
Binary numbers ray contain the characters 0 or 1 only. Octal numbers 
may contain the characters P through 7 only. Decimal numbers may 
contain the characters D through 9 only. Hexadecimal numbers may 
contain the characters C through 9 and A through F only. Check for 
proper spacing of these numbers. Planks can be considered part of a 
numeric field and will cause this error to occur. 

** Message 140» Severity = 2: 
Error while closing a disk file. 

Suggested User Response: Use the PRIMOS CLOSE command to close the 
disk file. 

** Message 141» Severity - 2: 
The DISPLAY subcommand will abort. 

See Message 031. 

** Message 142* Severity = 2: 
The LIST subcommand will abort 

See Message 031. 

** Message 143» Severity = 2: 
A tape drive is not ready and/or online. 

Suggested User Response: Make sure that the tape drive is 
powered-ont a tape has been mounted, and that the online button has 
been depressed. 
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** Message 144* Severity = 2: 
File not found. 

Suggested User Response: If you are working with a tape object* try 
rewinding the tape first. If this is a disk object* use the MODIFY 
subcommand to change the name of the specified disk file. 

** Message 145* Severity = 2: 
Specified record not found. 

Description: The POSITOM subcommand was unable to 
record number you specified. 

pos i t ion to the 

Suggesteo User Response: This may be an acceptable condition. If 
not* change the value of the RECORDNO option with the MODIFY 
subcommand snd reissue the subcommand. 

*+ Message 146, Severity = 2: 

A positioning sub-operation has aborted-

Description: An error occurred while a tape was being positioned to 

its correct file and/or record location. 

Suggested User Pesponse: Check that the correct tape is mounted and 
that the correct density is set. You may try rewinding the tape 
first before you reissue the subcommand. If the problem persists* it 
usually indicates that your tape is bad. 

* * Message 147* Severity = 2: 
One or more objects are not of type TAPE. 

Suggested User Response: Reissue the subcommand* making sure that at 
least one of the objects you specified is a tape object. For the 
COPY subcommand* all objects must be tape objects. For the POSITION 
subcommand* the one object you specify must be a tape object. For 
the READ subcommand* the first object must be a tape object. For the 
WRITE subcommand* the second object must be a tape object. 

** Message 148* Severity = 2: 
One or more objects are not of type DISK. 

Suggested User Response: Reissue the subcommand* making sure that at 
least one of the objects you specified is a disk object. For the 
READ subcommand* the second object you specify must be a disk object. 
For the WRITE subcommand* the first object you specify must be a disk 
object. 
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** Message 149* Severity = 21 
Error while analyzing the EXCHANGE option 

See Message 0 4 4. 

** Message 15 01 Severity = 2: 
Invalid operation for a disk or spool object. 

Suggested User Response: Reissue the COPY or POSITION subcommand* 
specifying tape objects only. 

** Message 151* Severity = 2: 
Invalid operation for a tape object. 

Suggested User Response: Reissue the READ or WRITE subcommand with 
disk and tape objects in the correct order. 

** Message 152* Severity = 2: 
An I/O error has occurred in the source object. 

Description: This message may indicate one of the following 
problems : 

o A tape drive is not assigned. 

o A tape drive is not connected. 

o An invalid command was sent to the tape drive. 

o The source object in the READ* WRITE* or MOVE subcommand you 
lust issued was Left open due to a previous error. 

o An uncorrectable error occurred while reading a record from 
the source object. 

Suggested User PesDonse: Make sure you have assigned all tape drives 
you plan to use. Make sure that any tape drives you have assigned 
are valid. (If your system contains only one tape drive and it is 
connected to the first controller* that drive can only be identified 
by 0* 1* 2* or 3.) Make sure that the density switches on all drives 
are set correctly. Make sure that all disk files are closed before 
you invoke MAGNET. If the error persists* it may indicate that your 
tape contains bad data-
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** Message 153* Severity - 2\ 
An I/O error has occurred in a destination object. 

Description! This message may indicate one of the following 
problems: 

o A tape drive is not assigned. 

o A tape drive is not connected. 

o An invalid command was sent to the tape drive. 

o A destination object in the READ* WRITE* or MOVE subcommand 
you just issued was left open due to a previous error. 

o An uncorrectable error occurred while writing a record to a 
destination object. 

Suggested User Response: ^ a k e sure you have assigned all tape drives 
you plan to use. Make sure that any tape drives you have assigned 
are valid. (If your system contains only one tape drive and it is 
connected to the first controller* that drive can only be identified 
by 0* 1* 2» or 3.) Make sure that the density switches on all drives 
are set correctly. Make sure that all disk files are closed before 
you invoke MAGNET. If the error persists* it may indicate that a 
tape is dirty or creased. 

** Message 154* Severity = 21 
Invalid number of files to copy. 

Suggested User Response: Reissue the COPY subcommand specifying a 
valid number of files to copy. 

** Message 155* Severity = l: 
A labelled taoe is being used in a COPY operation. 

Suggested User Response: This is a warning only and may be an 
acceptable messane. Note that it is unacceptable for the V0L1 label 
to be copied to any location other than the first record on a tape. 

* * Message 156* Severity = 2: 

Multiple objects specify the same tape-

Description: In a COPY or MOVE subcommand two or more objects 

specify the same tape. 

Suggested User Response: Use the MODIFY subcommand to change the 
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value of the TAPE option. Then* reissue the MOVE or COPY subcommand. 

** Message 15 7* Severity = 2 : 
Not enough objects have been specified. 

Suggested User Response: Reissue the READ* WRITE* MOVE* or COPY 
subcommand and specify at Least two obiect-names. 

** Message 158* Severity = l: 
Up to 8 object-names may be specified. 

Suggested User Response: This is a warning only. You may specify no 
more then eight object-names on the ^OVE or COPY subcommand lines. 
Any other object-names are ignored. 

** Message 159* Severity - 2\ 
Same object-name appears more than once. 

Suggested User Response: Reissue the READ, WRITE* MOVE* or COPY 
subcommand so that object-names on the subcommand Line appear only 
once. 

** Message 160, Severity = 2 1 
Tape objects reguire at Least one buffer. 

Description: You have not specified a BUFFERS option for one or more 
tape objects. Since the default value for this option is 0* the 
READ* WRITE* or MOVE subcommand could not be executed. 

* * Message 161, Severity = 2: 
Error while analyzing the SEQUENCE option 

See Messaae 0 4 4. 

* * Message 162* Severity = 2\ 
Error while analyzing the PRINT option. 

See Message 04 4. 

** Message 163* Severity = 21 
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Error while chaining tapes. 

Description: You had specified a NEXTCHAIN option value for a tape 
object. However* when it became necessary to change tapes* the next 
object could not be found. 

Suggested User Response: Use the DECLARE subcommand to declare all 
objects in a chain. Reissue the READ* WRITE* or MOVE subcommand. 

** Message 164* Severity = 2: 
Object-name specified by LIKE option points to self. 

Description: The name specified as the value for the LIKE option is 
the object-name itself. 

Suggested User Response: Retype the DECLARE or MODIFY command using 
a different name with the LIKE option. 

** Message 165* Severity = ?'. 
Error while analyzing the LIKE option. 

See Message (H4. 

** Message 166* Severity = 2: 
Object-name specified by LTKE option not declared. 

Description: The name specified as the value for the LIKE option was 
not previously declared. 

Suggested User Response: Re-type the command specifying as a value 
for the LIKE option the name of another object that was previously 
dec La red. 

** Message 167* Severity = ?: 
The CLOSE subcommand will abort. 

See Messaqe 031. 

** Message 168* Severity - 2'. 
Spool options are illegal for ncn-spool objects. 

Description: You specifieo a spool option while you were attempting 
to declare or modify a tape or disk object. 
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Suggested User Response: Re-type the command specifying only disk 
options for disk objects and tape options for tape objects. 

* * Message 16 9« Severity = 2 1 
Error while analyzing the SPOOL option. 

See Message 0 4 4. 

* * Message 170? Severity = 2: 
Error while analyzing the FORM option. 

See Message 04 4. 

** Message 171• Severity = 2: 
Error while analyzing the AT option. 

See Message 0 4 4. 

* * Message 172? Severity = 2: 
Error while analyzing the COPIES option 

See Messaoe 0 4 4. 

** Message 173t Severity = 2 1 
Error while analyzing the CONTROL option. 

See Messaae 044. 

** Message 174* Severity = 2! 
Error while analyzing the LINENOS option 

See Message 044. 

* * Message 175* Severity = 2\ 
Error while analyzing the DEFER option. 

See Messaae 044 
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** Message 176* Severity = 2 : 
The SPOOL option value for this object is bad. 

Description: The printing of this error message may indicate an 
internal* severe* MAGNET error condition or a difficulty with the 
spooI subsystem. 

Suggested User Response: Attempt to DELETE an objects you were 
using. Then* try to re-declare these same objects and re-issue any 
command<s) that you typed prior to receiving this message. If you 
receive this message again or encounter any difficulties while using 
the DELETE and/or DECLARE commands* exit MAGNET and report the 
problem to your system administrator. 

** Message 177* Severity = 2 1 
A spool object cannot be an information source. 

Description: You typed a MOVE subcommand and specified the source 
object as a spool object. Spool objects can only be used for output. 

Suggested User Response: Pe-type the w 0 V E subcommand* specifying 
only a disk or a tape object as the source. 

** Message 178* Severity = 0: 
QUIT. To exit from MAGNET* use the "QUIT" command. 

Description: You typed CONTPOL-P (the "BREAK" key). This is not an 
error condition. If any operation was in progress* for example a 
MOVE subcommand* it is not restartable. That is* any operation that 
is interrupted must be re-issued again. 

Suggested User Response: Type LIST ITEMS=(OPEN) to obtain a list of 
any object(s) that have been left open. If you were using the old 
(pre-rev 18.4) versions of the READ* WRITE or COPY subcommands* you 
may find "dummy" objects called SCUMMYl and SDUMMY2. These objects 
will be closed and deleted automatically whenever you issue another 
(old version) READ* WRITE* COPY or position subcommand. These 
objects should be closed* however* (use the CLOSE subcommand) prior 
to exiting from MAGNET. If you interrupted ANY subcommand* you MUST 
re-issue the command again from the beginning* there is NO restart 
capabili ty. 

* * Message 179* Severity = 2 : 
Error while analyzing the ITEMS option. 

See Message 044 • 
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** Message 18 0* Severity = 2! 
Error while closing a spool file. 

Suggested User Response! This is not usually a severe difficulty 
because* at this point* any information that you wanted to move to 
the spool subsystem has been moved. You can either attempt to use 
the CLOSE subcommand within MAGNET or* after typing QUIT and 
returninc to Frimos* issue a Primos CLOSE command. 

*+ Message 181* Severity = 2: 
Error while opening a tape file. 

Description: MAGNET could not open a tape file for any of several 
reasons: your tape drive may be offline or not ready* an error may 
have occurred in the tape drive* controller or both? the tape may be 
bad and MAGNET could not read from or write to the tape even after 
ten attempts; the end-of-tape marker may have been detected; the 
specified FILEID option does not match the file identification fields 
of any HDR1 labels? the file number specified by the FILENO option 
is larger than the number of files on the tape. 

Suggested User Response: Check the FILEID option value for correct 
letters* symbols and case. Try specifying a PREACTION=(REWIND) 
option in a MODIFY command. Re-issue the READ* WRITE or MOVE 
subcommand. 

** Message 182* Severity = 2: 
Error while opening a spool file. 

See Message 137. 

** Message 183* Severity = 2: 
Error while closing a tape file. 

Description: You may receive this message for any one of several 
reasons: the tape drive may have gone offline or become not ready; 
the end-of-tape marker may have been detected; an error may have 
occurred in the tape drive* controller or both; the tape may have a 
bad spot and MAGNET could not read from or write to the tape even 
after 10 at tempt s. 

Suggested User Response! This is usually a severe problem. It may 
be necessary to rewind the tape and re-issue your WRITE or MOVE 
command. If* after re-writing to the tape you receive the same 
messaqe and you notice that the tape has not reached the EOT marker* 
the tape probably contains a bad spot. If you had been reading or 
moving from the tape* this problem can be rectified by issuing a 
CLOSE command• 
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** Message 184* Severity 2: 
Error while reading from a tape file. 

Description: This message usually indicates a bad spot on the tape. 

Suggested User Response: Retry the READ or MOVE operation. If the 
error message persists* the tape is bad and cannot be read* 

** Message 185* Severity = 2: 
Error while writing to a tape file. 

Description: This message usually indicates a bad spot on the tape-

Suggested User Response: Retry the WRITE or MOVE operation. If the 

error message persists* the tape is bad and cannot be read. 

** Message 186* Severity = 2: 
Error while writing to a disk file. 

Description: This message may indicate a number of problems: 
disk or a FAM or network difficulty. 

a full 

Suggested User Response: Exit MAGNET, and check for a full disk. If 
that is not the problem and you are attempting to access a disk file 
through the FAM* check that the FAM is running and that all systems 
on a network are also running. 

** Message 187* Severity = 2: 
Error while writing to a spool file. 

See Message 186. 

** Message 188* Severity = C: 
Operation complete. 

Description: This message indicates that an I/O operation (READ* 
WRITE POSITION* COPY or MOVE has successfully completed. 

** Message 189* Severity = C: 
n Physical blocks read. 
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Description: This message should always be preceeded by message 188. 
"n" indicates the number of physical blocks read from a tape file. 

** Message 1 9 0 • Severity = C: 
n Logical records read. 

Description: This message should always be preceeded by message 188. 
"n" indicates the nuber of logical records read from a tape or disk 
file. 

** Message 191» Severity = 0: 
n Physical blocks written. 

Description: This message should always be preceeded by message 188. 
"n" is the number of physical blocks written to a tape. 

* * Message 19 2» Severity = 0: 
n Logical records written. 

Description: This message should always be preceeded by messaged 
188. "n" is the number of logical records written to a tape or disk 
file. 

* * Message 1 9 3 • Severity = 2 : 
Error while analyzing the M 0 D E option. 

See Message 044. 
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2 APPENDIX A 

2.1 EDIT TOKENS* CHARACTER SET TABLFS and TRANSLATION TABLES 

2*1*1 Translation Edit Tokens 

Eoit tokens are part of the MAGNET TRANSLATE subcommand line. 
Each edit token specifies how you want particular fields of a 
logical record translated. All MAGNET edit tokens are described 
in detail in the following paragraphs. (For more information on 
the TRANSLATE subcommand and edit tokens, see Section 7.) 

2.1.1.1 Edit Token A: 

All characters specified with edit token A translate to or from 
industry-standard ASCII. When you are reading from a tape, 
this means translating from industry-standard ASCII to Prime 
ASCII. When you are writing to a tape* this rreans translating 
from Prime ASCII to industry-standard ASCII* For example* if 
you have 80-character industry-standard ASCII logical records 
on an input tape* you could specify the following: 

(A80) 

Note that you may also specify this translation 
but this format processes much more slowly. 

as (80(Al))• 

Edit Token B 

This edit token translates seven-track BCDIC code to Prime 
A C S111 and vice versa. For example* if you have declared a 
tape object named EANKST consisting of 120-character logical 
records, your TRANSLATE subcommand line may be: 

TRANSLATE BANKST (B120) 
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2.1.1.2 Edit Token C: 

This is the column position edit token. You use it to move to 
a field in a logical record. It causes MAG!\!ETfs internal 
pointer to position to a different location. For example* 
assuming incut from a tape* the string: 

(A80»C10*A10> 

causes the following to occur: 

o character columns one through 80 are translated from 
industry-standard ASCII to Prime ASCII; 

o you are repositioned to column 10; 

o character columrs 10 through 19 are translated from 
industry-standard ASCII to Prime ASCII. 

In this example* output from the translation process is 90 
characters even though the length of the input logical record 
is only 80 characters. Mote that columns 10 through 19 are 
translated twice and will appear twice in the output. However* 
in the following example Less characters will aDpear on output: 

{A40*C71*A10) 

Here* character columns 41 through 70 are not translated and 
ere effectively deleted from the output. 

2.1.1.3 Edit Token D: 

This is the deletion edit token, 
characters. For example* the string: 

<A40»D30*A10> 

It allows you to delete 

performs the same task as the previous example, 
words* (A40*C71*A10) is equivalent to (A40»D30*Al0) . 

In other 

2iIiIii_E:Sit_l2i£en_E : 

This edit token translates EBCDIC code to Prime ASCII* and vice 
versa. For example* the string: 

(E100) 

causes 100 characters to be translated from EBCDIC to Prime 
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A S C I I o r v i c e v e r s a . 

2 - 1 -.1 • 5 _ E d i t _ T o k en_F : 

This edit token allows you to specify fill characters. These 
characters may be any symbols except the following: 

o comma (* ) 

o left and right parentheses ("(" and " ) " ) 

o slash (/ ) 

o apost rophe ( • ) 

Note that alpha characters are always translated to upper case. 
For example* the string: 

(A10*10(F*)*C20*A20*10(FX)) 

causes the following to occur! 

o IP characters are translated using A format; 

o 10 asterisks (*) are inserted into the output record; 

o you are positioned to column 20; 

o 20 characters (columns 20 through 39) are translated 
using A fo rmat; 

o 10 Xfs are inserted into the output record. 

The output record contains 50 characters. If you specify this 
edit token by itself* without any fill character* a blank is 
inserted The string: 

(20(F)) 

causes 20 blanks to be inserted. 
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2iIiii6_Edit_To^ens_G_throu£h_N: 

These eight edit tokens specify seven-track packing 
unpacking codes. (For more information * see Section 1•) 

and 

Edit Token 

G 
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J 
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L 
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The r 
byte 
numbe 
becau 
outpu 
16-bi 
four 
to di 
expan 
to th 
oeter 
you rr 
and c 

epet i 
count 
r s in 
se ea 
t • ea 
t wor 
bytes 
sk . 
ded f 
ree 
mi ni n 
us t 
omp re 

N 

t i on 
. Th 

6642 

fo 
b 

bi 

K 
ch 
ch 
d. 
on i 
When 

rom t 
bytes 
g Log 
take 
ss i on 

facto 
us * if 
r mat * 
i nar y 
nary n 
Li ke wi 
nput f 

you 
wo byt 
for I 

i cat r 
into a 

r you 
you w 

you sp 
numbe 

umber 
se ? G 
rom a 
are w 

es to 
f J» K 
eco rd 
ccount 

sp 
i sh 
eci f 
r on 
oc c 
an 

tape 
r i t i 
four 
f L, 
I eng 
sev 

eci f y 
to pa 
y (K9 
i npu 

upi es 
d H f 
and 

ng to 
byte 
Mf a 

ths f 
en-t r 

for 

) • 
t oc 

on 
orma 
oc cu 
a t 

s f o 
nd N 
or t 
ac k 

these 
on 5 np 
You us 
cupi es 
L y t w 
t b ina 
py two 
ape» b 
r G an 
forma 

ape an 
binary 

edit 
Utf t 
e the 
t h re 

o by 
ry nu 
byte 

inary 
d H f 
ts. 
d di 
numb 

tok 
h ree 
num 

e by 
tes 
mbe r 
s on 
num 

orma 
When 
sk 
er e 

ens 
bi 

ber 
tes • 
or 

s oc 
ou 

bers 
ts, 
you 

ob j e 
xpan 

i s a 
nary 
nine 

On 
one 

cupy 
tput 

are 
and 
are 

ct s f 
si on 

In the following example* 
using H fo rmat : 

20 binary numbers are translated 

CH80) 

2.1.1.7 Edit Token 0: 

You use this edit token to specify no translation in your 
TRANSLATE subcommand line. For example* the subcommand line: 

> TRANSLATE ACCOUNTS (0100) 
> 

causes each logical record in ACCOUNTS to be transferred 
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through the translation mechanism without any translation 
occurring (assuming that each logical record is 100 characters 
long)• 

2.1.1.8 Edit Token F: 

This edit token enforces Prime ASCII input and output. In 
other words* the high-order bit of each byte is set on if it is 
not already. For example, the subcommand line: 

> TRANSLATE ACCOUNTS (PICO) 
> 

causes the high-order bit of each byte of each logical record 
to be set on. 

2.1.1.9 Edit Tokens Q throuch U: 

These edit tokens do not specify anything at this time, 
are reserved for future use. 

They 

2.1il.l0_Edit_Tokens_V_throu£h_Z: 

These five edit tokens specify user-defined translation codes. 
(For more information* see Section 7.) You use these edit 
tokens the same way you use edit tokens A* B. E. 0* and P. One 
character of input is translated according to the table you 
loaded with a LOAD subcommand and becomes one character of 
output • 

2 ..1 ..ILl 1_R ep_e t i_t i_on_Fa c t o r_* : 

If you wish to specify translation for the remaining characters 
of a logical record without specifying an absolute number* you 
may use the repetiton factor *• For example. the subcommand 
line: 

> TRANSLATE WUMPUS (A*) 
> 

causes all the characters in each logical record of WUMPUS to 
be translated according to A format. The subcommand line: 

> TRANSLATE GRINCH ( E29 , 010»3(F)«E*) 
> 
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causes the foLLowing to occur: 

o 29 characters are transLated according to E format; 

o 10 characters or bytes are not transLated* 

o three bLanks are inserted; 

o aLL remaining characters are transLated according to E 
format• 
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2.1.2 Character Set Tables 

2ili2±i_Xndustr^-Stancard_ASCXI 

-> Control key depressea 

8-B1 
Octa 
Code 

000 
001 
002 
0 03 
004 
005 
006 
007 
010 
Oil 
012 
013 
014 
015 
0 16 
017 
020 
021 
022 
023 
024 
025 
026 
027 
030 
031 
032 
033 
034 
035 
036 
037 

t 
I 
Char 

NUL 
SOH 
STX 
FTX 
EOT 
ENQ 
ACK 
PEL 
BS 
HT 
NL 
VT 
FF 
CP 
RRS 
BPS 
RCP 
RHT 
HLF 
RVT 
HLR 
NAK 
SYM 
ETB 
CAN 
EM 
SUP 
ESC 
FS 
GS 
RS 
US 

"A 
~B 
~C 
*D 
~E 
~F 
"G 
-H 
"I 
"J 
~K 
~L 
~M 
~N 
"0 
~P 
~Q 
-p 
~S 
~T 
~U 
-v 
~W 
~X 
*Y 

~z 
"UP-K 
"UP-L 
~UP-M 
"UP-N 
~UP-0 

Code 
Left 

0000 
0004 
00 10 
0014 
0020 
CC24 
0030 
0034 
0040 
0044 
0050 
0054 
0060 
0064 
0070 
0074 
0100 
0104 
0110 
0114 
0120 
0124 
0130 
0134 
0140 
0144 
0150 
0154 
0160 
0164 
017C 
0174 

i n 
B y t e 

8-Bi 
Octa 
Code 

040 
041 
042 
043 
044 
045 
046 
047 
050 
051 
052 
053 
054 
055 
056 
057 
060 
061 
062 
063 
064 
065 
066 
067 
070 
071 
072 
073 
074 
075 
076 
077 

t 
I 
Char 

Sp 
; 
ii 

$ 
$ 

t 

( 
) 
* 
+ 

» 
-
. 
/ 
0 
1 
2 
3 
4 
5 
6 
7 
8 
9 
I 
? 
< 
-
> 
1 

Code 
Left 

in 
Byte 

0200 
0204 
0210 
0214 
0220 

0230 
0234 
0240 
0244 
0250 
0254 
0260 
0264 
0270 
0274 
0300 
0304 
0310 
0314 
0320 
0324 
0330 
0334 
0 34 0 
0344 
0350 
0354 
0360 
0364 
0370 
0374 
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8-Bi 
Octa 
Code 

300 
301 
302 
303 
304 
305 
306 
307 
310 
311 
312 
313 
314 
315 
316 
317 
320 
321 
322 
323 
324 
325 
326 
327 
330 
331 
3 32 
333 
334 i 
335 
336 
337 

t 
I 
Char 

A 
B 
C 
D 
E 
F 
G 
H 
I 
J 
K 
L 
M 
M 
0 
P 
Q 
R 
S 
T 
U 
V 

u 
X 
Y 
Z 

c 
t; 

] 
/\ 

Code 
Left 

1400 
14 0 4 
1410 
1414 
1420 
1424 
143 0 
1434 
144 0 
1444 
1450 
1454 
] 460 
1464 
1470 
1474 
1500 
1504 
1510 
1514 
1520 
1524 
1530 
1534 
1540 
1544 
1550 
1554 
1560 
1564 
1570 
1574 

in 
Byte 

R 
F 
F 
F 
F 
F 
F 
F 
F 
F 
F 
F 
F 
F 
F 
F 
F 
c 
i 

F 
F 
F 
F 
F 
F 
F 
F 
F 
P 
R 
R 
P 
F 

8-Bi 
Octa 
Code 

340 
341 
342 
343 
344 
345 
346 
347 
350 
351 
352 
353 
354 
355 
356 
357 
360 
361 
36 2 
363 
364 
365 
366 
367 
370 
371 
372 
373 
374 
375 
376 
377 

t 
L 
Cha r 

% 

a 
b 
c 
d 
e 
f 
g 
h 
i 
i 
k 
L 
m 
n 
0 

P 
q 
r 
s 
t 
u 
V 
w 
X 

y 
z 
£ 
! 
} 
~ 
DEL 

Code i n 
Left Byte 

1600 R 
1604 
1610 
1614 
162 0 
1624 
1630 
1634 
1640 
1644 
165 0 
165 4 
1660 
1664 
1670 
1674 
1700 
1704 
1710 
1714 
1720 
1724 
1730 
1734 
1740 
1744 
1750 
1754 R 
1760 
176 4 R 
1770 R 
1774 
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2.1.2.3 EBCDIC: 

(bank) = bank character 

Decimal Octal HI ex. Char. 

000 
001 
002 
0 03 
004 
005 
006 
007 
0 08 
009 
010 
Oil 
012 
013 
014 
015 
016 
017 
018 
019 
020 
021 
022 
023 
024 
0 25 
026 
027 
028 
029 
030 
031 

000 
001 
002 
003 
004 
005 
006 
007 
010 
Oil 
012 
013 
014 
015 
016 
017 
020 
C21 
022 
023 
0 24 
025 
026 
027 
030 
031 
032 
033 
034 
035 
036 
037 

00 
01 
02 
03 
04 
05 
06 
07 
08 
0 9 
04. 
OR 
OC 
OD 
OF 
OF 
10 
11 
12 
13 
14 
15 
16 
17 
18 
19 
1A 
IB 
1C 
ID 
IF 
IF 

MUL 
SON 
STX 
ETX 
pr 
HT 
LC 
DEL 

SMM 
VT 
FF 
CP 
SO 
SI 
OLE 
DC1 
DC2 
TM 
RES 
ML 
PS 
IL 
CAN 
EM 
CC 
CU1 
IFS 
IGS 
IFS 
I US 

Decimal 

032 
033 
034 
035 
036 
037 
038 
039 
040 
041 
042 
043 
044 
045 
046 
047 
04 8 
049 
050 
051 
052 
053 
05 4 
055 
056 
057 
058 
059 
060 
061 
062 
063 

Octal 

040 
041 
042 
043 
044 
045 
046 
047 
050 
051 
052 
0 53 
0 54 
055 
056 
057 
060 
061 
062 
063 
064 
065 
0 66 
067 
0 70 
071 
072 
073 
074 
075 
076 
077 

Hex. 

20 
21 
22 
23 
24 
25 
26 
27 
28 
29 
2 A 
2B 
2C 
2D 
2E 
2F 
30 
31 
32 
33 
34 
35 
36 
37 
38 
39 
3A 
3B 
3C 
3D 
3E 
3F 

Cha 

DS 
SCS 
FS 

BYP 
LF 
ETB 
ESC 

SM 
CU2 

ENQ 
ACK 
BEL 

SYN 

PN 
RS 
UC 
EOT 

CU3 
DC4 
NAK 

SUB 

Page 106 



May 1, 1982 

Decimal 

064 
065 
066 
067 
068 
069 
070 
071 
072 
073 
074 
075 
076 
077 
078 
079 
080 
081 
082 
083 
084 
085 
086 
087 
088 
089 
090 
091 
092 
093 
0 94 
095 

Octal 

100 
101 
102 
103 
104 
105 
106 
107 
110 
111 
112 
113 
114 
115 
116 
117 
120 
121 
122 
123 
124 
125 
126 
127 
130 
131 
132 
133 
134 
135 
136 
137 

Hex. 

40 
41 
42 
43 
44 
45 
46 
47 
48 
49 
4A 
4B 
4C 
4D 
4F 
4F 
5 0 
51 
52 
5 3 
54 
55 
56 
57 
5 8 
59 
5A 
5B 
5C 
5D 
5E 
5F 

Char. 

SP 

(cents) 
• 
< 
< 
+ 

1 

? 

? 
* 
) 
» 
(not) 

Decimal 

096 
097 
098 
099 
100 
101 
102 
103 
104 
105 
106 
107 
108 
109 
110 
111 
112 
113 
114 
115 
116 
117 
118 
119 
120 
121 
122 
123 
124 
125 
126 
127 

Octal 

140 
141 
142 
143 
144 
145 
146 
147 
150 
151 
152 
153 
154 
155 
156 
157 
160 
161 
162 
163 
164 
165 
166 
167 
170 
171 
172 
173 
174 
175 
176 
177 

Hex • 

60 
61 
62 
6 3 
64 
65 
66 
67 
68 
69 
6 A 
6E 
6C 
6D 
6E 
6F 
70 
71 
72 
73 
74 
75 
76 
77 
78 
79 
7A 
7B 
7C 
7D 
7E 
7F 

C 

-

/ 

1 
» 
% 

> 
9 

* 
I 

n 
a 
f 

= 
M 

Char 
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Decimal 

128 
129 
130 
131 
132 
133 
134 
135 
136 
137 
138 
139 
140 
141 
142 
143 
144 
145 
146 
147 
148 
149 
15 0 
151 
152 
153 
154 
155 
156 
157 
158 
159 

Octal 

200 
201 
2C2 
203 
204 
205 
206 
207 
210 
211 
212 
213 
214 
215 
216 
217 
220 
221 
222 
223 
224 
225 
226 
227 
230 
231 
232 
233 
234 
235 
236 
237 

H e x . 

80 
81 
82 
83 
8" 
8 5 
86 
87 
88 
89 
8A 
8B 
8C 
8D 
8E 
8F 
90 
91 
92 
9 3 
94 
95 
96 
97 
98 
99 
9 A 
9B 
9C 
9D 
9E 
9F 

C 

a 
b 
c 
d 
e 
f 
o 
h 
7 

3 
k 
l. 
m 
n 
0 

P 
0 
r 

Cha r • Decimal 

160 
161 
162 
163 
164 
165 
166 
167 
168 
169 
170 
171 
172 
173 
174 
175 
176 
177 
178 
179 
180 
181 
182 
183 
184 
185 
18 6 
187 
188 
189 
19 0 
191 

Octal 

240 
241 
242 
243 
244 
245 
246 
247 
250 
251 
252 
253 
254 
255 
256 
257 
260 
261 
262 
263 
264 
265 
26 6 
267 
270 
271 
272 
273 
274 
275 
276 
277 

Hex, 

A0 
Al 
A2 
A? 
A4 
A 5 
A6 
A7 
A8 
A9 
AA 
AB 
AC 
AD 
AE 
AF 
BO 
Bl 
B2 
B3 
B4 
B5 
B6 
B7 
B8 
B9 
BA 
BB 
BC 
BD 
BE 
BF 

C 

~ 
s 
t 
u 
V 

w 
X 

y 
2 

Char 
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2.1.2.4 BCD: 

MAGNET SUBSYSTEM 

Decimal 

000 
001 
002 
003 
004 
005 
006 
007 
008 
009 
010 
Oil 
012 
013 
014 
015 
016 
017 
018 
019 
020 
021 
022 
023 
024 
025 
026 
027 
028 
029 
030 
031 

Octal. 

000 
001 
002 
003 
004 
005 
006 
007 
010 
Oil 
012 
013 
014 
G15 
016 
017 
020 
021 
022 
023 
C24 
025 
026 
027 
030 
031 
032 
033 
034 
035 
036 
037 

Hex. 

00 
01 
02 
03 
04 
05 
06 
07 
0 8 
0^ 
OA 
OB 
OC 
OD 
OF" 
OF 
10 
11 
12 
13 
14 
15 
16 
17 
18 
19 
1A 
IB 
1C 
ID 
IE 
IF 

C 

n 

A 
B 
C 
D 
E 
F 
G 
H 
I 

• 
) 
[ 
< 

J 
K 
L 
V: 
N 
0 
P 
Q 
R 

$ 
* 
1 
< 

Char . Deci ma I 

03 2 
033 
034 
035 
036 
037 
038 
039 
040 
041 
042 
043 
044 
045 
046 
047 
048 
049 
05 0 
051 
052 
053 
054 
055 
056 
057 
058 
059 
060 
061 
062 
063 

Octal 

04 0 
041 
042 
043 
044 
045 
046 
047 
050 
051 
052 
053 
054 
055 
056 
057 
060 
061 
062 
0 63 
064 
065 
066 
067 
070 
071 
072 
073 
074 
075 
076 
077 

Hex • 

20 
21 
22 
23 
24 
25 
26 
27 
28 
29 
2A 
2B 
2C 
2D 
2E 
2F 
30 
31 
32 
33 
34 
35 
36 
37 
38 
39 
3A 
3B 
3C 
3D 
3E 
3F 

Char. 

-
/ 
s 
T 
U 
V 
w 
X 
Y 
Z 

* 

not 

0 
1 
2 
3 
4 
5 
6 
7 
8 
9 
b lank 
tt = 
2 • 
• 
> 
check 
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MAGNET S U B S Y S T E M 

2 . 1 . 5 P r i r r e ASCII t o BCD: 

Binary 

0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 

Octal Dec i ma L Hex• 

oooooo ooooo onoo 
oL 

0001000 
0CC1111 
0010101 
0000000 
00C1110 
0010110 
0001101 
C011101 
coooooo 
0000001 
0000010 
0000011 
0000100 
000011 0 
0010111 
0000111 
0000000 
0011001 
0011010 
0011011 
0011100 
0010000 
0010001 
001001 0 
0010011 
0 01010 0 
0001001 
C001010 
0001011 
P001100 
0011111 
0011101 
0000000 

000001110 
100001011 
100111101 
000001100 
000111100 
000110000 
100100C00 
100010001 
OOC000001 
000000011 
000000101 
000000111 
00C001001 
100101010 
100001011 
100111010 
000110001 
000110011 
000110101 
000110111 
000111001 
1C010C010 
100100100 
100100110 
100101000 
100010010 
100010100 
100010110 
100011000 
100101101 
000011110 
000111111 
000000000 

010016 
017413 
025475 
000014 
016074 
0 2 6 0 6 0 
015^40 
035421 
000001 
001003 
002005 
003007 
004011 
006452 
027413 
007472 
000061 
031063 
032065 
033067 
034071 
020442 
021444 
022446 
023450 
024422 
011424 
012426 
013430 
014455 
037036 
035077 
000000 

04110 
07947 
11069 
00012 
07228 
11312 
06944 
15121 
00001 
0 0 515 
01 029 
01543 
02057 
0 3 3 7 0 
12043 
03898 
00049 
12851 
13 3 6 5 
13879 
14393 
08482 
08996 
09510 
10024 
10514 
04884 
05398 
05912 
06445 
15902 
14911 
00000 

100F 
1F0B 
2B3D 
oooc 
1C3C 
2C30 
1B20 
3B11 
0001 
0203 
0405 
0607 
0809 
0D2A 
2F0P 
0F3A 
0031 
3233 
34 35 
3637 
3839 
2122 
2324 
2526 
2728 
2912 
1314 
1516 
1718 
192D 
3E1F 
3A3F 
0000 

Characters 

(No Lowercase or contr 

characters. This Lin 

repeats 15 additional 
times.) 

spc ! 

" n 
$ x 
? * 
( ) 
* + 

0 
2 
4 
6 
8 

< 
> 
9 

B 
D 
F 
H 
J 
L 
N 
P 
R 
T 
V 
X 

z 
5 

1 
A 
C 
F 
G 
I 
K 
M 
0 
Q 
S 
U 

w 
Y 
3 
C 

ol 
(No Lowercase or contr 

c h a r a c t e r s . This Lin 

repeats 31 additional 
t i m e s . ) 
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MAGNET SUBSYSTEM 

2.1,6 Prime ASCII to EBCDIC: 

Binary Octal Decimal Hex. Characters 

000000 
000000 
001101 
011111 
000101 
0 010 01 
000011 
000011 
000100 
0C0100 
001111 
001100 
000110 
001111 
001000 
001101 
010000 
011111 
010110 
010100 
010011 
010111 
011010 
010010 
111100 
111100 
111101 
111101 
111110 
011110 
010011 
011011 
011111 
110000 
110001 
110001 
110010 
110100 
110100 
110101 
110101 
110110 
111000 
111001 
111001 
111010 
111000 
010111 

00000 
10000 
11001 
00001 
10000 
01000 
00000 
10000 
00000 
10000 
00001 
10001 
00000 
11001 
10011 
01011 
00010 
11011 
11011 
00011 
01010 
00010 
11011 
11011 
00111 
1C1 11 
00111 
10111 
00111 
10 010 
00011 
10011 
00110 
10110 
00110 
10110 
00110 
OHIO 
11110 
OHIO 
11110 
01111 

11111 
01111 
11111 
01011 
00011 
11011 

00001 
00011 
01101 
01111 
00101 
01011 
01101 
01111 
10001 
10011 
11101 
00110 
11001 
0 0 11! 
11100 
11100 
11010 
11011 
01100 
11101 
11101 
OHIO 
00000 
00001 
10001 
10011 
10101 
10111 
11001 
11110 
11110 
01111 
00001 
00011 
00101 
00111 
01001 
10010 
10100 
10110 
11000 
00010 
00100 
00110 
01000 
11100 
11100 
01101 

000001 
0 0 10 0 3 
0 3 3 4 5 5 
076057 
013005 
022413 
006015 
007017 
010021 
011023 
036075 
031046 
014031 
037447 
G21174 
032574 
040132 
077573 
055554 
050175 
0 4 6 5 3 5 
056116 
065540 
045541 
170361 
171363 
172365 
173367 
174371 
075136 
046176 
067157 
076301 
1413C3 
142305 
143307 
144311 
150722 
151724 
152726 
153730 
154742 
161744 
162746 
163750 
164574 
160174 
057555 

00001 
00515 
14125 
31791 
05637 
09483 
03085 
03599 
04113 
04627 
15421 
12838 
06369 
16167 
08828 
13692 
16474 
32635 
23404 
20605 
19805 
23630 
27488 
19297 
61681 
62195 
62709 
63223 
63737 
31326 
19582 
28271 
31937 
49859 
50373 
50887 
51401 
53714 
54228 
54742 
5525£ 
55778 
58340 
58854 
59368 
59772 
57468 
24429 

0 001 
0203 
372D 
7C2F 
1605 
250B 
ocnn 
OEOF 
i o n 
1213 
3C3D 
3226 
1819 
3F27 
227C 
357C 
405/s 
7F7B 
5B6C 
507D 
4D5D 
5C4E 
6B60 
4B61 
F0F1 
F2F3 
F4F5 
F6F7 
F8F9 
7A5E 
4C7E 
6E6F 
7CC1 
C2C3 
C4C5 
C6C7 
C8C9 
D1D2 
D3D4 
D5D6 
D7D8 
D9E2 
E3E4 
E5E6 
E7E8 
E97C 
E07C 
5F6D 

NUL 
STX 
EOT 
a 
BS 
LF 
FF 
SO 
OLE 
DC2 
DC4 
SYN 
CAN 
SUB 
FS 
RS 
SP 
rr 

$ 

( 
* 

0 
2 
4 
6 
8 

< 
> 
a 
B 
D 
F 
H 
J 
L 
N 
P 
P 
T 
V 
X 

z 
IS 
not 

SOH 
ETX 
FNQ 
BEL 
HT 
VT 
CR 
SI 
DC1 
TM 
NAK 
ETB 
EM 
ESC 
S 
a 

# 
% 

) 
+ 

/ 
l 
3 
5 
7 
9 
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011110 
100000 
100001 
100001 
100010 
100100 
1C0100 
100101 
100101 
100110 
101000 
101001 
101001 
101010 
011010 
101000 
000000 
000000 
001101 
011111 
000101 
001001 
000011 
000011 
000100 
000100 
001111 
001100 
000110 
001111 
001000 
001101 
010000 
011111 
010110 
01P1C0 
010011 
010111 
011010 
010010 
111100 
111100 
111101 
111101 
111110 
011110 
010011 
011011 
011111 
110000 
110001 
110001 
110010 
110100 

011000 
101000 
0 010 0 0 
101000 
001000 
Oil 001 
111001 
011001 
111001 
011010 
111010 
011010 
111010 
011100 
101101 
010000 
000000 
100000 
110010 
000010 
100000 
010000 
000000 
100000 
000001 
100001 
OO0C11 
10 0 010 
000001 
110 0 10 
100111 
010111 
000101 
110111 
110110 
000111 
010101 
000100 
110110 
110110 
001111 
101111 
001111 
101111 
001111 
100101 
000111 
100110 
001100 
101100 
0 0110 0 
101100 
001100 
011101 

0001 
0011 
0101 
0111 
1001 
0010 
0100 
0110 
1000 
0010 
0100 
0110 
1000 
0000 
0000 
0111 
0001 
0011 
1101 

1111 
0101 
1011 
1101 
1111 
0001 
0011 
1101 
0110 
1001 
0111 
1 100 
1100 
1010 
1011 
1100 
1101 
1101 
1110 
0000 
0001 
0001 
0011 
0101 
0111 
1001 
1110 
1110 

mi 
0001 
0011 
0101 
0111 
1001 
0010 

074601 
101203 
102205 
103207 
104211 
110622 
111624 
112626 
113630 
114642 
121644 
122646 
123650 
124700 
065320 
120407 
000001 
001003 
033455 
076057 
013 0 0 5 
022413 
006015 
007017 
010021 
011023 
036075 
031046 
014031 
037447 
021174 
032574 
040132 
077573 
055554 
050175 
046535 
056116 
065540 
045541 
170361 
171363 
172365 
173367 
174371 
075136 
046176 
067157 
076301 
141303 
142305 
143307 
144311 
150722 

31105 
33411 
3 3 9 2 5 
34439 
34953 
37266 
37780 
38294 
38808 
39330 
41892 
42406 
42920 
43456 
27344 
41223 
00001 
00515 
14125 
31791 
05637 
09483 
03085 
03599 
04113 
04627 
15421 
12838 
06169 
16167 
08828 
13692 
16474 
32635 
23404 
20605 
19805 
23630 
27488 
19297 
61681 
62195 
62709 
63223 
63737 
31326 
19582 
28271 
31937 
49859 
50373 
50887 
51401 
53714 

7981 
8283 
8485 
8687 
8889 
9192 
9 39 4 
9596 
9798 
99A2 
A3A4 
A5A6 
A7A8 
A9C0 
6AD0 
A107 
0001 
0203 
372D 
7C2F 
1605 
250B 
OCOD 
OEOF 
1011 
1213 
3C3D 
3226 
1819 
3F27 
227C 
357C 
405A 
7F7R 
5B6C 
507D 
4D5D 
5C4E 
6B60 
4361 
F0F1 
F2F3 
F4F5 
F6F7 
F8F9 
7A5E 
4C7F 
6E6F 
7CC1 
C2C3 
C4C5 
C6C7 
C8C9 
D1D2 

NUL 
STX 
EOT 
8 
BS 
LF 
FF 
SO 
DLE 
DC2 
DC4 
SYN 
CAN 
SUB 
FS 
PS 
SP 

a 
c 
e 
a 
1 
k 
m 
o 
q 
s 
u 
w 
y 
<: 
> 
del 
SOH 
ETX 
ENQ 
BEL 
HT 
VT 
CR 
SI 
DC1 
TM 
NAK 
ETB 
EM 
ESC 
3 

s 
I 

# 

» 

> 

+ 

/ 
1 
3 
5 
7 
Q 

Page 115 



f-» 

CD 
1—» 

o 
o 
o 
o 
H-» 

CD 

CD 

O 

O 

o 
l-» 

1—• 

h-» 

o 
(-» 
1—» 

o 
>-• 
o 
k-» 

a 
t-» 

h-» 

CD 

>-» 
O 

CD 

O 

o 

o 
(—» 
o 
t-» 

o 
o 
v-» 
J-* 

i-» 

a 
o 
a 
o 
o 
a 

CD 

(-• 
C3 

o 
M 
I-" 

t-» 
H-» 
O 

1—» 

o 
h-» 

o 
o 
o 

o 
h-» 

CD 

O 

H-» 

O 

v-» 
l-» 

CD 

h-> 

a 
o 
!-• 
(-» 
a 

o 
v-» 
o 
o 
CD 

t—» 

K-> 

k-> 

CD 

y-> 

o 
o 
i—> 

o 
o 

CD 

CD 

H-» 

l-» 

CD 

CD 

l-» 

1—» 

o 
^ 
CD 

a 
a 
t—' 

a 

o 
a 
H* 

CD 

(-> 
t-» 

1—» 

1—> 

o 
CD 

»-> 
h-» 

O 

CD 

O 

o 
o 
M 

O 

H* 

O 

1—> 

l-> 

o 
o 
l-» 

a 
H» 

>-» 
O 

o 
o 
M 

CD 

O 

H» 

>—• 
r-» 

o 
o 
>-> 
o 
t-> 

o 
rs 

o 
CD 

>-» 
CD 

o 
o 
I-1 

•-» 
o 
a 
t-1 

CD 

CD 

>-» 
o 

CD 

O 

o 
l-J 

CD 

CD 

O 

»-» 
O 

CD 

O 

I—1 

CD 

O 

i—» 

a 
o 
o 
CD 

t-» 

l-» 

o 
l-» 

o 
o 
o 
o 
H» 

t—• 
•-» 

CD 

O 

o 
o 
t-» 

o 
o 
h-» 

o 
CD 

O 

CD 

(-» 
O 

>-> 

CD 

CD 

CD 

CD 

CD 

1—> 

CD 

h-" 

CD 

CD 

CD 

CD 

CD 

(-> 
t-» 

h-* 

t-> 

(-J 

t-> 

o 
o 
H-> 

t-~> 

o 
CD 

CD 

CD 

CD 

O 

(-• 

I—> 

o 
t—» 

t-» 

t-* 

t-» 

>~» 
o 
l-» 

k-» 

CD 

-̂» 
t-» 

o 
(—» 

h-» 

>-» 
CD 

O 

O 

o 
o 
o 
i-» 

H» 

H* 

t-» 

t-» 

O 

o 

t-> 

t-» 

o 
(-1 
o 
CD 

t-» 

CD 

h-> 

M 
v-> 
»—' 
t-> 

O 

o 

l-» 

K-" 

O 

CD 

f-> 

l-» 

l-» 

1—» 

M 

»-» 
O 

•-• 
o 
o 
CD 

h-» 

t-» 

CD 

CD 

(-» 
CD 

h-» 

1—» 

1—» 

H-> 

CD 

CD 

(-» 
t-» 

CD 

h-« 

H» 
o 
CD 

CD 

H* 

I—» 

H» 

l~» 

t-» 

O 

CD 

(-» 
O 

o 

h-» 

CD 

t-> 

(—> 
o 
o 
1—• 

^ 
h-1 

t—' 

O 

a 
CD 

•-» 
CD 

1—> 

CD 

»-» 
CD 

t—' 

h-1 
t_* 

M 

•—» 
O 

t—> 

I-* 

o 
CD 

o 

l-» 

o 
l-» 

o 
h-» 

CD 
1—» 

l-» 

I—1 

o 
H» 

o 
I—1 

l-> 

o 

h-» 

CD 

t-» 

CD 

O 

l-» 

t-1 

H* 

l-» 

CD 

t-> 

a 
•-» 
a 
o 

M O H (-• M H 
ro cr> ro w i\> ro 
CD en -c- o i ro »-• 

l _ » l _ » l _ k t _ » 0 0 » — » ( - » » - » 

-p- oa rv) >-» 
O O O CD ->J 

o -P- '*i ro t-* -C1-

^ W - y i r r N ^ ^ m ^ ^ ^ l ^ M W M W ^ ' n H 

en a^ cr> o> i7v 
- j CD ^ C>J ro 
rj l t-» (.n ->| -»J 

CD ro CD (Jl -c-
a cr< -o ro 

cr a i cn t j i CJI 
M J> W U H 
- J ~J ~J -J -sl 
-fs- -p- OJ ro ro 
jo- ro o tr> -p-

13 
W 
tQ 
0) 

r̂  

M * { j i r o o v O O J O v D n o m u i c > i i \ ) h ' o i \ 3 U \ > i a v j ^ > i u i * i \ ) 
W ^ I N O ^ M o O O frO^W»0UlMUI>5 0 B I \ ) 0 B * o 0 0 0 ^ M a ) 

x r » > > > ' j v O v f l ' j ^ Q o r o o t ) 0 5 > i u i i T i r n n n n O D O Q 

> i o o o o ^ * P o » ^ * i \ ) v O > i a i W H r j n n ! » o > * r g o D m * 

5 

n 

e 

00 
-< 
00 

N X < ' + T T J 3 ' - <-». = r -•> Q . O" ^ N X < - ( 3 " 0 2 r 

a. ^ <*!-< C C W 0 0 3 7 T - * . < Q T > O C U ff>M-<s:c:oooOj£ 



lay If 1982 

2.1.7 EBCDIC to Prime ASCII: 

Binary Octal Decimal Hex. Characters 

1010 
1000 
1011 
1011 
1011 
1011 
1000 
1000 
1001 
1001 
1011 
1000 
1001 
1011 
1011 
1011 
1011 
1001 
1011 
1001 
1011 
1011 
1011 
1000 
1000 
1001 
1011 
1011 
1011 
1011 
1001 
1000 
1010 
1011 
1011 
1011 
1011 
1011 
1011 
1010 
1010 
1011 
1011 
1011 
1011 
1010 
1010 
1011 

0000100 
001C100 
1111100 
] 111100 
1111101 
1111100 
1100100 
1110100 
000010C 
0010100 
1111101 
1000101 
1000100 
1111101 
1111101 
1111101 
1111101 
1100101 
1111100 
0111100 
1111101 
1111101 
1111100 
0110100 
0000100 
011010 0 
1111100 
1111100 
1111101 
1111101 
0100100 
0000100 
0000101 
1111101 
1111101 
1111101 
1111101 
1111101 
110 0101 
1011111 
0110101 
1111101 
1111101 
1111101 
1111101 
0001101 
1010101 
1011 101 

00001 
00011 
01001 
10000 
11111 
01011 
01101 
01111 
10001 
10011 
11111 
11111 
11001 
11111 
11111 
11111 
11111 
Hill 
01010 
11011 
11111 
11111 
00101 
00111 
00000 
00000 
11110 
00100 
11111 
11111 
10101 
11010 
11111 
11111 
11111 
11111 
11111 
OHIO 
01000 
11100 
11111 
11111 
11111 
11111 
11111 
00100 
01001 
11111 

120201 
101203 
137611 
137620 
137677 
13 7613 
106215 
107217 
110221 
111223 
137677 
104277 
114231 
137677 
137677 
137677 
137677 
116277 
137612 
113633 
137677 
137677 
13 7605 
103207 
100200 
113200 
137636 
137604 
137677 
137677 
112225 
100232 
120277 
137677 
137677 
137677 
137677 
137656 
136250 
125774 
123277 
137677 
137677 
137677 
137677 
12 0 6 4 4 
125251 
135677 

41089 
33411 
49033 
49040 
49087 
49035 
35981 
36495 
37009 
37523 
49087 
35007 
39065 
49087 
49087 
49087 
49087 
40127 
49034 
38811 
49087 
49087 
49029 
34439 
32896 
38528 
49054 
49028 
49087 
49087 
38037 
32922 
41151 
49087 
49087 
49087 
49087 
49070 
48296 
44028 
42687 
49087 
49087 
49087 
49087 
41380 
43 6 89 
4 8 0 6 3 

A081 
8283 
BF89 
BF90 
BFBF 
BF8B 
8C8D 
8E8F 
9091 
9293 
BFBF 
88 BF 
9899 
BFBF 
BFBF 
BFBF 
BFBF 
9CBF 
BF8A 
9 79 B 
BFBF 
BFBF 
BF85 
8687 
8080 
9680 
BF9E 
BF84 
BFBF 
BFBF 
9495 
809A 
AOBF 
BFBF 
BFBF 
BFBF 
BFBF 
BFAF 
BCA8 
ABFC 
A6BF 
BFBF 
BFBF 
BFBF 
BFBF 
A1A4 
AAA9 
BBBF 

space 
STX 
3 
3 

FF 
RRS 
RCP 
HLF 
5! 
BS 
CAN 
2 
3 
3 
S 
FS 
a 
ETB 
c 

3 
8 
ACK 
NUL 
SYN 
3 
a 

MLR 
NUL 
SP 
ol 

a 
a 
a 
a 
< 

SOH 
ETX 
HT 
RCP 
a 
VT 
CP 
BRS 
PHT 
RVT 
a 
a 
EM 
a 
a 
a 
a 
a 
NL 
ESC 
a 
a 
ENG 
BEL 
NUL 
NUL 
RS 
EOT 
3 
a 

NAK 
SUB 
a 
a 
a 
a 
a 
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MAGNET SUBSYSTEM 

101011 
101111 
101111 
101111 
101111 
101111 
101001 
101111 
101111 
101111 
101111 
101111 
101111 
101110 
110000 
101111 

mini 
mooo 
111001 
111001 
111010 
101111 
101111 
101111 
101111 
111010 
111011 
111011 
111100 
101111 
101111 
101111 
101111 
111100 
111101 
111101 
111110 
101111 
101111 
101111 
101111 
101111 
101111 
101111 
101111 
101111 
101111 
101111 
111110 
110000 
110001 
110001 
110010 
101111 

01101 
11101 
11101 
11101 
11101 
11101 
O H I O 
10101 
11101 
11101 
11101 
11101 

11111 
10101 
00101 
01101 
11111 
10111 
00111 
10111 
00111 
11101 
11101 
11101 
11111 
11111 
01111 
11111 
01111 
11101 
11101 
11101 
11111 
11111 
01111 
111] 1 
01111 
11101 
11101 
11301 
11101 
11101 
11101 
11101 
11101 
11101 
11101 
11101 
11110 
10110 
00110 
10110 
00110 
11101 

01111 
11111 
11111 
11111 
11111 
01100 
11111 
11111 
11111 
11111 
11111 
11111 
0 0 0 0 0 
00011 
00111 
00010 
00001 
00011 
00101 
00111 
01001 
11111 
11111 
11111 
01010 
01100 
OHIO 
10000 
10010 
11111 
11111 
11111 
11110 
10100 
10110 
1 1000 
11010 
11111 
11111 
11111 
11111 
11111 
11111 
11111 
11111 
11111 
11111 
11111 
00001 
0001 1 
00101 
00111 
01001 

11111 

126657 
137677 
137677 
137677 
137677 
137654 
122737 
137277 
137677 
137677 
137677 
137677 
137740 
135243 
140247 
136642 
137741 
161343 
162345 
16 3 3 4 7 
164351 
137677 
137677 
137677 
137752 
165 75 4 
166756 
167760 
170762 
137677 
137677 
137677 
137776 
171764 
172766 
173770 
174772 
137677 
137677 
137677 
137677 
137677 
137677 
137677 
137677 
137677 
137677 
137677 
175701 
141303 
142305 
143307 
144311 
137677 

44 463 
49087 
49087 
4908 7 

49087 
49068 
42463 
48831 
49087 
49087 
49087 
49087 
49120 
47779 
49319 
48546 
49121 
58083 
58597 
59111 
59625 
49087 
49087 
49087 
49130 
60396 
60910 
61424 
61938 
49087 
49067 
49087 
49150 
62452 
62966 
63480 
63994 
49087 
49087 
49087 
49087 
49087 
49087 
49087 
49087 
49087 
49087 
49087 
6 4 4 4 9 
49859 
50373 
5 0 8 8 7 
51401 
49087 

ADAF 
BFBF 
BFBF 
BFBF 
BFBF 
BFAC 
A5DF 
BFBF 
BFBF 
BFBF 
BFBF 
BFBF 
BFEO 
BAA3 
C0A7 
BDA2 
BFE1 
E 2 E 3 
E4E5 
E6F7 
E8E9 
BFBF 
BFBF 
BFBF 
BFEA 
EBEC 
EDEE 
EFFO 
F1F2 
BFBF 
BFBF 
BFBF 
BFFE 
F3F4 
F5F6 
F7F8 
F9FA 
BFBF 
BFBF 
BFBF 
BFBF 
BFBF 
BFBF 
BFBF 
BFBF 
BFBF 
BFBF 
BFBF 
FBC1 
C2C3 
C4C5 
C6C7 
C8C9 
BFBF 

»a» 

b 
d 
f 
h 

a 
a 
a 
k 
m 
o 
Q 

a 
a 
a 
a 
s 
u 
w 

y 

a 
a) 

a 

a 
a 
a 
a 
*-\ 
a 
s 
a 
a 
i 
B 

n 
F 
H 

a 

/ 
a 
a 
s 
a 

i 
a 
a 
a 
a 
SP 

u 

a 
c 
e 

g 
1 
a 
a 
a 
1 
I 
n 

P 
r 
a 
a 
a 

t 
V 

X 

z 
a 
a 
a 
a 
a 
a 
a 
a 
a 
a 
a 
A 
C 
E 
G 
I 
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111000 
111000 
111001 
111001 
111010 
111010 
111011 
111011 
111100 
111100 
111101 
111101 
111110 
111110 
111111 
111111 
100000 
100000 
100001 
100001 
100010 
100010 
100011 
100011 
100100 
100100 
100101 
100101 
100110 
100110 
100111 
100111 
101000 
101000 
1C1001 
101001 
101010 
101010 
101011 
101011 
101100 
101100 
101101 
101101 
101110 
101110 
101111 
101111 
110000 
110000 
110001 
110001 
110010 
110010 

00111 
10111 
00111 
10111 
00111 
10111 
0 0111 
10111 
00111 
10111 
00111 
10111 
00111 
10111 
00111 
10111 
00100 
10100 
00100 
10100 
00100 
10100 
00100 
10100 
00100 
10100 
00100 
10100 
00100 
10100 
00100 
10100 
00101 
10101 
00101 
10101 
00101 
10101 
00101 
10101 
00101 
10101 
00101 
10101 
00101 
10101 
00101 
10101 
0 0110 
10110 
00110 
10110 
00110 
10110 

00001 
00011 
00101 
00111 
01001 
01011 
01101 
01111 
10001 
10011 
10101 
10111 
11001 
11011 
11101 
11111 
00001 
00011 
00101 
00111 
01001 
01011 
01101 
01111 
10001 
10011 
10101 
10111 
11001 
11011 
11 101 
11111 
00001 
00011 
00101 
00111 
01001 
01011 
01101 
01 111 
10001 
10011 
10101 
10111 
11001 
11011 
11101 
11111 
00001 
00011 
00101 
00111 
01001 
01011 

160341 
161343 
162345 
163347 
164351 
165353 
166 355 
167357 
170361 
171363 
172365 
173 36 7 
174371 
175373 
176375 
177377 
100201 
101203 
102205 
103207 
10 4 211 
105213 
10 6 215 
107217 
110221 
111223 
112225 
113227 
114231 
115233 
116235 
117237 
120241 
121243 
122245 
123247 
124251 
125253 
126255 
127257 
130261 
131263 
132265 
133267 
134271 
135273 
136275 
137277 
140301 
141303 
142305 
14 3 3 0 7 
144311 
145313 

57569 
58083 
58597 
59111 
59625 
60139 
60653 
61167 
61681 
62195 
62709 
63223 
63737 
64251 
64765 
65279 
32897 
33411 
33925 
34439 
34953 
35467 
35981 
36495 
37009 
37523 
38037 
38551 
39065 
39579 
40C93 
40607 
41121 
41635 
42149 
4 2663 
43177 
43691 
44205 
44719 
45233 
45747 
46261 
46775 
47289 
47803 
48317 
4 8 8 31 
49345 
49859 
50373 
50887 
51401 
51915 

E0E1 
E2E3 
E4E5 
E6E7 
E8E9 
EAEB 
ECED 
EEEF 
F0F1 
F2F3 
F4F5 
F6F7 
F8F9 
FAFB 
FCFD 
FEFF 
8081 
8283 
8485 
8687 
8889 
8A8B 
8C8D 
8E8F 
9091 
9293 
9495 
9697 
9899 
9A9B 
9C9D 
9E9F 
A0A1 
A2A3 
A4A5 
A6A7 
A8A9 
AAAB 
ACAD 
AEAF 
B0B1 
B2B3 
B4B5 
B6B7 
B8B9 
BABB 
BCBD 
BEBF 
C0C1 
C2C3 
C4C5 
C6C7 
C8C9 
CACB 

nu I 
b 
d 
f 
h 

J 
I 
n 

P 
r 
t 
v 
X 

z 

NUL 
STX 
EOT 
ACK 
BS 
NL 
FF 
RRS 
RCP 
HLF 
HLR 
SYM 
CAN 
SUB 
FS 
RS 
sp 

0 
2 
4 
6 
8 

< 
> 
nuL 
B 
D 
F 

H 
J 

a 
c 
e 
g 
i 
k 
m 
o 

q 
s 
u 
w 

y 

> 

DEL 
SOH 
ETX 
END 
BEL 
HT 
VT 
CR 
BPS 
RHT 
RVT 
NAK 
ETB 
EM 
ESC 
GS 
US 
I 

n 
% 

> 

+ 

/ 
l 
3 
5 
7 
9 
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11001 
11001 
11010 
11010 
11010 
11010 
11011 
11011 
11011 
11011 
11100 
11100 
11100 
11100 
11101 
11101 
11101 
11101 
11110 
11110 
1 1110 
11110 
Hill 
11111 
11111 
11111 

10011 
11011 
00011 
01011 
10011 
11011 
00011 
01011 
10011 
11011 
00011 
01011 
10011 
11011 
00011 
01011 
10011 
11011 
00011 
01011 
10011 
11011 
00011 
01011 
10011 
11011 

001101 
001111 
010001 
010011 
010101 
010111 
011001 
011011 
011101 
011111 
100001 
100011 
100101 
100111 
101001 
101011 
101101 
101111 
110001 
110011 
110101 
110111 
111001 
111011 
111101 

111111 

146315 
147317 
150321 
151323 
152325 
153327 
154331 
155333 
156335 
157337 
160341 
161343 
162345 
163347 
164351 
165353 
166355 
167357 
170361 
171363 
172365 
173367 
174371 
175373 
176375 
177377 

52429 
52943 
53457 
53971 
54485 
54999 
55513 
56027 
56541 
57055 
57569 
58083 
58597 
591 11 
59625 
60139 
60653 
61167 
61681 
62195 
62709 
63223 
63737 
64251 
64765 
65 2 79 

CCCD 
CECF 
D0D1 
D2D3 
D4D5 
D6D7 
D8D9 
DADB 
DCDD 
DEDF 
E0E1 
E2E3 
E4E5 
E6E7 
E8E9 
EAEB 
ECED 
EEEF 
F0F1 
F2F3 
F4F5 
F6F7 
F8F9 
FAFB 
FCFD 
FEFF 

L 
N 
p 

R 
T 
V 
X 

z 
I 

nuL 
b 
d 
f 
h 

J 
L 
n 
D 

r 
t 
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X 

z 

M 
0 
Q 

S 
u 
w 
Y 

c 
] 

a 
c 
e 

g 
i 
k 
m 
o 
a 
s 
u 
w 
y 

> 

DEL 
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2-l»2_Pr1me_ASCiI_to_Industr^2Standard_ASCll: 

Binary Octal Decimal Hex. Characters 

000000 
G00000 
000001 
000001 
00001C 
000010 
000011 
000011 
000100 
000100 
000101 
000101 
000110 
000110 
000111 
000111 
001000 
001000 
001001 
0C1001 
001010 
001010 
001011 
001011 
001100 
001100 
001101 
001101 
001110 
001110 
001111 
001111 
010000 
010000 
010001 
010001 
010010 
010010 
010011 
010011 
010100 
010100 
010101 
010101 
010110 
010110 
010111 
010111 

00000 
10000 
00000 
10000 
00000 
10000 
00000 
10000 
00000 
10000 
00000 
10000 
00000 
10000 
00000 
10000 
00001 
10001 
00001 
10001 
00001 
10001 
00001 
10001 
00001 
10001 
00001 
10001 
00001 
10001 
00001 
10 0 01 
00010 
10010 
00010 
10010 
00010 
10010 
00010 
10010 
00010 
10010 
00010 
10010 
00010 
10010 
00010 
IODIC 

00001 
OOOll 
00101 

com 
01001 
01011 
01101 
01111 
10001 
10011 
10101 
10111 
11001 
11011 
11101 
11111 
00001 
00011 
00101 
00111 
01001 
01011 
01101 
01111 
1 0001 
10011 
10101 
10111 
11001 
11011 
11101 
11111 
00001 
00011 
00101 
00111 
010C1 
01011 
01101 
01111 
10001 
10011 
10101 
1011 1 
11001 
11011 
11101 
11111 

000001 
001003 
002005 
003C07 
004011 
005013 
006015 
007017 
010021 
011023 
012C25 
013027 
014031 
0150^3 
016035 
017037 
020041 
0 210 4 3 
022045 
023047 
024051 
025053 
026055 
027057 
03 0 061 
031063 
032065 
033067 
C3A071 
035073 
036075 
037077 
040101 
041103 
042105 
043107 
04411 1 
045113 
046115 
047117 
050121 
051123 
052125 
053127 
054131 
055133 
056135 
057137 

00001 
00515 
01029 
01543 
02057 
02571 
03085 
03599 
04113 
04627 
05141 
05655 
06169 
06683 
07197 
07711 
08225 
08739 
09253 
09767 
10281 
10795 
11309 
11823 
12337 
12851 
13365 
13879 
14393 
14907 
15421 
15935 
16449 
16963 
17477 
17991 
18505 
19019 
19533 
20047 
20561 
21075 
21589 
22103 
22617 
23131 
23645 
24159 

0001 
0203 
0405 
0607 
0809 
OAOB 
OCOD 
OEOF 
1011 
1213 
1415 
1617 
1819 
1A1B 
1C1D 
1E1F 
2021 
2 22 3 
2425 
2627 
2829 
2A2B 
2C2D 
2E2F 
3031 
3233 
3435 
3637 
3839 
3A3B 
3C3D 
3E3F 
4041 
4243 
4445 
4647 
4849 
4A4B 
4C4D 
4E4F 
5051 
5253 
5455 
5657 
585 9 
5A5B 
5C5D 
5E5F 

NUL 
STX 
EOT 
ACK 
BS 
NL 
FF 
RRS 
RCP 
HLF 
HLR 
SYN 
CAN 
SUB 
^S 
RS 
sp 
ii 

$ 

( 
* 

• 
C 
2 
4 
6 

< 
> 
nu I 
B 
D 
F 
H 
J 
L 
N 
P 
R 

T 
V 
X 

z 

SOH 
ETX 
ENQ 
BEL 
HT 
VT 
CR 
BPS 
RHT 
RVT 
NAK 
ETB 
EM 
ESC 
GS 
US 
; 

n 
% 

> 
+ 

/ 
i 
3 
5 
7 
9 

1 
A 
C 
F 
G 
I 
K 
M 
0 
Q 
S 
U 

w 
Y 

c 
] 
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0110000001 
onoooinoi 
C110010001 
0110011001 
0110100001 
0110101001 
0110110001 
0110111001 
0111000001 
0111001001 
0111010001 
0111011001 
0111100001 
0111101001 
0111110001 
0111111001 
0000000000 
0000001000 
0000010000 
0000011000 
0000100000 
ooooioinoo 
0000110000 
0000111000 
0 001000000 
0001001000 
0001010000 
0001011000 
0001100000 
0001101000 
0001110000 
0001111000 
OO1OC000O0 
0010001000 
0010010000 
0010011000 
0010100000 
0010101000 
0010110000 
0010111000 
0011000000 
oonooiono 
0011010000 
0011011000 
0011100000 
0011101000 
0011110000 
0011111000 
0100000001 
0100001001 
0100010001 
0100011001 
0100100001 
0100101001 

100001 
100011 
100101 
100111 
101001 
101011 
101101 
101111 
110001 
110011 
110101 
110111 
111001 
111011 
111101 

111111 
000001 
000011 
000101 
000111 
001001 
001011 
001101 
001111 
010001 
010011 
010101 
010111 
011001 
011011 
011101 
011111 
100001 
100011 
100101 
100111 
101001 
101011 
101101 
101111 
110001 
110011 
110101 
110111 
111001 
1 11011 
111101 

111111 
000001 
000011 
000101 
000111 
001001 
001011 

060141 
061143 
062145 
063147 
064151 
065153 
066155 
067157 
070161 
071163 
072165 
073167 
074171 
075173 
076175 
077177 
000001 
001003 
002005 
003007 
004011 
0 0 5 013 
006015 
007017 
010021 
011023 
012025 
013027 
014031 
015033 
016035 
017037 
020041 
021043 
022045 
023047 
024051 
0 2 5 0 5 3 
026055 
027057 
030061 
031063 
032065 
033067 
034071 
035073 
036075 
037077 
040101 
041103 
042105 
043107 
044111 
045113 

24673 
25187 
25701 
26215 
26729 
27243 
27757 
28271 
28785 
29299 
29813 
30327 
30841 
31355 
31869 
32383 
00001 
00515 
01029 
01543 
0 2 0 5 7 
02571 
03085 
03599 
04113 
04627 
05141 
05655 
06169 
06683 
0 719 7 
07711 
08225 
08739 
09253 
09767 
10 2 81 
10795 
11309 
11823 
12337 
12851 
13365 
13879 
14393 
14907 
15421 
15935 
16449 
16963 
174 77 
17991 
18 5 0 5 
19019 

6061 
6263 
6465 
6667 
6369 
6A6B 
6C6D 
6E6F 
70 71 
7273 
7475 
7677 
7879 
7A7B 
7C7D 
7E7F 
0001 
0203 
0405 
0607 
0809 
OAOB 
OCOD 
OEOF 
1011 
1213 
1415 
1617 
1819 
1A1B 
1C1D 
1E1F 
2021 
2223 
2425 
2627 
2829 
2A2B 
2C2D 
2E2F 
3031 
3233 
3435 
3637 
3839 
3A3B 
3C3D 
3E3F 
4041 
4 24 3 
4445 
4647 
4849 
4A4R 

nul 
b 
d 
f 
h 
i 

L 
n 
P 
r 
t 
v 
x 
7 

NUL 
STX 
EOT 
ACK 
BS 
NL 
FF 
RRS 
RCP 
HLF 

HLR 
SYN 
CAM 
SUB 
FS 
RS 
sp 

0 
2 
4 
6 
8 

< 
> 
nul 
B 
D 
F 
H 
J 

a 
c 
e 
9 
i 
k 
m 
o 

Q 
S 

u 
w 
y 
{ 
> 
DEL 
SOH 
ETX 
ENG 
BEL 
HT 
VT 
CR 
BRS 
RHT 
RVT 
NAK 
ETB 
EM 
ESC 
GS 
US 
I 

ft 
% 
f 

) 
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0100110 
0100111 
0101000 
0101001 
0101010 
0101011 
0101100 
0101101 
0101110 
0101111 
0110000 
0110001 
0110010 
0110011 
0110100 
0110101 
0110110 
0110111 
0111000 
0111001 
0111010 
0111011 
0111100 
0111101 
0111110 
0111111 

001001101 
001001111 
001010001 
001010011 
001010101 
001010111 
001011001 
001011011 
001011101 
001011111 
001100001 
001100011 
001100101 
001100111 
001101001 
001101011 
001101101 
001101111 
001110001 
001110011 
001110101 
001110111 
001111001 
001111011 
001111101 
0 01111111 

0461 15 
047117 
050121 
051123 
052125 
053127 
054131 
055133 
0 5 613 5 
057137 
060141 
061143 
062145 
063147 
064151 
065153 
066155 
067157 
070161 
0 7116 3 
072165 
073167 
074171 
075173 
076175 
077177 

19533 
20047 
20561 
21075 
21589 
22103 
22617 
2 3131 
23645 
24159 
24673 
25187 
25701 
26215 
26729 
27243 
27757 
28271 
28785 
29299 
29813 
30327 
30841 
31355 
31869 
32383 

4C4D 
4F4F 
5051 
5253 
5455 
5657 
5859 
5A5B 
5C5D 
5ET5F 
6061 
6263 
6465 
6667 
6869 
6A6B 
6C6D 
6E6F 
7071 
7273 
7475 
7677 
7879 
7A7B 
7C7D 
7F7F 

L 
N 
P 

R 
T 
V 
X 
2 
P 

nu I 
b 
d 
f 
h 

i 
I 
n 
P 
r 
t 
v 
x 
z 

M 
0 
Q 
S 
u 
w 
Y 
[ 
1 

a 
c 
e 
Q 

i 
k 
m 
o 
q 
s 
u 
w 
y 
{ 
> 
DEL 
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3 APPENDIX B 

3.1 COMMAND LINE OPTIONS AND BATCH JOBS 

While invoking MAGNET* there are several command line options you can 
specify. The -SILENT option disables the printing of Severity 1 
messages. (See Section 7 for detailed information on MAGNET 
messages.) The -USER and -OPERATOR (or -OPR) options specify where 
MOUNT and DISMOUNT messages are printed. -USER causes these messages 
to be printed on your terminal. -OPERATOR (or -OPR) causes them to 
be printed on the operator's console. 

All MOUNT and DISMOUNT messages require a reply from either you or 
the operator. At the operator's console* the reply takes the form of 
the REPLY command (see Section 5 ) . The operator* however* should not 
use the following form of the REPLY command: 

OK, REPLY -usrnum -TAPE pdn 

Acceptable forms for the operator arel 

OK. REPLY -usrnum -TAPE GO 

or 

OK* REPLY -usrnum -TAPE ABORT 

After you receive a MOUNT or DISMOUNT message and a prompt 
your terminal* your reply should be one of the following: 

> REPLY -TAPE GO 

c r 

> REPLY -TAPE ABORT 

(>) at 

Any other 
repeated-

response causes the MOUNT or DISMOUNT message to be 

The default communication mode is -OPERATOR. Directing messages and 
replies to the operator's console rather than your input command 
stream allows ycu to build pre-packaged magnetic tape jobs that you 
can run under BATCH. These iobs can be run at any time* with tape 
mount and dismount instructions submitted to an operator prior to 
execut ion. 
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4 APPENDIX C 

4.1 MAGNET ADDITIONAL FEATURES AND NOTES 

4.1.1 Pre-rev 18.4 MAGNET 

The pre-Rev 18.4 functionality of MAGNET is still supported 
four subcommands that still accept interactive dialogue are: 

The 

Subcommand 

POSITION 

READ 

WRITE 

COPY 

Fun^ct^on 

Positions the tape to a file/record 

Reads a file from tape to disk 

Writes a file to tape from disk 

Copies a file from one tape to another 

4.1.2 The POSITION Subcommand 

The POSITION subcommand positions the magnetic tape to a specific 
file and record number. POSITION has two modes? absolute and 
relative. An absolute position causes the tape to be rewound 
before any spacing occurs. A relative position allows the tape to 
be moved forward or backward from the current position-
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OK, MAGNET 
[MAGNET, Pev. 19.0] 
> POSITION 
M T U n = 0 
Relative or absolute? 
File n = 23 
Record tt = 271 
> 

ABSOLUTE 

4.1.3 The READ Subcommand 

The READ subcommand allows a file to be read from a magnetic tape 
and written to disk. It also provides optional unblocking and 
EBCDIC or BCD translation. 

The READ subcommand reouests the unit number* which you must enter 
in the format described under the POSITION subcommand. You then 
enter the magnetic tape file number* which must be a positive 
integer. If this number is greater than zero* the tape is rewound 
and positioned to the specified file number. If the file number 
is zero* the tape is not rewound. 

The next series of questions in the READ subcommand dialogue 
relates to the format of the data on the magnetic tape file to be 
read. The logical record size is the number of bytes in each 
logical record* The blocking factor is the number of logical 
records (line images) contained in one physical tape record. 
MAGNET then asks you for the type of translation* and you provide 
one of the following responses: 

ASCII Spec i f i e s no 
MAGNET writes 
ASCII. 

t ranslat i on 
the data 

between tape and disk, 
to the disk file in Prime 

EBCDIC Instructs MAGNET to translate the data on the tape 
from EBCDIC to Prime ASCII before writing it to the 
disk file. 

BCD Instructs MAGNET to translate the data from BCD 
(six-bit) to Prime ASCII before writing it to the 
disk file. This option is only useful for 
seven-track tapes. 

BINARY Instructs WAGNET to write the data verbatim to a 
binary disk file. The record size is the specified 
logical record size. Packing or unpacking only 
occurs if you are using a seven-track taoe. 
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If you specify either EBCDIC or BCD translation* MAGNET asks if 
the entire record is to be translated or only selected fields. 
This permits bypassing translation of binary fields in EBCDIC 
records (output* for example* by COBOL). For partial record 
translation* MAGNET requests starting and ending column numbers of 
the data to be translated. This input is terminated with a null 
line (CR only). Finally* MAGNET requests the disk output file 
name. The following is an example of a typical READ procedure: 

OK, M 
[ MAGN 
> REA 
MTU # 
Fi le 
Logi c 
Block 
ASCII 
Full 
Enter 
per I 
Termi 
only. 
10*25 
3 5,50 

Di sk 
> 

AGNET 
ET, R 
D 
= D 

U - 1 

a I re 
i ng f 
, EFC 
or pa 
pair 
i ne • 
nate 

ev. 19.o: 

cord length = 80 
actor - 10 
DIC* BCD or BINARY? EBCDIC 
rtial record translation? PARTIAL 
s of starting/ending column numbers* one pair 
Separate each column numbe with a comma. 
entry with a null line (carriage-return) 

(this line is a carriape-return) 
file: FILE.INPUT 

4.1.4 The WRITE Subcommand 

The WRITE subcommand is similar to the READ subcommand* except 
that the file on disk is written to the magnetic tape. WRITE also 
provides facilities for blocking and character translation. 

The WRITE subcommand first asks for the magnetic tape unit and 
file numbers, and then for information on how the data format is 
to appear on the tape. As for the READ subcommand* you must 
specify the logical record size and the blocking factor. You must 
also provide the type of translation, if any. You specify one of 
the following options: 

ASCII Specifies no translation. 

EBCDIC Specifies EPCDIC translation onto tape. 

BCD Specifies BCD translation onto tape. 

BINARY Specifies a binary file. 
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If you specify EBCDIC or BCD translation, MAGNET asks whether the 
entire record or just certain fields are to be translated. (See 
the READ subcommand description for more information.) Finally, 
MAGNET recuests the name of the input disk file. An example of a 
typical WRITE procedure is as follows: 

OK, MAGNET 
[MAGNET, Rev. 19.03 
> READ 
MTU # = C 
File tt = 1 
Logical record length 
B lock i ng factor = 20 
ASCII, EBCDIC, BCD or 
Disk file: SUEFILE 
> 

= 60 

BINARY? ASCII 

4.1.5 The COPY Subcommand 

The COPY subcommand copies a file (or files) from one magnetic 
tape to another. No character translation is provided. The 
magnetic tape transports may be either seven- or nine-track. 

MAGNET requests the FROM and TO tape units, starting file numbers, 
and the number of files to copy. Tc copy an entire tape, you must 
enter a large number (FOT is detected and causes the copy 
operation to halt). The followng is an example of a typical COPY 
procedure: 

OK, MAGNET 
[MAGNET, Pev. 19.03 
> COPY 

*** "FROM" tape information: *** 

MTU # = 2 

Starting file # = 5 

*** "TO" tape information: *** 

MTU U = 6 
Starting file # - 9 

U of files to copy = 27 
Print record sizes? NO 
> 
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4,1.6 Notes on Pre-Rev 18.4 Features 

o All interactive commands now return to MAGNET subcommand 
level, NOT TO PPIMOS LEVEL as in the pre-Rev 18.4 software. 
You must use the QUTT subcommand to return to P R T M 0 S 
command level. 

o Pre-Rev 18.4 MAGNET printed messages indicating completion 
of READ, WRITE, COPY, or POSITION operations. New MAGNET 
does not print these messages. 

o When EOT is detected, the new MAGNET REPLY mechanism is now 
used. In addition, all MOUNT and DISMOUNT messages are 
directed to the operator's console untess you explicitly 
use the -USER command line option. 

o MAGNET now retries all I/O operations up to ten times in 
case of error. Prior to Rev 18.4, MAGNET indicated that an 
error had occurred and whether or not it was a recoverable 
error. New MAGNET does not supply you with this 
information. In additior, all error messages have changed 
(see Section 7 ) . 

o It is recommended that you modify any existing command or 
CPL files to take advantage of the new MAGNET subcommands. 
The old (pre-Rev 18.4) subcommand forms are provided for 
compatibility only. 

4.2 ADDITIONAL NOTES 

User labels are not yet supported. 

In the new forms of 
default translation 
Standard ASCII for 

the READ* WRITE, and MOVE subcommands, the 
code used is Prime ASCII to Industry 
output, and Industry Standard ASCII to 

Prime ASCII for input. The aefault translation is Prime ASCII 
to Prime ASCII for both input and output when you use the old 
forms of the READ and WRITE subcommands. 

o Physical record lengths (LPECL * BFACTOR) should be at least 
2 0 charac ters. 

o ACCESS codes are recognized, but are not 
verified. 

processed or 
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o Pre-Rev 18.4 MAGNET did not write a fiLemarker after EOT was 
detected. This functionaLity was non-standard. New MAGNET 
does write this fiLemarker on output* and expects to read it 
on input. Therefore* some tapes may be incompatibLe between 
the oLd and new versions of MAGNET. 

o To read information from a tape verbatim* specify: 

FORMAT^(VAP/PRIME) for your source tape; 
FORMATr (FIXED) for your destination disk f U e ; 
(0*) transLation for your source tape; 
LRECL=(the-same-large-number) for both source and 
destination; 
and use the MOVE subcommand. 

o Use ASSIGN commands with -TPID options to get the first tapes 
mounted prior to invoking MAGNET. 

o DISMOUNT messages repeat untiL a tape drive is offLine and not 
ready. MOUNT messages repeat untiL a tape drive is both 
online and ready. 

o Use the LABEL command to initiaLize a tape (see Section 6) 
prior to using LabeLLed tape features within MAGNET. 

o For MAGNET messages 152 and 153 (see Section 7)* check for 
tape drives not assigned* powered-down * not ready* or offline. 

o The best value to specify for the BUFFERS option is 3. A 
Larger number wiLL probabLy not produce any increase in speed. 
In fact* speed may decrease due to the Larger amounts of 
st or age accessed. 

o Do not specify a BUFFERS option for the second or Later 
objects in a chain. (For more information* see the 
descriptions of the PREVCHAIN and NEXTCHAIN options in Section 
7.) Buffers that beLong to the first object are reused for 
Later objects. 

o Tape objects should be reused for multiple tape files. In 
addition to opening fiLes on tapes* MAGNET requires that the 
tapes themselves be opened. If you use several objects 
specifying different files on the same tape* the tape is 
rewound each time you specify a different object within a 
READ* WRITE* or MOVE subcommand. It is better* therefore* to 
use the MODIFY subcommand to change filenames or numbers prior 
to using different data transferral subcommands. 

o ALL subcommand names may be abbreviated to their first 
letters. The table below illustrates these abbreviations: 

few 

CLOSE 
COPY 
DECLARE 

CL 
C 
DEC (alternatively* DCL) 
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DELETE 
DISPLAY 
LIST 
LOAD 
MODIFY 
MOVE 
NOISY 
POSITION 
QUIT 
READ 
RENAME 
SAVE 
SILENT 
TRANSLATE 
WRITE 

D 
DI 
L 
LO 
MOD 
M 

N 
p 

Q 
R 
REN 
s 
SI 
T 
W 

You cannot abbreviate options or option values. You can 
abbreviate responses to some of the questions asked by old 
forms of the READ? WRITE and POSITION subcommands. For 
exarrplet to the "ABSOLUTE OR RELATIVE?" question within the 
old form (pre-Rev 18.4) of the POSITION subcommand you may 
respond with an •A• or »P •. 

FORMAT OPTION 

The FORMAT option for disk objects has been expanded. A new 
option value now accepted is UNCOMPRESSED (i.e. 
FORMAT=(UNCOMPRESSED) ) . UNCOMPRESSED format* valid when 
writing to disk files only* is similar to FIXED format except 
that new-line characters are written at the end of every 
record. As in FIXED format* no blanks are compressed. 
UNCOMPRESSED format is the default format used when old-style 
(pre-rev. 18.4) READ subcommands are issued and partial 
translation is specified for EBCDIC or PCD files. 
Uncompressed files are read the same way as VAR/PRIME disk 
files. 

PAD OPTION 

A new option* PAD* has been included for tape objects. This 
option is used when writing files to tape and specifies the 
padding character to use to fill a logical record* 

The default padding character in new-style operations is an 
industry-standard blank character (octal 0 4 0 ) . In old-style 
operations* the padding character selected is either a PRIME 
ASCII blank character (octal 240)* an EBCDIC blank (octal 
100)* a BCD blank (octal POO) or* for BINARY files* zero 
(octal 000)* depending on the user's reply given to the 
"ASCII* EBCDIC, BCD or BINARY" question asked by MAGNET. 

The PAD option is specified in the following manner: 
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PAD = ( »ccc*T) 

where the "c"s specify one or more characters and T is the 
type indicator. Note that the apostrophes MUST be specified. 

There are eight padding types that can be selected. These 
include industry-standard ASCII* PRIME ASCII* BCD and EBCDIC 
as well as BINARY* DECIMAL* OCTAL and HEXADECIMAL numbers. 
These types are indicated by the single letters: 

A industry-standard ASCII 
B BCD 
D decimal 
E EBCDIC 
H hexadec i mal 
I binary 
0 octal 
P PRIME ASCII 

Thus* to specify an EBCDIC blank as a padding character* one 
could use any of the following: 

PAD=(* »E) 
PAD=<*010000Q0M ) 
PAD=(»100*0) 
PAD=(»064fD) 
P A D = < M • 0 • H ) 

(for EBCDIC) 
(for binary) 
(for octal ) 
(for dec i ma I ) 
(for hexadec imal) 

The type indicators (A* B* D* E* H * I* 0 or P) may be in 
either upper- or lower-case. If • A • * • B •» • E • or * P • is 
specified as a type* then only one character must appear 
between the quotes. If •I• is specified* eight digits must 
appear between the quotes. If •D* or •0* is specified* three 
digits must appear between the quotes. If •H* is specified* 
only two digits must appear between the quotes. 

Note that if •A*, »B», *E* or • P* is selected* upper- and 
Lower-case characters are significant within the quotes. That 
i s • 

PAD=(»K»e) 

is not equivalent to 

PAD=(*k »e) 

The first results in a padding value of octal 322* while the 
second results in a padding value of octal 222. 

Because BCD is only a 64-bit code* lower-case characters 
specified map to upper-case pad characters. 
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Release : 19.00 

Date: August 19, 1982 

MAGSAV and MAGRST for Revl9.00 

P rob terns fixed: 

1) The question "Do you want to rewind tape" (asked by MAGSAV if the 
second or subsequent physical reel of a save is not at load point) now 
takes its answer from the TTY stream if the command line option -TTY 
has been given. 

2 ) This auestior is also asked by M A G P S T if the second or subsequent 
reels of a restore are not at load point. 

3) The question "Continue with this reel" Tasked by MAGRST after 
loading a continuation reel of the wrong sequence number) takes its 
answer from the TTY stream if the command line option -TTY is used. 

4 ) Erase and Kilt characters can be used when inputting a tape unit 
number from the Terminal. 

5) If the Tape unit is not assigned? the message 

"Device not assigned. Type "S" to continue" 

is output* followed by an error exit to Primos. If the unit entered 

was in error* typing "S" will repeat the "Unit number" prompt instead 
of repeating the Error message* thus allowing the save/restore to 
cont i nue. 

6) If a multi-reel tape was searched for a logical tape not on the 
first reel* when mounting the second reel* the message "Wrong tape" was 
produced This is because MAGSKP called VALIDA to validate the Reel 
label, without having the first label to validate against! MAGSKP now 
doesn't validate the reels loaded* it just stops at the appropriate 
tape. 

7) POLEP # 40596 
When MAGRST opened the current 
close it again afterwards. 

UFD to see if it was the MFD* it didn't 

8) POLER n 41766 
An extra option has been added to Magsav* to enable it to save UFD 
entries on an incremental save. This is to enable a single incremental 
save to be restored into an empty UFP without having to restore the 



original save. Note that UFDs will be saved even if none of the files 
in them have changed* and this will cause empty UFDs to be created on 
restore. 

9) ***IMPORTANT*** 

If an unrecoverable write errcr occurs in MAGSAV* the error recovery 
action will be printed. 

Error recovery in fagsav is to re-start the save at the last 
"checkpoint". There are 3 checkpoint typesl-

1) at the beginning of the Logical taoe. 

2 ) at the beginning of the Continuation Reel. 

3) at the last prompt "Name or Command" 

Magsav can only recover the save to the CLOSEST checkpoint* which means 
that in the case where more thar one answer has been given to the "Name 
or Command" prompt since the start of the current Reel/Logical tape 
then MAGSAV CANNOT RECOVER THE WHOLE SAVE* but can only restart using 
the last answer to "Name or Command". 

This limitation has always been present* but has never been documented* 
and no warnings were produced. Magsav now recognises the recovery 
action possible and prints a message after an unrecoverable error. 
There are 3 messages to go with the 3 checkpoint typesl-

1) If the reel number is 1 and there is only one "Name or Command" 
answer SINCE THE START OF THE LOGICAL TAPE then the message is 
"Restarting current logical tape". 

2 ) If the reel number is > 1 and there is only one "Name or Command" 
answer SINCE THE BEGINNING OF THE CURRENT REEL then the message is 
"Restarting current reel (reel n ) " where n is the current reel number. 

3) If there has been more than one answer to "Name or Command" during 
the current reel* then the message is 

••WARNING*** 
Unable to recover to beginning. 
Restarting at name <answer to last prompt> 
If you continue* you will have to keep the Reel which failed. 

In this case* the failed reel will contain some of the save* and thus 
must be kept even though is is not complete. An alternative is to 
RESTART THE ENTIRE SAVE AGAIN. 

10) Magrst now sets the DTV on files restored from tape correctly. It 
also sets DTM and protection on UFDs if they didn't already exist. 

11) POLER 45426 
The tape error handling in Magsav has been re-worked. Versions 2 & 3 



of the tape controller (Integrated formatter* and GCR formatter) now 
use the EPASE comrrand to recover from tape write errors. Versions 0 & 
1 (Kennedy formatters) will continue to use File Marks for recovery, 

12) The error recovery on labels has been improved* Error recovery 
will now be applied on every label* not just labels on the first 
logical tape. The number of retries when writing the label has been 
increased fror 5 tc 20. If the label is successfully written AFTER 
recovery has taken place* the number of retries will be printed. If 
the label cannot be written* the reason for failure will be printed. 

New error messages for this scheme ?rel-

Unable to write File Mark. 

Unable to Backspace. 

Unable to find File Mark. 

Unable to Erase tape. 

Recovery retries exceeded. 

Hardware status: <status> (except retries exceeded) 

13) POLER M8252 

The megtape boot has been changed as follows:-

The default speed of the bootstrap is now 3 00 baud instead of 110 baud 
as before. 
If the file being restored is a DOS runfile (i.e. normally *D0S64) 
then setting switch 13 (add •lO on a VCP) will, cause the boot to 
restore the file* relocate DOS* patch the speed settings from itself* 
and start DOS at the correct place. 

Example: 

CP> B0 0T_15 
TREENAME= iD0S6>i 

PRIMOS II REV 19.0 01/22/82 (AT 17000C) 

OK: 

14) POLER # 37054 

The default for the $ A command is now to search all disks* not just 
logical device zero. 

15) abbreviation for -NO ACL chanced from -l\iA to - N C A 



Mooifications for Rev 19.00 

1) Quotas are saved by MAGSAV and restored onto NEWLY CREATED ufd»s by 
MAGRST. Existing UFDs do not have their Quota overwritten. 

2) Default is now 2048 word variable size blocks (-VAR). To write 512 
word fixed records use the option "-P3 0 0"• To write 1024 word fixed 
size blocks* use -LONG. 

Mote that the option -P300 also supresses ACLS. 

3) New option "-N0_ACL" (abbreviation "-N0A") suppresses the saving of 
ACLS and ACL references. 

4 ) MAGSAV will no longer run on an OLD partition. 

5) MAGSAV will no longer prod Li ce Pre-revl2 tapes* the SOLD command has 
been removed. 

6) The $ VALID command has been removed. 

7) Magsav now saves category acls* and acl references on objects and 
Magrst will restore Acls and references if they do not already exist. 

8) Under Primos II* neither ACLS nor QUOTAS are saved OR restored. 

9) Command line options in MAGRST and MAGSAV may not be abbreviated 
using the old "Leftmost substring" algorithm. 

10) Tapes made by Magsav have a new tape class which enables Magrst to 
identify the tape. Tapes marie by a pre-revl9 "agsav will produce the 
message 

(Pre-Revl9. Tape) 

Tapes maae by revl9 magsav using the -C'0__ACL option (or under Primos 

11) produce the message: 

( R e v 1 9 tape without ACLS) 

IMPORTANT 

If either a Rev 19 tape without acls or a Pre-re\/ 19 tape is restored 
into an ACL protected tree* the password UFDs on the tape will be 
restored as Def aul_t_p_r_ot_ecled_ACL_UFDs • 

When an acI•ed ufri with a password is MAGSAVed the password is ignored. 
This is a file system problem which is known about. 



S U B J E C T : MAKE 

R E L E A S E : 19.0 

DATE: January 22* 1982 

NEW F U N C T I O N A L I T Y : 

Make at rev. la will support the 34MB* 68MB* 160MB* and the 600MB 
in addition to the 80 and 300MB«S* C M D • S and floppies. The new drives 
have a variable number of cylinders and a new mechanism has been 
implemented to take this into account. 

In order for MAKE to determine the number of cylinders used on a 
particular drive* it must ask through a series of questions for the 
drive type. The number of cylinders is stored in word 7 of the DSKRAT 
header for future use. 

To provide diagnostic capabilities* the last 2 cylinders of a 
Winchester disk will be reserved. This is done transparently to the 
software. A file system partition is set up using 2 less cylinders. 
The RAT size and records in partition field are set up appropriately. 
Note: These tracks are not mapped out using the badspot mechanism. 

Badspots will now be mapped out on a record basis in order to 
reduce the amount of lost storage due to mapping out a complete track. 
This will happen automatically when MAKE finds a bad record in its 
write or verify phase. If badspcts sre being entered by hand* MAKE 
will prompt for record based badspots. 

For support of the 40 head 600MP drive* MAKE will now use the full 
5 bits in the number of heads field of the PDEV. This allows a maximum 
of 31 heads in a partition. 

A worst case test pattern is now used in the 
record to more carefully screen for badspots. 

data portion of a 

In the case of a split paging partition* the whole partition will 
now be initialized* not just the file system portion. This will 
generate a useful badspot file for use by the preloader. 

A new command argument (-AUTO) has been added in order to generate 
a badspot file without the need for user intervention. This ability is 
needed because of the increased number of possible 
in the hundreds• 

badspots* possibly 

the 
The total 

end of the 
number 
make . 

of records lost to badspots will be reported at 

PROBLEMS FIXED: 



The PACK NAME will now be converted to upper case before being 
written to the pack. 

MAKE will continue if BADSPOT not entered into BADSPT file. 

The number of badspots will be reset when PARAMETERS OK? question 
is NO. 

OUTSTANDING PROBLEMS 

none. 

ENVIRONMENT: 

Normally used on a REV 19 system • must use OLD option in order to 
generate an old style badspot file. 

BUILD and INSTALL PROCEDURE: 

standard 

FIXRAT 

1. Modified to ignore Rev. 19 ACL's and QUOTA»s. 

2. Modified to conform to Rev. 19 Master Disk Standards. 

* NOTE: All products have been modified to conform to master disk 
standards. For a description of these modificationsf please 
read INF019>STANDARDS.RUNG. 

MAKE 

Clarified questions asked about physical device type 
"80 OR 300MB STORAGE MOD" -> "STORAGE MODULE OR CMD" 
Inform user these are YFS or NO questions. 



Subject: PHYSAV* PHYRST 

Release: 19.0 

Date: August 19* 1982 

1 New Functionality 

1.1 Badspot Handling 

A new format RADSPT file has been defined in which an individual bad 
record can be flagged* rather than the whole track containing the 
bad record. PHYSAV has been modified to use this new format. 

Badspot handling has been added to PhYRST so that records are not 
written to badspots but are mapped to the first available free 
record on the target partition. 

In order to ensure that badspots are handled correctly* the 
following guidelines should be followed: 
1) The Record Availability Table for each source partition should be 
correct. To ensure this is so* FIX_DISK can be run. 
3) There should be enough free records on a source partition being 
saved for records falling on badspots an the taraet partition to be 
relocated to. 
3) To be safe* it would be wise to keep copies elsewhere in 
filestore of all B ft D S P T files in case of accidental loss. 

To clean up a disk after badspot handling has taken place* the 
FIXRAT replacement FIX_DISK must be used. If FIX_DISK is not 
available then badspot handling must not be performed. The new 
command line option -N0_BADS has been provided in PHYRST to turn off 
badspot handling. 

Example: PHYRST -N0_BADS 

1.2 New Option to PHYSAV 

A new option* -LOWEND* has been added to PHYSAV at rev 19.0 to 
enable users to gain maximum performance. This option should be 
specified when running PHYSAV on any machine below a P750. 
!\i.B. If -LOWFND is not specified for a machine below a P750 then a 
performance degredation will occur. 



2 Fixes 

POLEP 32189 has been fixed at rev 19.0. PHYSAV now works when a user 
uses REN after having broken-in when asked the cuestion • W R IT E NEXT 
LOG. TAPE <YES/N0>?f. 

PHYSAV can now write more than one logical tape when used with an 
Integrated Formatter. 

Physav will now save partitions of up to 40 heads (600 support). 

Physav will now cope with EOT when performing a GAP operation during 
error recovery and continue correctly onto the next tape with the same 
logical tape number. 

Physav will now work when user types REN after having broken in when 
given the message «END OF REEL. POUNT REEL* and then *UNIT M0:» 

Phyrst will not now tell user to run fix_disk when in verify mode. 

3 Error ^essaaes. 

•EOT DETECTED WHILE DOING ERROR RECOVERY WILL CONTINUE WITH SAVE*. 

IF EOT is detected while Physav is recovering from ar unrecoverable 
error then the current record will be saved and written on to the next 
reel. Physav will write the trailer labels on the current tape and ask 
for the new tape and continue. 

•IF YOU DO NOT WISH TO CONTINUE WITHOUT BADSPOT 
HANDLING YOU WILL NEED TO RE-MAKE PARTITION xxxxxx' 

This message is sent whenever the target partiton cannot accommodate 
the source partition (usually occurs when the source was full and the 
target has more badspots than the source). This message will appear in 
conjunction with the message -

•NO FREE RECORDS ON PARTITION xxxxxx* 



ABSTRACT 

This document describes the Changes made to PMA for PRIMOS release 19.0 

1_PMA 

There is one bug fix to PMA for rev 19.0. PMA will now correctly 
handle Source file names with passwords in the directory portion of the 
treename. 

2_P85 0_Sup_p_ort 

The following mnemonic Opcodes are now implemented 
ENBL« EMBM, and ENBP, 
INHL* INHMf and I^HP. 

3_£3 0J)._SuP£ort 

The FRAC instruction has been removed from PMA at rev 1.9.0. The instruc 
t i en 
only existed on the D300 with special hardware and was never implemente 
d on 
the P400,P500» or the 50 series. 
Sup_£ori_ip_£_tihe_P3 0£_wa^_d£O££ed_at_£ev_15i0. 
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This document contains aLL new functionality and POLER bug 
fixes for Revision 19.0 of PRIMOS- Certain portions of this 
document must be read in order to upgrade from Rev 18 to Rev 
19 (eg. section 1.3» "Conversion to revision 19 of PRIMOS"). 



3 Switch 4 up? Switch 5 up. Fully automatic. 

Physical device is automatically started up from front panel 
switch setting as above. 

Primos is then automatically brought U D from the pathname saved in 
the PRIMOS command. 

1.1.4 £ x.a_m£ie_ _o f _C o_ld s.t.3 r t._u s_in £j_De y j.c e_4 6 0 

Assume Primos runfiles are in a directory called OPSYS. 

o Power on. 
o Turn rotary selector to Stop/Step 
o Master clear. 
o Turn Address/Data switch to Address. 
e Set •10 114 in the sense switches 

(switches 4* 10* 13* 14 u p ) , 
o Turn selector to load, 
o Press Start. 
o Turr selector to Run. 
o Type PPTMOS OPSYS on the system console. 

To reboot the system: 

o Turn rotary selector to Stop/Step 
c Maste r Clear 
o Turn Address/Data switch to Address. 
o Set '14114 in the sense switches 

(switches 4, 5* 10* 13* 14 u p ) . 
o Turn selector to Load, 
o Press Start . 
o Turn selector to Run. 

1.1.5 P agi.n CJ_S p_a c e_f_e flu ire m en t,s 

Prior to Revision 19* space on the main and alternate paging disks was 
allocateo in segment-sized (128KB) blocks* except for Operating System 
Kernel Segments which were truncated to the 16KB boundary nearest their 
actual size. 

This resulted in wasted space due to the fact that most segments are 
much smaller than 128KB. 

At Revision 19* kernel segments are allocated paging space in the same 
way (truncated to 16KB boundary nearest their actual si z e ) . 

All other segments are allocated space on demand in units of 16KB. 
This means that if one never accesses beyond the first 8 pages of a 
segment* -for example* only 16KB of paging space is ever used up by the 
segment* a savings of 112KB over Rev. 18. 
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This change should make it possible to support many more segments 
within a given paging disk size than under Rev. 18* P_£ovi.ded most of 
the segments are sraller than full size. 

This change does make it much more difficult to compute the amount of 
paging space required to support a given user load* because it may not 
be known how iarcje the segments will be even if it is known how man^ 
segments there will be. 

It is possible to compute worst_-case requirements* as follows! 

space for 24 kernel segments = 1536 records max. 

space for (nusr) ring 0 stacks = (nusr)*16 records max. 

space for (nusr) ring 3 stacks = (nusr)*64 records max. 

space for N user segments = N * 6 4 records max.• 

total space reouired = (153f>+(nusr)*8Q + N*64) records max. 

Note that the total number of segments per system remains as 1022 
(including all kernel segments). The maximum number of segments per 
user remains configurable (via NUSF~G) up to 240. 

I«.2_PRIM0S_S0URCE_DIR EC TORY 

This section describes the structure of the Primos source directory. 
Currently it is: 

PRIMOS (ufd) 

(sub_di rectories) 
KS kernel operating system source 
FS file system source 
R3S ring 3 command environment source 
CPLS command procedure language source 
IMS n e t w o r k i n g s o u r c e 
N P X S ring 3 n e t w o r k i n g s o u r c e 
CS c o m m u n i c a t i o n s o u r c e 
E S e m u l a t o r s o u r c e 
P JES RJE e m u l a t o r s o u r c e 
PS Primos source for pll functions. 
INSERT insert files for Frimos source modules 

(utilities) 
VPSD Primes vpsd command source 
PRMLD Primos pre-loader source 
MAPGEN Primos mapgen utility source 
FIND_0BJ Primos utility for build 
USAGE Primos Usage command source 

(fi les) 
(Segment run-file imactes) 

CONFIGURATION*!- AND OPERATIONAL MODIFICATION page 



PR 0 00 D 
PR0010 
PR0014 
PR0033 
PR0067 
PR6000 

PR0004, 
PR0011, 
PR0015, 
PR0034, 
PR0070, 
P R 6 0 0 3 

PRO 0 05, 
PR0012* 
PR0022, 
PR0037, 
PR0141 , 

P R 0 0 0 6 
PR0013 
PR0032 
PROQ40* 
PR0142* 

*COLDS 
PRIMOS 
RINGO.MAP 
RING3.MAP 
RINGO.LOAD 
RING3.L0AD 

Cold start run-file image. 
Pre-loader run-file. 
Seg map for Ping 0 Primos 
Seq map for Ring 3 Prirros 
Template for Ping 0 Primos 
Template for Ring 3 Primos 

load 
load 

VERSION_STAMF.CPL prints version 
(build tools descibed below) 

number of Primos build. 

1.2.1 Bu_i!d_Too l_s 

The basic procedures for building PRIMOS have been converted to CPL 
build tools. All tools are designed to be executed while attached at 
the UFD level. 

liiiiii-EEIilOSiPUILDiCPL 

Usage: R PRIMOS.BUILD (version_number} {-load} 

This tool will re-build all cf P M m o s operating system and associated 
utilites. New cold start run-files and maps are also created. The 
default version number is 19.o; and the output file PRIMOS.COMO is 
created. The '-load* option will perform only the load procedure for 
both ring 0 and ring 3. 

li2 :l ±2_C0MPILE.CPL 

Usage: R COMPILE (source_t ree> -C-no_ccmo> 

This utility is a compiling tool tailored for a PRIMOS directory. If 
source_tree is omitted then all the standard Primos source 
sub_directories described above are compiled. If source_tree is solely 
a filename all sub-directories are searched for the file. If the 
language suffix is omitted on the filename then a search is performed 
for file.CPMA F T N P L P ) . Also, any unclaimed arguments are used as 
compiler options overriding the default of • -b Oobj>fiIe.BIN -I no •• 

E.g. r compile ks 
r compile ks>ainit.ftn 
r compile ainit 
r comDile ks>ainit -b no -I ainit.list 
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Ii2.li3_.L0 AD. CPL 

Usage: R LOAD <detafile> -ripe {Q, 3} {-version version_number> 

This tools performs the load for a Primos build. 

The datafile is a template used for the Primos load* defaults are 
RINGO.LOAD and RING3.L0AD. 

li2il.4_MgVSYS.iCPL 

Usage: R MOVSYS <source_pathname> <destination_pathname> 
{-a I I > -Oepsys} 

This tool is tailored to move parts of the PRIMOS ufd. The default is 
•-opsys' which moves all run-files ( P R x x x x ) * PRIMOS* *C0LDS* 
VERSION_STAMP.CPL* PINGO.MAP, and PING3.MAP. Both source and 
destination pathnames must be specified. 

1.3 CONVERSION TO REVISION 1° OF PRIMOS 

__3____n_roduc___n 

At revision 19 of Primos* many new and powerful features ere provided 
to the system administrator which allow him or her to control use of 
the system's resources mere stringently and accurately than ever 
before. Furthermore* many user convenience features have been added to 
Primos* allowing both novice and experienced users to utilize more of 
the power of the Prime processor. Unfortunately* as with any changes 
of this nature* some conversion effort on the part of the system 
administrator and site operators is required. This section describes 
the use of the conversion tools provided by PRIME at rev 19. The 
tools* along with the procedures described below* should be followed as 
closely as possible for best results. 

1.3.2 M as t e r _D____lQ. s____a__on__n s t ructions 

For general information on installation of a new Master Disk Release 
please reference IIMF019MN STALL.RUNO. Note that the conversion tools 
will perform many of the tasks described in this document 
automat i caI ly . 

__3i3__hat____£ec|uired 

Before you begin the conversion* you should have the following things 
immediately available to you: 

o A system currently running revision 18.3 or 18.4 of PRIMOS. 
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o A disk partition onto which revision 19 software can be 
loaded. 

o M A G S A V tapes containing (1) the TOOLS directory (see section 
3.2). (2) the Ul partition of the Master Disk (see section 
3.4)* and (3) those portions of the CI partition which are in 
use at your site. 

o A blank magnetic tape or spare disk partition for backup pur
poses. 

o A file containing a list of top-level UFD names which you do 
NOT want to be " loginable" (the "exception file"). 

o This document* or the Installation/Conversion Guide 
(DOC-xxx-190). 

o The System Administrator•s Guide (DOC-5037-190>* specifically 
those portions dealing with ED IT_PR0FILE• FIX_DISK* and 
MAGSAV/MAGRST. 

In addition* before startinc you should be familiar with: 

o This section of this document. 

o EDIT_PROFILF* the revision 19 utility which supports User 
Profiles. 

o FIX_DISK* the revision 19 utility which supersedes FIXRAT. 

o MAGSAV and MAGRST* the PRIMOS logical backup utilities; 
PHYSAV and PHYRST, the PRIMOS physical backup utilities? 
or C0FY_DISK* the PRIMOS physical disk copy utility. 

li3i4_Conve£s_i_on_Pro£edujre 

This section describes the actual conversion procedure. It is 
extremely important that it be followed in the order given* and that no 
steps not specifically indicated as optional be omitted. 
Most of this procedure applies to initial installation of revision 19 
as well as to conversion from rev 18 to rev 19. Portions of the 
procedure which may be omitted during initial installation are so 
marked. 

ii3i4ii_S£e2_l__--_Pac.k__up__e x.i.st 1 ncj_p_a rt.2t.i0n 

If you are going to use the existing command partition to run rev 19* 
you should make a backup copy of the current command partition in case 
problems are encountered during the conversion. You may do this using 
any of the PRIMOS backup utilities: MAGSAV* PHYSAV* rr C0PY_DISK. 
This step may be omitted if either (a) you are using a different 
partition for rev 19 than your existing command partition* or (b) this 
is an initial installation. 
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Ii3iii2_Ste£_2_2Z_koad_the_T00LS_dj.rectorx 

The TOOLS directory contains the tools which make converting from rev 
18 to rev 19 easier. These tools include: 

o CONVEPT_PROFILE to generate the User Profiles database 
o L0AD_19 to load revision 19 Master Disk software 
o CONVERT_ACLS to protect PRIMOS directories with ACLs 

You should load this directory from the first logical tape* which 
should have the name TOOLS* onto the command partition using M A G R S T • 

Iilii-.3_Ste£_3_2Z_Rui2_£0^YFRT_PP0FILF 

CONVERT_PROFILE is contained in the TOOLS directory. It is used to 
generate input for EDIT_PR0FILE* the PRIMOS Profile Editor. This input 
tells EDIT_PROFILE who the legal users of your system are* and what 
their initial attach points (login UFDs) and login passwords are* 
CONVERT_PR0FILE is designed to do this for you as automatically as 
possible. It is invoked with the following command line: 

R T00LS>C0MVFPT_PR0FILE C<packname_list>H C-No_Query: C-DeBugl 
E-Mfd_PassWd (password)] 

If no < 
partiti 
to crea 
If neit 
must su 
-MFD_PA 
need no 
the cor 
the MF 
convert 
The -NO 
a Iterna 
run • I 
warni ng 
IDs may 
" $"• an 
The -DE 
writing 
detaile 
display 
CONVERT 
up the 
asked a 

pac 
on) 
te 
her 
ppl 
SSW 
t s 
rec 
D 
i ng 
_QU 
te 
f -
me 
CO 

d " 
BUG 
f i 

d v 
ed. 
_PP 
rev 
re: 

kname_ 
is co 

the li 
pass w 

y the 
D opti 
upply 
t owne 
0 wne r 
• 
ERY op 
user I 
N0_GUE 
s sages 
n t a i n 
_"» an 
opt 10 

1 es i 
e rs i on 

No rm 
OFILE 
19 Us 

list> is given* only logical 
nverted. Otherwise* all par 
st of legal users, 
ord on the MFC of logical de 

owner password for the 
on. If at Least one of the 
this parameter* but CONVERT_ 
r password. CONVERT_PROFILE 
passwords of any other 

device zero (the command 
titions listed will be used 

vice zero is "XXXXXX", you 
MFD. This is done with the 
passwords is "XXXXXX"* you 
PROFILE will prompt you for 
will always prompt you for 

partitions which you are 

tion prevents CONVFRT_PROFILE from asking you to supply 
Ds for any illegal IDs which are encountered during the 
RY is specified* all illegal IDs will be skipped* but 

will be printed for each one found. Note that user 
only letters* digits* and the special characters "."• 
d must begin with a letter. 
n causes CONVERT_PROFILE to execute in a test mode* 
nto the current directory rather than TOOLS. Also* a 
number which may be of use to your analyst will be 

ally* you should not use this option. 
will ask you various questions in order to properly set 
er Profiles database. The questions which will be 

MFD owner passwords for each partition to be converted* plus that 
for the command partition regardless of whether it is being 
converted. These are required so that passwords may be read. 
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The Systerr A d m i n i s t r a t o r n a m e . At rev 19* a special user called 
the System A d m i n i s t r a t o r (SA) e x i s t s . This user is the most 
powerful user on the system aside from user 1. R e s p o n s i b i l i t i e s of 
the SA. include a d m i n i s t r a t i o n of the User Profiles databases and 
allocation of system r e s o u r c e s * as des c r i b e d in the S^st.em 
A d m i n i s t r a t o r ' s G u i d e . 

file* created in the The name of an "exception f i l e . " This is a i ice* c r c m e u in m e 
editor* which contains a list of all top-level UFDs which you to 
not want to be legal user IDs on your rev 19 s y s t e m . These UFD 
names should be entered one per line. *>-•*•- ^ >-- ̂  r,̂ T.<r- _ • • _ _< 
d i r e c t o r i e s such as CMDMCO 

Note that PR I ME-suppIied 
M F D are a u t o m a t i c a l l y skipped by 

When 
ref e 
norm 
i gno 
As C 
user 
skip 
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RT_PR0 
mo re 
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the 
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finished* a CPL program called 
placed into the TOOLS directory. This 

EDIT_PROFILE» and must_be executed by_ y_ou 
r s_ w i_JL i_ b e_ a jAowi e d_ t_ o_ l. o Q±n • 
FILE at any time b e f o r e b r i n g i n g up rev 1 9 . 
than once for t e s t i n g p u r p o s e s if you so 
h o w e v e r * that your final run take place 

c o n v e r s i o n so that the most u p - t o - d a t e 
I T _ P R O F I L E . 
uring initial i n s t a l l a t i o n . 

Prior to rev 19* you may have loaded PRIME s o f t w a r e p i e c e m e a l - - t h a t is* 
PR I M O S at one p o i n t * c o m p i l e r s at a n o t h e r * e x t e r n a l c o m m a n d s at yet 
a n o t h e r * e t c . B e c a u s e of the c o m p l e x i t y of f e a t u r e s at rev 1 9 * this is 
no longer p e r m i s s i b l e . D u r i n g this s t e p * you MUS T load the f o l l o w i n g 
s o f t w a r e : 

o P R I M O S (PRIPUN d i r e c t o r y ) 
o DOS (PR I M O S I I , D OS d i r e c t o r y ) 
o All e x t e r n a l c o m m a n d s (C M D N C 0 * S F G P. U N * d i r e c t o r i e s ) 
o S h a r e d s e g m e n t s (SYSTEM d i r e c t o r y ) 
c L i b r a r i e s (LIE* S Y S C O M , S Y S O V L d i r e c t o r i e s ) 
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o HELP files (HELP* directory) 
o BATCH (BATCH0 directory) 
o SPOOLER (SPOOLG directory) 
o PJE (RJSPLQ*) 
o PRIMENET software* if you have it (PRINET/PRIMENET* dirs) 

The L0AD_19 tool loaded in Step (2) will correctly load all 
non-chargeable software listed above. You use L0AD_19 by typing: 

R T00LS>L0AD_19 C-MFD_path <pathname>] [-DRIVE <drive_num>] 
ODeBuqD 

the 

If neither of the MFC passwords is "XXXXXX"* or if you want to load 
your software onto a partition other than logical device zero* you must 
specify the correct pathname of the MFD* including partition name and 
owner password* with the -MFD_PATH option. 
The -DRIVE option indicates the magnetic tape drive number on which the 
tape containing the Ul partition is loaded. If this option is not 
given* L0AD_19 will ask you for the drive number. 
The -DEBUG option provides analysts with a detailed version number 
which may prove useful for debugging purposes. It is not normally 
used. 
L0AD_19 serves two purposes: First* it loads the Master Disk software 
required to run revision 19. Secondly* it makes sure the names of all 
software in non-chargeable directories complies with the new standard 
for filenames (suffixes) which is supported at rev 19. In particular* 
all R-mode run files (except external commands which run under PRIMOS 
II) must end in ".SAVE"* and all library files must end in ".BIN". 
Note that since this is done before the rev 19 software is loaded* your 
rev 18 software will have the .SAVE and .BIN suffixes. This should not 
affect operation of rev 18. 
The tape loaded in this step should be named M190U1. 

Ii3±4±5_Ste£_5_-2_Load_PRiMENET_software 

If you use PRIMENET, you MUST load its revision 19 software before 
attempting to bring up rev 19. You should do this by reading the tape 
containing the PRIMENET software with "HAGRST . 18" . NOTE that since 
MAGRST is now a rev 19 MAGPST* and since rev 19 MAGRST will not run 
under rev 18* your old MAGPST will be renamed MAGPST.18 so that you can 
restore additional tapes after the Master Disk software has been 
loaded. (If you are loading rev 19 software onto a SDare partition* 
this will not be true; you may continue to use MAGRST.) 
If you are converting from rev 18 to rev 19 and already have a 
PRIMENET* directory on your command disk? you should attach to PRINET 
and type 

COMI PRINET.INSTALL.COMI 

If you are installing rev 19 initially* or 
directory* attach to PRINET and type 

do not yet have a PRIMENET* 
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COMI PPINET.INTTTNSTALL.COM! 

iiIiiii_Step__6_--_Boot._Revision_j.9 

At this point all software has been loaded* and you should be ready to 
go. Bring down your rev 18 system in the usual fashion* and boot rev 
19. In order to use the new automatic boot facilities of rev 19 to go 
directly to PPIMOS* type 

BOOT 14114 

instead of BOOT 114. This will boot PRIMOS from the PRTRUN directory. 
You need not enter the physical device number or type "R PPIMOS" under 
PPIMOS II. Note* however* that BOOT 14114 assumes that you boot your 
system from the top partition of drive zero* controller zero. If you 
normally boot from another device* or have been using a partition other 
than the top partition of a device for booting PRIMOS* you should refer 
to the S_y_stem_0£erato£ls_Gu.ide for information on how to boot from 
othe r devi ces. 

1.3.4.7 Step 7 -- Execute PROFILE CONVERSION 

You ere now running rev 19 PRIMOS. Before users will be allowed to 
login* however* the User Profiles database must be set up. 
you generated input to accomplish this back in Step 
CONVERT_PR0PILE. Mow you complete the process by typing 

Recall that 
(?) with 

R TO0LS>PP0FILE_CONVEPSION 

After you have done this* your rev 19 system is up and running 
normally. Users will see virtually no difference in terms of logging 
in and using the system. All directories are still password 
directories* and disk Quotas are not enabled. In order to enable use 
of ACLs and Quotas* you must continue to Steps (8) and (9). 

I«3±4J.8_Step__8_--_yse_ElX_D2SK_to_c^ 

Before you can use ACLs and/or Quotas* you must use FIX_DISK to format 
your disks for rev 19. You do this by invoking FIX_DISK with the -FIX 
and -C0NVERT_19 options. (We recommend that you also use the -DUFE and 
-CMPR options* out you need not.) You must do this for each partition 
which you want to support ACLs and Quotas. If you are converting the 
command partition* you must use the -CO^DEV option as well. 

NOTE 

Under NO circumstances should you use FIXPAT under rev 19. 
FIX_DISK will work correctly on rev 18 partitions? we recommend 
that it be used all the time* regardless of whether or not 
partitions have been converted to rev 19 and regardless of whether 
or not they have ACLs or Quotas on them. 
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The Lest tool in the TOOLS directory which you will need is 
CONVERT_ACLS. This routine converts the MFD and all non-chargeable 
directories to standard ACL protection. The SAD (User Profiles 
database) and 3ATCHQ are converted by ED I T_PROFILE: and BATCHfs INIT 
tool* respectively. Both these utilities are invoked automatically by 
CONVERT_ACLS. 
CONVERT ACLS is invoked as follows: 

R TO0LS>CONVERT ACLS C<partition_names>: C-Mfd_PassWd <pw>] 
[-DeBugD 

If a list of <partition_names> is given* the MFD 
partitions is converted in addition to the comm 
is given* only the command disk is converted. 
The MFD password need be supplied only if neithe 
non-owner password of the MFD on the command dev 
The -DEBUG option prints detailed version inform 
It should not normally be used. 
CONVERT_ACLS will ask only for the System Admini 
name must be the name given to CONVFPT_PROFILE. 
COMVERT_ACLS may be run orly from the syste 
registered System Administrator. Note that the 
not registered by PRIMOS when PROFILE_CONVEP 
order to register the System Administrator the f 
be rebooted. Once the initial System Admin 
however* subsequent changes to the System Adm 
through ED IT_PR0FILE) will be recognized immedia 

s of each of the named 
and device. If no list 

r the owner nor the 
ice is "XXXXXX". 
ation for your analyst. 

st rator name. The S A 

m console or by the 
System Administrator is 
SION is fi rst run • In 
irst time* PRIMOS must 
istrator is registered* 
inistrator name (made 
tely. 
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NEW FEATURES 

2•1 ACCESS_C0NTROL_LISTS 

A completely new method of protecting files in the file system has been 
implemented. Called "Access Control Lists" ( A C L s ) » the method allows a 
list of users and access rights to be associated with any file* 
specifying who may use that file and in what ways. 

We believe this to be a far superior method of protection compared to 
the directory password scheme* and that it will be to most users' 
advantage to convert as soon as possible. 

Passworded directories continue to be supported* and may be converted 
to ACL directories on an individual basis using tools we have provided. 

Refer to Chapter 5 for complete details. 

2.2 CHANGES_TO_ATTACH_SCANS 

This sectior describes the changes in the way attach scans work at rev 
19. To review* an attach scan takes place when a call is made (1) to 
AT1ANY (see above)* (2) to ATJ with a pathname which begins with a 
directory name* or (3) to ATCH$$ with an LDEV of '100000 and the KSIMFD 
key. Attach scans also occur when the ATTACH command is giver with a 
pathname which begins with a directory name. 

2i2ii_Rev_i8_attiach_scans 

On rev 18 systems* attach scans stopped whenever an error was 
encountered or an object with the given name was found in one of the 
MFDs. Remote portions of the scan* once initiated on a given system* 
did not stop unless the directory was found (that is* all errors were 
ignored). Thus* rev 18 attach scans were inconsistent: if an error 
was encountered locally* the scan was halted? if a network error 
occurred during the remote part of a scan the scan was halted? 
however* if an error occurred on a remote system as part of the scan* 
it was i gnored. 
Thus* at rev 18* attach scans could stop with a variety of errors* 
including ESFNTF (not found)* EJNTUD (not a UFD)* ESNETE (network 
error)* and E$BPAS (bad password). 

2±2r2_Chanaes_at_Rey_19 

In order to make attach scans more logical and consistent* 
the following changes were made: 

at rev 19 

1) Both local and remote scans stop on only two types of error: 
ES NP IT (Insufficient access rights) and FS8PAS (Ead password). All 
other errors are ignored. 
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2) MFDs to which the user coes not have Use rights are skipped. 

3) If the attach does not succeed for any reason other than the two 
mentioned above* error code ESNFAS (Top-level directory not found 
or inaccessible) is returned. 

2.2.3 How an attach scan works at rev 19 
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Note that changing the order of the disks in the logical device list 
may alter the results of an attach scan* and further that the error 
codes returned by ATSABS (which searches only a single MFD) will in 
some cases not be the same as those returned by ATSANY for the "same" 
directory. The reason these differences exist is that when an attach 
scan is initiated there is no way of knowing what partition the user 
wishes to search* and therefore all errors must be non-specific. 

Network errors occurring during the remote portion of an attach scan 
are ignored. The search continues with the first disk in the list 
which is on a system different from that on which the error occurred. 

MFDs for which the user does not have Use rights are skipped during the 
attach scan. 

2i2.ri_Imp.act 
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Pights : 
Attached to: 
Pights : 
Attached to: 
Rights: 

Rights : 

<CMD> 

U 

U/NONE 

U/NONE 

LU 

<HISDSK> <CMD>MYUFD <HISDSK>MYUFD 

U 
(here) 

U NONE 

U/NONE NONE 

NONE 
(Error E$NRIT) 

U 
(here) 
NONE 

(Error ESNFAS) 

ASSIGNABLE AMLC LINE IMPROVEMENTS 

2.3.1 Introduction 

Primos operatinc system has long supported the concept of "assignable 
amlc lines". This functionality allows a user to own and control the 
I/O for a particular amlc line. In many installations* peripheral 
devices such as printers* plotter etc. are used via assignable amlc 
lines. 

This document describes improvements to the internal mechanism within 
Primos for assigned lines. This document is written for readers 
already familiar with the assigned amlc line functionality of PRIMOS. 
Please refer to Primos command manual and the System Administrators 
Guide for additional information. 

2r3:2_Enhan£ement_sJ_ 

A) Currently the only method to assign a line is via the Primos ASSIGN 
command. Some applications required the user to type the ASSIGN 
command for the desired amlc line* then execute the application. 
Currently user programs achieve the same result* internally* by calling 
CP$( 'ASSIGN AMLC...»). 

A new direct entrance call* A S N L N $» has been added thus 
programs to request the assignment of a line directly. 

allowing user 

B) The meaning of the internal table LET (line to buffer) has changed. 
Currently the LBT entry contemns the line number and current owner of 
the line. The LBT now contains the state of a line regarding it's 
assignability. The table is indexed by line number. 

The table entry is defined as follows: 

-1 = > line is not assignable. (Normal Primos user at command level) 
0 => line is assignable by any user. 

>0 => line has been assigned* LBT entry contains owner. 
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1 CONFIGURATION AMD OPERATIONAL MODIFICATIONS 

1.1 BOCTSXRAP_PROCEDUPE 

At REV 19* Primes may be coldstarted using a procedure that takes the 
system fror depressing the start switch to Primes in one step* This 
procedure uses additional front panel switch settings (switches 4 and 
5) and a new command in CMDNCO (PR IVOS). 

1.1.1 lD.i£p_d up_ t i_on 

At REV 1 8 * t h r e e s o f t w a r e s y s t e m s are u s e d d u r i n g c o l d s t a r t . T h e y are 
B o o t * P r i m o s II and P r i m o s . At REV 19 a f o u r t h s y s t e m has been 
i n t r o d u c e d , the P R I M O S c o m m a n d . It is i n s t a l l e d in C M D N C O and is 
i n s t r u m e n t a l in s i m p l i f y i n g the c o l d s t a r t p r o c e d u r e . S u b s e q u e n t 
s e c t i o n s of t h i s d o c u m e n t s p e c i f y in d e t a i l t h e s o f t w a r e r e q u i r e d and 
p r o c e d u r e s to be f o l l o w e d to p e r f o r m a s i m p l i f i e d c o l d s t a r t at REV 1 9 . 

1.1.2 So f _twa r e _R e_£u i.r e d 

1 Boot - m u s t be fr o m a REV 19 M a s t e r D i s k or c r e a t e d by a REV 19 
M A K E . 

2 P r i m o s II - must be PE\' 1 9 . Must be i n s t a l l e d in D 0 S > + D 0 S 6 4 . 

3 P R I M O S c o m m a n d i n s t a l l e d in C M D N C O . 

4 P r i m o s r u n f i l e s i n s t a l l e d in a d i r e c t o r y on the p a r t i t i o n to be 
c o l d s t a r t e d . 

1.1.3 Use of Front Panel Switches 4 and 5 

Switch 4 down* switch 5 down. No change from REV 18 procedure. 

Switch 4 up* switch 
•Physical Device -•• 

down Do not p rompt f o r 

2.1 F r o n t p a n e t s w i t c h e s are i n t e r r o g a t e d by s o f t w a r e and the d e v i c e 
is a u t o m a t i c a l l y s t a r t e c u p . For e x a m p l e * if c o l d s t a r t i n g from 
p h y s i c a l d e v i c e 6 0 * s w i t c h s e t t i n g 1 0 1 1 4 w i l l s t a r t u p d i s k 4 6 0 * 
106-0* e t c . e . g . you c a n n o t s t a r t up disk 2 0 0 6 0 t h i s w a y . S w i t c h 
s e t t i n g 1 0 1 3 4 will s t a r t up disk 6 6 0 * 1 2 6 0 * e t c . No t e this may be 
u s e d o n l y w i t h the top (head 0) p a r t i t i o n on a d i s k . 

2.2 When the system prompts »0K:»* it is running Primos II. At this 
point the PRIv0S command is used to bring up Primos. The command 
is issued as PRIMOS <pathname>* where <pathname> is the pathname 
of the directory containing the run files for Primos. The Primos 
command remembers the pathname so the next time typing just PRIMOS 
is sufficient. Initially the pathname defaults to PRIRUN. 
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The current method of making a normal user line an assignable line will 
continue to work properly* i.e.* the system administrator manually sets 
the buffer number in the LWOPD entry to zero. The action will now also 
change that line's LBT entry to zero thus naking it assignable by any 
user. 

2.3.3 Interface: ASNLN$ 

J-.-_L__.Jti ASNLNS (Assign amlc line) 

Usa^ei 

call asnln$ (key* line* protocol* config* Iword* status) 

del asnln$ (fixed bin* fixed bin* c h a r ( 6 ) » fixed bin* fixed bin* fixed 
b i n ) ; 

Des_c_jHp.ii2.D_ 

This routine is a new direct entrance call available to users. It 
performs the assignment and unassignment of amlc lines for a respective 
caller. A user may own more than one assigned line. The caller may 
also set line characteristics* protocol* etc. This routine will only 
allow a caller to assign a line that has a corresponaing LBT entry of 
zero* i.e. the line is assignable. The buffer used for the assigned 
line is dynamically chosen within ASMLNJ. 

(refer to 
values) 

System Administrator's Guide for protocol* config* and Iword 

status 
error status returned to caller. 

key 

line 

1 => assign amlc line. 
0 => unassign amlc line. 
2 = > unassign all amlc lines owned by caller 

Desired line number. 

protocol 
Desired protocol. Blanks indicate no change desired. 

conf i a 
Desired config setting. A zero indicates no change desired. 
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L word 
Desired Line characteristics. The buffer number used for the Line 
cannot be changed by a ring 3 user program using this interface. 

2 • 4 £S£I£Nl0£_M2i££e s 

At rev's 18.4 and 19.0 the format of the Primos ASSIGN command for 
magtapes has changed: 

FROM: ASSIGN MTn [-ALIAS MTmD [<options>3 
ASSIGN MTX -ALIAS MTm C<options>1 
options: -WAIT D 

-VOUNT ] 
-TPID <id> 1 
-7TRK ! -^TRK ] 
-RINGON | -RINGOFF 1 
-80 0BPI | zi^ODBPI I r.6 2 5 0 BPI 3 

ASSIGN MTn 
ASSIGN MTX 
options: 

TO: ASSIGN MTn [-ALIAS MTm] C<options>] 
-ALIAS MTn [<options>D 
-WAIT D 
-MOUNT ] 
-TPID <id> 1 
-7TRK | -ajRK 1 
-SPEED {25 | 1003 1 
-RINGON | -RINGOFF 1 
-DENSITY {800 | 1600 | 3200 | 6250} 3 

That is* the options -800, -800BPI, -1600, -1600BPI* -6250f and 
-6250BPI are no Longer recognized. Attempts to use them wiLL resuLt in 
an error message which Lists the above new format. They have been 
replaced with the new -DENSITY option, which recuires a tape density in 
bpi (bits per inch) as an option argument. Currently onLy 800, 1600, 
3200, and 6250 are legal option arguments to the -DENSITY option. This 
change was made to compLy with the new Prime Command Arguments standard 
as weLL as to add 3200 bpi density support for future drives in a 
compatible manner. Note that the ASSIGN command does not actuaLly 
check that the drive being assigned is capable of the desired density. 

The option -SPEED, which reauires a tape speed in ips (inches per 
secona) as an option argument has also been added to support future 
drives. Currently onLy 25 and 100 are supported as Legal option 
arguments to the -SPEED option. 
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2,4.1 !!ode!_3_!6 0 0 / 625 0_BPl_Ca&ab.1 e_Maot ap.e_D ri.ye_0£erationa I_Note : 

The tape density on a model 3 1600bpi/6250bpi capable magtape drive can 
be set via software or via the density select switch on the front panel 
of drive* but not both at the same time. When the density is set via a 
software call to T $ M T * the front panel switch is disabled from having 
any further effect on the tape density. The front panel switch can 
only be re-enabled by another call to T$t*T that enables the switch (see 
T $ M T changes below). 
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It is important to remember given that the front panel density select 
switch is in an enabled or disabled state after giving an ASSIGN 
command* running a user program which sets the density thru a call to 
TSMT may change its state as outlined in the beginning of this section. 

2.4.2 T$6S 

The maximum I/O transfer size has now been increased from 4096 words to 
8192 words. 

2.4.3 T$MI 

The following instructions have been added: 

P_ctal_ He xadec_i_ma l_ 

100140 8060 

100160 

100200 

8070 

8080 

Mearnnq 

Enable front panel density select 
switch (Version 3 controller only). 

Set density to 3200 EPI (Version 4 
controller only). 

Set speed to 25 IPS (Version 4 
cont roller only). 

Set speed to 100 IPS (Version 4 
controller only). 
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2i5_BADSP0T_HANDLING 

The scheme for handling "badspots"* or unusable records* on disks has 
been extensively modified. See Chapter £> for details. 

2.6 C O M M A N D _ P R O C E S S O R _ E X I E N S I O N S 

The command language and its processor have been extended to recognize 
several new constructs. These are intended to make it easy to repeated 
ty 
execute a command over a set of files or with a specific list of 
argumen t s• 

A detailed description can be found in Chapter 7. 

IMPORTANT: Several punctuation characters* which have been reserved fo 
r 
Prime use on command lines since Revision 14* have now been brought int 
o 
use* 

These are: », » + », » = % "%•', ".», »," and "~" 

Any user programs that employed these characters unquoted in the 
command line* in violation of the documented restrictions* will cease 
to work correctly. 

2-7 CPL_PHANTOMS 

The ring C gate P H N T M $ allows a process to start up a phantom 
using either a cominput file or a CPL program; a flag CPLFLG specifies 
which case holds. 

If a pllg user uses PHNTM$ to start up a non-CPL phantom* then he shoul 
d 
specify dummy arguments for ARCS and ARGSL. 

The old gate PHANT$ is being retained for compatibility; it may be used 
only to start up non-CPL ohantoms* and its calling sequence is unchange 
d. 

2.7.1 PHN T M $ j_ Start_U£_Phantom 

Usacie 

del phntm$ entry (bit(16) aligned* char(32)» fixed bin* fixed bin* 
fixed bin* fixed bin* char(128)* fixed bin) 

call phntm$ (cplflg* file_name» name_len* unit» phant_user» 
code* a rgs * argsI) 
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cplflg - if true (,l,b)» then a CPL program is being starteo as a 
phantom; if false ('0»b)» then a cominput file is being 
started as a phantom. 

file_name - The name of the file to be started as a chantom. 

name_len - The number of characters in file_name. 

unit - The unit on which to open the phantom file. 

user - The user number of the phantom (output). 

code - An error code? zero means no error (output). 

args - The arguments for a CPL phantom; a dummy argument must be 
given for non-CPL phantoms. 

argsl - The number of characters in args? a dummy argurent must be 
given for non-CPL phantoms. 

2.8 DATE 

The DATE command has been changed to output todays date in the same 
form as the message printed during login or logout. This form is also 
used by LD to output dates. When it is a u o t e d • this form is accepted 
by and of the date command line options like -BEFORE* or to any CPL 
file that has an Sargs directive that contains the DATE data type. 

2.9 DISK_QUOTAS 

Primos now provides the ability for the system administrator or users 
to place limits on the amount of disk storage that is used by any given 
file system directory. 

See Chapter 8 for details. 

2.10 EVEN J__L 0GG I.NG 

For information on the new event loggin mechanism* see Chapter 12 of 
this document• 

2 • 11 f_XL E_S Y SIE M_U IIL IT Y 

At Revision 19* we have replaced the old FUTIL subsystem and LISTF 
command with a set of PRIMOS commands jointly called the File System 
Utility. Together with the new Command Processor extensions described 
elsewhere in this document* these commands provide a more powerful and 
easier to use set of file system functions. 
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FUTIL and LISTF remain in the system and are unchanged* but they do not 
support all of the new command environment features. 

For details turn to Chapter 9. 

2.12 LLX_DISK 

FIX_DISK is a replacement for the FIXRAT utility: it checks and 
corrects damaged file system cisks. See Chapter 10 for details. 

2.13 ENHANCED_F0RCEW_PRIM IIIVF 

The FORCEW primitive has been enhanced giving the user the option of 
obtaining the status of disk write operations to a file. 

When a disk write error occurs* all units open on the file are 
specially marked. When FORCEW is called with the error code parameter 
given* if an error condition exists ESDISK is returned and the error 
mark is reset. If CODE is not supplied no action is taken* the error 
mark is not reset and may be sensed at a later time. 

NOTE: The error mark is set in all units associated with the file 
regardless of which one of them caused the actual error. 

The new calling seauence of FORCEW is: 

del forcew entry (fixed* fixed* fixed); 

call forcew (key* unit* code)? 

is as before. 

is as befo re. 

key 

unit 

code is a standard error code that is ESDISK when a disk error 
occurred on the file referenced by UNIT. 

If code is not supplied as an argument then disk errors will not be 
reported. 

2.14 THE_HELP_COMMAND 

At revision 19 an elementary help facility has been provided as Dart of 
Primos. It may be used by invoking the HELP command* which has a very 
simple syntax: 

HELP C<subject>l 

If no <subject> is given* a list of subjects will be printed on the 
terminal. Otherwise* a top-level directory called HFLP* is searched 
for a file with the name specified by <subject>. If one is found* it 
is printed. If one is not found* then a file in HELP* callec 
HELP.SEARCH_LIST is searched for the «'sub]*ect>. Entries in the search 
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List Doint to either a file in HELP* or List of confLicting subjects. 
Whichever is found wiLL be printed. If the <subject> cannot be found 
in the search List* an error message is printed. 
In order to prevent CRT users from Losing information off their 
screens* the HELP system wiLL stop after every 23 Lines and type 
"--More--". If any of " q % "quit", "n"* or "no" (foLLowed by a return) 
is entered* the HELP system wiLL be exited. Anything else (foLLowed by 
a return) wiLL cause the next 23 Lines of information to be dispLayed. 

2.15 M§.!0.£.d._S e m a p_ h o r e s 

Before a named semaphore may be used* it must be opened by either 
SEMSOP or SEPSOU* which wiLL assign semaphores from a gLobaL pooL for 
the user to use. Both of these routines return a set of numbers which 
can be used instead of numbered semaphore numbers in aLL other 
semaphore routine caLLs. OnLy vaLid •numbered semaphore* numbers and 
semaphore numbers that have been assigned to a process by either sem$op 
or serrSou can be used in subroutine caLls that manipuLate semaphores. 
An attempt to use any other numbers wiLL resuLt in an error return from 
t he rout ine. 

2.15.1 Op_e n i_n ot_Na m e d_S e m ap_h c r e s 

To open a set of named semaphores* they must be associated with a file 
system object. S E y $ 0 P wiLL open a set of named semaphores associated 
with the name of a fiLe in the current ufd of the process performing 
the open operation. If the process has at Least read access rights to 
the file* it wiLL be assigned the semaphores. Each semaphore will be 
initialized to zero. SEM$0U will open a set of named semaphores* 
associating with them a file open on a particular file unit. As 
before* if the process has at Least read access rights to the file* it 
will be assigned the semaphores. Unlike S E M ?,OP* the each semaphore 
within the set may be initialized to the same non-positive value* not 
less than -32767 decimal. 

ALL calls to either SEMSOP or SEM&OU which indicate the same file 
system object will result in the same semaphore numbers being returned. 
The operating system can tell when different processes wish to use the 
same set of semaphores by examining the parameters that they include in 
the call to the open routine. 

The first process to open a named semaphore may initialize the counter 
for the semaphore to any non-positive value. 

2.15.1.1 Open semaphores 

call sem$op < f n a m e * namlen* snbr* 2.6 s * c o d e) 

call sem$ou (funit* snbr* ids* init val* code) 
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•Fname* (char(32)) is a file name* discussed below. 

•Namlen' (fixed bin) is the number of characters in •fname1. 

• f u n i t • (fixed bin) is a file unit number on which a file is already 
open • 

•Snbrf (fixed bin) is a number that specifies how many semaphores are 
to be opened by this call. 

'Ids' ((snbr)fixed bin) is an array of semaphore numbers? one number 
is returned for each semaphore that was successfully opened. 

Mnit_val* (fixed bin) is the non-positive value with which to 
initialize each named semaphore which is being opened for the first 
time. This value is restricted to beina non-positive and qreater than 
-32767. 

'£2c[£* (fixed bin) is a success/failure code. A value of r 0 • indicates 
success. •E$BPAR* indicates that an invalid value was supplied for 
•snbrf. •ESDI'slOP* means that a file is no longer open on the specified 
file unit. •E$BUNT* indicates that the file unit specified was 
invalid. •ETSIREM^ means that a file that is on a remote disk was 
specified in the 'Fname' parameter -- remote files can not be used as 
parameters to this call. *E$FUIU, means that either the user has all 
available file units opened* or that there are no 
semaphores. It is also possible that 'code* will be 
code that can be returned by the •SRCHSS* routine. 

avai lab le named 
set to any error 

If access is granted to the semaphores* then the call will return an 
array of semaphore numbers in the 'ids' parameter. One number will be 
returned for each semaphore requested in 'snbrS assuming enough 
semaphores exist in the system pool. A semaphore number of zero will 
be returned if a semaohore could not be assigned. Tn addition* '£££[£.• 
will be non-zero if one or more semaphore numbers could not be 
assigned. The values returned in 'Ids1 should be examined to determine 
which semaphores were opened (non-zero value returned)* and which were 
not (zero value returned). 

The semaphore numbers returned should be used in all other semaphore 
calls as the semaphore number parameter. 

If different processes call either of the named semaphore open 
routines* and specify the same file* the same semaphore numbers will be 
returned to each process. This allows multiple processes of a 
subsystem to reference common semaphores. 

If a call to the open routine specifies the same file as a previous 
call to open* and a larger number of semaphores is requested* then new 
semaphores are acquired from the system pool to make up the difference 
between the number currently open (with that file name) anc the number 
requested in the call. Other processes can not use these newly 
assigned semaphores unless they explicitly open them via a call to the 
open routine. 
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When the first process opens a naive6 semaphore* the operating system 
will set the value of the semaphore counter to an initial value. If 
the named semaphore is being opened via SEM$0P» the counter will be set 
to zero. Alternatively* S E M $ 0 U will initialize the semaphore counter 
to the caller supplied value* which is restricted to be non-positive 
and not less than -32767 decimal. Subsequent opens of the semaphore do 
not alter the value of the counter. 

A named semaphore to be opened may only be associated with a file which 
resides on the local computer system. Attempts to associate a remote 
file with a named semaphore during the semaphore open operation will 
result in failure? no semaphore numbers will be assigned and f c_o d e * 
will be set to E$IREM. 

2.16 C H AN G ES _ IN_J_H E_S T A TU S_C 0 M M AN D 

STAT DISK does not display the physical device number for remote disks 
that are accessed via FAM II. 

STAT USERS display all the slaves that are working on behalf of remote 
users as user type slave* with the name of the user for whom they are 
executi ng. 

2 «_l_7_Ne w_user_p_r2!!ilt.iye_£ARiR V 

A new user primitive is being provided to obtain the revision number of 
a disk partition via the name of the partition. 

del parirv entry (char (32) \jar* fixed bin) returns (fixed b i n ) ; 

par_rev = par$rv <part_name» code)? 

part_name 32 character varying string containing the pack name 

code error return code 
e$fntf partition name not found in disk tables 
e$bnam illegal disk partition name 

par_rev partition revision number 
0 = pre-acls and quotas 
1 = converted to allow acls and quotas 

-1 = error - see error return code for details 

£ii8_New_user_g.£i!T.itive_PRX$RV 

A new user primitive is being provided to obtain the revision number of 
the currently running Primos operating system. 

del pri$rv entry (char(32) var)i 
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cell pri$rv (primos_rev>? 

primos_rev 32 character varying string containing the Primos 
revision number 

2.19 USER ..PROFILES 

In order to reliably use Access Control Lists* it is necessary to 
validate a user's login name to be reasonably certain that the user is 
not an i mposter. 

At Revision 19* we provide in the standard system a way for system 
administrators to assign login names and passwords to users. The 
systerr will check the legality of the login name and the password at 
login time* 

This new subsystem provides other features as well* such a project 
administration and an initial set of user "attributes" than can be 
set by the administrator. 

Pany sites implement subsets of these features in their own external lo 
gin 
programs. We believe most will find it advantageous to begin using thi 
s 
Prime-supplied subsystem. 

For full details* see Chapter 12* "USER PROFILES". 
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3 M1W_ERRCR_CODE:S 

The following paragraphs describe the new standard PRT^OS error codes* 
broken 
down by the part of PRIMOS which returns them (if possible): 

3.1.1 E$BVER 

i9P._y££S2on occurs whenever a bad version argument is passed to a gate 
which reouires a structure with a user-supplied version number. 

3.1.2 ESDNSK 

A_PX0_in-sit ruct i.on_D jd_Nojt_Sk.i.£ occurs whenever the direct execution of 
ar 
io instruction is requested and the io instruction didn't skip. 

3.1.3 ESDTNS 

Date_and_^i_me_not__set. occurs whenever a commanc is issued that must be 
preceded by the system's date and time being set. 

3.1.4 ESIEDI 

X/0_er£O£_O£_devi_ce_2Qtie£r.up_t occurs whenever an i/o error or a device 
interrupt is detected. 

3.1.5 E$IMFD 

0£e£atii_on_i_l_l_e2al__on_MFD occurs whenever a user tries to execute some 
file system function which is illegal for MFDs» e.g. setting a quota wi 
th 
SET_QU0TA or reverting to default protection with SET_ACCESS. 
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3.1.6 E$MISA 

Mis_2____________to_______d occurs whenever a command is not passed eno 
ugh 
argument s • 

3.1.7 E$NFAS 

IO£zLe.y§.k_d.i£§.LiP.£Z_!22.i_i2.und_or_2nac_c_es.s.2b _e is returned when an attac 
h scan 
takes place and any error other than ESNPIT (Insufficient access rights 
) o r 
E$BPAS (Bad password) occurs. See the discussion of changes to ATTACH* 
below. 

3.1.8 ESNINF 

______orma.ti.on occurs when an attempt is made to access an object 
in a directory on which the user does rot have List access* 
but the user cannot access the object for some (unspecified) reason. 

3.1.9 ESSCCM 

S^i£I!l_£on^o^e_£ornmand_on<l^; occurs whenever a command that may only be 
i ssued 
from the system console is entered anywhere else. 

3.1.10 ESST19 

______ormai_does._nox_su2p.or__this_rey2si.on_of_PRXMOS is returned when 
an operation such as SET_ACCESS is attempted on a pre-rev 19 disk or sy 
stem • 

3.1.11 ESWMST 

___________________ occurs whenever a PRIMOS warmstart has occured. 

3.2 Disk Quota error codes 
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3.2.1 ESMXGB 

M£2<lmum_£uo^a_e££eeded occurs whenever a user tries to use more disk 
space than has been allowed for the user. 

3.2.2 EJNFQB 

No_f ree_^yotia_b]iocjc s occurs whenever an attach operation 
finds that there is not another free auota block entry available. 

3.2.3 ESIVOGD 

Not_a_o1uota_di,sk occurs when an attempt is made to set a quota on a 
disk that has not been formatted for aisk quotas* or on a pre-rev 19 sy 
s tern. 
If the disk is running on a rev 19 system* FIX_DISK should be run to fo 
rmat 
the disk so that quotas may be set. 

3.2.4 ESGEXC 

Quota_set_below_current_usace occurs whenever a user*s quota limit is 
reduced to below the current amount of space used. This error is only 
a 
warning* the quota is set anyway. 

^r3_ACL_error_codes 

3.3.1 E$ACBG 

ACL_too_bi.a occurs when an ACSSET or ACSCHG call would cause the ACL 
being operated on to have more than 32 entries or be more than 255 word 
s long. 

3.3.2 ESACNF 

Ac.c_esj>_cat eaorx_not_found is returned by ACSCAT when the category canno 
t 
be found. 
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3.3.3 E$ADRF 

21l££ior^_st2].j1_£ontalns_£CL_subdirectories occurs whenever an AC$PVT c 
all 
is made on a directory which contains one or rrore ACL-p rotec ted subdire 
ctories. 

3.3.4 ESBACL 

in£0££ec_i_a£cess_cont£oJL_^isi_format is returned by ACSSET or AC$CHG 
when one of the access pairs is formatted incorrectly* e.g. no colon 
separates the <id> from the (access). 

3.3.5 E$BID 

I!!£2a!_2dentifler is returned by ACSSET and AC$CHG when an 
identifier in one of the passed access pairs is illegal. 

3.3.6 E$BMOD 

XHecja l__ac_ces.s_mode occurs whenever a user specifies an ACL access 
mnemonic which does not exist. 

3.3.7 E$CATF 

U l £ e £ t i O £ ^ _ s t i i _ ^ _ c o n t i a i n s _ a £ c e s s _ c a t i e o i o £ 2 e s , o c c u r s w h e n e v e r en AC$RVT ca 
11 
is made on a directory which contains one or more access categories. 

3.3.8 ESCPMF 

£3tej3,0££_p_£ot.e£t.s_.-?FD results when a CATSDL call is attempted on the 
access category protecting the MFD. 

3.3.9 ESCTPR 

0b_ie££_ls__£a£eg.O£^-D£O£e£ted is returned by ACSCHG when it is called on 
an object which is currently protected by an access category. 
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3.3.10 EJDFPR 

P_biect_2s_defauj^t^nrotected is returned by ACSCHG when it is called on 
an object which is currently protected by default access. 

3.3.11 EJDLPR 

! I i L £ _ i i L _ d e l . e J ^ e - £ £ 0 tweeted o c c u r s when an a t t e m p t i s rrade t o d e l e t e a f i l 
e 
whose delete-protect switch is set. 

3.3.12 ESIACL 

Enil^_i_s__an_ac£ess_cate_2or^ occurs whenever a file operation is attempt 
ed 
on an access category. 

3.3.13 ESLRNA 

£.9[10.2.1-9c_££.£IL_ii.ik£._££ier-fLQc_e results when the reference in an AC$LIK ca 
11 
cannot be read for any reason. 

3.3.14 E$LRNF 

kl!i£_r£i£.££Q£§._QOi_i9-Und is returned by ACSLIK when the reference objec 
t 
cannot be found. 

3.3.15 ESNACL 

Noti_an_ACL_di_rec to r^ occurs whenever a user tries to perform an ACL 
operation on a password directory. Compare ESPNACt below. 

3.3.16 ESNCAT 

Noi_an_acces_s_£a_teqor^ occurs when an object other than an access 
category is used as the reference in the -CATEGORY option of SET_ACCESS 
(or 

in an ACSCAT call). 
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3.3.17 ESNTFD 

Not__a_f2l_e_p_£_di_£ector^ results frorr attempting to place an access cate 
gory 
into an access category with A C $ C A T • 

3.3.18 ESPANF 

P£20£2iX_ACL_not_found is returned by PA$LST and PAJDEL when the 
partition specified is not currently protected by a Priority ACL. 

3.3.19 EJPNAC 

Pa£eni_no£_an_ACL_di_£ec_t_0£y_ occurs whenever an attempt is made to perfo 
rm 
an ACL operation wî thJLn a password directory. Compare E$NACL» above. 

3.4 User Profiles error codes 

3.4.1 ESLOGO 

Is a special error code which is used by FATAL$ in the logout sequence. 
It 

is never returned to users. 

3.4.2 ESNFUT 

No_unvt_t.ab l.e_a y.a,2l_ab l_e occurs whenever an attempt is made to allocate 
a unit 
table and there are no more unit tables left in the free pool. 

3.4.3 ESNUTP 

Nc_un2t._tabi.e_f_o£_£han_tom occurs whenever a phantom is trying to login 
and 
no unit table can be acciuired. 
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3.4.4 ESNVAL 

Vs.i.icî tiP.D—Il.LP.L occurs whenever an NPX slave fails in its attempt to I 
op 
into an untrusted node. 

3.4.5 ESUAHU 

Ml££_3i££I^_tl^s._yil2i_i3bJL.e occurs whenever a try is made to allocate a 
un i t 

table that a user has already been accuired. 

3.4.6 E$UNIU 

yni.t_t>ab^e_not_in_use occurs whenever an attempt is made to return a un 
It 
table to the free pool when the unit table is not in use. 

3.4.7 ESUTAR 

Uni_^_tablLe_a]L£eady__retu£ned occurs whenever a try is made to deallocate 
a 

unit table that has already been deallocated. 
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4 CORRECTED REVISION 18 POLEPS 

4.1 MAGTAFE 

If buffer cross segment boundry* unpredictable results 
including crashes and hangs nay occur. 

4 . 2 M A G T A P E 

The current limit for magtape reads and writes is six pages. If a user 
attempted to transfer more than 32K words with a buffer in the low Dart 
of a segment* the error was not detected and the I/O transfer would era 
sh 
the system. 

4.3 ^AGTAPE 

When a user assigns a magtape with an ASSIGN command with options that 
require operator help* the user is set to waiting for a reply command 
from the system console that says that option has been carried out* 
When the ASSIGN command originated from the console* the console was 
hung wait for a reply from itself! This has been fixed so that if the 
ASSIGN comes from the console* no wait takes place. Note that the 
•ASSIGN MTX -ALIAS MTn ...» form of the ASSIGN command will produce an 
error 
because it requires a reply which cannot be sent in this situtation. 

4.4 MAG_J_APE (POLEP tt 29261* 31851* 35688) 

It was impossible to set the density to 6250 boi on model 3 controller/ 
magtape 
drive from the front panel. This has been fixed - see the note in the 
under the ASSIGN command and under the usage note 
for this magtape drive* both in the enhancements section. 

4.5 UN ASSIGN (POLEP. 8 33448) 

An error in using the magtape UN ASSIGN command gave an error that demon 
st rat ed 
the proper use of the magtape ASSIGN command. 
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A.6 FORCEW (POLER #10520) 

Make sure a force write to an NP/NW file happens properly. 

4.7 AINIT (POLEP #23089) 

Make error message print if Ainit can't attach to CMDNCO because of bad 
password. 

^•8 £IHII (POLER *82632) 

Fixed default value for second argement in CINIT.FTN which was incorrec 
tly 
calculated. 

4.9 USER_1 (POLER #29087) 

Check user l's msg buffer rather than the output buffer for consistency 

4.10 SLABRT (POLER 29196) 

Fix bug in slabrt.ftn when unassiging a line >3. 

4.11 PMSGS (POLER #32411) 

Corrected bug in PMSG$ which caused system halt if called with a bad 
argument type. 

4.12 COMO$$ (POLER 34341) 

Correct incorrect comrrent in comoSS.ftn regarding 1200 key. 

4.13 C0M0_F1LES 

Comoutput files may now be closed either by the "COMO -E" command* or t 
he 
OPEN or CLOSE commands. 
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4.14 ATTACH 

TAS.FTN now attempts to attach to an MFD when the target attach point i 
s 
•<•device name,>ffiLename# User ccrmands effected are •LISTING* and 
•BINARY*. 

iiI5_PR.INIE0NI>l_PRINTER (POLFRS » 2 0655*32622*31068) 

When the Printronix printer is nearly done printing the last file in th 
e 
spool queue* it stoDs before completely printing out the file. The 
regaining lines are eventually printed but at the rate of about 
one line per minute. 

4.16 CPL (POLER #41506) 

The following additions have been made to CPL for Rev. 19.0: 

1. It is no longer required that the ?• 11y directive be the last 
directive in a &data block. The directive is always invoked when th 
e 
commands in the Sdata temporary file are exhausted* as before. This 
feature 

allows the use of a conditional statement with Stty* such as: 

&if blat &then Stty 
Seise stuff 

2. When echoing is enabled* comments and null lines will NOT be 
echoed. Only null lines will be inserted into & d a t a temp files. 

3. The defgv command now accepts an "-off" option* which turns off the 
current global variable file. 

4. The wild function now accepts the singular forms of all the options 
(e.g. -file* -segdir* -dir). This makes it work just like the 
other file system command functions. The plural forms are 
obsolete. 

5. There is a new command function •'gvpath" which returns the pathname 
of the current global variable file* if one is defined* or "-off" 
if no file is active. It is invoked by CgvpathT. 

6. The get_var function now returns SUNDEFINEDS if the value of a 
global variable is requested and no global variable file is active. 
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7. The & a r g s directive now explicitly rejects 
arguments* i.e.* those of the form "-12?". 

numeric option 

4.17 CPL (POLER 41507) 

A CPL nonlocal goto from a CPL on-unit to a "start <address>" command 
misthreaded the stack* causino a fatalS error. The stack is now 
correctly threaded. 

4±18_T$CMPC (POLER #270 73) 

Receipt of any status codes from TJCMPC with a read status instuction 
<:100000) is unreliable. This routine has been modified to add a new 
instruction to T$CVPC to return the actual hardware status (: 100 0 01). 
The status returned by the existing read status instruction will 
continue to reflect only the status of the input buffer in Primos. 

4.1S_T$C^PC (POLER #27971) 

Reading cards in binary takes twice as long as reading then in ASCII. 

fti20_T$LMPC (POLER #33480) 

The read status instruction of TSLMPC returns a status indicating the 
line orinter is online regardless of its state. This routine now 
returns the hardware online status bit from the controller. 

4 . 2 1 PHA^IOMS (POLER # 4 1 5 2 1 4 1 6 2 2 ) 

1 • PHNTMJ checks the existence of files using k$exst key. This causes 
an error to be reported if the file is inaccessible. 
2. Phantoms which explode while logging in will now clean up (close 
files* etc.) before dying. 

4 . 2 2 WILI jM$_DISK_FlJLL_CONDITION (POLER # 4 5 5 8 9 ) 

Code is checked afer call to P P W F$ $ to check for a disk full condition. 
If condition exists WTLIN$ exits file. 
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5 ACCESS CONTROL LISTS 

5.1 Int roduct i on 

5«.li!_What__a£e_Access_Cont ro L._Li_st s? 

Access Control Lists (ACLs) are a way of protecting file system objects 
(files and directories) from unauthorized access. They provide a 
passive (requiring no intervention by the accessing user) mechanism for 
effecting this protection* as opposed to the active mechanism currently 
provided by passwords. ACLs are simply lists of ordered pairs 
(<identifier>* (access rights>) which determine what users and groups 
of users are accorded rights to files and directories. 

5ili2_Wh^_ACLs? 

The current password protection mechanism is cumbersome to use (because 
passwords must be typed as part of the pathname)* inflexible (because 
it is not hierarchical and provides only very coarse access control)* 
and not really very secure (since passwords must be hidden in 
programs). ACLs provide an easy to use* flexible* and secure method of 
protecting file system objects. 

5.1.3 P rob I ems 

This section describes 
attempting to resolve. 

some of the problems which the ACL system is 

5iliii!_E!exi.bUlti 

Password protection is inflexible for a variety of reasons. First* it 
is not hierarchical; that is* access on the root of a subtree may not 
be inherited by the branches. Secondly* passwords may be applied only 
to directories? files may not be protected for access only by a 
specific group of users (those who know the password) without placing 
them into a separate directory. Thirdly* the group of users granted 
access to a directory is only controllable by word-of-mouth: the group 
is defined by to whom the password is given. This makes changing the 
group extremely difficult. 
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5.1.3.2 Ease of use 

Passwords are difficult to use because they must 
pathnames and remembered by both users and programs, 
they are separated from the rest of the pathname by 
complicates the matter because they must be quoted in order to 
single token for the command processor. 

be embedded in 
The fact that 
a space further 

form a 

5il>i3i3_Secu£.it.j£ 

Because eliminating a user from the group of those granted access 
requires changing the password and informing all ot_her users of the 
change* passwords often remain unchanged for long periods of time* 
resulting in breaches of security. Furthermore* there is no way of 
allowing a user to use files in a directory without being able to 
examine the contents of the entire directory. 

5ili4_So l_ut i_ons 

The new ACL system addresses these problems in the following ways: 

5ii«.iiI_£!exlbUlt£ 

ACLs have the ability to protect objects singly or collectively. The 
provide a passive means of protection* both because there is nothing 
extra to be typed or remembered* and because default protection can be 
made very restrictive. Adding and removino single users or groups of 
users from ACLs is very easy* and thus changes in access may be made 
regularly and without difficulty by a single individual. 

5_«.I«.ii2_Ea£e_of__use 

The set of commands required to use the ACL system has intentionally 
been kept very small. Tn all respects it attempts to do "DWIM" -- nDo 
What I Mean" -- as much as possible* in order to make the user's life 
both easier and safer. Only three commands are needed to fully utilize 
the ACL system: SET_ACCESS to protect an object or create an access 
category* EDIT_ACCESS to change the access in an existing ACL* and 
L1ST_ACCESS to examine the ACL for ary object; furthermore* users 
could get alone quite well without ever using EDIT_ACCESS. 
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5>«l_»4i3_Securii_t^ 

The ACL system* when coupled with user profiles* provides a measure of 
security that the password system could never hope to approach. Access 
control may be as fine or coarse as necessary. Users may be granted a 
variety of rights on an individual or group basis. Certain users may 
easily be excepted from a aroup without affecting the rest of the 
group. 

5 •.!iiii_Def au!t_£rotection 

In the ACL system* default protection is strictly hierarchical: the 
default protection on a subtree is provided by the ACL which protects 
the root of the tree. 

5i^i4i5_Di_£e£to£^_c_]Lut^t-er 

The problems of clutter and extra work brought about by requiring all 
ACLs to have names of their own has been solved by providing a 
"file-centric" view of ACLs. File system objects may be protected by a 
ILP_£c_ilic ACL which has no name of its own and is consequently 
referenced only through the object itself. If a group of objects 
requires common protection* named ACLs called access,_c_a,tec-[orles may be 
created* and the objects "added" to the category. Default protection* 
of course* requires no additional ACLs. 

5iIiii^_^b2ilix_to_chanae_a£C_es^_on_one^s_own_d2£ec £o£.£ 

In the ACL system* an ACL may be edited by either the person having 
Protect access on its parent directory* or any person who has Protect 
access in the ACL itself. This means that a user may change the ACL 
protecting his toD-level directory himself (assuming* of course* that 
he has Protect access on it)* and also that a user may edit an access 
category in which she has been granted Protect rights. 

5 «.2_Def lni.t_ions 

In order to assist the reader^ the following definitions are provided. 
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5i2ii_Access_Cat_eolO£^i 

A named ACL (see below) which is used to protect a number of file 
system objects in a common way. Access cateaory names always end with 
the suffix ".ACAT". 

5«g^g„AccesiSi_Cont rgl_Li st_,(ACL) 

A list of ordered pairs (<identifier>:<access>) which* when combined* 
define the collection of users who either have or are denied access to 
some file system object. 

5±2i3_ACL_sxstem 

The software in PRIMOS which provides support for use of the Access 
Control Lists mechanism of protecting file system objects. 

5..2..4_Access_Rl2ht^ 

A list of mnemonic privileges which define the manner in which some 
user or group of users is allowed to use a file system object. 

5i2i5_Defau!t_Protect2on 

Security provided for file system objects without any intervention by 
the user. 

5i2».6_D2L££io£X 

Either a UFD or MFD; not a segment directory. 

5i2i7_Exp.^icit_P£oi;ect.ion 

Non-default protection; that is* protection by sDecific ACL or access 
category (which see). 

5±2±8_FUe 

Specifically* a file system object which contains user-accessible data 
(as opposed to a directory* which basically does not). For purposes of 
access control* "file" also refers to segment directories. In general* 
the term "file" may be used to designate any file system object. 
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5i2i9_FU.e_S2.stem 

The software in PRIMOS which provides support 
directory hierarchy. 

for the file and 

5_2_1____________________ 

Anything that exists in the File System and has a name. 

5_2_1____________ 

A name which identifies a user (user id) or group of users (group id). 

5_2_l__Pr_ori______ 

An ACL which is specified for an entire disk partition in order to 
allow overriding of the access control on the disk. Priority ACLs 
exist so that special functions such as system backup may be performed. 
Priority ACLs may be set only by user 1 or the system administrator. 

______________£_P£0_______ 

Protection of a file system object provided by an ACL which is directly 
associated with the object itself* almost as an attribute of the 
object. Specific ACLs may be referenced only through the object which 
they protec t• 

5_3____n__ACLs 

This section describes the use of the ACL system by first describing in 
detail the components of an ACL* and then going on to discuss the 
commands used and their interaction with the file system. 

_________________________ACL 

As mentioned above* an ACL is simply a set of ordered pairs of 
identifiers and access rights. The identifier is separated from the 
access rights by a colon (":"). 
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5.3.1.1 Identifiers 

Identifiers in ACL pairs identify either a single user* a group of 
users* or all users who do not fall into the above two categories. 
Individual users are identified by their user id (for a description of 
user i d • s » see the section of this document describing User Profiles). 
Groups of users are identified by group names* which always begin with 
a dot ("."). Groups are assigned by system and project administrators 
and set up at Login time; they are also discussed fully 
on Profiles. Any user not listed either by name or in 
covered by the special identifier "$REST»" which is 
"catch-all" group. 

in the section 
a group may be 
es senti ally a 

5i3il><.2_The_ACL_access^_r i.aht s 

ACLs provide access control by associating identifiers with Lists of 
access rights. The rights available and their meanings are as follows: 

Right 

Protect 
Delete 
Add 
List 
Use 
Read 
Write 
ALL 
NONE 

Applips to 

Directories 
Directories 
Directories 
Di rectories 
Di rectories 
Files 
Files 
Both 
Both 

Drimary Meaning 

Accesses and attributes may be changed. 
Fntries may be deleted from the dir. 
Entries may be added to the dir. 
The contents of the dir may be read. 
The dir may be attached to. 
The contents of the file may be read. 
The file contents may be changed. 
Grant all access rights. 
Explicitly deny alt access. 

5i3±1^3_What_r2ahts_do_I_need? 

The variety of access rights supported by the ACL system was chosen to 
allow greater flexibility of controlling what users can and cannot do 
to a given file or directory. A more detailed description of what each 
access provides is given here. 

5 ± 2 A 1 ± 3 ± I .Protect 

Protect is the most powerful of all access rights. If a user has 
Protect access on a directory* he may change the ACL protecting it to 
allow him any other rights. Since List access is required to read the 
directory in the first place* and Use access to attach to it* Protect 
should never be given without List and Use. In addition to allowing a 
user to set access on files and directories* Protect access controls 
setting of file attributes with S A T R $ $ and reading of passwords. 
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5_3_1.__________ 

In the ACL system* delete is a per-directory (rather than a per-file) 
right* If Delete access is available on a directory* any file or 
directory immediately contained in that directory may be deleted. 
Because of the way in which PRIMOS deletes directories* however* 
Protect rights may be reauirec in order to delete certain subtrees. 
Objects may have a "delete protect switch" set on en individual basis 
to avoid "inadvertent" deletion. This switch is set by the SET_DELETE 
command and SATR$$ subroutine (see below). Also* in addition to 
controlling deletion of files* Delete and Add access (see below) 
together control the right to rename files. 

5_3_l_3_3_Add 

Objects can only be created in a directory on which the user has Add 
access. Since newly created files are opened with all file accesses 
available* granting Add access without Write access (see below) allows 
users to create new files (e.g. providing a copy of a bug-driving 
program) but not to change them after they exist. Delete and Add 
accesses are required to rename files. 

5-.3_l_3___Li.st 

A directory may be opened for reading (e.g. for RDEN$$) if List access 
is available. List access does not imply Use access (see below); Use 
access must be explicitly granted in order to allow a user to attach to 
a directory. 

______________ 

File contents may be examined if Read access is available. 
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5i.l-.li3i7_Write 

The contents of a file may be changed if Write access is available. 
Write access includes the ability to truncate the file. 

5 ..3i_l_.3i8_Ma£p_i.n£__of _£a^^wo£d_ri_cjht^s_.int o_ACL_accesses 

Owner/non-owner rights in password directories are internally mapped 
into ACL accesses by the file system. This allows PRIMOS modules to 
treat all files as files* without worrying about whether they are in a 
password or ACL directory. Externally* users will still see 
OWNER/NON-OWNER for directories and owner/non-owner protection pairs 
for files. The meppina is done as follows: 

Owner: PDALU 
Nor-owner: LU 
Reac: R 
Write: W 

Delete permission is granted to those with owner rights only to allow 
CNAME to work in password directories (since it requires Delete and 
Aod). It is not checked when a file within a password directory is 
being deleted? instead* the per-file Delete rights in the PROTEC word 
are used. This is the on l£ case in which file system code must check 
to see if the object being operated upon is in a password directory. 

5i3il«Ll_Imp.iicit_$RESI_Iden tiller 

What happens when the list of identifiers in an ACL is incomplete? 
That is* what if neither the user nor any of his groups is explicitly 
listed in the ACL and there is no $REST identifier? In these cases* 
the system supplies a default "$PEST:NONE" access pair* so that any 
users not explicitly named get no access. 

5i3i2_Protectin2_Fi^e_Sxstem_0ble£ts 

This section describes how the commands of the new ACL system are used 
to protect objects in the file system. It is designed to be as 
tutorial as possible* and not to be a detailed reference. A detailed 
commands reference guide is provided in the next section. 
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§.•.3 ..2 •.i_Conversion_t_o_ACLs 

Conversion from a password to an ACL directory is done automatically 
whenever the SET_ACCESS command is given on a password directory whose 
parent is an ACL directory. (The MFD may be converted even if its 
"parent" is not an ACL directory* of course.) This conversion can only 
take place after the disk has been brought up to PRIMOS revision 19 
with FIX_DISK (see below)* however. Note that since in the new ACL 
system Protect permission may be gotten from either the parent or the 
object itself* a user needs Owner (or Protect) rights on the parent or 
the_tar2et_cH r ££ to r^ in order to convert a password directory with the 
SET_ACCESS command. This means that once the MFD is converted to an 
ACL di rectory* an^ £o£zi£ve_l £3 s sword dl£££.to ri.e.s .wi..th nuUL, owne£ 
P.^s.iw.ords_ma^> be cp_nve£ted b£ aQ.ZP.riS.JL unless List rights are not 
granted to the general user community by the MFD default ACL. 

5i3i2i2_SetT2nu_p.rotection_on_the_MFD 

If the MFD is an ACL directory* it must always be protected by either a 
specific ACL or art access category (since it has no "parent" from which 
to inherit default protection.) Normally* the MFD is protected by a 
specific ACL* since no categories will exist in a non-ACL directory. 
The MFD is the only directory which may be converted to an ACL 
directory without having a parent which is an ACL directory* for 
obvious reasons. Attempts to revert the MFD to default protection or 
to delete an access category which protects the MFD will be rejected. 

5 i3 i2 i3_Set tin£_acc_e ss_on_F iJle_.S<£st.em_Obi£ct s 

File system objects are protected with the SFT_ACCESS command. 
Depending on how the command is used* it may set default* specific* or 
category protection* as follows: 

SET_ACCESS <object> 

reverts the <object> named to default protection. 

SET_ACCESS <object> <ACL> 

creates a specific ACL containing the < A C L > specified and protects the 
<object> with it. 

SET_ACCESS <object> -CATEGORY <category_name> 

places the <object> into the named access category. 

Full details on the SET_ACCESS command are provided in the next 
section. 
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5 i3».2 i4_UsJ_np i_acc.ess_£a iecjo.He.s 
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5i3i2i5_Friority._ACLs 

Sometimes the system administrator or operations staff require special 
access to the file system. In these cases* Priority ACLs may be used 
to supersede access rights granted in the file system itself. For 
instance* when doing system backups* the operator should be able to 
read any file on the disk so it can be backed up. Priority ACLs are 
set with the SET_PRI OR ITY_ACCESS command: 

SET_PRIORITY_ACCESS <partition_name> <ACL> 

Priority ACLs differ from "physical" ACLs in that they do not supply an 
implicit "$REST:NOIME" access pair. If the user is not found in the 
priority ACL* his access is computed as if the priority ACL did not 
exist. 

5i3i3_How_a£jcess_2s_caJLjcuJL.ated 

When a user attempts to open a file or attach to a directory* the file 
system must calculate the user's access to the file or directory. Let 
us first describe what is in an ACL* then go on to how that information 
is used in access calculation. 

5i3i3ii_The_p_art s,_of _an_ACL 

Each ACL has three distinct parts which are searched independently for 
a match on the user*s id or groups. The three parts are: 
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5.3.3.1.1 The User ID section 

All single users who are included in the ACL are in this 
the accessing user's ID is found in this section* 
determined by his entry here. 

section* If 
his access i s 

5i3i3ili2_The_G£OUD__ID_sect i.on 

If the user's user ID was not found in the user ID section* the group 
ID section is searched. The rights for all groups to which the user 
belongs that are found in this section are logically ORed together to 
determine the user's rights. 

5i3i3i!ii.3_L,ef to yers_i$REST_sec ti.oni 

If the user was found in neither the user nor the group ID 
is granted the access specified by the entry for $REST. 
for JREST exists* the user is denied access to the object. 

secti ons • he 
If no ent ry 
(With the 

exception that Priority ACLs cc not have a default $ R E S T entry.) 

5 •.3i3±2_Whe£e_ac ces,s_£omes_f rom 

When an attempt is made to access a file system object* the following 
sequence of events occurs: 

5i3 i3 i2.i_Check_f or_a_Pr2orltx_ACL. 
If the partition on which the object is being accessed is protected by 
a Priority ACL* that ACL is searched for a match in the sections 
described above. If a match is found (recall that a Priority ACL need 
not have a $REST specifier)* the access granted is that which was found 
in the Priority ACL. 

5i3i3i2i2_ChecJ<_£0£_pa^^word_£roie££i_on 

If the object is password-protected* access is calculated in the old 
manner* with the rights mapped as described above. 

5_i3i3^2i3_Che£j<_Xo£_deiau£t_££0£e£t.2on 

If the object is default-protected* the access is simply taken from the 
default rights kept in the unit table entry of the current attach 
point • 
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5i3i3i2i4_Get_£i_ah^_irom_an_eix 0.111 £lt_ACL 

At this point the object is protected either specifically or by an 
access category. The appropriate ACL is read and searched as described 
above• 

^±^±ii_^ojJl^or_coj]ibj_£.§.^.12D.l—2l—§.£.£.^.ll^.Ll2hlM. 

The flexibility of the ACL system is found in its various access 
rights. Combining these rights effectively is an important part of 
using the system effectively. Some of the more common and useful 
combinations of access rights are listed here. 

5«.3«. 4*.i_Riotht s__f 0£_£he_^owner;^_of _s_di__recĴ or,£ 

Normally "owners" of directories will be granted all rights (PDALURW* 
indicated by the special mnemonic "ALL"). If the "owner" of the 
directory is really only supposed to use it* however* sometimes Protect 
permission will be left off* resulting in DALU rights (for 
directories). This allows the user of the directory to do anything but 
change protection and attributes of objects in the directory and its 
subt ree • 

5<.3i4i2_Riothti£_f 0£_o ill^£_iise£s_ln_a_oi£OU£_or_p_£0 j.ec.t. 

When working with other people on a project* it is often useful to 
allow them to access each other's files but not to change or destroy 
them. In such cases* the combination LUR is used most often. It 
allows users granted these rights to examine files and directories and 
execute programs* but does not allow them to change anything. 

5i3i4i3_R_ioth_£s_f or_out s_i_der,£ 

True outsiders ere often denied rights altogether with the NONE special 
mnemonic. Sometimes* however* it is desired that certain files be 
accessible to anyone. In this case* granting UP access allows files 
whose names are known in advance to be read* but does not allow 
anything to be modified* and furthermore does not allow the directory 
to be perused for additional entries. 
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5i3i4i4_Pa^^2
n.£._in.iP.£!0®ilon._3£ound 

Sometimes it is useful to allow users to "pass" files back and forth* 
but at the same time the target user does not want his other files to 
be damaged • Certainly he could create a subdirectory containing only 
passed files* but this is cumbersome and inefficient* Instead* the 
user can grant ALUR rights* which allows new files to be created and 
written to (since new files are always opened with all rights)* but 
does not allow existing files to be modified. 

5i4_U£er__Commands^_Sp_ec_i_f i.cat ion 

This section provides a formal specification of all user commands 
available under the new ACL system. It is designed as a detailed 
reference document which can be relied upon as the final arbiter of any 
disputes as to what is "correct" functioning of any of the ACL 
commands. Abbreviations are indicated by capitalizing the letters of 
the abbreviation in the examples. 

•̂.it*.i_Set_t iri2_ac£ess 

The SET_ACCESS (SAC) command is used to specify the complete set of 
access rights for either a category or a specific object* Its syntax 
has the following forms: 

Set__ACcess <target> 
Set_ACcess <target> <access_control_list> C-No_Query] 
Set_ACcess <target> -LIKE (reference) C-No_QueryD 
Set_ACcess <target> -CATegory <cateqory_name> 

For purposes of this discussion* the term "file" means "file* 
directory* or segment directory." In all cases* if the <target> is a 
password directory whose parent is an ACL directory* the <target> is 
convertea to an ACL directory. The <access_control_list> may 
theoretically contain up to 32 pairs (the maximum allowed in any one 
ACL)* but may not in total be more than 160 characters long* including 
blanks . 

5i4ilil_When_on l.y__a_<tia££et >_is_2iven 

The <target>* which must be a file* is set to use the default access 
for the directory. This form may not be used if the <target> is an 
MFD. 
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5i4il>i2_When_an_<ac_£es^s._£0nt £0___i_t 2_is._aivf.n_ 

The action in this case depends on whether or not the <target> exists* 
what its type is* and how it is currently protected. 

__i_l___l_<tar_et>_i__a_fiL.e 

The ACL for the file is set as specified. If no specific ACL currently 
exists for the file* one is created. If a specific ACL does exist* the 
user will be queried before its contents are replaced (this query may 
be supressed with the -N0_GUERY option). Note that if the file was 
category-protected the category will not be changed. 

5_________(___£_i__i___n___c____£__ _£_£_ 

The user is queried to determine whether or not he really wants to 
replace the contents of the category. If an affirmative response (or 
the -N0_QUERY option) is given* the category#s ACL is replaced in its 
entirety by the specified <access_controL_list>• 

5___l_2_3__<i_££et>_does_no£_exist 

The user is Queried* and if an affirmative response (or the -NQ_QUERY 
option) is given* a new access category is created with the specified 
<access_control_list>. If the specifiea category name does not include 
the " • A C A T " suffix* it is added. Category names which are more than 27 
characters long without the suffix with be rejected with the "Category 
name too long" message. 

5_____________h____I_E__£_i£__i__ai___ 

In this case* both the <target> and (reference) must be existing files 
or access categories. If the <target> is an access category* its ACL 
is replaceo by one which is identical to the ACL protecting the 
(reference). If the <target> is a file* it is given a specific ACL 
identical to the ACL protecting the (reference)* regardless of how the 
(reference) is protected. If the (target) was category-protected it is 
removed from the category and the category remains unchanged. If the 
(target) was specific-protected* the old specific ACL is lost. 

Note that the protection of any object can be changed from default or 
category to specific by using the SET_ACCESS command with the -LIKE 
option on the object itself. 
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5i4ilii_When_the_2CATEGORY_0£tion_is_civen 

The <target> must be a file* and the <category_name> must specify an 
existing access category. The <target> is added to the access 
category. If the <target> was category-protected* it is removed from 
the old category* but the old category remains unchanged. If the 
<target> was specific-protected* the old specific ACL is lost. 

5 i4 i j l i5_Examg> l ies 

Set a specific ACL on file "FOO": 

SAC foo glennwlrwx .opsys'.rx trestlnone 

Put "FOO" into access category "8AR.ACAT": 

SAC foo -CAT bar 
or SAC foo -CAT bar.acat 

Revert "FOO" to default access: 

SET_ACCESS foo 

Protect "FOO" like "FOOEY" is protected: 

SAC foo -LIKE fooey 

Create a new access category called "NEW_CAT•AC AT": 

SET_ACCESS new_cat userltall user2:alur .opsyslur -NQ 

5i4i2_E>^amini,npt_ac_c_esis^ 

The LIST_ACCESS (LAC) command allows users to examine the access rights 
for any file system object. Its syntax is: 

List_ACcess [<object>3 

If the <ob?ect> is omitted* the access rights for the current directory 
are given. If the <object> is an access category* its ACL is 
displayed. Otherwise* the ACL protecting the <ob*ect> is listed. Any 
priority ACL is listed after the normal ACL. 
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5i4i3_ChaQ2lnc|__ac>c_es>s-

The EDIT_ACCESS (EDAC) command is used to modify existing ACLs. Its 
synt ax is: 

EDit_ACcess <target> <access_control_list> I-Mo_Query1 

The <target>* which may be either a specifically-protected file or an 
access category* has its ACL modified to include each of the new < i d > s • 
If an <id> already exists* its <access> is changed* A null <access> 
indicates that the <id> should be removed from the list. 

EDIT_ACCESS should not be used on files which are currently default or 
category-protected* but if it is the user will be queried to determine 
whether or not she wishes to create a new specific ACL. This query may 
be supressed with the -N0_CUEPY option. 

If EDIT_ACCESS is used in this latter way* the new specific ACL will be 
formed by modifying the protection provided by the old category or 
default protection with the specified <access_control_list> and placing 
the result into the new specific ACL. The default or category ACL is 
net changed. For example: 

OK* LIST_ACCESS 
" F 0 0 " protected 

USER1: 
USER2I 
.OPSYS: 
$REST: 

f 00 
by default 
ALL 
ALUR 
UR 
NONE 

ACL (from "<MYDISK>MYDIR">: 

OK* EDIT_ACCESS foo user2: 
"FOO" is default-protected. 
OK, LIST_ACCESS foo 
ACL protecting "FOO": 

USERi: ALL 
.OPSYS: UP 
$PEST: NONE 

Create specific ACL? YES 

5i4i4_Set t2na_P,r i.or i_t-y__A££es_s 

Priority access may be set with the SET_PRIORITY_ACCESS (SPAC) command* 
the syntax of which is given below: 

Set_Priority_ACcess <partition_name> <access_control_list> 

This command may be used only by the system administrator or from the 
system console. Priority access may be converted into the ability to 
override any access control on the aisk by simply including a SREST 
specifier in the priority access list. 
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5iir5_Lis_t i_noi_Pr i_or2_t^_Access 

When a priority ACL is in effect for a partition* its contents are 
always displayed in a LIST_ACCESS command. However? since it is 
possible to prevent users from accessing even the MFD with a priority 
ACL* the LIST_PRIORITY_ACCESS (LPAC) command allows users to examine 
the priority ACL on any partition* 

List_Priority_ACcess <partition_name> 

5i4i6_Remcy_lna_Pr i_o_£i_t_̂ _A£c_ess 

The REMOVE_PRIORITY_ACCESS (RPAC) command is used to remove a priority 
ACL when it is no longer needed. This command may be used by any user. 

Remove_Priority_ACcess <partition_name> 

This command may be given only by the system administrator or from the 
system console. 

5±!».Z_Settinp4_the_De.lete_S witch 

The delete switch for files (to prevent inadvertent deletion) may be 
set with the SET_DELETE command. Its syntax is: 

SET_DELETE <pathname> COPROtect | -No_PR0t ect} 1 C-RePorT] 

<pathname> is the name of the obiect on which the delete protection is 
to be modi f i ed• 

If the -PROTECT option is given, or neither -PROTECT nor -N0_PR0TECT is 
specified* the delete switch is set (deletion is prevented). 

If the -N0_PR0TECT option is given* the delete switch is cleared 
(deletion is allowed). 

The -REPORT options requests that the results of executing the command 
be reported to the user. 

The user must have delete access (D) to the directory that contains the 
ob5ect in order to set the delete protect switch on a file* directory* 
or segment directory. (The switch cannot be used on access 
cat ego r i es.) 
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^iii6_Reyer^2G2_i2_£_£311word_di_£ector^ 

If for some reason a user decides that he no longer wants the 
advantages of an ACL directory* he may convert a directory back to 
password protection with the REVERT_PASSWORD external command. 
REVERT_PASSWORD operates only on the current directory* which may 
contain no access categories or ACL subdirectories. It should be used 
as sparingly as possible* if at all. 

5i5_P£p_a£am_i_nte rf ace 

Anything which can be done with a command from the terminal should be 
achievable from a orogram. This section describes the program 
interface through which both PRIMF.-supplied and user-written subsystems 
may access the ACL system. 

5i5iI_AC$CAT_22_£dd_a_flie_to_a_cateQor^ 

Files may be added to an access category with the ACSCAT call, 
calling sequence is: 

Its 

del Aclcat entry (char (1?R) var* char (32) \zan fixed bin); 
call Ac$cat (object_path* category_name» code); 

object_path: name of the object to be protected (input), 
category_name! name of the category to which the object 

should be added (input), 
code: standard error code (output). 

The object must exist and must be a file. The category must exist in 
the same directory as the object and must be an access category. If 
the object is a password directory and its parent is an ACL directory* 
the object will be converted to an ACL directory. 
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5i5i2_AC$CHC_2Z_!l2.d.iIy._existinQi_ACL 

Existing ACLs may be modified with the ACSCHG call. Its calling 
sequence i s : 

del AcSchg entry (char (128) var» ptr* fixed bin)? 
call AcSchg (name* acl_ptr* code); 

name: pathname of the object whose ACL is to be modified 
(i nput) . 

acl_ptr: pointer to the ACL structure (input), 
code: standard error code (output). 

ACSCHG is similar to A C ? S F T * but rather than replacing the entire 
contents of the old ACL* ACSCHG updates the existing ACL with the new 
data. The object to be changed must be an existing access category or 
a specifically-protected file. Attempts to use ACSCHG on 
default-protected files will be rejected with error code E $ D F P R (Object 
is defauIt-protected)* and attempts to use it on category-protected 
files will be rejected with status ESCTPR (Object is 
category-protected). As in the ACL commands* a null (access) half of 
the <access_pair> results in the <id> being removed from the ACL. 
Otherwise* if the <id> already exists in the acl its (access) list is 
simply changed* and if it does not exist it is added. For details on 
the ACL structure* see ACSLST* below. 

5i5:3_AC$DFT_--_Set_defauit_£rotectlon 

An object may be set to use default protection with the ACSDFT gate. 
Its calling sequence is: 

del AcSdft entry (char (128) var* fixed bin); 
call AcSdft (name* code); 

name: name of the object whose protection is to change (input). 
code: standard error code (output). 

The object must exist and be a file. Tf it is a password directory and 
its parent is an ACL directory* it will be converted to an ACL 
directory. Attempts to use AcSdft on N'FDs will be rejected with error 
code ESIMFD (Operation illegal on MFD). 

5i5iff_ACSLXK_zz_EL°i££t_0!2£_iil£_ii!L§._3Qoth2er_one 

ACLs may be copied from one file to another with the ACSLIK routine. 
Its calling sequence is: 

del AcSlik entry (char (128) \/ari char (128) var* fixed bin); 
call AcSlik (target_path* reference_path* code); 

ACCESS CONTROL LISTS page 55 



target_path: name of object to be protected (input). 
reference_path: name of object from which to take £CL (input). 
code: standard error code (output). 

Both target and reference objects must be existing files or access 
categories. A new specific ACL will be created with the ACL of the 

regardless of how the target and reference are currently 
The target and reference may be the same* in which case the 

to force the target to be protected by a specific ACL. If 
is a password directory and its parent is an ACL directory* 
will be converted to an ACL directory. 

reference* 
protected, 
effect is 
the target 
the target 

^•.5.5_AC$LST_z-_Read_an_ACL 

ACLs are read using ACSLST. Its calling sequence is: 

del Ac$lst entry (char (128) var* ptr* fixed bin* char (128) var* 
fixed bin* fixed bin)? 

call AcSlst (name* acl_ptr* max__ent r ies * acl_name* 
acl_t ype * code)* 

name. 

acl_pt r : 

max_ent ri es 

acl_name : 
acl_type : 

code : 

pathname of the object for which information 
is desired (input). 
pointer to return structure (input* points to 
output)• 
most entries user's buffer can handle. The 
maximum number of entries in an ACL is 32 (input). 
name of the ACL protecting the object (output). 
type of the ACL protecting the object (output). 
Possible values are: 
spec_aclt (0) -- specific ACL. 
cat_actt (1) -- access category. 
dft_spec_acIt (2) -- default access provided by 
spec ific ACL. 
dft_cat_aclt (3) --
access category. 
acc_cat_aclt (4) --
standard error code 

default access provided by 

object is an access category, 
(output)• 

If the name is null* the contents of the default ACL for the current 
directory are returned. If max_entries is zero* only acl_name and 
acl_type are returned. The acl_name returned (which is a full 
pathname) is determined by the following algorithm: 

acl_name(object) = if (object category-protected) 
then category name 

else if (object specific-protected) 
then object name 

else acl_name(parent(object ) ) 
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Acl_ptr points to a structure which looks like the following: 

del 1 ac I • 
2 version fixed bin* /* Inout* must be 2 */ 
2 entry_count fixed bin* /* Mumber of pairs */ 
2 entries**) char (80) vari /* <access_pair>s */ 

5.i5i6_AC$RVT_-2_B.fye£t_to_a_£ass wor d_di>recto r^ 

The AC$RVT gate reverts the current directory to a password directory. 
Its calling seguence is: 

del AcSrvt entry (fixed bin); 
call AcSrvt (code)S 

code: standard error code (output)* 

ACSRVT will return an error code of ESCATF (access category found) if 
the directory contains any access categories* and ESADRF (ACL 
subdirectory found) if it contains any ACL subdirectories. ACSRVT 
should be used sparingly* if at all* and is provided for compatibility 
reasons only. 

The ACSSET gate provides user programs with a method of creating and 
replacing the ACL belonging to a category or file. 

del AcSset entry (fixed bin* char (128) warn ptr* fixed bin); 
call AcSset (key* name* acl_ptr* code); 

key: indicates caller's intentions (input). 
Possible values arel 
KSANY -- create a new ACL if one does not exist* 
KSCREA -- create a new ACL. If one already exists* 

return an error. 
KSREP -- replace the contents of an existing ACL. 

If one does not exist* return an error-
name: pathname of the object to be protected (input). 
acl_ptr: pointer to the ACL structure (input), 
code: standard error code (output). 

The acl_ptr points to a structure like that for ACSLST* above. 

The action taker by ACSSET is determined by the type of the object 
named in the call and the key* as follows: 
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5i5i7^^_Xhe_named_obj_e£ti_2^_an_ac£ess_£a^eao£^ 

If the key is K$CREA* an error is returned. Otherwise* the category's 
existing ACL is replaced with the new one pointed at by acL_ptr. 

5i5i7i2_The_named_obj.e£t_2s_a_lj_L e 

If the file is protected by a specific ACL and the key is KSCREA* an 
error is returned. Otherwise* a new specific ACL is created and the 
object pointed to it. Any old specific ACL is deleted. If the object 
is a password directory and its parent is an ACL directory* it will be 
converted to an ACL directory. 

5JL5i7i3^he_named_obj[ec_ti_does_not_ex_i£t^ 

If the key is not K $ R E P • a new access category is created with the 
given name and ACL. Otherwise* an error is returned. It is the 
responsibility of the caller to ensure that the category name ends in 
" . A C A T " . 

§.±.5._8_C ALAC$_2::_CaJLcjAaJb.e_a£c_ess_a^ 

The CALAC$ call a l l o w s p r o g r a m s to d e t e r m i n e the a c c e s s e s a v a i l a b l e to 
the user on any given file system o b j e c t . Its c a l l i n g s e g u e n c e i s : 

del CalacJ entry (char (128) v a r * p t r * char (80) v a r * 
char (80) var* fixed b i n ) returns (bit ( 1 ) ) ; 

h a v e _ a c c e s s = C a l a c $ (name* id_ptr* a c c e s s _ n e e d e d » 
a c c e s s _ g o t t e n * c o d e ) ; 

n a m e : p a t h n a m e of the object to check ( i n p u t ) . 
i d _ ptr: p o i n t e r to the user id s t r u c t u r e ( i n p u t ) . 
a c c e s s _ n e e d e d : a list of a c c e s s e s reguired ( i n p u t ) . 
a c c e s s _ g o t t e n : the list of a c c e s s e s a v a i l a b l e ( o u t p u t ) , 
code: standard error code (output). 
have_acces s: true if access_neec'ed is a subset of 

access_gotten (returned). 

The user ia structure pointed to by id_ptr is the same as that for 
GETID$* below. If id_ptr is null* the current user's id and groups are 
used. Use of n o n - n u l l ID p o i n t e r s is d e s i g n e d for p r o t e c t e d s u b s y s t e m s 
only* and should be avoided by most c a l l e r s . 

The a c c e s s _ n e e d e d and a c c e s s _ g o t t e n strings are in ASCII f o r m a t * that 
is* they are s t r i n g s c o n s i s t i n g of mnemonic mode n a m e s or the special 
modes " A L L " and " N O N E " . 
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If the name is null* the rights for the current directory are returned* 

If the object is passwora-protected« password rights are returned. If 
the CALACJ call is made on the current directory* the string "Owner" is 
returned if the user has owner rights* and "Non-owner" is returned if 
the user is attached with non-owner rights. For files* a string of the 
form "<owner_rights> <non_owner_rights>" is returned* where the rights 
strings will be either a combination of the characters "r"* "w" and "dH 

or the special string "nil". For password-protected objects the 
access_needed string is ignored and have_access is always set to true. 
This should pose no serious problerrs to callers of CALAC$ since the 
only programs which really benefit from access checking are protected 
subsystems* and none currently exist. 

5i5i9_CAT$DL_2~_De^ete_an_a££ess_,catieo,ory_ 

Access categories may be deleted with the CAT$DL call, 
seguence i s: 

Its calling 

del Cat$dl entry (char (128) var* fixed bin); 
call CatSdl (name* code); 

name: name of the category to be deleted (input), 
code: standard error code (output). 

The name must exist and must specify an access category. Specific ACLs 
may not be explicitly deleted; they are deleted by the system when the 
file which they protect is either deleted* is put into an access 
category* or reverts to default protection. 

5i5±iO_CREA$$_22_Create_a_di.rector^ 

Under the ACL system there are two different types of directories: 
password directories and ACL directories. Although the calling 
sequence of CREA$$ has not changed* it will now create a directory of 
the type of the parent. That is* if C R E A $ $ is used in an ACL directory 
it will create an ACL directory? if used in a password directory it 
will create a password directory. Password directories may be 
explicitly created with the CREPW$ routine* below. There is no special 
routine to create ACL directories since CPEA$$ will always create an 
ACL directory within an ACL directory* and an ACL directory may not 
have a password directory as its parent. 
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5i5il.lL_CREPW$_--_£rea_te_a_p_a ss.word_d_irec t_o_r_x 

CREPWS is identical to the 
password directory instead of 

existing C R E A $ $ , except it will create a 
an ACL di rectory. 

5i5i12_DXEiRD_--_Read_d2rector^_ent.r2es 

DIR$PD replaces RDEN$$ in primary function* that is* to read the 
contents of a directory sequentially* entry by entry. The positioning 
functionality of R D E N $ $ * which could only qet people into trouble* has 
been eliminated. The returning of an entry with a given name has been 
taken over by E N T $ R D * below. The calling sequence for DIRSRD is! 

del DirSrd entry (fixed bin* fixed bin* ptr* fixed bin* 
fi xed hin ) ; 

call DirSrd (key* unit* return_ptr* max_return_len* code); 

key : 

unit: 

return_ptr: 

max_retu rn_len 
code : 

indicates what to do (input): 
when ( K $ INI T ) » initialize to directory header 
when (KSPEAD? 0)* read from current position-
unit number on which directory is open (L 
access must be available on the directory? 
input). 
pointer to user's buffer (input* points 
to output). 
size of user's buffer (input), 
standard error code (output). 

The return_ptr points to a structure with the following format! 

del 1 dir_entry based* 
2 ecw* 

3 type bit (8)* 
3 len bit (8), 

2 name char (32)* 
2 pw_protection bit (16) aligned* 
2 non_dft_prot bit (1) aligned* 
2 file_i nfo* 

3 long_rat_hdr Pit (1)» 
3 dumped bit (1)* 
3 dos_mod bit (1)* 
3 special bit (1)* 
3 rwlock bit (2)* 
3 spare bit (2)* 
3 type bit (8)* 
2 dtm* 

3 date* 
A year bit (7)* 
4 month bit (4 ) * 
4 aay bit (5 ) * 

3 time fixed bin* 
2 spare(2) fixed bin; 
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All entries are as defined in the Subroutines Guide description of 
R D E N $ $ except for non_dft_prot* which is set to true if the entry is 
not default-protected (that is* is protected specifically or by a 
category). 

DIPSRD only returns entries for named objects. Thus* unlike RDEN$$ it 
will not return the E C W for the directory header. Since old partitions 
are no longer supported* the only types which a caller of DIR$RD will 
see are 2* for a file or directory* ana 3* for an access category. 

NOTE 

Calls to DIRSRD and ENT$RD should not be made on the same directory 
file unit unless DIR$RD is called with the K $ T NI T key following each 
ENTSRD call. 

5i5i1.3_£NT$R_D_--_Pead_dixecto 

E N T $ P D is identical to DIRJPD in what it returns* but rather than going 
sequentially through the directory* ENTSRD returns data for a 
particular named entry. Its calling sequence is: 

del Ent$rd entry (fixed bin* char (32) var* ptr* fixed bin* 
fixed bin); 

call Ent$rd (unit* name* return_ptr* max_return_len« code)* 

ur.i t : 

name: 
return_pt r : 

rrax_ret urn_len: 
code : 

unit number on which the dir is open 
(L access is required; input), 
name of the entry to read (input), 
pointer to return structure (input* 
points to output). 
size of user's buffer (input), 
standard error code (output). 

The structure returned by FNTSRD is ioentical to that returned by 
DIPSRD. As noted above* however* ENTSRD and D IR $ R D should not be used 
together on the same file unit. 

5±5JL14_GETXD$_2Z_Determine_a_user^s_f uii_ldent2ty_ 

The GETID$ call returns the user's id and groups. Its calling sequence 
is: 

del GetidS entry (ptr* fixed bin* fixed bin)? 
call Getid$ (id_ptr* max_groups* code); 

id_ptr: pointer to full_id structure (input* points to 
output ) • 

max_groups: maximum number of groups caller's full_id 
structure can handle (input), 

code: standard error code (output). 
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The structure pointed to by id_ptr looks like! 

del 1 full_id, 
2 version fixed bin» 
2 user_id char(32) var^ 
2 group_count fixed bin* 
2 aroupst*) char(32) var{ 

be suoplied by the 
version 

Version number of the structure. This must 
caller* and must currently be either 1 or 2. 

user_i d 
The user id of the current user* 

group_count 
Number of groups returned to the caller. This will always be the 
minimum of max_groups as supplied by the user and the number of 
groups the user has. Currently* users may have up to 32 groups. 
If max_groups is zero* this field is not returned. 

groups 
The list of groups currently valid for the user. 

5i5.15_ISACL$_-z_Get_directorx_t^p.e 

Since for purposes of compatibility ACL directories and password 
directories have the seme type (as returned to users? internally they 
are different)* some method of distinguishing between the two is 
needed. ISACLS returns (PL/T) true if the directory specified is an 
ACL directory. Calling sequence: 

del Isacl$ entry (fixed bin* fixed bin) returns (bit (1 ) ) » 
is acl dir = Isacli (unit* code); 

unit: 

code: 
is acl dir: 

file unit to check. -1 = current dir* -2 = home* 
-3 = initial (input). 
standard error code (output). 
true if directory on "unit" is an ACL directory 
(returned)• 
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5i5i16_PA$DEL_2i_Deiete_a_Priority__ACL 

Priority ACLs are removed with the PASDEL gate* callable only by user 1 
and the system administrator. Its caling sequence is: 

del Pa $del entry (char (32) v a r * fixed bin); 
call Pa$deL (partition_name* code); 

partition_name: name of the partition from which to remove 
priority ACL (input), 

code: standard error code (output). 

Note that both PA$DEL and PAJSET depend on the ability to determine who 
the system administrator is. This information is read from the SAD and 
placed into SUPCOM in ring zero at cold start. See FE-TI-853 for 
details on system administrators and the SAD. 

5i5i17_PA$LST_2Z_Eead_a_Prlorlt^_ACL 

Priority ACLs may be read by any user with the PA$LST call. Its 
calling sequence is: 

del PaSlst entry (char (12 8) \jar« p t r * fixed bin* fixed bin); 
call Pa$lst (name* acl_ptr* max_entries» code); 

name: name of any object on the partition whose priority 
ACL is to be read (input). 

acl_ptr: points to return structure (input* points to 
output)• 

max_entries: most entries caller can handle (input), 
code: standard error code (output). 

Normally* some access to the partition is required in order to 
determine the logical device number and through it get the priority 
ACL. Since it is possible to disallow all access to a 
priority ACLs* however* if PASLST is called with only 
(in angle brackets)* it will merely look the partition 
table and no access is required. 
Note that PASLST does not actually search for the last entry in the 
pathname* but merely attaches to its parent. Thus* PAfLST may return 
information even if the object specified by the full treename is 
unavailable or non-existent. 

partition with 
a partition name 
up in the disk 
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5i5.18_PA$SET_zz_Add_a_Priorjt£_ACL 

Priority ACLs may be added to a partition with the P A $ S E T call* which 
may be used only by user 1 and the system administrator- Its calling 
sequence i s: 

del Pa$set entry (char (32) var* ptr» fixed bin); 
call Pa$set (partition_name* acl_ptr« code); 

partition_name: name of the partition to be protected (input). 
acl_ptr: pointer to ACL structure (input), 
code: standard error code (output). 

The acl_ptr points to an ACL structure as for ACSLST. 
priority ACL on the specified partition will be replaced 
one. 

Any existing 
by the new 

5i5ii9_RDE_ri$$_-2_Read_directorx_entr2es. 

R D E N $ $ has been modified to return access category entries (with a type 
of 3) and the first reserved word now contains a bit indicating whether 
the object described in the entry is not default-protected. The 
calling sequence is unchanged. R D E N $ $ is obsolete and has been 
replaced by DIR$RD» above. New structures returned are documented in 
the section on DI P. $ R D . 

5i5i2 0_SATP$$_-2_Set_flie_attrjbutes 

The SATR$$ routine has a new key* K$SDL» which is used to set the 
delete switch. If the contents of APRAY(l) are non-zero* the delete 
switch is set. If ARRAY(l) is zero* the switch is cleared. The SATRSJ 
calling sequence has not changed; for details see the subroutines 
gui de • 
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BADSPOT HANDLING 

6.1 INIRODUCITON 

Previously* the way the physical copy utilities handled badspots on a 
source partition was by reading a file in the MFD celled BADSPT which 
was created by MAKE if a partition was found to contain bad records 
when it was initialised. This BADSPT file provided information which 
enabled PHYSAV and C0PY_DISK to avoid reading a track which contained a 
bad record. All records in this track were also marked *in-use* in the 
DSKRAT file so that the File Management System was not able to access 
the bad record. 

6.1.1 BADSPT file format 

6.1.1.1 Old format 

6.1.1.2 New Format 

The new format BADSPT fiIe has two major enhancements over the previous 
format: 

1) Single bad records are markec* rather than whole tracks. 

2) An EQUIVALENCE block has been defined* which enables software using 
the BADSPT file to Indicate that it has been able to avoid writing to a 
badspot by writing the record elsewhere. 

Since new format badspot files are not. user-modifiable* their internal 
format is not documented here. 

Starting from Rev 19* each partition will have a Rev Stamp. The new 
BADSPT file format will be allowed only on a Rev 19 style partition. 
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6.1.2 Sourc.e_Bads£ot._HandJ.2na 

PHYSAV and 
t rack s as 
Therefore? 
i ndivi dual 

C0PY_DISK 
marked in 
these two 
bad records 

were previousLy onLy able to avoid reading bad 
the BADSPT files of the source partitions, 
utilities have been enhanced to avoid reading 
as marked in the new format BADSPT files. 

6.1.3 la roet_Ba d sp_ojt_Handl. i_no 

PHYRST and C0PY_DISK previously had no notion at all of badspots on the 
target partitions. Target disk badspot handling has therefore been 
added to them. 
Badspot handling for a target disk involves more than just avoiding bad 
records on the target disk* as the record that would have fallen on the 
badspot needs to be written elsewhere* i.e. it needs to be mapped to 
an available free record. The only way that PHYRST and C0PY_DISK can 
know whether a particular record is free is by checking the DSKRAT 
file. Therefore* for each badspot entry in the target BADSPT file* a 
free record must be found from the source DSKRAT file* and the entry 
that says to which record address the badspot has been mapped to must 
be stored in the BADSPT file. This is achieved by adding four-word 
entries to the EQUIVALENCE block of the BADSPT file. 

During the restore or disk copy* the programs can then access the 
EQUIVALENCE block of the target BADSPT file to! 

1) map records that would have fallen on a badspot* 

2 ) avoid overwriting those records that have had badspots mapped onto 
them 

N.B. The records that have been mapped contain exactly the same 
information as the original record (except for the CRA). 

6.1.4 Fj.X_DISK 

Badspot handLing for FIX_DISK involves fixing the file pointers 
associated with the bad records to point to the remapping records using 
the remapped information that is contained in the EQUIVALENCE block of 
the new format BADSPT file. It also makes available the good records 
on the target disk which correspond to bad records on the source disk. 
After FIX_DISK is run* the EQUIVALENCE block of the new format BADSPT 
file will be removed. 
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6-2 IMIIAk_SIATE_OF_PARTlHONS 

As a ruLet the format of the target partition will be dictated by the 
source partition. Also* the badspot handling feature will be available 
only for rev 19 format partitions. Because the target badspot handling 
involves using the DSKRAT file of the source partition to find free 
records* then the DSKRAT file must_be_£orrec_t. If you cannot be sure 
this is so* then FIX_DISK should be run on the source partition. 

6.3 FINAL_STATE_0F_PARJIT IONS 

PHYSAV and C0PY_DISK will leave source partitions exactly as they were. 

PHYRST and C0PY_DTSK will only leave target partitions as exact copies 
of the original source partitions if the command line option -NOBADS is 
used* or if the source partition was a pre revl9 partition. 

Otherwi se: 

1) If the target disk originally had a P A D S D T file then afterwards it 
will contain that BADSPT file with the appended EQUIVALENCE block. 
Records will have been remapped as indicated by the EQUIVALENCE block. 

2) If the target disk did not originally have a 
afterwards it will still not contain a PADSPT file. 

BADSPT file then 

The exception to these rules is if badspot handling has been turned off 
by the program - for example if no free records were available on the 
partition for bad records to be mapped onto. In this case there will 
be no BADSPT file left on the target disk. 

6.4 Co mp_a tj_b 1 I U ^ 

C0FY_DISK* PHYSAV/RST will handle pre rev 19 partitions exactly as 
before. In other words* the target partition will be an exact copy of 
the source partition* and no badspot handling will be provided. 
In this case* the message: 

WARNING - SOURCE PARTITION IS PRE REV 19 
NO BADSPOT HANDLING WILL OCCUR ON PARTITION pdev 

will be is sued. 
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6.5 USER_INTER FACE 

If badspot handling has taken olace during PHYRST or C0PY_DISK» then 
for each affected partition the message: 

BADSPOTS HANDLED ON PARTITION pdev 

will be put to the terminal at the end. FIX_DISK must be run on that 
partition before it is used for any reason other than as a target disk 
for PHYRST or C0PY_DISK. 

If the situation occurs where PHYRST or C0PY_DISK are attempting to map 
a record round a badspot and there are no free records available* the 
message: 

NO FREE RECORDS AVAILABLE ON PARTITION pdev 
OK TO WRITE TO IT WITHOUT BADSPOT HANDLING (YES/NO)? 

will be issued to the terminal. If the user types YES then the 
partition will be copied to without badspot handling* otherwise the 
program will exit* to allow the user to copy to a different partition 
with fewer badspots. 

Upon finding a BADSPT file (on source or target partitions) which is in 
some way inconsistent* the message: 

BAD BADSPT FILE ON PARTITION pdev - IGNORED 

is issued. 
If the BADSPT file of a source partition contains an EQUIVALENCE block* 
then the program will abort with the error message: 

BADSPT FILE ON PARTITION pdev HAS AN EQUIVALENCE BLOCK 
PLEASE RUN FIX_DISK 

N.B. A BADSPT file not marked as special in the MFD is completely 
i gnored • 
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COMMAND PROCESSOR ENHANCEMENTS 

7.1 INTRODUCTION 

This section describes the enhancements made to the Primos command 
processor at Revision 19. These changes are intended to provide the 
following general features in the command language: 

o simple command iteration (executing a given command once for 
each of an exDlicitly Listed set of objects). 

o wildcard processing (executing a given command once for each 
file system object that satisfies certain s.eL.e.ct i_on_crlt eri. a ) • 

o name generation (generating file system names from a given name 
and a pattern on the command line). 

o treewalk processing (executing a given command over selected 
parts of a file system subtree). 

7.2 OVERVIEW 

Simple Iteration is indicated by means of an explicitly parenthesized 
List of blank-separated tokens. All other features are recognized by 
virtue of the special characters they must contain (such as 3* ~ or + 
in a wildcard) or their exact character value (such as -after). 

All of these features are conditional.L.^ processed* depending on whether 
the command "wants" the command processor to handle them or wishes to 
do so itself. 

Internal commands provide "descriptor" information to the command 
processor to inform it whether the various features are to be processed 
by the command processor or not. This information is stored in the 
internal command table inside Primos. 

If the command is a Static Mode (user) orogram* then the command 
processor makes the following default assumptions: 

t reewaIk simple iteration* wildcards* generation patterns* 
pathnames should be expanded by the command processor 

the generation pattern source name is the first object argument 
on the command line* except for the RESUME and SEG commands* 
which are specia I-cased to cue generation patterns on the 
second object argument 
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o verification should not be requested by default 

££cep_t2ons 

For CPL commands (whether invoked with RESUME* CPL or external 
commands) the command processor will perform simple iteration but will 
never expand wildcards* treewalk pathnames or generation patterns. 
Thus* CPL commands may do their own wildcard and name generation 
processing using the primitives provided in CPL. 

Static Mode commands whose name begins with N X $• are treated 
commands. Static Mode commands whose name begins with 
treewalk pathnames only expanded* but not wildcards or 
patterns. 

like CPL 
NWS have 

generat ion 

The combination of these prefixes and CPL allow a site (or a user) 
having an existing command that does its own wildcarding or that 
already uses some of the selector control arguments (-AFTER* etc.) to 
cont i nue to work. 

Suppose such a command is FCO. The command is renamed 
simple CPL command FOO.CPL is added which looks like: 

to NXSFOO* and a 

&args args : rest 
n x Sfoo %a rgs% 

Then* users of the FOO command can continue to invoke FOO* 
invokes FCO.CPL instead. FOO.CPL simply oasses the 
arguments on to N X $ F" 0 0 • The user is unaware of any of this. 

which now 
unexpanded 

7.3 FEATURE DETAILS 

7.3.1 SIMPLE ITERATION 

A simple iteration set is a blank-separated list (commas are accepted 
as in regular command lines) enclosed in parentheses. Nested 
parentheses are not allowed. If the command processor has been 
instructed to process simple iterations* the command is executed once 
for each item in the List. The current item replaces the iteration set 
in the command line on each pass. For example: 

delete (a b c) 

is equivalent to the three command lines 

delete 
delete 
delete 
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More than one iteration set may be present on the command line. In 
this case* the corresponding items are taken from each list on each 
pass. For example* 

copy (a b c) ( d e f) 

i s equi valent to 

copy a 
copy b 
copy c 

If a list runs out of items before other lists 
substituted for it on all subseouent passes. 

do* the null string gets 

A cross_2roduc_t effect may be obtained 
sets with no intervening blanks or 
computed only between pairs* but there 
pairs per command line. An example is 

delete (a b c).(list bin) 

by using a pair of iteration 
commas. The cross product is 

may be several cross product 

which is equivalent to 

delete a.list 
delete a.bin 
aelete b.list 
delete b.bin 
delete c.list 
delete c.bin 

7.3.2 WILDCARDS 

(The term "wildcard" as used here refers to the system standard 
wildcard convention for file system names* documented in the Primos 
User Gu i de • ) 

If the command processor has been instructed to process wildcards for 
this command (i.e. there is no command descriptor and the command name 
does not start with NX$ or NW$; the command is not a CPL command; or 
the descriptor so instructs)* it will look for an object argument that 
appears to be a wildcarded file (path)name. If none is found* it is 
assumed that no wildcard processing is desired. 

Only one wildcard pathname is allowed per command. The files specified 
are those in the directory given by the pathname* whose names match the 
wildcard part of the pathname. 

The set of files selected may be further controlled via sei.ec.tj.on 
cp_t lon_aroumen ts. These are special* reserved option arguments that 
are recognized by the commanc processor if wildcard processing is 
enabled. These option arguments are deleted from the command's 
arguments whether or not a wildcard pathname is used. 
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The selection option arguments may be chosen in any order from: 

-before DATE, -bf DATE 
allows a file to be selected only if its Date Time Modified 
(DTM) is less than or equal to DATE* DATE is in the system 
standard date input format* 

-after DATE, -af CATE 
is like -before, except the file is selected if its DTM is 
greater than or equal to DATE. 

-file 
allows a file to be selected if it is a SAM or DA" FILE. 

-directory, -dir 
allows a file to be selected if it is a DIRECTORY (UFD). 

-segment_directory, -segdir 
allows a -file to be selected if it is a SAM or DAM SEGMENT 
DIRECTORY. 

-access_category, -acat 
allows a file to be selected if it is 
\0TEI if none of -file, -dir, -segdir or 
files of all types are selectable. 

an ACCESS CATEGORY, 
-acat is given, then 

-verify, -vfy 
requests that the user be asked to verify each match with the 
wildcard(s) and selection criteria be,fo£e any command is 
executed. Any matches that the user vetoes will be omitted 
from the set used for execution. The default is not to request 
verification, but certain internal commands specify that 
verification be reanested by default. 

-no_verify, -nvfy 
inhibits verification even if the command requested that it be 
performed by default. 

The command processor then computes the list of files that match the 
wildcard and all the selection criteria. If verification is enabled, 
then the user is asked to give approval of each match before any 
command is actually executed. 

A response of "next" to a verification question will cause the 
execution of the command for the given wildcard pathname to be aborted 
without processing any of the matched files. If si mole iteration or 
treewalking is in use, the command processor will continue with the 
next iteration specified by them. The break key may be used to abort 
all processing. 
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The other legitimate responses are "yes"* "y"* "ok" for affirmative* 
"no"* "n" or blank for negative. Upper and lower case are eouivalent. 

Then* the command is executed once for each match. The (path)name of 
each file matched is substituted in place of the wildcard pathname. 

ExampIe: 

slist smith>dir>3.pll -file -after 7-1.12 

might result in command lines which look like! 

slist smith>dir>abc • pi 1 
slist smith>dir>def.pll 

and prints all PL1 files modified after 12:00 on July 1 of the current 
year • 

^Uiii£l^_Mildca£d_PaJhh_names 

It was noted above that only one wildcard pathname is allowed per 
command. If it is desired to operate in a single command line on files 
in different directories using wildcards* or if more than one wildcard 
is needed to specify the files* wildcards may be combined with simple 
iteration as shown in the following examples: 

delete (a>b>c>38.Iist d>e>f>3S . I ist> -before 1-1 

Simple iteration expansion occurs first* so that we have the equivalent 
command lines: 

delete a>b>c>38.Iist -before 1-1 
oelete d>e>f>3S.list -before 1-1 

which then perform the wildcard deletions in the two directories* one 
after the other* as outlined above. Note that we could also have 
entered this command as: 

delete (a>b>c d>e>f)>3S.Iist -before 1-1 

ano saved a little more typing at the expense of visual clarity. 

An example showing use of multiple wildcards to specify the files is: 

slist e>D>(a.pll a.ftn) 

which prints all PL1 or FTM files in the directory a>b. 
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7.3.3 GENERATED NAMES 

(The term "name generation" as used here refers to the system standard 
name generation convention for file names* documented ir the Primos 
Users Guide.) 

If the command processor has been requested to process generation 
patterns* it does so by recognizing them as object arguments containing 
at least one " = " character. A particular object argument on the 
command line is defined by the command as the generation pattern source 
argument; it is usually the first object argument. 

The command processor replaces each generation pattern by the name it 
generates from the source argument. If the source argument is a 
wildcard (path)name* the current match filename is used as the source. 
Generation pattern processing is thus conceptually at the same time as 
wildcard processing if the latter is in use. 

Examples! 

mrgf a>b>filename.vl a>b>=.v2 a>b>=.v3 -outf = • v 4 

will expand to: 

mrgf a>b>filename•vl a>b>filename.v2 a>b>filename.v3 
-outf filename.vA 

Also 

pip a>b>3.plp -b *>obj>=.bin -before 8-15.12 

might expand to 

pip a>b>abc.ptp *>cbj>abc.bin 
pip a>b>def.pll *>obj>def.bin 

and will compile all PLP files in a>b modified before noon of August 15 
of the current year into directory +>obj. 

WARNING: wildcard match names will not_ be used as the generation 
pattern source unless the wildcard (path)name argument is in the 
generation pattern source position on the command line. For example 
i n. 

mrgf foo.pll.master a>b>foo.pll.S = • = • v 1 = • = • v 2 

the generation pattern source is " foo.pll.master"« not the names that 
match the wildcard. This is because the wildcard is not the first 
object argument of the mrgf command. 
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7.3.4 TREEWALKING 

If the command processor has been requested to perform treewalking* it 
examines the command line for t reew a_ljc_£at.h names. A treewalk pathname 
is a pathname whose directory portion contains exactly one wildcard 
name. (The final component may or may not be a wildcard* as 
appropriate.) No more than one treewalk pathname is allowed per 
command. 

The non-wildcard directory part of the treewalk pathname specifies 
starting directory. For example* in 

the 

a>b>c>a.src>38.Iist 

the starting directory is a>b>c. Beginning at this directory* each 
subdirectory whose name matches the directory wildcard name is visited. 
The order of visitation is top-down depth-first. The starting 
directory may or may not cause a command execution* at the user's 
option? the default is that it not cause an execution. 

Each subdirectory whose name matches the directory wildcard name O.src 
in the example) causes an execution of the command. Subdirectories 
whose name does not match the directory wildcard do not cause a command 
execution* but such directories are searched for subdirectories whose 
name might match. Lx.c e£ilon: the starting node causes a command 
execution whether its name matches or not* i_f the user has requested 
that it cause a command execution. 

In the example* the order might be: 

a>b>c {causes an execution only if requested by user) 
a>b>c>abc.s re 
a>b>c>abc.src>modules.src 
a>b>c>abc.src>primitives.src 
a>b>c>def.s re 
a>b>c>ghi . s rc 
a>b>c>ghi.src>z.src 
a>b>c>ghi.src>z.src>ziIch.src 

For each directory that causes a command execution* the command is 
executed as if the directory part of the treewalk pathname up to the 
wildcard were replaced by the pathname of that directory. Hence* if 
the final component is a wildcard name* wildcarding is performed in 
each directory in which the command is executed. 

For example* to delete all listing files in an entire subtree 
at a>b» but^_noti_i_n£]1udi_n£_those_2n_a>b* one would say: 

delete a>b>aa>3S.list 

starting 
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To print the file 
one might say: 

INFO in each "source" directory inferior to a > b > c * 

slist a>b>c>a.source>info 

It is also possible to reference specific subdirectories of the 
tree. For example* 

walked 

delete a>b>Sa>trash>SS.junk 

might delete all JUNK files in the subtree a>b» but on_ly_ if they reside 
in a subdirectory called "trash". Usage of this construct is likely to 
produce error messages if some subdirectories of a>b do not contain a 
"trash" subdirectory. 

Treewa^k_0pj_tii_on_Ar2umentisi 

Certain reserved option arguments can be used to control the order and 
depth of the walk. These arguments are always recognized by the 
command processor when a treewalk pathname is used« unless the command 
processor has been instructed not to process treewalk pathnames for 
this command. 

When recognized by the command processor* these option arguments are 
omitted from the command line actually executed. The options are: 

-walk_from N» -wlkfm N 
N is a positive decimal integer. Specifies that the command 
should only be executed in directories at level >= N with 
respect to the starting directory. The starting directory is 
level 1. The default is to start execution at level 2% the 
level below the starting directory. To include the starting 
directory and cause a command execution in it* use -walk_from 
1. 

-walk_to N» -wlkto N 
M is a positive decimal integer. Specifies that the walk 
should stop after level N with respect to the starting node. 
The default is to walk all levels. 

•bottom_up* -botup 
specifies that the walk is to proceed in a 
depth-first order. An example of such an order is: 

bottom-up» 

a>b>c >d>e 
a>b>c>d>f 
a>b>c>d>g 
a>b>c>d 
a>b>c>h 
a>b>c>i 
a>b>c 
a>b>j 
a>b {causes execution only if -walk_from 1 given} 
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For example* to deLete all files with a single component name from all 
subdirectories of a>b* including from a>b itself* one would use: 

delete a>b>aa>3 -walk from 1 

7.4 INJ_£R ACT I 0N_0F_C0MM AND_ENVIRONMENT_FE ATUR ES 

Now that so many new features have been added to the Primos command 
processor* it has become necessary to define the order in which they 
are processed and the interactions between them. This information will 
be presented in the form of a chronology of the processing of a command 
line. 

7.4.1 Abbreviation Expansion 

The first thing that happens to the command line is that abbreviations 
are expanded if they are enabled. The abbreviation processor treats 
command functions and simple iteration lists as sincjl.e tokens. This 
affects only their disposition when functions or iteration lists 
reguire abbrev parameters or are used as an argument for an abbrev 
parameter. For example* 

let a = *>subdir>%l% 

a (b c d) 

expands to : 

O s u b d i r X b c d) 

Thus the list (b c d) was treated as a single token and bound to 
parameter 1 of abbreviation "a". 

additionally let b = *>bdir>%!%. 
and let c = O c d i r > % 1 % 

(a b c) d e f 

expands to : 

(*>subdir>d Obdir>d *>cdir>d) e f 

Thus the list (b c d> was 
to which "d" was bound. 

treated as a single token having 1 parameter 

Command function invocations are also treated as single tokens* but 
they have the additional property that they are expanded as if they 
were a separate command line. Thus* the first token following a left 
bracket is considered in the command position* and no abbrev parameters 
are taken from beyond the matching right bracket. For example* 
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Let a = foo 22%.two %1%-one 

Ca bl c d 

expands to 

Cfoo .two b.oneD c d 

That is* "c" did not become the second parameter of "a" because "c" 
Lies outside the function caLL brackets* 

7.4.2 Syntax Suppressor 

FoLLowing abbreviation expansion* the command processor checks to see 
if the first character on the command line is the JLZ.Qi.3x su££ressori 
"~". If so* processing of all the features described in the following 
sections is su^^ressedt and the command line is executed as-is with the 
11 ~" removed. 

7.4.3 Multiple Command Processing 

The command processor scans the command Line for the command sep.arat.or 
character* "J". This character delimits multiple commands on the same 
command Line. The recognition of the command separator is disabled if 
the syntax suppressor was used* or if the command is ABBREV or AR. The 
latter exception is provided so that it is easy to define new 
abbreviations whose value contains the command separator character. 
For example» 

abbrev -ac zot close all! delete 33 -no_verify 

is a si.nc[l_e command that defines an abbreviation* "zot"* whose value is 
"close all; delete 33 -no_verify". 

If recognition of the command separator is not disabled* the features 
described below are executed s.e_£a£a,te]_£ for each subcommand on the 
command Line. For example, in 

comrr,andl Cfunctionl a r g s 3 ; command? Cfunction2 args] 

the order cf execution is: evaluate function!.; execute commandl? 
evaluate function2; execute command?. 
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7.4.4 Variable and Function EvaLuation 

Once the current subcommand has been identified* variable references 
are evaluated. Each reference of the form "%variable_name%" is 
replaced by the value of "variabLe_name"• 

Next* command function references of the form "[function arguments]" 
are evaluated and replaced by their values. Evaluation proceeds from 
the inside out. 

The fact that variables and functions are evaluated after the command 
separator has been processed means that* if the value of a variable or 
function contains a command separator* it will not be recognized as 
such . 

The fact that functions are evaluated after variables means that* if 
the value of a variable contains a function reference* the function 
will be evaluated. Conversely* if the value of a function contains a 
variable reference* it will not be evaluated* since variable evaluation 
has already occurred. 

If any error occurs during variable or function evaLuation* such as a 
reference to an undefined variable or function* the command processor 
prints an error message and discontinues processing that subcommand. 

7.4.5 Simple Iteration 

ALL simple iteration sets (parenthesized lists) in the command line are 
identified. Conceptually* the command processor can be thought of as 
producing a series of command Lines* one for each iteration specified 
by the simple iteration sets. For example* 

com (a b c) y (d e f) 

can be thought of as the series of commands 

com a y 
com b y 
com c y 

In actual fact the command processor does not generate the command 
strings at this time; it deals with a kind of List structure at this 
Level. 

Each command line of the series is then further processed 
treewalking* wildcarding and name generation* as outlined below. 

for 
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7.4.6 TreewaIking 

The command line is examined to see if it contains a treewa i.k_p_a t,hname • 
This is a pathname whose directory part (the part before the final 
name) contains a wildcard. There may be at most one such pathname per 
command (there may be more than one on the command line so long as each 
ii.£JLiii.l2n yields no more than one). 

The command processor will open the directory whose pathname appears 
before the directory wildcard in the treewalk pathname. Tt will visit 
the subdirectories of the tree as explained in the section on Treewalk 
Iteration above* and substitutes the pathname of each directory visited 
for the part of the treewalk pathname to the left of and including the 
directory wildcard. 

For example « 

com a>b>SS>3.list 

might execute as if it were the series of commands 

com a>b>c>o).list 
com a>b>c>x>3.list 
com a>b>c>y>3.Iist 
com a>b>d>2.list 

and so forth. 

Commands of this series are conceptually passed on the the wildcarding 
step» below . 

7.4.7 WiIdcarding 

Each command is scanned to see if it contains a pathname whose last 
component (entryname) is a wildcard. There may be at most one of these 
per command received at this step. 

At the same time* the command is scanned for reserved option arguments 
(such as -after) which specify selection criteria that are applied in 
addition to the wildcard name. These reserved option arguments are 
removed from the final command whether or not a wildcard name is used. 

The command processor opens the directory given by the treename* and 
selects those entries in the directory that match the wildcard and the 
other selection criteria. If verify mode is enabled* the command 
processor will ask the user to approve or disapprove each match. 

The wildcard part of the pathname is then replaced with the actual name 
matched* and the command is passed or to the next step. 
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For example* 

com a.list -after 12-1 -file 

might execute as if it were the series 

com a• I i st 
com b•Ii st 
com c.list 

• • • • 

7.4,8 Name Generation 

The final step is name generation. The command processor searches for 
any pathname in the command that contains the character "=" in the 
entryname. Any number of such pathnames is permitted. Each 
"generation pattern"* as a name containing an "=" is known* is replaced 
by the name it generates. The source name is usually the first object 
argument to the command* although individual commands may differ. 

For example * 

com abc.list ==.+old 

would execute as 

com abc.list abc.list.old 

7.4.9 Execut i on 
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8 DISK GUOTAS 

8.1 ____________________ u_ 

Quotas are useful to limit the number of records that a airectory may 
use. They may also be used to peter disk record usage and to size 
directories. 

8.2 W h a __ A r e _Q u o t a s 

Quotas are limits placed on directory size. The limits are in disk 
record units. No directory with a quota is permitted to obtain records 
causing it to exceed its quota. This restriction is enforced on the 
entire subtree. If multiple quotas are in effect at various levels of 
the subtree* then the most restrictive quota is enforced. 

A quota is always a positive integer value. No quota (quota 
allows unlimitted usage. Negative quotas are not allowed. 

0) 

8.3 Commands 

• 3 • 1 Li.s t_Quo ta_lLis.t_.2Uota__ nf o rma t,1._n_ 

If <pathname> is 

List_Quota <pathname> C-D&ief3 

Lists quota information for directory <pathname>. 
omitted* the current attach point is used. 

Output is of the form: 

Maximum records allowed on "<pathname>" = <quota>. 
Total records used = <tree_used>. 
Records used in this directory = <dir_used>. 

where <auota> is the quota max for the directory* <tree_used> is the 
number of records used in the directory tree and <dir_used> is the 
number of records used in this directory level. If the current 
directory»s auota is being listed f<patbname> is null)* the string 
"<Current directory>" will be substituted for the pathname in the 
output. If <pathname> is not a quota directory* the first line of 
output will state ,M<pathname>" is not a quota directory.* rather than 
listing the maximum quota. 
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If the -BRIEF option is used* output is presented in the tabular form: 

Max: <m>* Used: <t>* Records: < d > C * <pathname>D 

where <m> is the maximum quota allowed (zero if <pathname> is not a 
quota directory)* <t> is the tree used count* <d> is the directory used 
count* and <pathna"ie> is the name of the directory (omitted if null)* 
This format is particularly useful when using wildcards to size all 
subdirectories of a given directory. 

Quotas are enforced by never allowing Total records used to exceed 
Maximum records allowed. Also neither Total records used nor Records 
used in this directory may be less than one. 

8.3.2 Se t _0uo £a_is e £_ma^i_m um_£uo t a.2. 

Set_Quota <pathname> -Max <n> 

Set the maximum quota on directory <pathname> to the value <n> records. 
The user of the command must have Protect (or Owner) access to the 
parent directory of the directory whose quota is being set. 

Exception condition •file in use* may be raised when setting a quota on 
a directory without a current quota. The exception will occur if there 
are active users of the directory or its subtrees at the time the quota 
change from zero is requested. Mote that this will occur on CMDNCO 
when the system console is attachec there. Also note that this only 
occurs when changing a quota from a current value of zero to a positive 
value. If the directory already has a non-zero quota this exception 
will not occur. 

8.4 Subroutines 

8.4.1 Q $ R E AD_ (_n a m e.*__bu f.£._bu f i.£!2±_iLZE.£..L_c- o de l_-_re £u£n_2uo t.a_i.n f o 

This routine returns information about quota counters and the 
time-record product of disk record usage for the specified quota 
di recto ry • 

The caller must have Protect access to the directory* or 
if it is a password directory. 

Owne r ri oht s 

When this primitive is invoked on a non-quota directory the type will 
be 1* quota related information (Max* time-record* product* and time) 
will be zero. Directory records used will indicate the sum of the 
records used by the files in that directory plus the records used by 
the directory file itself. Total records used will indicate the sum of 
the records used for all files inferior to this directory node. Quota 
directories will return a type equal to 0* and all of the quota 
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information. Directory records used and total records used will be the 
same as in the non-auota directory case. 

The routine will enter as many values into the BUT array as is 
specified by BUFLEN, up to a maximum of 8. Entries which are reserved 
for future use will have an undefined value. 

Usaoel DCL QSPEAD ENTRY (char(128) var, (8) fixed bin(31), 
fixed bin* fixed bin, fixed bin); 

CALL QSPEAD (NAME, BUF, BUFLEN, TYPE, CODE) 

NAME Pathname of the directory whose quota is to be read. (input) 

BUF An array containing the quota information. (output) 
BUF(l) Data size of disk record (440 or 1024 words) 
BUF(2) Number of records used in directory. 
BUF(3) Number of records of MAX quota. 

(0 if non-ouota) 
BUF(4) Amount of total records used. 
BUF(5) Time-record product (record-minutes). 

(0 if non-quota) 
BUF(6) Date/Time last updated. (0 if non-auota) 

date format is 16 bits word one, 
YYYYYYYMMMMDDDDD 
time is word two seconds since midnight 
di vi ded by four 

BUF(7) Reserved for future use. 
BUF(8) Reserved for future use. 

BUFLEN Number of entries in BUF. (input) 

TYPE Type of directory. (input) 
0 = Quota Directory. 
1 = Non-Quota Directory. 

CODE Standard error code. (output) 
EJBPAR = BUFLEN is less than 1. 
E$NTUD = Object is not a directory. 
E$IMFD = Attempt to read quota on MFD (currently illegal). 
ESNOQD = Disk has not been formatted for quotas. 
E$NINF = List access was missing from the directory or its 

parent• 
ESNRIT = Use access was missing at some intermediate node in 

the t ree. 
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8.4.2 QSSEJ__jU< e_y._j__name.* _amoun t__y__£odel_i_1 e£_.9u2i3_max 

This routine sets maximum quota on the specified directory. If the 
named directory is not already a quota directory* it will become one. 

The following restriction applies to the use of this subroutine: 

The caller must have Protect access to the parent directory* or be 
its Owner if a password directory. 

Usa^e: DCL Q$SET ENTRY (fixed bin, char(128) \/ar^ fixed bin(31), 
fi xeo bin); 

CALL G$SET (KEY, NAME* AMOUNT, CODE) 

KEY K$SMAX = Set maximum quota. (input) 

NAME Pathname of the directory whose auota is to be set. (input) 

AMOUNT The value to be set. (input) 

CODE Standard 
fc'SBKEY = 
ESBPAR = 
ESDTNS = 

ESWTPP = 
ESNRIT = 

ESNINF = 

E$NTUD -
E$IMFD = 
ESNOOD -
E$QEXC = 
ESFIUS -

error 
A key 
A neg 
Date/ 
produ 
The d 
Prote 
ac ces 
t ree • 
Use a 
List 
and 
ta rge 
The o 
Quota 
Di sk 
Used 
The d 
use, 
the f 

c ode• (out put) 
other than KfSMAX was used, 

ative quota was supplied. 
time not set yet (required for record-time 
ct ) . 
isk is write-prctected. 
ct access was missing from the parent, or 
s was missing at some intermediate node in 

Use 
the 

ccess was missing at some node in the tree, and 
was not available on its parent; or, Protect 

List were not available on the parent of the 
t directory. 
bject is not a directory. 
not permitted on MFD. 

has not been formatted for quotas. 
records greater than new maximum (WARNING). 
irectory or one or more of its offspring was in 

and a quota is being set on this directory for 
irst time. 
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8.4.3 U s.e__£i_ih_e__!,c,c ou n t. in o_M eter^^r e t,u r ned_b£_Q$RE£D 

The system keeps an accounting usage meter in each quota directory. 
This meter is a summation of the time intervals that each disk record 
has been in use. 

The accounting meter is a counter which acts as an unsigned number* 
which is to say that it counts to all ones and then goes to zero. The 
system also provides an indication of when the last update occurred. 

The calculation used is given below. The USAGE is computed in 
r ecord-rr i nu t es • 

TIME = (Current date-time) - (Date-time quota last modified) 
USAGE - USAGE + (Records used > * TIME 

An accounting program would use a similar algorithm to calculate the 
current record-time product. 

8i5_U_sincL_Quotias_ 

Disk record auota are an optional feature for each directory. If there 
is a maximum auota on a directory* then the system uses the quota 
restriction. Disk usage meters are recorded regardless. 

8.5.1 Maximum Quota 

Maximum quota is used to restrict a user to an amount of disk storage 
specified by the system administrator. This is accomplished by setting 
the MAX auota on the user's UFD. The subtree for the UFD will not be 
able to use more records than that maximum. 

The maximum quota is an arbitrary value. The sum of the MAX quotas on 
all top level UFDs can exceed that which is available on the logical 
disk. In this case* the maximum quota does not guarantee the 
availability of records in the future. The user still competes with 
other users for available records? but the competition is controlled. 
Inferior directories can also have their MAX quota set. The setting is 
the same as that for top level directories. The Owner of the 
immediately superior directory merely sets the value of MAX quota of 
the target directory. The previous value* if any* is changed to the 
new value. The MAX auota of the current directory is unchanged. In 
this way the MAX quota is non-conserved. 

With a non-conserved system the project administrator has a privilege 
similar to that of the system administrator* namely that he can 
over-commit his allocated disk records. It should be noted* however* 
that he is not allowed to actually use more records than he is 
a I located. 
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The reason for this arbitrary maximum is to aLLow a user extra records 
on a short time basis for Listings and other temporary files. Most 
users wiLL periodicaLLy cLeanup their directories in order to keep far 
enough beLow their maximum to aLLow ease in working. If this 
assumption is correct* the administrator can give out more records in 
maximum quota than actuaLLy exist because users wiLL not use their 
aLlocated maximums at the same time. This gives better utiLization of 
the disk* since users are sharing records for temporary use. Of 
course* if a site finds that most users tend to keep cLose to their 
maximum quotas and the disk fuLL condition continues to occur* it can 
set the maximum quotas so that the totaL is equaL to the size of the 
Logical disk. 

8.5.2 Quota Hierarchies 

A Logical disk can be made to use the quota feature by first modifying 
it with the new FIX_DISK. FIX_DISK will fill in the records used field 
in UFD headers. The owner of the MFD would then set the MAX quota on 
any top Level UFDs he wishes. In this way he could restrict the number 
of records used by those UFDs. A directory only becomes a quota 
directory when its max quota is set-
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Max 4000 
Dir used 1500 
TotaL used 4000 

Max 
Dir 
Tota 

used 
L use d 

0 
2440 
2500 

Max 100 
Dir used 15 
Tota L used 60 

Max 
Dir used 
Tota L used 

0 
45 
45 
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FILE SYSTEM UTILITY COMMANDS 

9.1 INTRODUCTION 

The following sections _.. -
of the file system utility commands, 
perform the following basic functions! 

are intended to provide a complete description 
The commands are designed to 

se gment directory* directory* and access category copying, 
gment directory* directory* and access category deletion. 

File, 
r i l e * S e g i n c r i i L u n C T ^ L U I p vj i r c i» L u i 7 » Q I I U a t t c s s i c i i c i j u r y u e v. <r L i 

Setting the read/write lock for files and segment directories. 
Displaying the contents of a directory. 
Setting the protection keys for files and segment directories. 

These commands are intended to replace, but are not compatible with* 
the current FUTIL subsystem. See the section* New Command Processor 
Features* for information about applying these commands to multiple 
files or directories in a simple manner. 

P_0£umen t__con ven lions 

o Lower case text enclosed in angle brackets ("<" and " > " > represents 
an object whose actual value should be substituted* upper case text 
indicates a literal value. For example* " < d a t e > " means substitute a 
calendar date and "ALL" would mean use the literal value "ALL". 

o Text enclosed in square brackets ("C" and "1") represents optional 
objects. Two or more objects separated by spaces represent optional 
choices* two or more objects separated by vertical bars* "|"* 
represent a choice of mutually exclusive options. 

o objects followed by 
objects. 

represent multiple occurrences of such 
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9.2 COPY 

COPY will copy files* directories* segment directories* and access 
categori es • 

Us_a£e_: COPY <sour ce_ob j ect > C <ta rget_obj ect >] I cont ro l_argument s • • • 3 

sour ce_obj_ect_ 

A standard treename specifying the location and name of the object to 
be copied. Read (R> access is required on this object. 

t.a£ae_t_obiec„t 

A standard treename specifying the destination and name of the target 
object. If the target_obiect is omitted* the target directory is 
assumed to be the current directory* and the source object name is used 
for the target name. Append (A) access is required on the directory 
containing the target object. Delete (. P> access is required on the 
directory containing the target object if the target object already 
exists. 

9.2.1 £p_n t_r_o l__a r_cujmen t_s 

Zero or more control arguments specified in any order from the the 
following list: 

-QUERY* -G 

Specifies that COPY is to request that the user resolve unexpected 
or potentially 
operation. 

dangerous situations. This is the default mode of 

-NO_QUERY* -NG 

Specifies that COPY is NOT to request the user's permission but to 
attempt to resolve those situations in the most intuitive fashion. 

-LEVELS* -LV C<dec>l 

Specifies that COPY is only to copy down to the level specified by 
"dec" when copying a directory tree. "dec" is a decimal integer 
from 0 to 999. Tf "-LEVELS" is omitted* the default is to copy the 
entire tree; if "dec" is omitted* the default is 0 (only copy the 
top level* the directory entry itself and none of its subentries). 

-REPORT* -PPT 
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Specifies that COPY is to report the results 
operation. 

of each successful copy 

-DELETE, -DL 

Specifies that COPY is to delete the source object once it has been 
copied. The default is no deletion. This option requires delete 
(D) access on the source directory. 

-DAM 

Specifies that all SAM files copied are to be converted to 
files. The default is to preserve the original file type. 

-SAM 

DAM 

Specifies that all DAM files copied are to be converted to 
files. The default is to preserve the original file type. 

SAM 

-FORCE 

Specifies that COPY is to force delete rights for all 
delete-protected objects selected to be deleted. This includes both 
a target object that already exists and the source object if 
"-DELETE" is selected. This argument is most useful when 
overwriting a directory tree that may contain delete protected 
objects. This option requires protect (P) access on the appropriate 
di recto ry • 

The default is to request the user's permission 
object, unless "-N0_QUERY" was specified* 
protected object(s) will NOT be deleted. 

-INCREMENTAL, -IMC 

to 
i n 

for c e 
which 

d e l e t e 
case 

an 
the 

Specifies that COPY is only to copy those objects whose dump bit is 
off (= 0 ) . (I.E. those files that have NOT been dumped to tape.) 
The aefault is to copy objects regardless of the dump bit setting. 

This argument is intended to provide functionality similar to that 
provided by the MAGSAV INCREMENTAL command. 

Note that if a directory is the object of the command, all entries 
within that directory ere copiea, regardless of their dump bit 
setting. 

-REPLACE 

Specifies that COPY is to only copy those objects which exist in the 
t arget directory. 
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9 . 2 . 2 A11 r i.b u t e_c o nxlQ2_§I12ii!I l£Il is 

The following arguments specify which attributes of selected objects 
are to be preserved or reset by COPY. If none are specified* the 
default is to use the system default. If one or more are specified* 
only those attributes are preserved* the rest will be reset to the 
system default • 

The use of any. of these arguments requires protect (P) 
appropriate directory. 

access on the 

-DTM 

Specifies that COPY is to preserve the date/time modified stamp of 
all source objects copied. The system default is to reset the 
date/time modified to the current date/time. 

When a directory is copied* the use of this argument will cause the 
date/time modified stamp of each subentry in the directory to be 
preserved. 

-PROTECT, -PRO 

Specifies that COPY is to preserve the protection attributes of all 
source objects copied. This is done by protecting the target object 
with a specific access control list. The default is to use the 
default access in the target directory. 

-QUOTA 

Specifies that when a directory is copied the maximum quota 
information associated with it and any of its subdirectories is to 
be copied also. The system default for maximum quota information is 
no limit* i.e.* there is no restriction on the maximum directory 
size. 

-RWLOCK* -RWL 

Specifies that COPY is to preserve the read/write locks of the 
source object. The default is to set the read/write locks to the 
system default. 

Note that only files (i.e.* DAM and SAM) and segment directories 
have user alterable locks* for all other file system types copied 
the read/write locks will have the system default. 

-COPY ALL* -CA 

Specifies that COPY is to preserve alj. the attributes, 
same as specifying "-DTM -PROTECT -QUOTA -RWLOCK". 

It is the 
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9.2.3 Rest ri ct ions 

o COPY will not allow the MFD* BOOT* or DSKRAT files of a MFD to be 
overwritten. Tn order to copy s boot file to a MFD the user should 
first RESTore the new boot to memory and then SAve it with the name 
"BOOT". Note that this restriction does not apply when these files 
exist in other than a MFD. 

9.2.4 U^aoe_unde r_£a s s w o r d_di_£e_c t̂o r_xe s. 

Under password directories the requirement for access is different. In 
all cases owner access is needed on the target directory. Delete 
access is need on the appropriate file if COPY is going to delete it 
(source if "-DELETE" and/or target if it exists). If "-PROTECT" is 
specified then all the password parts of protection ere copied. 
Protection attributes include protection keys (files? directories* and 
segment directories)* and passwords (directories only). 

The system default for protection keys is rwd nil (owner has all 
rights* nonowner has none); for passwords owner is blank* nonowner is 
null. 

Copying the passwords of a directory requires owner rights in the 
source directory* if that directory is a password directory. If the 
user does not have owner rights COPY will request the user's permission 
to copy the directory. Tf "-N0_QUEFY" was specified* the directory 
will be copied without requesting the user's permission. If the 
directory is copied* it will acquire the system default passwords. 

9.3 DELETE 

DELETE will delete files* directories* segment directories* and access 
categories. 

Ulil££: DELETE <tar get_ob j ec t> Z cont rol_argument s• • • 1 

ii.£2£.i_obiec_t> 

A standard treename specifying the location and name of the object to 
be deleted. Delete (D) access is required on the target directory. 
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9.3.1 £ont rol._arc]ument.s 

Zero or more control arguments specified in any order from the 
following list: 

-QUERY, -Q 

Specifies that DELETE is tc request that the user resolve unexpected 
or potentially dangerous situations. This is the default mode of 
operation. 

N0_GUERY* -NQ Specifies that DELETE is NOT to request 
permission but to attempt to resolve those situations 
intuitive fashion. 

the user fs 
in the most 

-REPORT* -RPT 

Specifies that DELETE is to report the results of each successful 
deletion. 

-FORCE 

Specifies that DELETE is to force delete rights for all 
delete-protected objects selected. This argument is most useful 
when deleting a directory tree that may contain delete protected 
objects. This option recuires protect <P) access on the appropriate 
directory. 

The default is to request the user's permission to force delete an 
object* unless "-N0_QUEPY" was specified. 

9.3.2 Restrictions 

o DELETE will not delete the MFD* BOOT* or DSKRAT files in a MFD. 
Note that DFLETE may be used to delete these files if they exist in 
other than a MFD. 

9.3.3 IdLE-Lica. !lo n s_ 

o Query will aJL.wa.y_s be reouested for directory 
deletion* unless "-NO QUERY" was specified. 

and access category 

o Verification is requested of the wildcards handled by the command 
processor. The command processor option "-M0_VERIFY" will suppress 
this. 
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9 • 3 • 4 Usace_unde r_D a s s wo r d_d,i£e c t o rjie s 

Under password directories the reouirement for access is different. In 
all cases delete access is reeded on the target object. If the file 
does not have delete then owner access is needed on the target 
Directory. 

9.4 kQ._Z_kis t _n i_r ecto r^ 

LC displays a directory and* optionally? the various attributes of 
entries in the directory. The user may select entries based on all the 
standard command processor ways and also by how the object is 
protected. 

Usace: LP C<target_object> C<wiId_cards>•••11 CcontroL_arguments.»»] 

t_araet._obJLect 

Specifies both the directory to be listed* and the first wildcard name. 
For example* " a ^ ^ . l i s t " would specify entries in the directory A>B 
whose names match "3.LIST". If pathname is omitted* "38" is assumed; 
that is* all entries in the current directory are selected. 

wildcards 

Specify additional wildcard names. An entry is selected if it matches 
either the entrynare part of pathname or one of the wild_cards. 

9.4.1 control_arguments 

Zero or more control arguments specified in any order from the 
following list: 

-N0_HEADER* -NHF 

specifies that the header line is not to be output. The header line 
contains the pathname of the directory listed* the access rights (in 
parentheses)* the records used by this directory if available* and 
the quota used if this is a quota directory. 

-SPECIFIC_PROTECTED* -SPECP 

specifies that those entries that are specific protected will be 
se lee ted. 

-DEFAULT PROTECTED* -DFLTP 
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specifies that those entries that are default protected will be 
selected. 

-CATEGORY_PROTECTED* -CATP [<cat_name>3 

specifies that those entries that are protected by the access 
category "cat_rane" will be selected. If "cat_name" is Passing then 
all entries that are protected by access categories will be 
selected. 

-N0_S0RT* -NSORT 

Specifies that the entries listed not be sorted. The default is to 
sort by ascending NAME within TYPE. TYPEs are always sorted 
according to the order: file* segment directory* directory* access 
category. 

-S0RT_DTM, -SORTD 

specifies that the entries be sorted by descending DTM within TYPE. 
-S0RT_NAME must not also be specified. 

-SORT_NAME, -SORTN 

Specifies that the entries be sorted by ascending NAME only (not 
within TYPE). -S0RT_DTM must not also be specified. 

-REVERSE* -RV 

Specifies that the sort order be reversed from its default. Note 
that the sort order of TYPEs is ve\/er affected. 

-DETAIL* -DET 

Specifies that all attributes be displayed for each entry selected. 
From left to right these are: ^ 

access rights available to this user (for password directories* 
the protection keys are displayed). 

size of entry in physical disk records. 

quota of entry in physical disk records (directories only). 

type of entry. 

setting of concurrency lock on entry (" " for system* "excl" 
for N readers or 1 writer* "updt" for N reaoers and 1 writer* 
and "none" for N readers and N writers). 
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incrementaL dump switch ("dmp" if the entry has been dumped), 

deLete-protection switch ("pr" if protected). 

date-tirre modified. 

name of entry. 

and type of protection (name of access category protecting 
entry* or (Specific) for specific protected* or bLank for 
protected by defauLt); 

The defauLt output format is to List onLy the name of each entry* 
four across. To print a subset of "detaiL" format information* use 
one or more of the foLLowing options. 

-PROTECT* -PRO 

Specifies that protection information (access mode* deLete-protect 
switch* and type of protection) be printed for each entry. 

-DTK 

Specifies that date-time-modified be printed for each entry. 

-SIZE 

Specifies that size information (size of entry* quota for 
directories only) be printed for each non-access category entry. A 
size of -1 wiLL be reported for any entry for which the user does 
not have R 'or L) permission. 

-SINGLE_COLUMM* -SGLCOL 

Is usefuL onLy if the defauLt (names onLy) format is used. In this 
case* specifies that names are to be printed one per Line instead of 
four per Line. 

9.4.2 U s a a e_u n de r_p.a s s w o£d_d ire c t o r i.e s 

Under password directories the access Listed is the protection keys as 
owner nonowner. 
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9.5 RWLOCK 

RWLOCK will set the read/write concurrency locks for files and segment 
directories. 

Usaae: RWLOCK <target_obJect> C<lock>D Ccontrol_arguments • • . ] 

t_a rqet__ob_iect 

A standard treename specifying the object whose read/write lock is to 
be modified. This command required protect (P) access on the target 
di recto ry. 

Lock. 

Read/write lock, may be one of the followino: 

SYS - use systerr read/write Lock (default) 

EXCL - N readers OR 1 writer (exclusive OR) 
UPDT - N readers AND 1 writer 
NONE - N readers AND N writers 

9.5.1 £Ont^£ol_a£ou2:ent s 

Zero or more control arguments specified in any order from the 
followi ng list: 

-REPORT, -RPT 

Specifies that RWLOCK is to report the results of each successful 
lock change operation. 

9.5.2 Pest ri c t ions 

o Only files and segment directories currently have user alterable 
read/write locks. If a wildcard name is specified with no file type 
selection arguments, only files and segment directories will be 
selected. 

9.5.3 Usaae_under_Dassword_directories 

Under password directories the requirement for access is different. In 
all cases owner access is needed on the target directory. 
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9•6 PROTECT 

Set protection keys for files* directories* and segment directories. 
This command is useful only in password directories. 

Usaae: PROTECT <taroet_object> C<owner> [<nonowner>3] 
[control_arguments...3 

taroet__obj_ect 

Standard treename specifying the object to be protected. Owner access 
is needed on the target directory. 

2. ilQ^n i-nP-D. 2. HQ £ L 

Protection keys* must be selected from the following list: 

nil - no access (default) 
r - read access 
w - write access 
d - delete access 

rw - read/write access 
rri - read/delete access 
wd - write/delete access 
rwd - read/write/delete access 

Note: the order of letters is not important. I.E. "wd" is the same 
as "dw". 

If either owner or nonowner is omitted* the default is nil - no access. 

9.6.1 ^ont_£oi_araunient s 

Zero or more control arguments specified in any order from the 
following list: 

-REPORT* -RPT 

Specifies that PROTECT is to report the results of each successful 
protection operation. 

9.6.2 Restrictions 

o PROTECT reauires protect (P) access in the target directory. 
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9«6»3 Im£il£§il£Ill 

o Although the PROTECT command may be used to modify the protection 
keys of objects in ACL directories* the keys are ignored when 
accessing those objects. But if the directory were converted back 
to a password directory* the changed protection keys would be in 
effect • 

o If a wildcard name is specified with no file type selection 
arguments* the default will be to select files* directories* and 
segment directories* 
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I£_£verview_of_FXX_DISK 

FIX_DISK reeds every physical record in every file* UFDt and segment 
directory* and checks that the information in each record header is 
consistent with the UFD that contains the record. If the current UFD 
is a Quota UFD* FIX_DISK also checks the consistency of its quota 
information. If any inconsistency exists* an error message is 
generated. 

FIX_DISK builds its own record availability table (PAT) while it is 
traversing the existing file structure and compares its RAT with the 
DSKRAT file. If discrepancies are found* an error message is 
gene rated. 

If requested* FIX_DISK will attempt to repair mismatched pointers* 
correct quota information* truncate/delete defective files* and replace 
the defective DSKRAT file. The disk will then be in a consistent 
state. 

If requested* FIX_DISK will convert a pre-rev 19 partition into a rev 
19 partition. It involves initializing the quota information* changing 
the BACSPT file to the new format* and creating a rev stamp. If the 
current partition is a rev 19 partition and a equivlence section exisit 
in the BADSPT file* FIX_DISK will map the bad records into their 
equivlence records and fixes the file system pointers to point to the 
equivlence records. When FIX_DISK has completely traversing the file 
system structure* the equivlence section of the BADSPT file will be 
oeleted from the BADSPT file. Tf a badspot is encountered in a rev 19 
partition, it will be added to the BADSPT file. If the BADSPT file 
does not exist* one will be created. 
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FIX_DISK should be run on a regular schedule or whenever there is 
reason to expect that the file structure or the quota system is 
damaged. 

10.1 Usac^e: 

FIX_DISK -DISK <physical disk> [control arguments] 

<physical disk> is the the physical disk number on which FIX_DISK is to 
be run. The disk MUST be assigned first* unless the -comdev option is 
beina used. 

The control arguments are optional. They may be selected in any order 
from the list below. Tf no control argument is selected* FIX_DISK only 
generates error messages if errors are detected. 

-fix 

Besides printing file structure error messages* FIX_DISK corrects 
ouota information* truncates or deletes defective files* generates 
a corrected DSKRAT if the current one is bad* and maps the badspot 
records to the B6DSPT file if -fix is specified. If omitted* 
FIX_DISK will not perform any disk modifications. 

-uf d_compressi on -C-cmpr} 

If specified along with -fix* FIX_DISK compresses UFDs* eliminates 
entries flagged as being deleted files or directories. 

- command_devi ce -C-comdev} 

If specified* the disk being fixed is the command disk and 
FIX_DISK must be invoked via the system console. FIX_DISK will be 
the only user in the system. If there is any other users* they 
will be logged out automatically. 

-no_quote Onq> 

If spec i fied* it 
partition and thi 
turned off. 

assumes that the partition is not a quota 
quota checking mechanism in FIX DISK will be 

-convert 19 

If specified* the current partition will be converted into a rev 
19 style disk. If a BADSPT file has already existed* it will be 
converted into the new format. All quota information is 
initialized* and all warning/error message related to auota will 
not be printed. A rev stamp will be created. This option must be 
used with -fix option. 
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- leve I C n1 

If specified* the decimal number n that follows is the lowest 
level in the tree structure in which directory names are to be 
printed. If omitted* FIX_DISK will print up to level 2 
directories (MFD and all directories in MFD file). 

-file 

If specified* the file names in all directories are printed. 

-max_nested_leveI {-max} 

If specified* the decimal number that follows is the maximum depth 
that directories are allowed tc be nested. If omitted* the 
maximum depth is set to 100. (see -auto truncation) 

-auto truncation -C-at> 

If specified* FIX_DISK automatically truncates directories that 
are nested too deeply in a directory tree. If omitted* FIX_DISK 
will abort if the maximum depth is reached. 

-interactive O i n t > 

If specified* and the current DSKRAT is bad or missing* guestions 
will be askec so that FIX_DISK can reconstruct a consistent 
DSKRAT. If omitted and the current DSKRAT is bad or missing* 
FIX_DISK will abort. 

The motivation of implementating this feature is to allow users to 
replace a bad or missing PAT. FIX_DISK computes the number of 
records in the partition from the disk number. In case of 
ambiguity* FIX_DISK asks resolving guestions* answerable by either 
YES or NO. 

-dufe (delete unknown file entry) 

If specified* all unknown 
omitted* all unknown file 
compressions are performed 

file ent ri es are 
entries are left 
on the UFDs in which 

entries reside and the DSKRAT will not be altered 

eliminated. 
unt ouched* 

the unknown 
ex c ept i n 

case of the DSKRAT indicates 
record is actually in use. 

a particular record is free but 

If 
no 

file 
the 

that 

The motivation of implementing this feature is to avoid accidental 
deletion of valid file entries by running the wrong version of 
FIX_DISK. (e.g. an older version that does not recognize the new 
file types has to be run.) However there is a drawback of not 
deleting unknown file entries. The File System advances to the 
next file entry by using the length field of the current file 
entry. Tf the current file entry is garbage* the File System may 
bypass good file entries by usino its tength field. 
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10.2 D e scr i.p_t ion_o f _E££0 r _Me s s age s 

Itl£_fci3£ilward_p.ointer_2i_badi. Ii_shoul.d_be_Y Y_j_nstead_of _XX 

The backward pointer of a record does not point back to the previous 
record of the file. In the case of the first record of a file* its 
back pointer is not zero. If -fix option is specified? the back 
pointer is fixed to point to the previous record if the B P A word of 
this record matches the first record address of this file. The file is 
truncated if the BRA word of this record does not TI a t c h the first 
record address of the file. 

Ill£_§^£in.n.in.£_B.£.£0.Il^-.Ad.d£££§._XBP A2._p_oi_nter_i_s_bad_ 
instead of XX 

It should be YY 

The beginning record address word of the records within the file except 
the first record should point to the first record of the file. If -fix 
option is specified* the BPA pointer is fixed. 

S^s tem_f 2_l e_i.i_badi_i_£IDO££d 

An error* which would norirally cause deletion of a file* has been found 
in one of the special files BOOT, MFD* or DSKRAT in the MFD. FIX_DISK 
abort s• 

ItL£_£y.£E£Q.i_£££2.£^_§.^^Il^§.£_i£R_Ai_i§._^£^i Il__shou l.d_be_Y Y_i_s_XX 

The current record address word of this record does not match the 
current address. This message may be preceded by ten disk error 
messages because this problem could indicate a disk drive problem. If 
-fix option is specified* the file is truncated. 

yf_D_nes^i_na_ex£eed^_ma x i.mum_s^£e£2f.l£^ 

Directories may De nested to a depth of N levels. (default M = 100) 
FIX_DISK cannot follow the directory tree because the user has nested 
directories to more than N levels. FIX_DISK ignores this directory 
unless -at option is specified in which case directories that are 
nested too deeply in the directory tree will be truncated. 

Ihe^ecor^heade r_of _DSKRAT_f lie_is_bad 
T h e_nurnbe r _of _he ad s_Xs_di1m1_erent±_It_should_be_l^^is_XX 
I i l£_P.il i ls.l£3 l._re£0£d_s>2.Z.e.—il._^iii§£e.n.l.*._It_sh_oui.d_be_Y_X_is_XX 
Ihe_DSKRAT_header_has_wrona_ienathi_It_shou 

The information contained in the DSKPAT header does not correspond to 
the information computed from the disk number. Either the disk number 
is incorrect or the DSKRAT header contains incorrect information. If 
-int option is omitted* FIX DISK aborts. Otherwise FIX DISK asks! 
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FIX DSKRAT? 

A NO response causes FIX_DISK to abort. 

Ilie_iiie_st ructure_of_DSKP£T_is_bed 

This message is obtained if the DSKRAT file contains any bad record 
pointers* or contains inconsistent information. If either -int or -fix 
is omitted, FIX_DISK aborts. Otherwise FIX_DISK attempts to 
reconstruct the DSKRAT file. FIX_DISK computes the number of records 
in the partition from the disk number. In case of ambiquity, FIX_DISK 
asks resolving questions, answerable by YFS or NO, such as: 40 MB 
storage module? 

FIX DISK then asks 

Split partition? 

If part of the disk is to be used for paging then answer 
answer NO. If the answer is YES, FIX DISK then asks 

YFS, otherwise 

Paging records (decimal)? 

The user should type in the number of records to be used for paging. 

FIX_DISK then prints the disk number, file records, and paging records. 

Partition XX File-records XX Paging-records XX 

ana asks : 

Pa rameters OK? 

If the numbers are incorrect, answer NO and FIX_DISK will attempt to 
recompute the numbers again. 

The_f ather_pointier_is_badi It_shou I d_be_YY_i.s_XX 

The father record address word of the first record of a file does not 
point to the beginning record address of the file in which this file is 
entered (its father). If -fix option is specified, the father pointer 
is fixed to point to the DRA of its father. 

Un^nown_fiie_tx£e_yXi_Pecord_£_YYi_Word_£_ZZ 

The file type XX in the file entry is unknown. It is either an illegal 
or a new file type that is net known by this version of FIX_DISK. If 
-dufe option specified, this file entry is deleted. If omitted, this 
file entry is left untouched, no compression is performed for the UFD 
in which this file entry resides, and the DSKRAT will not be altered 
except in the case of the DSKRAT indicate a particular record is free 
but that record is actually ir use. 
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F__e___£__m__match 

The file type ir the first record of the file does not agree with the 
file type of the UFD entry. If -fix option is specified, the following 
action will be taken. The file is deleted if both file types are 
either Legal or illegal. Otherwise* the one that is Legal is assumed. 

Ihf_ii£st_flle_entr^_of_t]2e_^FD_flie_is_not_DSKRAT 
ItL£_§.econd_f i_e_£n_£x_of_the__FD____e_2S________ 

The_£a£____o______need__o__e_£e_a_e 

FIX_DISK checks that the first three entries in the MFD are DSKRAT, 
MFD* and BOOT. If any of these entries is missing, FIX_DISK aborts. 

______D heade £__s______n_ o r Ih.e_L.enath__of._the_UFD__e_de £_is_2Q£0££ect 

The UFD header is either missing or contain bad data. If -fix option 
is specified* the UFD file is deleted. 

_____ orwar d p_o_i__££ XX is._k__i-li_is_no__2S2_t _e_£_n_e_of _the__U££_n_ 
p.ar_i._A20 

The address that the forward pointer points to is not between zero and 
the maximum record address of this partition. If -fix option is 
specified* the file is truncated. 

The_f o rwar d_£02n_e£__X_p_02nts___o H i 6 . 

The record that the forwarc pointer points to belongs to another file. 
This error may occur if the current DSKRAT is bad or the BADSPT file is 
changed after the previous FIX_DISK was run. If -fix option is 
specified* the file is truncated. 

T he_f o£wa£d £o_nte£_of _the__££__eve__2C_£21_re.££r__£l_^_D^^_ilie._ll_n_i 
zero 

The top level index must only be one record long, therefore the forward 
pointer of this record must be zero. 

__________________ ___________ 2_e_2__i_£_______ I_______d_____X_i____ad 
_____ 

The index level word of this record is incorrect. It should be zero 
for SAM files or one less than the previous level for DAM files. If 
-fix option is specified, the index level word is fixed. 

I_£_D_^_iQ_ei<_i£_ioo__on£__o_£e££esent_the_D_M_f2ie 

The data records of a DAM file ere shorter than its index indicates. 
If -fix option is specified* the index is truncated. 
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Ihe_index_of_th_2s_DAM_f 2JLe_i_£_too_short_t^ 

The data records of a DAM file are longer than its index indicates. If 
-fix option is specified* the index is fixed. 

The_t ree_used_coun_t_2s_badi Ii_shouid_be_YY_ins t.ead_of _XX 

The tree used word of this ouota UFD does not match the quota used that 
is calculated by FTX_DTSK. If -fix option is specified* the tree used 
is fixed. 

Ill£_directorx_used_count_i.s_b6d_. Ii_shou£d_be_YY_instead_of _XX 

The directory used count word for this directory (all the files and 
nonquota UFDs belong to this directory and the directory file itself) 
does not match the directory used count that is calculated by FIX_DISK. 
If -fix option is specified* the directory used count is fixed. 

The_ne>^t_i_ndex_does_noti_mat^£h_t he__f O£war,d_ooi.nter_of_t he. 
reco rd 

current data 

The pointers of the index section ano the data section do not agree. 
If -fix option is specified* the following actions will be taken. The 
back pointer of the record that is pointed to by the DAM index and the 
back pointer of the record that is pointed by the forward poirte of the 
current data record are examined. The record with the back pointer 
points to the previous data record will be chosen. If neither back 
pointer points to the previous record or both back pointer point to the 
previous record, the file is truncated. 

lQ£2.QS^stent_ent£Y_». E.££ord_ = _XX£_Word_=_YY 

Information in a file entry in a UFD is not self-consistent and cannot 

be reconciled. If -fix option is specified* the entry of this file is 

changed to vacant-

Disk _read/w£i_ig._£££2£i E££P.£^_£_x.x._l£3C_k._£_YY_Head_£_ZZ sk An error 
occured while reading/writing record XX. If -fix option is specified* 
the file is truncated and this badspot record is added to the BADSPT 
file. 

E0F_o£cu£s_2£_ih£_midd£e_oi_a£_ent£x 

A directory ends in the middle of the last UFD entry. If -fix option 
is specified* the entry will be deleted. 

The_Quota_s^s£em_ma£_be_2n£0££e£t 

This message is issued if the partition was changed under DOS. Since 
DOS d o e s n • t support quotas* there may be directories on this partition 
with incorrect quota i nf o rrr a t i on . 
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E.9£tiiiP.Q_!2P.i_.sh_utdo wn_correct _X__u__na_the_|_rj?__ou__s ______ 

This message is issued if the oartition was not shutdown with the 
SHUTDOWN command under Primos. If the system crashed or the disk drive 
was spun down instead* this message will result. 

The _word_coun t___ _re_o_d__X__s_bad 

The data word count of a record is not reasonable. For every record 
except the last record, the data word count should equal the record 
data size. The data word count of the last record should be between 
zero and the record data size. If -fix option is specified, the word 
count is set to record data size. 

EtlZ^i£§i._D.^yi£§._!2UI!lber_Ji2DiSK>_2s_mi.^^2nc] 

The physical device number is not specified in the command line. 

B____h^__c____ev_ce_ number. 

The physical device number that is specified in the command line is 
bad . 

2_ll_e_________ o_t he_s_me_r__or,_ 

Two or more files on this partition use the same record. If -fix, the 
second or later file to reference the record will be deleted. 

I_£_D_££__o____^___r_______a____h________ 

The maximum size of a UFD/SEGDIR is 6 4 K words. If one exceeds this 
limit* it will be truncated if -fix is specified. 

I_e_BADSP__f__e__s_b______no__d 

The BADSPT file that is found by FIXDISK is bad, this file will be 
treated just like an ordinary file instead of a special BADSPT file. 

________________r___X_do____ot_re____n___an^ 

The ACL pointer of a file entry doesn't point to a valid ACL or Access 
Category. If -fix, it is changed to the default value. 

Ac£ess_Cate£or__at__oro_X__doe__not_£e_e£en£e_an_ACL 

The ACL pointer of an Access Category doesn't point to a valid ACL. If 
-fix, it is deleted. 

________ at e_oL___i_H£L___~_i^_Il___E_iQi£__^___Z__£k_li._P._iQts_t o 
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The ACL pointer of an Access Category points to an ACL which doesn't 
point back to it. If -fix* it is deleted. 

FH.e_ent £Z_9i_w££^_2121_2S_n2i_£oli2i£d_ai_b^_£CL_2j^_£02ntis_to 

The ACL pointer of a file entry points to an ACL which doesn't point 

back to it. If -fix* it is set to the default value. 

The owner pointer of an ACL ooesn't point to a file entry or Access 

Category. If -fix* the ACL is deleted. 

ACL_at_worc_2<X_2S_not_£02ntied_at_b^_ob2ec t_i.t._p_02nt s_£o 

The owner pointer of an ACL points to an object which doesn't point 
back to it. If -fix* it is deleted. 

C anno t_a^£0£atie_se omen t_Xor_XX 

Fix_disk tried to dynamically allocate a segment for XX and failed. 
Fix disk will abort. 
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11 £YENI_LOGGING 

Event logging within Primos consists of keeping track of certain 
predefinea important events which occur to the system as a whole. 
Events are separated into two classes: system events and network 
events. Each class of events is logged by a separate* but similar* 
mechanism. 

ilii_Event_L022in£_Ch an£es_Fo£_R-eyl.9i0 

The event logging mechanism has been changed for Revl9.0. The intended 
goals were as follows: 

(1) To provide user 1 with the capability to properly separate 
his home and current attach points. 

(2) To provide the system administrator with more control over 
the event logging mechanism. 

13) To create a more efficient mechanism. 

11.1.1 Enabling and Disabling Event Logging 

11.1.1.1 Revl8 

Event logging is normally enabled by default. Two 
available in order to enable or disable event logging. 

methods are 

(1) The config directives LOGREC and NETREC will enable event 
logging if set to a non-neqative value. If positive* the value 
represents a maximum soft auota on the number of file system 
records allowed for the corresponding event logging files* LOGREC 
and NETREC in the ufd CKDNCO. These values are set at 4096 by 
default. Tf negative* event logging is disabled. 

(2) Event logging could be disabled while the system is running 
by simply changing the name of either LOGPEC or NETREC in CMDNCO. 
To reenable* simply change the filenames back to LOGREC or NETREC. 
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1 M . 1 . 2 Revl9.0 

As with the event Logging mechanism present in Revl8, event Logging is 
normally enabled by default. Revl9.0 also provides two methods to 
either enable or disable both system and network event logging. 

(1) The config directives LOGREC and NETREC will disable event 
logging if set to a negative number and will enable event logging 
if set to 0 or a positive value* These config directive no Longer 
set a "nonenforced quota" on the event Logging files in Revl9.0. 
The size of the event Logging files may be restricted by setting a 
file system quota on the respective event logging directories* via 
the "SET_QU0TA" command. 

(2) The second method of enabling or disabling event logging is 
via the "EVENT_L0G" cc-nand. This is extra functionality for 
Revl9.0. This command may be used to either enable or disable 
both network and system event logging while the system is running. 
The user interface is simply*. "EVEf\lT_LOG C-NET3 -ON | -OFF". 

The Revl8 method of enabling or disablina event logging while the 
system is running, i.e.* changing the name of either LOGREC or NETREC, 
is not supported in Rev19.0. 

11.1.2 Event Logging Database 

11.1.2.1 RevlB 

Event logging in Revl8 takes place to two files, "LOGREC" and "NETREC", 
both located in the command directory* CMDNCO. The files "LOGREC" and 
"NETREC" do not exist on the master disk, and the event logging 
mechanism does not create "LOGREC" or "NETREC" if they do not exist. 
The system administrator must create these files for event logging to 
take place. A system administrator may effectively disable event 
logging by chancing the names of these files. 

Both system and network event logging is performed by user 1* during 
the one minute update period. If event logging was enabled and the 
logging files exist, these files are opened and closed approximately 
once every minute. 
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11.1.2.2 Revl9.0 

11.1.2.2.1 Fvent Logging Directories 

The system event logging file resides in the ufd LOGREC* and the 
network event logging file resides in the ufd PRIMENET** both on 
logical device 0. Roth ufds are present on the master disk. If they 
get deletec event logging will not take place until there is some human 
intervention* as there exists no code to create them if they do not 
exist. 

11.1.2.2.1.1 Access_Ri.ahts 

System event logging is performed by user 1* i.e.* "SYSTEM". 
Therefore* user "SYSTEM" should be given "ALL" access rights to the ufd 
"LOGREC*". Network event logging is performed by user "NETMAN". 
Therefore* user "NETMAN" should be given "ALL" access rights to the ufd 
"PRIMENET*". System administrators and system operators should have 
the capability to both purge and write to the input logging files* via 
the LOGPRT command. Therefore* the ".ADMINISTRATORS" group should be 
given at least "ULRW" access rights to both "LOGREC*" and "PPIMENET*". 
Regular users* i.e.* "$RFST"* should he given at least "ULR" access 
rights to both directories. 

11.1.2.2.2 Event Logging Files 

Event logging in Revl9.0 takes place to two files* "LOG.MM/DD/YY" for 
syster event logging ard "NET_LOG.MM/DD/YY" for network event logging. 
The string"MM/DD/YY" refers to either the date on which a cold start of 
the machine occurred or to the date on which the " E V E N T _ L 0 G " command 
created a new event logging file. That is* for both classes of events* 
a new event logging file is created only if a cold start occurred for 
the first time on a given day or the "FVENT_LOG" command is issued on a 
day which does not correspond to the date of the present event logging 
file. 

11.1.2.2.3 Assuring Stable Attach Points 

Network event logging is performed by "NETMAN" every 30 seconds. 
System event logging is still performed asynchronously by user 1 during 
the one minute update. In order to have event logging take place as 
much as possible if explicitly enabled while at the same time 
preserving current attach points for both user 1 and NETMAN* both event 
logging files remain open while the system is running. This sharp 
difference between Revl8 and Revl9.0 introduces some complexities which 
are covered in the next section. 
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11.1.3 User Visible Changes Using The System Console 

User 1 is normally connected with the system console. Since the system 
event logging file is opened with special protection rights so that it 
remains open* certain Primos commands will yield results that differ 
from those of Revl8. 

11.1.3.1 "CLOSE" Cormand 

The system event logging file may be opened or closed ONLY by issuing 
the EVENT_L0G command. Therefore* issuing the Primos "CLOSE" command 
will NOT close the file. An attempt to close the system event Logging 
file explicitly via either the command "CLOSE <filename>" or "CLOSE 
<fileunit>". will yield either of the two error messages: 

" C * a n t close unit <fileunit> Insufficient Access Rights 
o r 

"Insufficient Access Rights. <filename> close" 

close" 

An attempt to close the file via either the commands "CLOSE ALL" or 
"CLOSE -ALL" will also NOT close the file but will not print an error 
message. 

11.1.3.2 "STATUS UN" Command 

Typing the "STAT UN" command on the system console subseouent to typing 
a "CLOSE ALL" command will show that the system event Logging file unit 
is still open. 

11.1.3.3 Shutting Down Logical Disk n 

11.1.3.3.1 RevlS 

Both event logging files are opened and closed during the time period 
that the actual logging to the disk files takes place. Therefore* 
shutting down and subsequently readding logical device zero will not 
effect event logging. 

11.1.3.3.2 R e v19.0 

For Revl9.0* both event Logging files are opened ONLY when event 
logging is enabled* either at cold start or when the "EVENT_L0G -ON" 
command is issued. Network event logging is performed by a dedicated 
process* NETMAN, which is ALWAYS attached to the ufd PPI^ENET*. If 
logical disk zero is shut down* the network event logging mechanism 
proceeds to (1) cleanup its database* and < 2) attach back to PRIMENET** 
and (3) attempt to reopen the network event logging file. Shutting 
down logical disk 0 will effectively disable system event logging since 
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the system event Lccging file is closed. Therefore? when the disk is 
readded» system event logging will not take place until event logging 
is reenableri via the "EVENT_L0C -ON" command- This is not considered 
to be a problem because logical device zero will most often be shut 
down only for system cold start. If this does occur* informative error 
messages will be printed on the system console to Let the OPERATOR know 
the status of system event logging. See the next section for an 
explanation of system console error messages. 

11.1.4 Error Handling 

11.1.4.1 Revie 

The event logging mechanism in PevlS ignores ALL errors incurred while 
logging significant events. The only time a message was sent to the 
console was when the event loocing exceeded its "SOFT QUOTA". In other 
words* all errors were dropped on the floor at a time when it is most 
important to perform event logging. 

11.1.4.2 Revl9.0 

The event logging mechanism in Rev 19.0 is designed so as to have event 
logging take place as much as possible. With that in mind. ALL errors 
are reported to the system console. ERROR MESSAGES ARE PRINTED TO THE 
CONSOLE EVERY "5 MINUTES" for both system and network event logging. 
Three types of errors are handled specially: (1) QUOTA EXCEEDED* (2) 
DISK FULL, and (3) PISK SHUTDOWN. 

11.1.4.2.1 QUOTA EXCEEDED 

Event logging files may grow indiscriminantIy• In the interest of 
preserving disk space* it is advised that a quota be set on the 
directories LOGPEC* and PPIMENET** and that old input logging files be 
processed via the LCGPRT command* the resulting output files spooled* 
and the input logging files deleted. If the quota on either directory 
is exceeded while event logging is taking place* either of the two 
messages : 

"Exceeding guota on LOGREC*. System event logging not taking place. 
(L0GEV2)" 

o r 
"Exceeding quota on PRIMENET*. Network event logging not taking place. 
(NETEV2)" 

is printea to the system console every 5 minutes. The problem may be 
corrected by (1) processing the old input event log files with LOGPRT* 
spool the output files* and deleting the old input log files or (2) 
increasing the auota on the corresponding directory. The error 
messages may be disabled by disabling event logging via the "EVENT_L0G" 
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command. 

1 1 . 1 . 4 , 2 . 2 DISK FULL 

This error is s e p a r a t e from the event logging m e c h a n i s m but could 
frequently occur if the event logging files are allowed to grow without 
bound and the event Logging d i r e c t o r i e s are not purged of OLD input 
logging f i l e s . If this error o c c u r s * either of the two m e s s a g e s : 

"Disk f u l l . S yster event logging not taking p l a c e . ( L 0 G E V 2 ) " 
o r 

"Disk f u l l . Network event logging not taking p l a c e . (N E T E V 2 ) " 

is printed to the system console every 5 m i n u t e s . The problem may be 
corrected by (1) p r o c e s s i n g the old input event log files with LOGPRT* 
spool the output f i l e s * and delet i n g the old input log files or (2) by 
having the system a d m i n i s t r a t o r free-up u n u s e d disk s p a c e . The error 
messages may be di s a b l e d by disab l i n g event logging via the ,,EVE!\IT_L0GM 

c o m m a n d • 

11.1.4.2.3 DISK S H U T D O W N 

Shutting down logical d e v i c e zero will close the event logging files if 
event logging was p r e v i o u s l y e n a b l e d . S u b s e q u e n t l y ad d i n g the disk 
will not cause system event logging to be r e e n a b l e d . If this occurs 
the following error m e s s a g e s : 

"Disk has been shut o o w n . System event logging not taking p l a c e . 
(L0GEV2)" 
"Disk has been shutdown...Please reenable system event logging. 
(L0GFV2)" 

will be sent to the system console ONCE and system event logging will 
be disabled. The only method of reenabling system event logging is to 
issue the "EVENT LOG -ON" command. 

11.1.4.2.4 Other Errors 

All other errors will cause the following error messages: 

"<text of error message> System event logging not taking place." 

o r 
"Error (error nunber) detected while logging network event." "Network 
event logging net taking place." 

to be sent to the system console every 5 minutes* until the error is 
corrected or event logging is disabled via the "EVENT__LOG" command. 
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11.1.5 Delogging By Using The LOGPRT Corrmand 

System input event logging files ere located in the ufd LOGREC* and 
network input event logging files are located in the ufd PRIMENET*. 
The files NFTREC and LOGREC no longer exist. There will probably be 
many event logging files in each directory* depending on the frequency 
of cold starts being performed and also how often the "EVENT_L0G -ON" 
command is issued to restart event logging. 

There exists a •-INPUT* option to the LOGPRT command to indicate the 
name of the input logging file. The pathname will usually be of the 
forrr "L0GRECOL0G.MM/DD/YY" or "PR IMENET*>NET_LOG .MM/DD/Y Y". If no 
input file name is specified* LOGPRT wilt use as a default file the 
most recently created event logging file in either of the directories 
LOGREC* or PPIMENET*. 
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12 USER PROFILES 

12.1 Overvi ew 
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Four general concepts have been 
concepts--the individual user, user 
operational controI--form the basis 
revision 19, the user registration 
i mplemented • 

introduced here. These four 
groups, user registration and 
of the user profiles system. At 
phase of profiles has been 

12.2 Functional Definitions 

12.2.1 User Profile 

A User Profile is loosely defined as those parametric entities of a 
user's operating characteristics which create a unique environment for 
that user. Some of these parameters may be defined by the user while 
the others are defined by the system and/or project administrator. 
This information is stored in different files in the file system and 
access to them is controlled by the system administrator. 

12.2.2 User Identity (User ID) 

A y_ser_J_D is a name up to 3? characters long, beginning with an letter, 
and followed by any combination of letters* digits, and the special 
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12.2.3 User Loain Password 
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12.2.4 Project 

A Proj.e£t is defined to be a group of users with similar attributes and 
system usage• 

12.2.5 Attributes 

12.2.5.1 ACL Groups 

Each user may be assigned up to 16 ACL Groups by the system 
administrator, and up to 16 more by each project administrator to whose 
proiect the user belongs. Projects may be assigned up to 16 groups by 
the system administrator. Groups assigned to projects by the system 
admi ni st rator l,jjniĵ  the groups which the administrator of that project 
may assign to users. The system administrator has the power to choose 
whether groups may be assignee! on a system-wide (per user) basis or on 
a project-based (per-project) basis, or both. 

12.2.5.2 InitiaL Attach Point (ORIGIN) 

An Inliial__A^taj:h_Poi.nt "is e U F D o r a sub-UFD in the fiLe system to 
which the user is attached when he Logs in. Since the user identity is 
no Longer necessarily related to a top-level UFD in the file system, 
the initial attach point places the user in a specified place in the 
file system where he can commence his work. The initial attach point 
is a project-cased attribute. It is represented by a pathname up to 16 
levels deep, and is currently restricted to local partitions. 
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12.2.6 System Administrator (SA) 

The Sy_st.em_Admi_ni.strator is a person who is responsible for controlling 
access to the system* distributing system resources* and generally 
monitoring the system. By definition* the 
most trusted person in the system. He 
delegating responsibility to other users. 

resources* and gei 
system administrator is 
also has the option of 

12.2.7 Project Administrator (PA) 

A Project _dm_n_strator is a user who is responsible for maintaining 
activity within a particular project. He need not be a member of the 
project. The project administrators responsibilities and privileges 
are delegated to him by the system administrator. 

12.2.8 User 

A __se_ has fewer privileges than the system and project administrators. 
His project and group affiliations are granted to him by either the 
system administrator or the project administrator. 

12.3.1 Password Validation 

Every user must have a personal password. If that password is null* 
however* the user ____ct_ve_y. has no password. The system 
administrator may decide for security reasons that every user must have 
a non-null password. This option is controlled by a commend to the 
Profile Editor* described in a later section of this document. 

12.3.2 Project Validation 

After the user has successfully passed the password validation* the 
system will attempt to connect the user to a project. A user must 
belong to at least one project. This may be the special project 
"DEFAULT*" however* which is reserved for systems choosing not to use 
projects or for users not belonging to any specific project. 
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12.3.2.1 User Does not Specify the Project 

If a user does not supply a project at Login time the system will use 
the user's default login project. This default project id is set by 
the system administrator* and may specify any of the valid projects in 
the system. If the system administrator chooses not to assign a 
default login project for a user* the system will always ask for a 
project id. 

12.3.2.2 User Specified Project ID 

If the user supplied a project id at login the system will attempt to 
connect the user to the Droject specified. If unsuccessful* the user 
will be barred from logging into the system. 

12.3.3 Attribute Set Up 

Once the validation process has been completed* the system proceeds to 
set up the user's attributes according to his profile. At the project 
level* any attributes not supplied by the user's own profile are taken 
from the project profile. That is* if the user's profile shows no 
groups* and the project profile has groups ".DEFAULT" and ".OPSYS*" the 
user will be given croups ".DEFAULT" anc ".OPSYS." 

12.3.3.1 ACL Access Groups 

After e user is logged in and connected to a project* the system will 
activate all the ACL access groups given to the user* i.e. make the 
association of the user and the access groups known to the ACL system. 
These include up to 16 groups which the user has regardless of project* 
plus up to 16 more which the project administrator has assigned. 

12.3.3.2 Initial Attach Point 

The system will set up a user's initial attach point when he logs in. 
After that* the user's home attach point and current attach point are 
also set to the initial attach point. The home and current attach 
points are also set to the initial attach point whenever a ring three 
reinitialization occurs. 
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12.3.4 External Lopin/Logout 

Currently Primos supports the notion of an "external login program*" a 
SAVE file called "LOGIN" which resides in CMDNCO and is invoked 
whenever a user logs in or out. In order to provide increased 
flexibility* a second program* called "LOGOUT" and to be run when the 

may now be placed in CMDNCO. "LOGIN" will still be run 
For compatibility purposes at revision 19* when a user 

system will first search C MDNC0 for a "LOGOUT" program, 
found will then search for a "LOGIN" program. After 

user Iocs out 
at login time, 
logs out the 
and i f none i s 
revision 19 the system will search only for "LOGOUT" on logouts. 

12.3.5 Initial Process 
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12i5__$up_p_p_r t__of _non2ACL_S£S_t_ems 

For compatibility purposes* minimal support of user registration is 
provided at revision 19 for non-ACL systems. Tf the profile editor 
discovers during initialization that the MFD is not an ACL directory* 
it will allow the user the opportunity to convert the MFD. If this 
option is not chosen* a non-ACL SAD will be created. 

1 2«.ff ._l_Res t r ic t ion s _o n _non2 A CL_S^ sterns 

Since multiple-level protection 
without ACLs* non-ACL systems may 

of the SAD databases is not feasible 
not create projects other thar the witnouT A L L S * non-ALL systems may not create projects otner tnar tne 

system default project ("DFFAULT")* and its project administrator must 
be the system administrator. No protection other than system default 
settings is provided for the SAD. 
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I2ili2_The_Prof iie_rdlip.r_without_.ACLs 

If a non-ACL SAD is created* all references to groups and ACLs in the 
section on EDIT_PPOFILE should be ignored. 

12_5_New_and_Ch_n_ed_Co__a_ds 

A number of new commands have been added to Primos to enable the user 
to utilize the features of User Profiles* and the LOGIN command has 
beer changed. These commands are listed below. 

12.5.1 LOGIN 

The new login command format is as follows: 

LOGIN [<user_id> [ <pa s swo r d> 1 [-ON <sy s tem_name>3 1 
[-PROJECT <proiect_id>D 

Any arguments may be omitted on the command line* but the <password> 
and -ON option may only be given if the <user_id> is* and any arguments 
which are required will be reauested by the system. For passwords* the 
system will turn off echoing (to proiect the password) before 
requesting it. The -ON option must be explicitly given in order for 
the user to effect a remote login. 

At the system administrator's option* entering passwords on the login 
line may be disallowed* thus forcing all users to enter their passwords 
with echoing turned off. In this case* the syntax of the LOGIN command 
becomes: 

LOGIN [<user_id> C-ON <system_name>]1 [-PROJECT <project_id>1 

This option is controlled by a command to the profile editor* described 
i n det ail later. 

12.5.2 LIST GROUP (LG) 

The LIST_GROUP command* 
ACL access groups the 
take any arguments. A 
printed. 

which takes no arguments* is used to list the 
user is associated with. The command does not 

list of group names (32 maximum) will be 
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12.5.3 ORIGIN (OR) 

The ORIGIN commanc changes the home and current attach point of the 
user to the initial attach point. This command takes no arguments. 

12.5.4 CHANGE PASSWORD (CPU) 

The CHANGE_PASSWORD command 
password. Its format is: 

allows the user to change his login 

CHAKGE_PASSWORD <oId_password) 
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12.5.5 ADD_REMOTF_TD (ARID) 

The ADD_REMOTE_ID command allows a user to set up identities which are 
to be used by N P X slaves working on his behalf on systems outside his 
common naming sphere. It takes the same arguments as the LOGIN 
command* i.e.: 

ADD REMOTE ID <user_id> C<password>] -ON <system_name> 
C-PROJECT <project_id>3 

A <user_id> and <system_name> must be supplied. If no <password> is 
given* the <user_id> on system <system_name> must have a null password! 
or the user's slave will not be allowed to communicate with that 
system. Similarly* if no <project_id> is given* a default login 
project must be associated with the <user_id> on system <system_name>. 
The command will not request missing options. If the <system_name> 
matches a name already in the user's list of systems outside the common 
naming sphere* the new ID will replace the existing one. There is 
currently a limit of 16 different nodes in this list. 
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12.5.6 LIST_PEMOTE_ID (LRID) 

The LIST_REMOTE_ID command will display the ID'S 
ADD_REMOTE_ID commands. Its syntax is: 

LIST_REMCTE_ID C-ON <system_name>] 

set up by previous 

If the -ON option is given* only the ID for system <system_name> will 
be listed* otherwise the entire list of up to 16 system/ID sets will 
be displayed. Passwords are never displayed. 

I2i6_P.ro f Ue_Editor_IEDTT_PROFILEI 

In order to facilitate the work of the system administrator in setting 
up the user profile data bases* the EDIT_PROFILE external command is 
provided. This program provides the system and project administrators 
with a simple yet powerful tool for manipulating the user profile data 
bases. It may be used to add* change* and delete information about 
users* projects* and all their respective attributes in a 
conversational manner. The EDI T_PROFILE command may be issued by any 
user* but since the data bases are protected by ACLs* only authorized 
administrators may access the data* and EDIT_PPOFILE in fact checks 
access to the data files at initialization and rejects users who are 
not privileged. 

12.6.1 Invoking the Profile Editor 

The Profile Editor is invoked by issuing 
command. The format of this command is: 

the EDIT PROFILE external 

EDIT_PROFILE C<parent_tree>1 C-PROJect <project_id>1 
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I2_6_2_P_of i!e_Cditor_Modes_of_02erat i_on 

EDI T_ PROFILE has three basic rrodes of operation* depending 
using it and when it is being used. These three modes are: 

on who i s 

i2___2_!_S_stem_lQ__i___zat_on__ode 

This mode is used when Primos first comes up and no SAD is present on 
the command device- EDlT_PROFILE can be invoked by the System 
Administrator in order to create the SAD from scratch. It is at this 
time that the SA sets the size of the user validation file (UVF) in 
order to accomodate some number of potential users* creates his own 
entry in the UVF* and sets up the SAD. All these functions are handled 
by EDIT_PROFILE. 

I2___2___S___£___d__inl_t rat o r_Mode 

This is the normal mode of operation for EDIT_PROFILE. When in SA 
mode* the System Administrator may change the validation information 
for any user or project on the system* or examine any of this 
i nformat ion. 

I2_6_2_3_Pro_e_t_Adm_n_s 

PA mode is a simple subset of SA mode* restricted only by the 
limitations placed on the ability of Project Administrators to access 
certain files. All information except that in the UVF is available for 
examination* but only those files which specifically allow write access 
to the PA may be changed. 

l£i_»I_LDII_PROFILE__n_its_yar20us_modes 

This section describes EDIT_PROFILE from a user's point of view in each 
of the three above-mentioned modes (Initialization* System 
Administrator* and Droject Administrator). 

12___3_l_Fo£ma__of ___e__esc r___ijons 

In the following descriptions* these conventions apply: 1) 
Abbreviations for options and commands are denoted by capitalizing the 
letters of the abreviation. For example* if an option is shown as 
"DeFauLT*" then its abbreviation is "DFLT." 2) Things enclosed by 
angle brackets ("<" and ">") are descriptive names which are to be 
substituted with the real name of the object when EDIT_PROFILE is 
actually run. 3 > Objects enclosed in brackets ("[" and " U " ) are 
optional. The command description will usually indicate whether or not 
EDIT_PROFILE will prompt for these optional arguments. 
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1 2i6i3i2_Xnit j_aJL_izat.i.on_fPode 

When EDIT_PROFILE is run when no SAD exists? 1t is considered to be in 
initialization mode. Since there is no SAD* no users will be able to 
log into the system* and therefore EDIT_PROFILE must be run from the 
system console. This description assumes that this is true. 

12i6i3i2il_What_2n2t2aiizatlon_mode_does 

EDIT_PROFILE«s initialization mode sets uo the SAD* and its immediate 
contents: the U V F, M G F * and MPF. It also creates an entry for the 
system administrator in the L'VF and* optionally* the system default 
project. The user has the option of choosing groups associated with 
each user* each project* or both. If desired* the system default 
project will also be set up. Once this is done the system 
administrator can log into the system and use EDIT_PROFILE in system 
administrator mode. 

I£..6^3.2i2_ED II_PROF_iLE_in_initi a lization_mode 

When EDIT_PROFILE runs in initialization mode* it will ask the user 
various questions which tell EDIT_PP0FILE what the SAD should look 
like. These questions and descriptions of them appear below. 

I2±£i3i2±3_Creatino_the_SAD 

EDIT_PROFILE gives you the option of not creating the SAD when it 
discovers that it does not exist. If you answer "NO" to the question 
"SAD does not exist. Create it?"* EDIT_PROFILE will immediately be 
terminated. Otherwise* EDIT_PROFILE will attempt to create the SAD. 
If the SAD»s parent directory is already an ACL directory* the SAD and 
its protecting ACLs will be created. If the parent is not an ACL 
directory (allowable only when the parent is the MFD)* EDIT_PROFILE 
will give you the opportunity to convert it to an ACL directory. If 
you choose to leave the MFD password protected* certain restrictions* 
described above* apply. 

I£jL^«.l*.£ii_Det ermlninc_whe re_c_rou£s_wi,J.il_be_set 

ACL groups may be associated with a user regardless of his current 
project* because of his current project* or both. If groups are 
disabled at any level* all questions which EDIT_PROFILE might otherwise 
ask about groups at that level will be supressed. Initialization mode 
gives you the opportunity to set up groups only at the level or levels 
which you desire. These initially selected levels may later be changed 
by commands which are available in System Administrator mode. 
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12i6i3i£i5_Seiectina_a_slze_for_the_UVF 

The next auestion asked is "*** Creating user validation file. 
Projected number of users?". This question should be answered with the 
number of users that are currently on the system or that you expect to 
be on the system in the near future. (That ist the number of 
" loginable UFD*s" on the system.) If you specify zero* the default 
minumum size of 20 will be selected automatically by EnIT_PR0FILE. 
Note that EDIT_PROFILE will choose the actual size of the UVF~based on 
the size you give* and that the chosen size will always be larger than 
the specified size* possibly much larger. This is because EDIT_PROFILE 
has a list of allowable file sizes which is designed to minimize search 
time for user id's. 

12ifci3i2i6_Def 2Q2nc_the_ent Ll-1 or_t he_s,y.sjj?m_adm j.n2\i£ra t or 

One of ED IT_PR0FILE•s most important tasks in initialization is to set 
up an entry for the system administrator. At this point you will be 
asked for the name (user id) of the system administrator. His 
attributes will be set later. 

12i6i3i2i7_Crea^ina_tihe_Sy_^t.em_Def aul. t_oroj_e£t. 

After the system administrator's name has been supplied* EDIT_DR0FILE 
gives you the chance to set up the system default project* called 
"DEFAULT." If you plan on having only one project on the system* or 
allowing a default project to "catch" users who currently belong to no 
specific project* you should answer YES to the question 'Create project 
"DEFAULT"?'. As long as DEFAULT is the only project on the system* 
users will automatically be both added to the system (registered) and 
added to project DEFAULT. If you answer YES to this auestion* the 
system administrator will automatically be made the project 
administrator of project DEFAULT* and you will be queried in order to 
set up his entry. 

12.. 6i3i2i8_Addina_jt he _l^stem_a dmj.nl £tr ator_to_a_£rcn eci 

In order to be able to log into the system* each user must belong to 
some project. If you do not choose to set up DEFAULT as described 
above* the SA must be added to some other project. If the SA is to be 
the project administrator for that project* his entry may be created by 
answering YES to the auestion "Create administrator entry?" or by 
giving the -create_pa option to the add_project command. If DEFAULT is 
created as described above* it will automatically be made the SA's 
default login project. 
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12i6i3i2i9_Prote£ti_n^_t.he_dat abases 

EDIT_PROFILE automatically creates ACLs which protect the validation 
files and project directories to allow access only to the system 
administrator. When projects are added later? entries for the various 
project administrators will be created as the projects are added* again 
automatically by ED IT_PR0FILE. During initialization mode* 
EDIT_PROFILE also grants full access to user SYSTEM* since 
initialization must be done at the system console. 

I2 i6 i3 i3_An_Exam£U_of_EDlT_PR0FJL 

In the following example* user input is underlined. 

Profile editor Crev 19.0] in initialization mode 13 Jan 81 14:55:25. 
SAD does not exist* create it? YES /* Set up a new system 
Do you want SYSTEM-wide groups* PROJECT-based groups* or BOTH? BOTH 
*** Creating User Validation File. Projected size? 0 /* Use default 
System administrator name? MY_NAME /* System Administrator is me 

Create project "DEFAULT"? YES /* Someplace for everyone 

Set system-wide attributes for user "MY_NAME": 
Password: <m^_p_assword> /* SA should have password! 
Groups: i A D M_1N IS J R A T 0 R S 

*** New group added to system: .ADMINISTRATORS 
Default project: DEFAULT 

*** New project added to system: DEFAULT 

*** User Validation File created 13 Jan 81 14:56:00. 
20 entries in prime area? file is 1 records long. 

*** Master Project File created 13 Jan 81 14:56:04. 

*** Master Group File created 13 Jan 81 14:56:04. 

Set limits for project "DEFAULT": 
Groups: •.DEFAULT_<.OPSYS /* Two groups to start 

*** New group added to project: .DEFAULT 
*** New group added to project: .OPSYS 

Set attributes for user MMY_NAME" in project "DEFAULT": 
Groups: iOPSYS 
Initial attach point: <MY_DSK>MY_DIRECTORY /* Fully qualified 

Set profile attributes for project "DEFAULT": /* Set project profile 
Groups: <cr> /* No groups by default 
Initial attach point: <MY_DSK>MFC /* Default to top 

Project "DEFAULT" created. 
20 entries in prime area? file is 1 records long-

Check entry? NO /* We're reasonably sure 
> LU MY NAME -PPOJ /* Now look at our handiwork 
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********************************************************************** 
System-wide attributes for user "MY_NAME": 

Groups: .ADMINISTRATORS 
Default login project: DEFAULT 

Attributes for user "MY_NAME" in project "DEFAULT": 

Groups: .OPSYS 
Initial attach point: <MY_DSK>MY_DIRECTORY 

********************************************************************** 

> Q /* SA may now log in 

I2«.£i3..4_Af ter_the_S AD_i_s_set_up. 

After setup of the SAD is complete* initialization mode basically 
becomes system administrator mode. Unless user SYSTEM has been set up 
as the system administrator* however* once the initialization mode 
session of EDIT_PROFILE has been terminated* EDIT_PROFILE may not be 
run from the system console. 

12i6i4_S^st em_Admj1ni.s>t r at,or_mode 

The normal mode of operation for EDI T__PR0FILE is system administrator 
mode. All commands to add* change* and delete attributes of users and 
projects are available to the user. These commands are described 
below. 

12i6i4il_Add_p.roiect 

The add_project command (abbreviated AP) creates a new project 
directory in the SAD and sets up all the files associated with it 
according to the options given in the command. The format of the 
add_project command is: 

Add_Project L*<p ro j ect_i d> C-PA <pa_name>] C-CReate_pa1 
C-SIZE <entry_count>: F-No_Guery3 
C-LIKE <like_reference>l C-PROFile33 

<project_id> is the name of the project to be created. It must be 
given if any of the other options are. 

The -LIKE option allows you to create a new project with the same 
attributes that the project named by <like_reference) has. 

The -PA option defines the name of the project administrator for the 
new project. If it is not given* or the <pa_name> is null* 
EDIT_PROFILE will request the <pa name>. 
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The -CREATE_PA option specifies that you wish to create an entry in the 
new project for the project administrator specified by the -PA option. 
If not given, you will be asked whether or not you want to create the 
administrator's entry. Note that the project administrator need not 
belong to the project or projects which he administers. 

The -PROFILE option spec 
this time. If not giver, the project 
entries. 

ifies that a project profile is to be set up 
profile wilt default to null 

at 

The -SIZE option allows you to specify the size of the new project, 
that is, the number of users that the validation files are designed to 
handle. If not given, the project is created with the default size of 
20. Note that if at any time while you are adding users to the system 
or a project EDIT_PROFILE detects that the validation files are 
overloaded, it will give you the opportunity to rebuild the files to 
accomodate more entries. 

The -N0_QUERY option supresses the "Check" and "Change" Questions after 
the project is created. 

I2.i6ii_.2_ A dd_user 

The add_user (AU) command adds the specified user to the project and/or 
system data bases and creates the user profile. 

Add_User C<user_id> C-LIKF < I ike_reference)1 C-NoQueryD 
[-Password C<password>1 J C-PROFileD C-SYSteml 
COPROJect | -DeFauLT) C<project_id>11 
C-Verify_NSD 

The user is added only to the system unless the -PROJECT or -DEFAULT 
option is given, there is only one (default) project on the system, or 
no options are given and there is a current project. The user can be 
added just to a project if none of the -PASSWORD, -DEFAULT, or -SYSTEM 
options is used but -PROJECT is. If the -PROJECT or -DEFAULT option is 
given without a <project_id>, the current project will be used if one 
exists, otherwise the <project_id> will be asked for. 

The -LIKE option allows you to specify some other, already existing, 
user whose attributes the new user is to assume. If the -PROJECT or 
-DEFAULT options is being used, the user named in the <Iike_reference) 
must belong to the same project as the new user. 

The -PASSWORD option supplies the login password for the new user. If 
this option is not given or is given with no password, the password 
will be requested. The -PASSWORD option implies the -SYSTEM option, 
below. 

USER PROFILES page 13 0 

http://I2.i6ii_.2_


The -PROJECT option specifies the project to which this user is to be 
added. A user may belong to more that one project, but may be added to 
only one project at a time. Use of this option does not affect the 
user's default login project. 

The -DEFAULT option is the same as the -PROJECT option, but also makes 
<project_id> the user's default login project. If the -DEFAULT option 
is not specified when a user is initially entered into the system, the 
default login project will be asked for. The -SYSTEM option, below, is 
implied by the -DEFAULT option. 

If the -PROFILE option is given, you will be queried in order to set up 
a user profile. Otherwise, the user's attributes will be taken from 
the project profile. 

The -SYSTEM option specifies that the user is to be added at the system 
level. This is the default option in system administrator mode. The 
-SYSTEM option implies both the -PASSWORD and -DEFAULT options. 

The -VERIFY_NS option searches the SADs of all systems within the 
common naming sphere for a user id identical to the one being added, 
and if one is found a warning is printed. This option is designed to 
make administration of networked systems easier. See also the 
Verify_user command, below. 

The -N0_QUERY option supresses the "Check" and "Change" questions after 
the user is added to each validation file. 

12i6i4i3_A t iach_£roj.ect 

The attach_project (ATP) command sets the "current project" for all 
subsequent operations on users. Operations on other projects are not 
affected. However, if a current project exists its <project_id> will 
be substituted whenever a <project_id> is called for but omitted. 

ATtach_Project C<project_id> ] 

<project_id> is the name of the project to which to attach. If not 
specified it will be asked for. The <project_id> must name a valid 
project. Note that if there is only one project on the system, it 
becomes the current project automatically when the profile editor is 
i nvoked• 
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12i6i4i4_Chan£e_£roiec__t 

The change_proj ec t (CP) command changes the attributes or reserved 
space in some project on the system. 

Change_Project C<project_id> C-PR0F1le3 C-LIMits] C-LIST] 

C-PA [<Da_name>]] C-SIZE [<entry_count>111 

<project_id> is the name of the project whose entry is to be changed. 

The -PROFILE option specifies that the profile is what is to change. 
The -LIMITS option specifies that the master project Limits <MPP 
contents) are to change. 

The -PA option specifies that the name of the project administrator is 
to change* and optionally gives the <pa_name> of the new PA. 

The -SIZE option specifies that the <er>try_count> reserved in the PVF 
is to be changed. If <entry_count> is not given* it will be requested. 
The -SIZE option must be explicitly given in order to change the 
<entry_count> in the PVF; if it is not supplied the user will not be 
asked for a new size. 

Note: The -SIZE option should be used as infrequently as possible* 
especially for large projects* as the entire PVF must be rebuilt 
whenever it is used. However* using the -SIZE option to decrease the 
space reserved in the PVF can be a useful tool in conserving disk 
space. The REBUILD command may also be used to change the 
<entry_count> in a project* and is the preferred way to do this if 
other attributes of the project are not to be changed. 

The -LIST option will display the project attributes after the 
change_project command has been executed. 

12i6i4«^_Changte_sy_st em_admi_ni_s £rator 

The change_system_administrator (CSA) command allows you to change the 
name of the system administrator. This command should be used only 
when absolutely necessary. Its syntax is! 

Change_System_Administrator C<new_sa_name>] 

If you do not supply a <new_sa_name>* one wiLl be reouested. After 
that* EDIT_PROFILE will ask you if you are really sure you want to 
change the system administrator. If you answer positively* all the 
ACLs protecting the SAD and the project directories will be changed* 
and _the_p_rof lle_ecH t.oI_sessji_on_wi!JL_b£_!££mlnated.. 
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Note that the CSA command rebuilds all £ C L s from scratch* so 
you have hand-altered any ACLs* those changes will be lost. 

that if 

12i6i4i6_Chanpte_us.er 

The change_user (CU) command allows you to change the system-wide 
and/or project-based attributes of any user on the system. 

Change_User C<user_id> C-PassWord C(password)]3 
C-PROJect <project_id>D [-SYStemD C-LIST33 

<user_id> is the name of the user whose attributes are to change. If 
given* the <user_ic> must be the first argument to the command. 

The -PASSWORD option specifies the new password for the user. If the 
(password) is not supplied but the -PASSWORD option is given* you will 
be asked for the <password>. 

The -SYSTEM option specifies that the user's system-wide attributes 
(system-wide groups and default login project) are to be changed. 
Since password changing by the system administrator should be rare* the 
password will only be requested if the -PASSWORD option is given. 

l£i6i4i7_Del.et.e_p_roiec_t 

The delete_project (DP) command deletes the specified project directory 
from the SAD. If any users have this project as their default login 
project* they will be reset to have no default login project. If any 
users are in the project when the DP command is given* you will be 
given the option of not deleting the project. 

Delete_Project C<Droject_id>3 

(project_id> is the name of the project directory 
is not specified and there is a current project* 
will be deleted and the user detached from 

to be removed. If it 
the current project 
that project. If no 

<project_id> is given when there 
<project_id> will be requested. 

is no current project• the 
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12i6i4i8_Del_ete_user 

The delete_user CPU) command removes the specified user from the system 
and any projects to which she belongs* or just from one specified 
project. 

Delete_User [<user_id> [-PROJECT C<project_id> ] 1 

<user_id> is the name of the user whose entries are to be removed. If 
specified it must be the first argument to the command. Otherwise* the 
<user_id> will be requested. 

If the -PROJECT option is given* the user will be deleted only from the 
specified project. Otherwise the user will be removed from the system 
as well as any projects to which she belongs. If the -PROJECT option 
is given without a <project_id>* the current project will be used* or a 
<project_id> will be requested if there is no current project. 

I£^§».ii2_D£iach_£r;o_ie.ct 

The detach_preject (DTP) command clears the current project* which was 
set by some previous attach_pro j ect command. If there is no current 
project* this command has no effect. 

DeTach_Project [<project_io>3 

<project_id> is the name of the project to which EDIT_PR0FILE is 
currently attached. It is completely optional since there can be only 
one current project; however* if a <"project_id> is given it must match 
the name of the current project. 

I£i£«.lii£_Lc:Lc_e_£as_sword 

The Force_password (FPU) command allows you to specify that users 
should not be allowed to type their passwords on the login line* thus 
forcing passwords to be entered at the system's reouest with echoing 
turned off. This feature is provided for security-conscious 
installations which are concerned about compromise of passwords. Its 
format is: 

Force_PassWord [{-ON | -OFF}] 

The -ON option enables this feature* while the -OFF option disables it. 
If neither -ON or -OFF is given* -ON is assumed. 

Another useful command for security-coonscious installations is the 
no_nuIl_password command. See below for details. 
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The he Lp command 
EDIT PROFILE. 

provides you with information on how to use 

HELP [<command_name>1 

I£.6. 4,.! 2_ Initialize 

The Initialize command is used by C0NVERT_PR0FILE to create the SAD as 
efficiently as possible. It is not normally used by the system 
administrator* and may be used orjl^ in initialization mode. It is 
documented here for completeness. 

The syntax of the Initialize command is: 

IIMITialize <treename> 

<treename> is the name of the file containing the initialization data. 
This data is described by lines of the form: 

<user_id> <i ni t i al_attach_poi nt> C-PW (password)] 

AIL users are put into project DEFAULT* and no groups are set. 
DupLicate user IDs are skipped* and all errors in input lines cause 
those Lines to be ignored. 

12 i6ii±13_Llst_p.roiect 

The List_project (LP) commanc Lists the attributes of the specified 
project* as well as those of either one or all users in the project. 
The project limits (from the MPP) are always listed by this command-
Other attributes which may be listed are controlled by the options. 

List_Project C<project_id> C-PROFile] C-USEP <user_id>3 
[-ALL] C-OUTput (filename)] C-APPendD C-TTY3] 

The -PROFILE option requests that the project profile be listed in 
addition to the Î PP contents. 

The -USER option specifies that the profile for user <user_id> is to be 
listed. To list a user's data only* see the list_user command. 
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The -ALL option specifies that all user profiles should be listed. 

Since the -ALL option may require a great deal of time and paper to 
list at the terminal* the -OUTPUT option allows you to direct the 
output from this command into a file. Currently* this file will always 
be created in the SAD* and is thus by default protected so that normal 
users may not read it. If the -APPEND option is given* output will be 
added to the end of the existino contents of <filename>» otherwise 
<filename> will contain only the output from this invocation of the 
I i st__pro ject command. 

The default when the -OUTPUT option is given is that output goes only 
to the named file. If the -TTY option is also given* output will be 
directed to the terminal as well. 

kZi.ks.ls.'L l_Li_st_S£steiTi 

The list_system (LS) command displays attributes of the system as well 
as for all users* groups* and projects in combinations selectable by 
the user. 

List_Systerr C-USersl C-GRoups] [-PRO Ject s 3 C-DETaU] C-ALL] 
C-SORTD C-OUTput <Tfilename>] C-TTYJ C-APPend] 

The -USERS option specifies that the system-wide attributes of all 
users on the system should be listed. 

The -GROUPS option specifies that all croups currently on the system, 
should be listed. 

The -PROJECTS option specifies that all projects currently on 
system should be listed along with their attributes. 

the 

The -ALL option combines the features of the above three options. 

If the -DETAIL option is given* it affects the other options in the 
following way: The -USERS list will contain the list of projects to 
which each user belongs. The -GROUPS list will show which users and 
projects have which groups as attributes. The -PROJECTS list will show 
which users and groups belong to each project. 

The -OUTPUT* -TTY* and -APPEND options work just as they do 
list_project command* above. 

for the 

The -SORT option specifies that all entities in the listing should be 
sorted alphabetically. This includes <group_name>* <project_id>* and 
<user_id>. This option has not yet been implemented. 

If no options are given* the system administrator name and system 
attributes will be displayed. System attributes may include the 
following: 
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SAD not ACL protected 
System-wide groups enabLed (ACL systems onLy) 
Project-based groups enabLed (ACL systems only) 
Non-DEFAULT projects in use (ACL systems only) 
Passwords always requested at Login (Force_password command) 
NuLL passwords not allowed (No_nulL_password command) 

i_i_i__i__List_user 

The list_user (LU) command displays attributes for the named user. 

List_User [<user_id> {-PROJECT C<project_id> ] | -ALL>3 

<user_id> is the name of the user whose attributes are to be shown. If 
specified it must be the first argument to the list_user command. If 
not supplied it will be requested. 

The -PROJECT option specifies the <project_id> of the project from 
which the user's attributes are to be read* If no <project_id> is 
given and there is no current proiect* a <proiect_id> will be 
requested; otherwise the current project will be used. 

The -ALL option requests EDIT_PROFILE to check all projects in the SAD 
for this user's <user_id> and to display the attributes associated with 
each project to which the user belongs. 

i2i6i_ii___o_nuL___p_a_s_o£d 

The no_null_password (NNPW) command forces all passwords entered by the 
system administrator or changed by users through use of the Primos 
change_password command to be non-null. Its format is: 

No_Nul L_PassWord C O O N | -OFF};] 

If neither option is given* -ON is assumed. When this command is given 
(with no arguments or the -ON option)* any users who currently have 
null passwords will be listed so that the system administrator 
assign them passwords. This feature is provided to enable 
security-minded installations to be sure that >***>*< -?ri» 
compromised by simple trial 
i nstalI ati ons may 
above. 

may 
to 

s may not be 
and error methods. Security-conscious 

user id 
i t c L I i a «. a n u c i i «J i nit; i n u u o • J>6 iu i i t / - i » u i i o w i v u a 

also be interested in the force_password command* 
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I2r£iitiIZ_RebuUd 

The rebuild (REB) command reconstructs the UVF or some specified PVF to 
hold a new number of users. At this time the associated data files are 
also reconstructed* and any "dead" entries are removed. 

REBuild C-PROJECT C<project_id>11 [-SIZE <entry_count>] 

The -PROJECT option specifies that a PVF is to be rebuilt. Tf no 
<project_id> is given and there is no current project* the <project_id> 
will be requested. If the -PROJECT option is not used* the UVF will be 
rebui It. 

The -SIZE option specifies the new minimum size of the appropriate 
validation file. If not given* EDIT_PROFILE will automatically resize 
the file according to the number of entries currently in use. 

Because the rebuilding process necessarily involves destruction and 
reconstruction of all files in the SAD or a project directory* the 
rebuild command should never be used when users may be logging into the 
system. It is st_ronc]l.y_ recommended that the rebuild command be used 
only when a MAXUSP 0 is in effect. 

Before any changes are made to the files* backup copies are made so 
that in case of problems you can replace the old files and return to 
the status quo. For the UVF* these files are called <filename>.OLD* 
e.g. UVF.OLD. For PVFs* the files are placed into the BACKUP 
directory of the appropriate project directory* e.g. 
SAD>DEFAULT>BACKUP>PVF. 

12i6±4±18_Set_defauit_£rotectlon 

The Set_default_protection (SDPR) command is used to restore the ACL 
protection in the SAD to its default state. On both password systems* 
it will also make sure the read/write lock settings on all files are 
correct. It may also be used to convert from a password to an ACL SAD. 
Its syntax is: 

Set Default PRotection OCoNVert] 

The -CONVEPT option is specifiec if a password SAD is 
to ACLs. 

being converted 
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I2i6iiiI2i_Set_p.r02ect_c]rou£S 

The set_project_groups (SPG) command allows you to enable or disable 
groups at the project level. Set_project_groups takes either an -ON or 
-OFF option; if neither is given* -ON is assumed. Note that when 
groups are turned off by this command* all that is actually done is to 
indicate to the system that project groups are not to be set. No 
groups are "removed" from projects or users. Groups will be "cleaned 
up" when the next rebuild is done. 

12i6ili2£_^eti_s^stem_at£0U£^ 

The set_system_groups (SSG) command enables or disables groups at the 
system level. It works analagously to the set_project_groups command. 

I£±£ii«.2I_Verif£_user 

The Verify_user (VU) command allows administrators of networked systems 
to determine on which systems within the common naming sphere a given 
user ID exists. Its format is: 

Verify_User -C<user_id> | -ALL} 

If a <user_id> is givent all SADs in the naming sphere are searched for 
the given ID and a list of systems on which it is found is printed. If 
the -ALL option is given* all users in the SAD will be checked against 
all other SADs. 
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I2_____P_o_ec___d_____t________d_ 

When a Droject administrator invokes EDIT_PROFILE* he may execute 
basically the same commands as the system administrator* but in a more 
restricted environment. Also* when EDIT_PROFILE runs in project 
administrator mode* it asks the user for a <project_id> immediately 
upon startup. This <project_id> then becomes the current project. The 
commands available in project administrator mode and how they differ 
from the same commands in system administrator mode are described 
below. 

12___5_1_________ 

The add_user command adds users only to projects. Therefore* the 
-SYSTEM* -DEFAULT* and -PASSWORD options are not available. Since a 
project administrator will usually have a current project* the command 
is generally used only with a <user_id> and the -PROFILE option. 

12___5_2_At____________ 

This command works exactly as it does in system administrator mode. 

_2___5____b_n_e_______ t 

The change_project command may be 
profile or rebuild the PVF. 

used only to change the project 

____________________ 

The change_user command may change only the project-based data for a 
user. Furthermore* the restrictions imposed by the MPP apply when 
setting these attributes. 

____________________ 

Users may be deleted only from projects* specifically* only those which 
the project administrator administers. 

_ 2 _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ 

This command is available in project administrator mode solely to allow 
administrators who administer more than one project to avoid confusion 
by having no current project. If you administer only one project* 
avoid use of this command. 
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I2i6.5i7_He.iD 

The HELP command works as it does in system administrator mode* but 
only lists those commands and options which may be used in project 
administrator mode. 

!______8_L_st__ro_ect 

This command works exactly as it does in system administrator mode. 

_2_____9_L_st_user 

This commana works exactly as it does in system administrator mode* but 
system-wide attributes will not be displayed and users' attributes will 
be displayed only for projects which you administer. 

_2___5__0_Re bu;Ud 

The rebuild command may only be used for projects which you administer. 

12_____Restrjctjons 

At the initial release of EDIT_PROFILF and the User Profiles system* 
the following restrictions apply to the system: 

i__6___i__u_ber_of _use_s_sup__or ted 

At rev. 19 of Frimos* the UVF is designed to hold up to approximately 
5000 users with optimum efficiency. There is no real restriction on 
the actual number of users which may be in the UVF* but if more than 
5000 are present* decreased efficiency may result. 

The largest table size built into EDTT_PROFILF is 7516. Once the hash 
table reaches this size* overflow messages will not be printed by the 
Add_user command* since a larger table may not be built anyay. 

12_6______umber__f__rou£S_su_£ori_d 

A maximum of 4096 different qrouDS may exist in the MGF. 

USER PROFILES page 141 

http://I2i6.5i7_He.iD


i2i6.i6i3_Number,_of__ £L£i££!s_£UD£0£t_ed 

Because of restrictions in the ACL system and the way projects are 
protected* an absolute maximum of 32 different project admjni. st rators 
may exist on any system without changing the way files in the SAD are 
protected. The number of Dro^ects is essentially unbounded (4096 may 
theoretically be supported)* but unless the ACLs in the SAD are 
hand-modified by the system administrator* realistically only about 25 
different project administrators may exist. 

I£ •.6±6ii_^umber_of _u^e£s_su£p_ortied_2n_£3jc h_2roj.ecti 

A PVF has the same size restriction that the UVF does* that is* 
approximately 5000 users without performance penalties. If a 
reasonable amount of data overlap between users exists* this number 
should be supportable without difficulty. If each user has a unique 
initial attach point pathname and/or list of groups* however* the PDF 
may become full when approximately 2P00 users have been added to the 
project. We anticipate that data overlap* use of the project profile 
for default values* and relatively small project size will prevent this 
problem from occurring; if it does become a problem* though* the size 
of the PDF may be increased at future revisions. 
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S u b j e c t : PRIM0S2 

R e l e a s e : 1 9 . 0 

Date: February 5* 1982 

1 New Functionality 

None 

2 User Visable Buo Fixes 

£2del_3_160 0/62 50_BPI_Ca£abie_Mact^ 

The tape density on a model 3 160Obpi/6250bpi capable magtape drive can 
be set via software or via the density select switch on the front panel 
of drive* but not both at the same time. When the density is set via a 
software call to T$MT or an ASSIGN command (which also calls T$MT)* the 
front panel switch is disabled from having any further effect on the 
tape density. The front panel switch can only be re-enabled by another 
call to T$MT that enables the switch (see T$MT changes below). 

Under PRIM0S2 (P0S)» these drives are initialized to enable the front 
panel density select switch. Under PRIM0S4* density setting is handled 
at magtape at ASSIGN time. If PRIMOS* crashes and a tape dump is to be 
taken* the act of hitting the "MASTER CLEAR" switch causes these drives 
to revert to their initial state of 1600 bpi with the front panel 
switch disabled and the dump is therefore taken at this density. 

3 Internal Fixes* Not User Visable 

None. 



4 Out standi ng Prob I ems 

Nbne> 

izhu^u-:? f-
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ABSTRACT 

At REV 19» Primos may be coLdstarted using a procedure that takes the 
system from depressing the start switch to Primos IV in one step. This 
procedure uses additional front panel switch settings (switches 4- and 
5) and a new command in CHDNCO (Primos). 



1. Int roduct i on 

At REV 18t three software systems are used during coldstart. 
They are Boot* Primos II and Primos IV. At REV 19 a fourth 
system has been introduced* the Primos command. It is installed 
in C M D N C 0 and is instrumental in simplifying the coldstart 
procedure. Subseauent sections of this document specify in 
detail the software required and orocedures to be followed to 
perform a simplified coldstart at REV 19. 

Soft wa re Pecui red 

2.1 Boot 
MAKE. 

- must be from a REV 19 Master Disk or created by a REV 19 

2.2 Primos II - must be REV 19 dated 11/18/80 or 
installed in D0S>*D0S64. 

later. Must be 

2.3 Primos command installed in CMDNCO. 

2.4 Primos IV installed in a directory on the partition to be 
coldstarted. 

3. Use of Front Panel Switches 4 and 5 

3.1 Switch 4 down* switch 5 down. No change from REV 18 procedure. 

3.2 Switch 4 up* switch 
•Physical Device =•• 

down • Do not prompt for 

3.2.1 Front p a n e t switches are interrogated by software and the 
device is automatically started up. For example* if coldstarting 
from physical device 460* switch setting 10114 will startup 
device 460* 1060* etc. Switch setting 10134 will start up device 
660* 1260* etc. Note this may be used only with the top 
partition on a device. 

3.2.2 When the system prompts • 0 K : •» it is running Primos II. At 
this point the Primos command is used to bring up Primos IV. The 
command is issued as PRIMOS <pathnar>-e>» where (pathname) is the 
pathname of the directory containing the run files for Primos IV. 
The Frimos command remembers the pathname so the next time typing 
just PRIMOS is sufficient. Initially the pathname defaults to 
PR IP UN. 



3.3 Switch 4 upi Switch 5 up. 

Physical device is automatically started up from front panel 
switch setting and Primos IV is automatically brought up from the 
pathname saved in the Primos command. 

For example* switch setting 14114 will bring up Primos IV on 
device 4S0* (or 1060* etc.) and switch setting 14134 will bring 
up Primos IV on device 660. Note this may be used only with the 
top partition on a device. 

4 • Examp_l_e__of _Co l.ds t.a rJt_u s.ina_Dev i.c e_460 

Assume Primos IV runfiles are in a directory called OPSYS 

o Power on. 
o Turn rotary selector to Stop/Step 
o Master clear. 
o Turn Address/Data switch to Address. 
o Set *10114 in the sense switches 

(switches 4* 1 0» 13* 14 up), 
o Turn selector to load, 
o Press Start, 
o Turn selector to Run. 
o Type PPTMOS OPSYS on the system console. 

To reboot the system: 

o Turn rotary selector to Stop/Step 
o Master Clear 
o Turn Address/Data switch to Address, 
o Set f14114 in the sense switches 

(switches 4, 5* 10» 13» 14 up), 
o Turn selector to Load. 
o Press Start, 
o Turn selector to Pun. 

sk 
* NOTE: All products have been modified to conform to master di 

standards. For a description of these modifications* please 
read INF019>STANDARDS.RUNO. 



Subject: PROTECT 

Release: 1.0 

Date: 8/19/82 

1 New Functionality 

New command. 

2 Problems Fixed 

None. 

3 Outstanding Problems 

None. 

4 Environment 

Needs PRIMOS 19.0.65 or greater. (19.0.respin) 

5 Installation and Build Procedures 

Needs fsulib.build.cpl to be run first. Other than that it is 
standard. 

6 Replacement 

This command replaces the earlier PROTEC command. It differs from that 
command only in that it uses mnemonic codes rather than numeric keys to 
specify protection rights. 

7 Usage 

The usage information for the command follows. 
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Usage: PROTECT pathname Ccodell! Ccode2D [options: 

pathname specifies the directory entry on which the protection rights 
are to be changed. Used in password directories* not in ACL 
di rectories. 

codel 

code2 

opt ions 

defines owner rights to the file. 

defines non-owner rights. 

may be selected in any order from the list below. 

Codes may have the following values: 

NIL No access of any kind allowed 
R Read access only 
U Write access only 
D Delete only 
RW Read and write 
RD Read and delete 
WD Write and delete 
RWD Read* write* and delete (all rights) 

Option descriptions: 

-REPORT, -RPT 
requests that the results of executing the command be reported to the 
user. 

Note: The default protection codes associated with a newly created file in a 
password directory are RWD NIL (owner has all rights* non-owner has no 
rights). Defaults for the PROTECT command* however* are NIL NIL. Thus* if 
PROTECT is given without codes* neither owner nor non-owner has any access to 
the file in question. 



Subject: PSD 

Release: 19.0 

Date: January 7* 1982 

The FRAC instruction* which is obsolete at rev 19.0? has been removed 
from PSD's tables. 



Subject: REVERT_PASSWORD 

Release: 19.0 

Date: January 21t 1982 

New Functionality 

The REVERT_PASSWORD command allows conversion of an ACL directory back 
to a a password directory. It operates only on the current directory* 
and takes no arguments. Before the command may be used? the directory 
must be cleared of any access categories or ACL subdirectories. 

Further information on ACLs and REVER.T_PASSWORD may be found in the 
section of the rev document dealing with ACLs. 

P roblems Fixed 

N/A. 

Outstanding Problems 

N/A 

Envi ronment 

REVERT_PASSWORD is an external command (residing in CMDNCO) which is 
useful and works only for PRIM OS revision 19.0 and later. 

Build and Install Procedure 

Standard • 



Subject : RJE Phase 2 Emulator Common Code - RJESRC 

Release : 1.0 

Date : 04/07/82 

1. New Functionality 

This is a replacement product. The Rjnp is the new operator 
interface to all the emulators. The R J G is the new utility for 
queuing files* and replaces the previous SEND utilities. 

Other changes in functionality include :-

A) Debug facilties have been improved* 
B) The ability for a single operator to control more than 1 

emulator at a time has been added* 
C) Files can be submitted fron* withir a user program* 
D) Improved queuing facilities* 
E) There is now better control of file transmittion 

For a aescription of new functionality* please refer to IDR4036, 

2• Problems Fixed 

Emulator Name 
Issue No • 
TAR/POLER No. 
Chanced by 
Date Fixea 
User Visibility 

Fix 

Emu I ator Name 
Issue No . 
TAR/POLER No. 
Changed by 
Date Fixed 
User Visibility 

Fix 

RJESRC 
1.0 
37597 
Suzy 
09/21/81 

None 

The routine R JESROCAR DSP00L>I $BC03 .PMA no 
longer has a missing quote in the declaration: 

DATA •275.LS.8.OR.•243 

RJESRC 
1.0 
28835 
Suzy 
04/19/82 

There kv a s no ability to translate lower-case 
characters within the CARDSPOOL routines. 

There is now the facility to allow Cardspool to 
handle lower-case characters correctly. 



Emulator Name 
Issue No. 
TAR/POLER No. 
Changed by 
Date Fixed 
User Visibility 

Fix 

RJESRC 
1.0 
40494 
Pete 
04/19/8? 

The Work-Stations would appear to hang if called 
from within a CPL program. 

The RJOP and RJQ can be run from within a CPL 
prog ram. 

3. Outstanding Problems 

There are no known outstanding oroblems. 

4 • Envi ronment 

This release of the product requires PRIMOS 19.0. 

5. Installation and Build Procedures 

These are standard. 



Subject: RWLOCK 

Release: 1.0 

Date: 8/19/82 

1 New Functionality 

New command. 

2 Problems Fi xed 

None • 

3 Outstanding Problems 

None. 

4 Environment 

Needs PRIMOS 19.0.65 or greater. CI 9 • 0 • re spi n) 

5 Installation and Ruild Procedures 

Needs fsulib.build.cpl to be run first. Other th3n that it is 
standard• 

6 Us age 

The usage information for the command follows. 



RWLOCK 8/19/82 

Usage: PWLOCK pathname Clock] [options] 

pathname specifies the directory entry on which the concurrency lock 
settinc is to be chanaed. 

lock read/write lock* specified as follows: 

sys - use system read/write lock (default) 
excl - M readers OR 1 writer (Exclusive OR) 
updt - N readers AND 1 writer 
none - N readers AND N writers 

options may be selected in. any order from the list beLow. 

Option descriptions: 

-REPORT, -RPT 

requests that the results of executing the command be reported to the 
user. 



SUBJECT: SEG 

RELEASE: Revl9.0 

DATE: August 19» 1982 

I_New_Func tionaijiil 

• SEG now automatically loads SPLLIP whenever the Pure Fortran 
Library is loaded. The subcommands LI and PL do this* The result 
is that Revl9.0 SEG cannot be run on any system which does not have 
the SPL library. 

2 Problems Fixed 

POLAR NO. Description 

36524 SEG now reports an error if user 
loads a SEG file in the VLOAD 
subprocessor. 

SEG now deletes SEG files which were previously trashed for various 
reasons (e.g. user hit control-p in the middle linking session). 

If a user tries to use segment 4035* which is used by SEG 
internally for its own symbol table* a warrnn^ rressage will be 
given and flow of control will always return to SEG subcommand 
Level. A warning error code will be returned 31 the end of the 
session. This is an improvement over revision 18.2 SEG which would 
always abort to PRIMOS under this circumstance* even if 
uninitialized data was the only code loaded into 4035. 

3_CMDSEG 

At rev 19.0 CMDSEG has been completly rewritten. The following 
enhancements/fixes have been made. 

• The user DOES NOT have to be attached to the directory SEG. 

• The resulting has e meaningfull name takeen from the name of 
the segment directory. 

• CMDSEG is now written in CPL. 

• CMDSEG and CMDSG1 have been combined into one program. 

CMDSEG is invoked by: 



• R SEOCMDSEG <segnient directory pathname> <run filename) 

CHDSEG may also be invoked : 

. R SEG>CMDSEG 

CHDSEG will then prompt for the pathname of the segment directory. 

4_E_nv i_r.onment 

. This version of SEG requires R e v 1 9 Primes* Revl9 PFTNLIB* and 
revl9.0 SPLLie« 

5_Xnŝ t̂ a l_l_a t ip_n_and_Buil.d_Procedu res. 

• Standard installation and build procedure. 

• This version of SEG.BUILD.CPL will not operate correctly with 
revl8.2 S F G» but is compatible with all earlier versions of 
revl8 SFG. 



Subject: SET_DELETE 

Release: 1.0 

Date: 8/19/82 

1 New Func t i ona I i ty 

New command. 

2 Problems Fixed 

None. 

3 Outstanding Problems 

None. 

4 Environment 

Needs PRIMOS 19.0.84 or greater. (19.0.respin) 

5 Installation and Guild Procedures 

Standard • 

6 Usage 

The usage information for the command follows. 



SET DELETE 8/19/82 

Usage: SET_DELETE pathname [options] 

pathname specifies the directory entry on which the delete protection 
is to be modified. 

options may be selected in any order from the list below. 

Option descriptions: 

-PROTECT, -PRO 
requests that the object be delete protected. This is the default. 

-N0_PR0TECT» -NPFO 
reauests that the object to NOT be delete protected. 

-REPORT, -RPT 
requests that the results of executing the command be reported to the 
user. 

Note: A user must have delete access (D) to the directory that contains the 
object in order to set the delete protect switch on a file* directory* or 
segment directory. (The switch cannot be used on access categories.) 



ABSTRACT 

SIZE has been substantiaLLy changed for revision 19.0. It reports file 
size in 1024-word records instead of 440-word records. It now is able 
to size segment directories* U F D s * and access categories in terms of 
the number of entries in them. It now prints the treename being sized 

commano preprocessor's on the output Line so that use of the rev 19.0 
wildcard feature (e.g. "SIZE 8)3") produces identifiable results. 
Also* its output format is changed to make the output more readable. 

SIZE is now in V-mode» but is still a static-mode program (not an EPF). 
Therefore. SIZE will not run under DOS. If it is needed to get the 
size of a file under DOS* FUTIL may be used (see the SCAN command). 

Finally* the build Drocedure 
19.0 master disk standard. 

and source files now conform to the rev 



SIZE now reports file size in 1024-word records* not 440-word records. 
To get it to reoort in old-style 440-word records* do 
"SIZE <treename> -NORM". 

SIZE can now size segment directories* U F D s * and access categories in 
terms of the number of entries in them. For segment directories and 
UFDs* the number cf top-level entries is printed. Tn the case of UFDs* 
this number includes all top-level entries* i.e. files* segdirs* 
sub-ufds* ACLs* and access categories. For access categories* the 
number of entries in the category is printed. When sizing files* SIZE 
types "n records"* but for other file-types (segdirs* ufds and access 
categories)* it types "n entries". 

SIZE now outputs the treenarre it was given on the size line. This is 
redundant if "SIZE <file>" is given and <file> is not wildcard-laden* 
but otherwise it is crucial to determine which SIZE output corresponds 
to which file. Since SIZE has no knowledge of wildcard processing* the 
command preprocessor for rev 19.0 PRIMOS will do the wildcard iteration 
for SIZE automatically. 

Therefore* to size all file system objects in the current UFD* do 
"SIZE o'S". To size all file system objects in or below the current 
UFD* do "SIZE *>a@>aa -WALK FROM i". 

To make the output more readable* and so that different file system 
object types may be discerned from each other readily* most of SIZEfs 
output is now in lower-case. The exceptions are the keywords "SEGDIR" 
and "UFD"* when a file system object of the corresponding type is 
sized. Also* the input treename will be output in upper-case (unless 
Quoted by the user in lower-case). 

For each file system object type* SIZE now also reports the file type 
in detail. For example* a "file" can be a " s a m" or "dam" file* as can 
a segment directory. A UFD can now be an "acl" or "pwd" (password) 
UFD» and there is also the "access cat" (access category). 

SIZE still reports the number of words in a file* but not in segment 
directories or ACLs* since that value is meaningless to the average 
user. It does report the size of segment directories in terms of the 
maximum number of entries it can hold? multiplying this by 2 yields it 
size in words. The size in words of a directory (acl or password) is 
also reported• 



Note^ since the command preprocessor d 
directories, "SIZE *>82>aff" will not size a 
segment directory. For this capabilit 
However* doing "SIZE *>segdir_nane>£a!" V Q J A 

directory* and SIZE will work correctly. 

preprocessor does not tree-walk segment 
t size any of the files inside a 

FUTIL should be used. 
inside the segment 

no 
capability* 

VQ_1.1 scan 

Example outputs of SIZE: 

OK SIZE MYUFD 
ent r i es 
ent r y 
entries 
entries 
ent r y 
reco rd 
records 
reco rds 
ent ri es 
ent ry 
ent ri es 
entries 
entries 

• J 

1 
11 
26 
1 
1 
2 
4 
4 
1 

33 
24 
2 

>o>3 
in 
i n 
i n 

i n 
i n 
i n 

i n 
i n 
i n 
i n 
i n 
i n 
i n 

ac ces 
ac ces 
a c I 
ac I 
ac I 
sam 
sam 
dam 
sam 
dam 
acces 
pwd U 
acces 

s cat "MYUFD>PROTECT-EM.ACAT" 
s cat "MYUFD>AB.ACAT" 
FD "MYUFD>JUNK.UFD" (467 words) 
FD "MYUFD>MAIL H (1058 words) 
FD "MYUFD>PPETENDER" (23 words) 
ile "MYUFD>BBOARD_PROFILE" (26 words) 
ile "MYUFD>XSTAT.SAVE" (1034 words) 
ile "MYUFD>0_RUNIT" (3606 words) 
FGDIR "MYUFD>SWU.SEG" (65 total) 
FGDIR , ,MYUFD>DATAEASE 1 1 (5 total) 
s cat ,,VYUFD>TEST.ACAT" 
FD "MYUFD>OLD_SOURCE" (504*0 words) 
s cat "MYUFD>MAIL DIRECTORY.ACAT" 

Details: when SIZE is going to print a number greater than 32767 in 
front of "entries" or "records", it will allow 12 full character 
positions for the number instead of 6, i.e.: 

32768 records in dam file "MYUFO>OH MY GOD ITS BIG" 

Also* if you manage to get SIZE to size a ufd via ".DEL..DEL."* i.e. 
giving it an en tryname with the decimal value -1* it will correctly 
handle the outputting of that treename. If the treename consists only 
of ".DEL..DEL."* it will refer to "current acl UFD" or "current pwd 
UFD" as appropriate. Otherwise, it will omit the ">.DEL..DEL." at the 
end of the treename when displaying it. This functionality is useful 
for sizing the current ufd ("SIZE .DEL..DEL.") or sizing a top-level 
ufd without knowing which disk it is on ("SIZE FOOBAR>.DEL..DEL.")• 

NoteJ. the current ufd functionality is a side-effect of the fact that 
calling SRCH$$ with a name in which the first word is -1 causes it to 
open the current ufd? the SPSFXS subroutine passes the -1 on through. 
However* this may not work in the future* and therefore will not be 
supported at that time. 



SklST 

New_Func^ionaJ12JI.y_ 

The maximum Line Length has been increased from 140 to 1024 characters. 

y^££_ylslbJL e_bu£_f jx.es, 

If a fiLe has a Last Line not terminated by a newLine character? it 
wiLL now be output correctLy* 

Internai_buq_f i_x.e .s 

None 

0y.i.£i3.D.di_nci_p_rob L.ems. 

None 

http://jx.es


Subject : VSRTLI 

Release : Rev. 19.0 

Date : December 22» 1981 

1 New Functionality 

None. 

2 User Visible Pug Fixes 

None. 

3 Internal Bug Fixes 

Internal changes required by VISTA, were incorporated into VSRTLI 

4 Outstanding Problerrs 

None known• 



ABSTRACT 

The Spool subsystem has 
these changes are visible 
however• 

undergone many changes at rev 19.0. Few of 
to the end user c f the SPOOL program* 

The changes that are visible to the end user are FVFU support* the 
header page changes* and the incompatible change to the SPOOL command 
which no longer allows "implied open" operations (this change should be 
welcomed by many a user!). 

An important change is that the subroutine interface to the Spool 
subsystem* namely SPOOLS* is now via dynamic links? the SPOOLS library 
is now a shared library* If all programs are rebuilt using the new 
SPOOLS and VSP00$ libraries in LIB* then future compatibility can be 
maintained at much lower cost. 

Among the other changes are: the Q.OTRL file is now larger* because a 
second array of areas was added to the end to support future needs. 
The Spool subsystem now supports 32-character usernames* as PRIMOS rev 
19 does. Plus a host of other minor changes. 

NOTEJ. only the user visible functionality described in this document is 
supported. Some descriptions of Spool internals are included here for 
your convenience. These are not supported and will probably be changed 
in the nea r future• 



I_£VFU_SUPPORT 

At rev 19.0* SPOOL provides additional support for the electronic 
vertical forrat unit (EVFU). The EVFU provides the functionality of 
the paper tape loop familiar to operators. This allows the 
administrator to assign a •channel* number to a particular line of a 
form. Then a user can insert a special *skip to channel' code in the 
spool file which will cause the printer to advance the form until it 
reaches the line with the designated channel. 

There are twelve channels (numbered 1 to 12) available 
They are subject to the following constraints; 

for this use. 

1. Channel 1 will always designate the first line of the form. 

2. Fach 
it. 

line of the form may have at most one channel associated with 

3. Only channel 12 may be assigned to more than one M n e of the form. 

The maximum length of the FVFU (also the maximum number of lines on a 
form) is 132 for the 3 00 1pm printer/plotter and 143 for the 'Band* 
printer. 

The operator assigns channels to form lines by creating a file with the 
editor called an FVFU file. This file is then incorporated into a 
printer environment by using PROP. The spooler Dhantom will then load 
the EVFU into the printer when the environment is started with PROP. 

IiI_BuUdin£_an_CVFU_FUe 

An EVFU file is an ASCII file that is created and modified by the 
operator using FD. An FVFU file must reside in the SPOOLQ UFD when 
it is referenced by the FRCP command. Each line of the file 
corresponds to a line of the form being defined. The number of 
lines in the file must eoual the number of lines on the physical 
form. Each line in the EVFU file will contain the channel number 
that is to designate that line on the form. For example* if channel 
5 is to designate line 15 of the form* then the operator will put a 
•5' (ASCII) in line 15 of the EVFU file. 

Note that since channel 1 will always refer to the first line of the 
form* there must be a •1• in the first line of the EVFU file. Lines 
that are to have no channel assigned to them may contain a •0 t or be 
blank. The channel number must be the first non-blank character(s) 
on the line. A comment may follow a channel number. 

Although the printer environment contains a copy of its EVFU file* 
that file should not be deleted. This is because it is the most 
convenient description of the contents of the EVFU. Also* the file 
must be present if the environment is ever to be modified* since it 
will be reinterpreted. The administrator may want to protect the 
EVFU files usinc ACLs. 



£_SHARED_SPOOL$_LIBRARY 

The SPOOLS subroutine is now V-mode only* and is shared. The VSPOOS 
file in LIB is simply a dynamic link to SPOOLS* and the SPOOLS file in 
LIB is an P- to V-mode interlude which calls a dynamic Link to SPOOLS. 

The sequence to share SPOOLS which must be in C_PRM0 is as follows: 

SHARE SYSTEM>SS2167 2167 
R SYSTEM>SS4C00 1/12 

This shared library uses the linkage area from 6001/67000 to 6001/67767 
inclusive. 

Because the Libraries in LIP are now dynamic links* it is recommended 
that all programs which use SPOOLS be reloaded* 
dynamic links instead of old (end obsolete) 
Naturally* all such programs wilL decrease somewhat 
aynamic Link (even the R-mode interlude) is much 
itself was. 

so that they use 
copies of SPOOLS, 
in size* since a 
smaller than SPOOLS 

3_CHANGES_T0_Gi£TPL 

The Q.CTRL file is now 32607 words long* whereas previous to revision 
19 it was 8207 words long. The addition 24400 words comes from an area 
at the erti of the file consisting of 200 122-word entries. These 
entries are used to hold additional information per queue request* and 
have some room left for information needed in the future. 

SPOOLS will automatically expand G.CTRL to the new size when it is 
first called upon to submit a queue item and the Q.CTRL file is only 
8207 words long• 

The second area for a queue entry is only valid if the first word of 
the first area is > 1. Old copies of SPOOLS will put 1 in the first 
word to indicate that an entry is present* and 0 to indicate that an 
entry is deleted. The new SPOOLS puts a 2 there to indicate that an 
entry is present* and that the information in the second area 
corresponding to this entry is valid. AIL Spool code* old and new* 
checks for the first word being zero or non-zero when pulling entries 
out of the spool queue* so compatibility is maintained here. 

However* obviously a rev 18 spooler phantom will not make use of the 
second area* which may have been written into by a rev 19 SPOOLS 
subroutine on a different node. The converse is true? a rev 19 
spooler phantom will have to substitute null information for the info 
in the second area if the entry it is looking at was submitted by a rev 
18 despoole r. 



The format of the second area is currently: 

del 1 second_area(2C0)* /* 200 entries. */ 
2 user_name char(32)* /* Long form of username. */ 
2 file_dtm bin(31)* /+ Date-time modified of file. */ 
2 pathname char(80) var* / * Pathname or home ufd. */ 
2 copy bin* /* 0 if invalid info* 1 if copy* 2 if open. */ 
2 seconds_spooled bint /* Seconds file spooled. */ 
2 extra bin(f»l)» /* Unused information* inited to zeroes. */ 

<copy> is used to determine whether <pathname> is the pathname of the 
spooled file* or the pathname of the home ufd of the user when the 
SPOOL -OPEN was done. 

<seconds_spoolea> is used as the fifth word in the call to TIM D A T • 
first four of which are in the first area. 

the 

Note! the G.C 
32607 is very 
program can ma 
intends to mo 
200 entries or 
aware that all 
the file is 
entry number 2 
the file* or 
PRWF$$. To fi 
and converted 

TPL file 
close to 3 
nipulate c 
di fy the 
so that i 
calculati 
INTEGER*2 
5 0 would c 
perhaps a 

x this* a I 
to use INT 

is now 32^07 words long. PI 
2767* which is the largest nu 
orrectly with INTEGER*2 arithme 
Spool subsystem so that it can 
t has more information per e 
on done by the Spool subsystem 
calculation. Therefore* attem 

ause either wrap-around into a 
n error code (such as "Beginnin 
I PRWFS1 calls with positions m 
EGER*4 arithmetic. 

ease not ice that 
rrber a FORTRAN 
tic. Anyone who 
handle mo re than 
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to posi ti on into 
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random area of 
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H CHANGES TO SPOOL COMMAND 

i*.I_S£Ool.inai_FVFU_Formatted_Files 

If your system has an EVFU-driven printer* files may be printed 
which contain codes instructing the printer to skip to a designated 
channel. Such a code consists of an octal 3 in the first byte of 
the line and the channel number in the second byte. A channel 
number may be specified by an octal number (1-12) or by an ASCII 
character - a letter from *A» to fL* in upper or lower case. Files 
that use this mechanism must be in "no format" mode when the codes 
are encountered. As always* this mode is entered by typing •-N0FMTt 

on the SPOOL command line cr by inserting a 1 (octal) and a 0 
(octal) into the first two bytes of a line in the file. 

Note that your system administrator will have to advertise that a 
particular form name is associated with a particular EVFU format. 
Also* a user who spools a file containing EVFU channel codes will 
have to type the appropriate -FORM name on the SPOOL command line. 
It is important that a spool file does not attempt to skip to a 
channel number which has not been defined in the EVFU in the printer 
on which it is printed. Printers respond in various ways to this 



error. Some skip an entire page* while others hang and display an 
error code. The proper use of the -FORM parameter should prevent 
this problem. 

ii»£_l!He.kied_zOPEN_Now_IL!eca_l 

The SPOOL command no longer allows "implied -OPFN" commands. In 
other words* a "SPOOL" command that does not have either: a) a 
treename; b) a "-LIST" option? c) a "-CANCEL" option; or d) a 
"-OPEN" option; is considered illegal at rev 19.0. Previously* it 
would be assumed that the "-OPFN" function was desired. 

This would cause the command "SPOOL" alone to output the message 
"PRTnnn opened"* when usually the user just wanted to know how to 
use SPOOL. Now* when one of the above 4 things are not specified on 
the command line* usage information is printed* and the error 

Missing argument to command. Filename required (SPOOL) 

i s generated• 

lil_!l&i^P-£k_kisi_Feaitu £e 

The SPOOL -LIST command row has a parameter that allows the user to 
list all queues that his system has access to. 

By specifying "SPOOL -LIST *"* all started up disk are searched for 
SPOOLQ ufds* and displayed. Only queues which have information are 
displayed. Command lines such as "SPOOL -LIST * FORM WHITE" are 
lega I • 

If the "*" specifier is used* and no information was displayed* the 
message "All queues are empty" is displayed. If a qualifier had 
been given* the message "No entries in any oueue matched" is 
di sp I ayed. 

N 2.1 £l this cap 
is not sugge s-1-

pability may not be supported in the future. Also* 
ted that it be used often* due to the network costs. 

it 

4.4 Network Information File 

With regards to the previous section documented "SPOOL -LIST *"* 
this section describes a new optional file to be installed in SPOOLQ 
if desired: it is named "NFTWOPK_INFORMAT I ON.SPOOL". It consists 
of two ASCII lines. The first line should be the name of the system 
on which the SP00L0 ufd resides* and the second line should be 
"REV.19" if it is a rev 19.0 PRIMOS system, or "REV.18" if it is a 
pre-rev 19.0 PRIMOS system. If omitted* or if not "REV.18" or 
" REV.19"* rev 19 is assumed. The rev information is used only to 
determine which method to use to find out if a file is printing or 
not . 



The first line (node name) information is only used by SPOOL -LIST. 
It puts the text "System " in front of that line before it lists the 
queue* but only if entries in the queue will be displayed* 

4»_5_Reco£d_S i_z,e_Chang_e 

The Spool subsystem now sizes files in terms of 1024 word records* 
not 4 4 0 words records. This will result in different file sizes 
reported by the SPOOL commane. 

4i6_0ve r L.x_La£qe_F2l_es 

If a file is spooled which is larger than 3 2767 records* its size 
will be recorded as 32767 records regardless of how large it 
actually is. Therefore* it will show up in a SPOOL -LIST as 32767 
records long* and the trailer page of the listing (if it ever 
spools) will show 3276 7 records. 

4i7_3 22Chara£t_er__Us ernames. 

The SPOOL command supports 32-character usernames. The only 
difference this will cause is in a SPOOL -LIST* if a username is 
longer than 6 characters* the username will be displayed on a line 
by itself* and the information on the spool request will be 
displayed on the next line. Multiple contiguous identical long 
usernames will not be redisplayed* for speed. 

In a SPOOL -LIST outout* if a file is printing, a "*" will be 
printed next to its pRT number. If any "*"s are printed in the 
SPOOL -LIST* the message "* means file being printed" will appear at 
the end of the SPOOL -LIST. Note that this functionality may not be 
supported in the future. 

i«.2_£ilect_of_2AS_Changed_Siiohti^ 

As will be described in the section pertaining to the header page* 
the full pathname of the spooled file is used on the third line of 
the header page when appropriate (and possible). This means that 
the "-AS" option will now only override what is seen in a SPOOL 
-LIST command and in the banner on the header page. It will only 
override the third line cf the header page if the "-OPEN" option was 
used when submitting the file* or if the pathname information was 
not present• 



5 CHANGES TO HEADER AMD TRAILER PAGES 

get the full pathname of 
the header and trailer 
file without -OPEN, this 

5ii_Ful_l__Pathname_Cap_abiil i_t̂  

By having SPOOLS perform calls to GPATHS to 
a spooled file* this pathname is printed on 
page of the Listing. For a submission of a 
means that the third line of the header page will be the full 
pathname of the submitted file (if obtainable)* and the line 
"Pathname: <path>" will appear below the banner* 

For a submission with -OPEN* the third line will be whatever the 
filename specified was (or -AS name)* and the line "Opened from: 
< p a t r > " will appear below the banner. In this case* <path> is the 
home ufd of the user when the submission was made. 

The text "No pathname information" will replace the "Pathname: 
<path>" or "Opened from: <path>" text if the submission was made by 
a prev-rev 19 SPOOLS subroutine. 

The text "(info unavailable)" will replace " < p a t h > " if the call to 
GPATHS failed. A reason for this is* for examolei that the pathname 
was longer than 8 0 characters. 

Since the same pathname for either -OPEN or file copy submission is 
also printeo on the trailer page* it should be easier to verify that 
listings are burst correctly. 

5_.2_DaJte/T lme_MocHf l£d__I nl crmat: i_on 

SPOOLS also obtains the file date/time modified information when a 
file copy submission (i.e. not -OPEN) is performed. This 
information is printed below the "Pathname: <path>" line on the 
header page. 

The text "No file modified date/time" will replace the "File last 
modified: <date/time>" text if the submission was made by a pre-rev 
19 SPOOLS subroutine. 

The <date/time> field can be all zeroes if the UFD which contained 
the file only allowed "U" (Use) access to the submitting user. 

Note that all of the date/time fields printed on header and trailer 
pages are accurate only to within 4 seconds. 



5i3_Trai^e£_Paoe_Si^e_i.n_Re£ords_Chanaes_ 

The "Records: n" messagp on the trailer page now reflects 1024-word 
records* not 440-word records. 

Also* files longer than 32767 records will show up as 32767 records 
in this message • 

5i4_Heade r/Traiieil_E32£_l£2li_JD_yjP.£££/k2wer_Case 

The text printed on header and trailer pages is now in combinations 
of upper and lower case for increased readability. Due to an 
internal restructuring* a printer environment which has UPCASE ON 
will correctly convert all that text to upper case before printing 
it. This was not true in previous revisions* which forced all 
internally-generated text to the spooler phantom to be entered in 
upper case. 

5i5_T£al<le r_P a cte_Ch ancles 

In addition to the date/time when the file 
the number of lines read and size of 
trailer page now contains: the username of 
name (if not blank)* the " PRT" number* the 

finished printing* and 
the file in records* the 
the submitter* the "-AT" 
"-FORM" name (if not 

blank)* and the pathname of the file (or the filename). 

This should make verification of bursting easier. 

5.6 Slash Character Printed in Banners 

The "/" character* 
printed in banners. 

which is a legal filename character* is 
Previously* it was replaced by a blank. 

now 

6 CHANGES TO PROP COMMAND 

6.1 The EVFU Command 

After an operator has created an EVFU file in the SPOOLG UFD* he can 
create or modify an environment to use it. The PROP subcommand EVFU 
is used for this. This subcommand takes one of three options? -ON* 
-OFF* or -NAME <EVFU_fiIe_name>. (Formerly* ON and OFF were missing 
the dashes.) -OFF is used with printers that do net contain EVFU's. 
-ON is used when the EVFU will not be used explicity to define 
channels. The spooler uses it to define the form length. For 
example* the 300 1pm printer/plotter which is eauiped with a forms 
length switch would have EVFU turned off. The same device without 
the forms length switch would use ar environment with EVFU turned 
on* if no use was to be made of the channels. 



In addition to naming the EVFU file* an environment must have the 
LIKES parameter set to equal the number of lines in the EVFU file 
(also the number of lines on the form). And as before* the TYPE 
parameter should be set to 0 for the 300 1pm printer/plotter and 1 
for the band printer. 

6j»2_Startin2_an_Envi£onment_wjth_EVFU 

The paper in the printer should be aligned to its top of form before 
the environment is started with PROP. This is because the printer 
assumes this alignment when the EVFU is loaded. If the printer is 
powered off the contents of the EVFU will be lost. In this case the 
environment should be stopped with PROP* the paper aligned to top of 
form* and the environment restarted. 

§il_Nume ri.c_Par a met e r__He nd I. i.nq 

The numeric parameters for a printer environment except for TYPE 
(i.e. LINES* LARGE, LIMIT* UPPER* LOWER* HEADER, WIDTH, and LINES) 
now have more intelligent handling. 

There are now minimum and maximum values defined for each parameter, 
and defaults for when just the parameter name is typed. Also, some 
of the parameters can have the value "off". The word "off" can be 
used when specifying a parameter in place of its value, if legal, 
and is displayed in the DISPLAY command. 

The default, minimum and maximum table is as follows: 

Parameter Default Mi n Max 

LENGTH 
LAFGE 
LIMIT 
UPPER 
LOWER 
HEADER 
WIDTH 
LINES 

38 
20 

off 
63 
G 
1 

108 
off 

1 0 
0 
0 
0 
0 
0 

10 
16 

32767 
32767 
32767 

63 
6 3 
2 

140 
32767 

"off" 
"off" 

"off" 

"off" 

i s 
i s 

i s 

is 

same as 
lega I 

sane as 

same as 

For parameters where "off" is the same as 0, like LINES, specifying 
0 as a value is the same as specifying "off". In the case of LINES, 
therefore, specifying "LINES OFF" and "LINES 0" is identical - but 
notice that whereas "LINES 0" is legal, "LINES 1" is not, because it 
is too small a value. In the case of "LIMIT", since "off" is legal* 
and 0 is a different value* specifying "LIMIT OFF" means no limit on 
spooled files* whereas specifying "LIMIT 0" means print only empty 
files (effectively disables spooling by that printer). 



It is illegal to specify "off" values for parameters that do not 
allow them, such as "UPPER". In a DISPLAY or PROP -DISPLAY, values 
which correspond to "off" values will be displayed as "off". 

7 CHANGES TO THE SPOOLER PHANTOM 

I±I_£VFU_Cap_abUi.t£ 

Explained in sections on EVFU, PROP and SPOOL. 

Z±2_Automat2c_SlzinQ_of_;0PEN_£2l,es 

When a spooler phantom automatically figures out the size of a file 
submitted with "-OPEN" (whose size is unknown), it uses 1024-word 
records, not 440-word records, which wilt produce different file 
sizes at rev 19.0. 

Also, after sizing the file, it now reads the Q.CTRL file in again 
and rescans the file. This way, it may decide to print the fite 
whose size it just scanned, whereas previously it just went back to 
sleep if no other files were ready to print. 

7.3_Wake_yp__Ti_me 

The spooler phantom now wakes up every minute, rather than every two 
minutes. Note that because multiple spoolers use a single 
semaphore, it is possible that the wake up time may be delayed when 
spoolers go to sleep at different times. 

7.4 Fite Name Change 

The spool program itself, which 
"SPPHN.SEG", and is a SEG file. 

used to be "*SPPHNM, is now 



CHANGES REQUIRED FOR REV. 19 STANDARDS COMPLIANCE 

1. The Master Disk partitions are no longer A 1 * B1 * and B 2 • 
partitions and their contents are: 

The new 

Ul - PRIMOS and unchangeable software run files 
VI - PRIMOS and unchangeable software source files 
CI - Chargeable software run files 
Dl - Chargeable software source files 

2. All chargeable software is now released as two directories* except 
for language compilers. PRODUCTSRC now contains the products source 
and build files* and PRODUCT contains the files needed to run the 
product. 

All build files have been converted from c o M n p u t files of 
form C PRODUCT to cpl files of the form PRODUCT.BUILD.CPL. 

the 

4. Files in system directories CMDNCO and LIB now have standard 
suffices. Files in other system directories have standard 
suffices where an appropriate suffix has been defined. No 
suffices have been defined for shared segments in SYSTEM or for 
files in SYSOVL. Files in SYSCOM have been duplicated so that 
both suffixed and unsuffixed files exist. All files in source 
directories* including insert files* now use the new suffix scheme. 

5. Installation and share files remain as cominput files* but now 
have standard suffices. Installation files of the form 
C_INSTALLPRODUCT are now PRODUCT.INSTALL.COMI. Share files of 
the form C SHAREPPODUCT are now PRODUCT .SHAPE.COMI . 

6. All files now have a standard three 
the following information: 

line header which contains 

LINE l: FILENAME,TREENAME* PROGRAMMER IDENTIFICATION* DATE 
LINE 2'. One line description of the file 
LINE 3: Copyright information 

7. At Rev. 19 some products may identify themselves by a rev number 
different from the master disk release number. This number refers 



to the release of that particular piece of software* rather than 
the master disk release. 

The following 
system. 

is a brief summary of how to install software on a Rev 19 

For each chargeable product* there is a cominput file to copy files 
needed to run the product from the Master Disk to system directories on 
the user's command disk. Each cominput file is named 
PRODUCT.INSTALL.COMI (example: COBOL.INSTALL.COMI ) . Each installation 
file resides in the directory containing the run files of the product 
(example: directory COBOL). 

In addition to copying commands* libraries* and shared segments* the 
installation file copies the PRODUCT.SHARE.COMI file from the product 
directory to ufd SYSTEM* if the product uses shared segments. 

In some cases* the number of files to be installed during an initial 
installation of a product may be greater than the number of files 
required for a reinstallation of a product. In addition* an initial 
installation may require that a directory be created on the user's 
command disk but a reinstallation will not require this. In those cases* 
there is a separate cominput file provided for inital installations 
called PRODUCT.INITINSTALL.COMI. As an example* the installation file 
for COBOL is listed below. 

/* COBOL.INSTALL.COMI* 
/* installs COBOL into 
/* Copyright (C) 1980, 
/* 
FUTIL 
FROM COBOL>CMDNC0 
TO CMDNCO 
COPY COBOL.SAVE*NC0B0L.SAVE 
FROM C0B0L>SYSTEM 
TO SYSTEM 
COPY C2014A,C2014B*C4000*CO2016 
FROM COBOL 
TO SYSTEM 
COPY COBOL.SHAPE.COMI 
FROM C0BOL>SYS0VL 
TO SYSOVL 
COPY C$$C0D 
FROM COBOL>LIB 
TO LIB 
COPY VCOBLB.BIN*NVCOBLB.BIN 
QUIT 
CO -CONTINUE 6 

COBOL* JPC-RHB* 04/01/80 
system directories 
Prime Computer* Inc.* Wellesley* MA 02181 



CO -END 

For each chargeable product that uses shared segments* there is a 
cominput file called PRODUCT.SHARE.COMI (example: COBOL .SHARE.COM I ) that 
contains commands that will install the shared files when invoked at the 
supervisor terminal. Each command share file resides in the directory 
containing the product (example: COBOL). These cominput files assume 
that the installation cominput files have copied all required share files 
and the share cominput file from the directory containing them to ufd 
SYSTEM. The group of SHARE commands is preceded by the command OPRPRI 1 
and followed by the command OPP 0. SHARE cominput files to install 
shared libraries must include the shared library package number. As an 
example* the share command file for COBOL is shown below. 

/* CO 
/* sh 
/* Co 
/* 
OPP 1 
SHARE 
SHARE 
R SYS 
SHARE 
SHARE 
OPR 0 
CO -C 
CO -E 

BOL.SHARE.COMI, COBOL, JPC-RHB* 04/01/80 
ares COBOL compiler 2nd library 
pyright (C) 1980* Prime Computer* Inc.* Uellesley* MA 02181 

SYSTEM>C2014A 
SYSTEM>C2014B 

TEM>C4000 1/3 
SYSTEM>C02016 
2014 

ONTINUE 6 
ND 

2014 
2014 

2016 

700 
700 

The file C_PRMO.TEMPLATE is supplied in ufd PRIRUN on the Master Disk. 
This file contains commands to invoke each of the PRODUCT.SHARE.COMI 
cominput files. A user must examine the file and delete those commands 
that invoke SHARE.CO MI files that the user has not purchased. After the 
file has been modified* it must be copied to CMDNC0 and named C PRMO. 

/* C_PRM0.TEMPLATE* PRIRUN* JNK* 07/21/81 
/* TEMPLATE FOR MAKING C_PRMO FILE FOR BRINGING 
/* Copyright (C) 1980* Prime Computer* 
CONFIG -DATA 
ADDISK 
AMLC TTY 
OPR 1 
SHARE SYSTEM>ED2000 2000 
SHARE SYSTEM>S2050 2050 
R SYSTEM>S4000 
SHARE 2050 
OPR 0 
PROP PRO -START 
PH BATCHQ>PH GO 

UP PRIMOS 
Inc.* Wellesley* MA 02181 
CONFIG file after -DATA 
local disks to be added 
AMLC lines 

REQUIRES OPR 1 
the editor 

/* speci fy 
/* specify 
/* specify 
/* SHARE 
/* SHARE 

700/* BRING UP SHARED LIBRARIES 
ED 

/* START SPOOLER PHANTOM 
/* STARTUP BATCH MONITOR 



CO SYSTEM>BASICV. 
CO SYSTEM>COBOL.S 
CO SYSTEM>DBG.SHA 
CO SYSTEM>DBMS.SH 
CO SYSTEM>DPTX-DS 
CO SYSTEM>DPTX-TC 
CO SYSTEM>EMACS.S 
CO SYSTEM>FED.SHA 
CO SYSTEM>FORMS.S 
CO SYSTEM>FTS.SHA 
CO SYSTEM>F77.SHA 
CO SYSTEM>MIDAS.S 
CO SYSTEM>PASCAL. 
CO SYSTEM>PL1G.SH 
CO SYSTEM>POWERPL 
CO SYSTEM>VISTA.S 
CO SYSTEM>VRPG.SH 

7 

SHAPE.COMI 7 
HARE.COMI 7 
RE.COMI 7 
ARE.COMI 7 
C.SHARE.COMI 7 
F.SHARE.COMI 7 
HARE.COMI 7 
RE.COMI 7 
HARE.COMI 7 
RE.COM I 7 
RE.COMI 7 
HARE.COMI 7 
SHARE.COMI 7 
APE.COMI 7 /* 
US.SHARE.COMI 7 
HARE.COMI 7 
ARE.COMI 7 

/* SHAPF BASICV COMPILER 
/* SHARE COBOL COMPILER AND 
/* SHARE DEBUGGER 

/* SHARE DBMS 
/* SHARE DPTX-DSC 
/* SHARE DPTX-TCP 
/* SHARE EMACS 
/* SHARE FED 

/* SHARE FORMS LIBRARY 
/* SHARE FTS 
/* SHARE F77 COMPILER 
/* SHARE MIDAS LIBRARY 
/* SHARE PASCAL COMPILER 

SHAPE PL1G COMPILER 
/* SHARE POWER 

LIBRARY 

/* SHARE 
/* SHARE 
VRPG 

VISTA 

CLOSE 
OPR 1 
SHARE SYSTEM>SP2121 2121 
R SYSTEM>SP4000 1/10 
SHARE SYSTEM>S$2167 2167 
R SYSTFM>S$4000 1/12 
OPR 0 
/* SET THE DATE AND TIME ********** 
CO -END 

/* SHARE SPL LIBRARY 

/* SHARE SPOOL LIBRARIES 

The following command files exist in ufd SYSTEM on the Master Disk. They 
are for doing installations of an entire Master Disk. These files must 
be edited to include the MFD names and passwords. They should be run in 
the order listed. 

CREATE.STD.COMI 
CREATE.ALL.COM! 
INSTALL.STD.COMI 
INSTALL.ALL.COM! 

CREATE.STD.COMI should be run if the disk you are installing TO does not 
have standard master disk directories such as C MD VC 0, SYSTEM* LIB* etc. 

/* CREATE.STD.COMI, SYSTEM, DJF, 08/10/81 
/* Creates standard master disk system directories 
/* Copyright (c) 1981, Prime Computer, Inc., Natick MA 01760 
/* 
/* /* this file creates the system directories required for 
/* an initial installation of Primos and unchangeable software 
/* 
A MFD XXXXXX /* ADD MFD NAME + PASSWD OF DISK YOU WISH TO INSTALL ON 
CREATE BATCHQ 
CREATE CMDNCO 

http://CREATE.ALL.COM
http://INSTALL.ALL.COM


CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CC -END 

DOS 
HELP* 
LIB 
P R IR U N 
SEG 
SEGRUN* 
SPOOLG 
SYSCOM 
SYSOVL 
SYSTEM 
TOOLS 
RJSPLQ* /* NEEDED ONLY FOR RJE INSTALLATIONS 

CREATE.ALL.COMI creates •special* system directories which are needed to 
install some chargeable software. For example* to install FORMS you must 
have a top level FORMS* directory. The user should edit this file and 
delete the Lines which reference software that has not been purchased. 

/* CREAT 
/* creat 
/* Copyr 
/* 
ATTACH 
CREATE 
CREATE 
CREATE 
FUTIL 
FROM FOR 
TO FORMS 
UFDCPY 
QUIT 
CREATE F 
CREATE T 
CREATE P 
FUTIL 
FROM POW 
TO POWER 
UFDCPY 
QUIT 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
CREATE 
co -cont 
co -end 

E.ALL. 
es sys 
ight ( 

FD 
BMSLB 
MACS* 
ORMS* 

MS>FOR 
+ 

COMI, SYSTEM, JPC-JNK, 07/21/81 
tern directories needed to install chargeable software 
C> 1980, Prime Computer, Inc.* Wellesley, MA 02181 

MS* 

ED* 
OOLS 
0 W E R * 

E R P L U S > P O W E R * 
* 

OWERCM 
AM 
RIMENET* 
ISTA* 
TSQ* 
JSPLQ* 
i nue 6 

/* PASSWORD 
/* RFQUIRED 
/* REQUIRED 
/* REQUIRED 
/* RFQUIRED 

SHOULD BE ADDED 
FOR DBMS INSTALLATION 
FOR EMACS INSTALLATION 
FOR FORMS INSTALLATION 
FOP INITIAL INSTALLATION ONLY 

/* REQUIRED 
/* REQUIRED 
/* REQUIRED 
/* REQUIRED 

FOR FED INITIAL INSTALLATION 
FOR PL1G INSTALLATION 
FOR POWER OR POWERPLUS INSTALLATION 
FOR INITIAL INSTALLATION ONLY 

/* REOUIRED FOR POWER OR POWERPLUS INSTALLATION 
PRINFT OR X.25 INSTALLATION 
PRINET OP X.25 CFAMII) INSTALL 
VISTA INSTALLATION 
FTS INSTALLATION 
RJE INSTALLATION 

/* 
/* 
/* 
/* 
/* 

REQUIRED 
REQUIRED 
REQUIRED 
REQUIRED 
REQUIRED 

FOR 
FOR 
FOR 
FOR 
FOR 



INSTALL.STD.COMI installs all unchargeable software. 

/* INSTALL.STD.COMI* SYSTEM* JPC-JNK* 08/06/81 
/* Installs PRIMOS and utilities from the Master Disk 
/* Copyright (C) 1980* Prime Computer* Inc.* Wellesley* MA 02181 
/* 

/* change XXX to the current release number* 19.0 would be M190U1 
/* 
FUTIL 
FROM <MXXXU1>CMDNC0 
TO CMDNC0 
UFDCPY 
FROM <MXXXU1>D0S 
TO DOS 
UFDCPY 
FROM <MXXXU1>LIB 
TO LIB 
UFDCPY 
FROM <MXXXU1>SP00LQ 
TO SPOOLQ 
UFDCPY 
FROM <MXXXU1>SYSC0M 
TO SYSCOM 
UFDCPY 
FROM <MXXXU1>SYSTEM 
TO SYSTEM 
UFDCPY 
FROM <MXXXU1>SYS0VL 
TO SYSOVL 
UFDC 
F <MXXXU1>PRIRUN 
TO PRIRUN 
UFDCPY 
F <MXXXU1>BATCHG 
TO EATCHQ 
UFDCPY 
FROM <MXXXU1>SEGRUN* 
TO SEGRUN* 
UFDC 
F <MXXXUl>TOOLS 
TO TOOLS 
UFDC 
F <MXXXU1>SEG 
TO SEG 
UFDC 
FROM <MXXXU1>HELP* 
TO HELP* 
UFDC 
FROM <MXXXU1>RJSPLQ* 
T RJSPLQ* 
UFDCPY 
QUIT 
CO -END 

http://STD.COM


I N S T A L L . A L L . C O M I i n s t a l l s all c h a r g e a b l e s o f t w a r e by r u n n i n g the 
i n d i v i d u a l i n s t a l l f i l e s . The u s e r must e d i t t h i s f i l e and d e l e t e the 
lines w h i c h r e f e r e n c e s o f t w a r e w h i c h has not b e e n p u r c h a s e d . 

/* I 
/* i 
/* C 
/* 
/* N 
/* 
/* 
/* 
/* 
/* 
/* 
CO B 
CO B 
CO C 
CO D 
R DB 
CO D 
CO D 
CO D 

MSTALL.ALL.C 
nstalls all 
opy right (C) 

OMI, SYSTEM, JPC-JNK, 07/21/81 
products from the Master Disk 
1980, Prime Computer, Inc., Wellesley, MA 02181 

OTF -

CO 
CO 
CO 
CO 
CO 
CO 
CO 
CO 
CO 
CO 
CO 
CO 
CO 
CO 
CO M 
CO P 
CO P 
CO P 
CO P 
CO R 
CO V 
CO V 
CO X 
CLOS 
CO -

ASIO 
ASICV 
OBOL> 
BG>DB 
!*SEX> 
PTX-D 
PTX-T 
PTX-T 
MACS> 
JSPLQ 
M1 0 0 4 
M 2 0 0 U 
M 7 0 2 C 
M G R T S 
M H A S P 
M X 8 0 > 
M X B M > 
0 R M S > 
E D > F E 
T N > F T 
T S > F T 
77>F7 
IDAS> 
ASCAL 
L1G>P 
OWERP 
PINET 
PG>RP 
ISTA> 
RPG>V 
.25>X 
E 22 
END 

- When 
while 
exist 
i nst a 
comma 
rathe 
p rope 

BASIC.I 
>BASICV 
COBOL.I 
G.INSTA 
DBMS.IN 
SODPTX 
SF>DPTX 
CF>DPTX 
EMACS.I 
ORJECO 
>EM1004 
T>EM200 
>EM7020 
>EMGRTS 
>EMHASP 
EMX80.I 
EMXBM. I 
FORMS.I 
D.INSTA 
N.INSTA 
S. INST A 
7.INSTA 
MIDAS.I 
>PASCAL 
L1G.INS 
LUS>POW 
>PRINET 
G.INSTA 
VISTA.I 
RPG. INS 
. 2 5 . I N S 

i n s t a l 
runni 

i ng se 
II f i I 
nd f i I 
r than 
r I y af 
NSTALL 
.INSTA 
NSTALL 
LL.COM 
STALL. 
-DSC.I 
-TSF.I 
-TCF.I 
NSTALL 
M.INST 
. INSTA 
UT.INS 
.INSTA 
. I N S T A 
. INSTA 
N S T A L L 
N S T A L L 
N S T A L L 
L L . C O M 
L L . C O M 
L L . C O M 
L L . C O M 
N S T A L L 
• I N S T A 
T A L L . C 
E R P L U S 
. I N S T A 
L L . C O M 
N S T A L L 
T A L L . C 
T A L L . C 

I i n 
ng 
gme 
es 
e i 
•c 

te r 
.CO 
LL. 
.CO 
I 2 
CPL 
NST 
NST 
NST 
• CO 
ALL 
LL. 
TAL 
LL. 
LL. 
LL. 
.CO 
.CO 
• CO 
I 2 

g PR 
the c 
nt di 
as Do 
t is 
o con 
a pa 

MI 22 
COMT 
MI 22 
2 

I NET & X.25 pauses are encountered 
ommand files to allow you to delete 
rectories. If you are running the 
rt of this master a 11. insta 11 .comi 
necessary to type »co continue 22* 
tinue* to resume the command file 
use • 

22 

.CO 
LL. 
OMI 
.IN 
LL. 
I 2 
.CO 
OMI 
OMI 

ALL.COMI 22 
ALL.COMI 22 
ALL.COMI 22 
MI 22 
•COMI 22 
COMI 22 
L.COMI 22 
COMI 22 
COMI 22 
COMI 22 
MI 22 
MI 22 
MI 22 
2 
2 
2 
2 
MI 2 2 
COMI 22 
22 

STALL.COMI 22 
COVJ 22 
2 
MI 22 
22 
22 

http://LL.COM
http://LL.COM
http://LL.COM
http://LL.COM
http://LL.COM
http://LL.COM


STRIP_ACLS is a tool which removes all ACLs from a directory tree. By 
default* it removes ACLs from the subtree defined by the current attach 
point* but any tree may be specified on the command line. The user has 
the option of having STRIP_ACLS run FIX_DISK after it has finished 
removing the ACLs. 

The command syntax of STRIP_ACLS is: 

R STRIP_ACLS -HELP 
R STRIP ACLS [<treename>] C-FIX DISK <pdev> C-COMDEVD] [-RePorTD 

The former format causes STRIP_ACLS to list its syntax. 

The latter is used to actually execute STRIP_ACLS. If no <treename> is 
supplied^ the current directory is assumed as the starting point. 
Protect access is required on all directories in the subtree; if ACLs 
are to be removed from an entire partition* it is recommended that a 
Priority ACL be placed on the partition before running STRIP_ACLS. 

(Vote 

_ACLS should not be invoked ty treename; since STRIP_ACLS 
is a recursive CPL program* it must reside in the current 
directory when invoked. 

STRIP 
is a 

If the -FIX_DISK option is given* FIX_DISK will be run after the ACLs 
have been removed from the disk. The <pdev> must be supplied with this 
option. The -COI^DEV option tells FIX_DISK that the command device is 
being fixed. STPIP_ACLS supplies the -FIX* -CPPR* and -DUFF options 
automat i ca11y. 

Note that if the -COMDEV option is given and STRIP_ACLS was invoked 
from the command partition* STRIP_ACLS will terminate abnormally after 
FIX_DISK has run. This does not cause a problem since all conversion 
and FIX_DISK activities have been completed at this point. 

Caution 

If STRIP_ACLS is being used to remove all ACLs from a disk* we 
recommend that you use the -FIX_DISK option to clean up the 
disk after the ACLs have been removed. If you w^sh to use the 
disk under e rev 18 system after removing the ACLs* you MUST 
invoke FIX_DISK with the -CMPR option (supplied automatically 
by the -FIX_DISK option) before the disk may be used under rev 
18. 

If the -REPORT option is given* each directory which is converted back 
to a password directory by STPIP_ACLS will be listed as it is 
converted. 

Note that ACLs are not the only rev 19 structure which cannot be 
supported by rev 18 systems. If you run a disk which has had all its 
ACLs removed by STRIP_ACLS on a rev 18 system* the following 
restrictions are still imposec by the new BADSPT file format: 



o You may not use any rev 18 physical disk utilities (e.g. 
COPY_DISK, PHYSAV). 

o You may not use the disk for paging (applies to split 
partitions only). 

Note also that all ACLs removed by STRIP_ACLS are lost; in order to 
restore ACL protection to the disk* the ACLs must be replaced manually^ 



Subject: UPCASE 

Release: 19.0 

Date: June 6? 1981 

^£w_Ly.Q£tiodsLi£.}i 

UPCASE has been updated to meet the revision 19*0 standards 

User Visible Bua Fixes 

None. 

Internal Buq Fixes 

None. 

Outstandina Problems 

None. 

Envi ronment 

This revision of UPCASE should be build and run on revision 19.0 or 
Later PRIHOS. 

Build and Install Procedure 

This prooram may be built and installed by resuming the file 
UPCASE>UPCASE.Build.CPL. 



Subject : V-mode Fortran Library 

Release : Rev. 19.0 

Date : December 1« 1981 

1. New Functionality 

none 

2• Problems Fi xed 

A. The following Polers have been fixed : 

11985 FJINQF no longer closes any Command_Input_FiIe 
which the user happens to have open at the time 
of inquiry. 

22050 MIN C F$M111 1 is now a separate module* and 
gives correct results if the arguments are 
within legal bounds. 

27250 F$I077 does correct outputs with leading zeros 
only when necessary. 

28524 SGRT allows more accurate comparisons between 
returned results. 

29556 DEXP returns 1.0 if its argument is 0.0 • 

29621 F$I077 now accepts B-format statements with 
surrounding blanks. 

30110 P $ A T 0 A traps numbers with multiple 
points and delivers an error message. 

decimal 

30249 FSIOFTN operates properly on multiple* internal 
sequential commas. 

31198 HAMEQS now checks for lower case • a * . 

31488 F $ J 0 7 7 handles non-word aligned charcter output 
from internal formats correctly. 

32166 F $ I 0 F T N now handles encodes of non-wcrd aligned 
characters correctly. 

32365 PSATOA now correctly handles rounding of 
floating point numbers. 

32724 CABS no longer overflows if the argument is 
within legal bounds. 



32927 This is a duplicate of 3148R. 

35387 FilOFTN now accepts B-format statements which 
may be surrounded with blanks. 

40213 F$CL0S can delete a scratch file from a 
Dassworded UFD» providing that the program is 
initiated by a user with owner status. 

40357 This is a duplicate of 22050. 

Outstanding Problems 

A. There are some outstanding Polers listed in the on-line 
POLEPS data base. 

4. Changes 

A. Binary F77 I/O now works 20 faster. 

B. NAMELIST support for F77 has been unshared as we 
needed the room in the shared library ( and NAMELIST 
was thought to be little used). 

C. Two more logical units were added to the IOCS system 
for use by PL1. The units are 140 and 141 for 
printer units 0 and If respectively. FTN / F77 
programs may reference these units as well. 

D. The block that determines whether or not the Library 
is initialized is now located in the Command 
Processor Stack* which we are running under upon 
entry. 



Subject: VPSD 

Release: 19.0 

Date: June 12? 1981 

i_Modi_f_ic_a t^ons. 

VPSD has been modified to conform to the Standard for Master Disk 
Release. 

2_in^la]LLation_and_Buj_^d_Pro£edu res. 

Standard: build using VPSD.BUILD .CPL . 

* NOTE: ALL products have been modified to conform to master disk 

standards. For a description of these modifications* pLease 

read INF019>STANDARDS.RUN0. 
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